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[bookmark: _Toc1558092][bookmark: _Toc2331093]Background Information
[bookmark: _Toc1558093][bookmark: _Toc2331094]Background on the New Mexico Health Insurance Exchange
The New Mexico Health Insurance Exchange, also known as beWellnm or NMHIX, was created in 2013 with the enactment of SB 221, the “New Mexico Health Insurance Exchange Act” (the “Act”, NMSA  59A-23F). The Act established beWellnm as a non-profit public corporation. BeWellnm is the State entity charged with implementation of a state health insurance exchange, in accordance with the federal Affordable Care Act. 
BeWellnm’s mission is to provide qualified individuals and employers in New Mexico with increased access to health insurance. BeWellnm’s vision is to improve the quality of life for New Mexicans, especially when it comes to their health, their access to health care providers, and their financial security. 
BeWellnm is governed by a 13-member board of directors that was appointed in April 2013. BeWellnm has now concluded its sixth open enrollment period which began on November 1, 2018 and finished on December 15, 2018. 
In March 2015, the beWellnm board of directors decided to discontinue pursuing its own Individual Exchange information technology platform and established that beWellnm would operate as a State Based Exchange utilizing the Federal Platform (SBE-FP). BeWellnm received acknowledgement from CMS of its updated operating model; beWellnm still operates under that model. As an SBE-FP, beWellnm conducts outreach and education, operates a call center, contracts for plan management with the Office of Superintendent of Insurance, and runs the Small Business Health Options (SHOP) program, which opened in 2014.
Due primarily to an inflexible system, rising costs, with forecasted increases, for leasing healthcare.gov, and limited access to state-level data the Board of Directors elected in September 2018 to pursue a full state-based marketplace to be operational during the open enrollment period in 2020 for plan year 2021. A high-level proposed project timeline is included in Attachment D.
BeWellnm Individual and SHOP enrollment as of January 2019 is as follows:
	[bookmark: _Hlk535931152]Product
	January 2019 Enrollment

	Individual Enrollment
	45,001

	SHOP Employers
	143

	SHOP Enrollment
	837



New Mexico Open Enrollment 2019 and 2018 data is as follows:
	Open Enrollment 2019

	Number of Submitted Applications
	Individuals Applying for Coverage on Submitted Applications
	Individuals Determined Eligible to Enroll in an Exchange Plan
	Individuals Determined Eligible to Enroll, with Financial Assistance
	Individuals Determined or Assessed Eligible for Medicaid/CHIP by the Exchange

	Available in March 2019
	45,001
	Available in March 2019

	Open Enrollment 2018

	Number of Submitted Applications
	Individuals Applying for Coverage on Submitted Applications
	Individuals Determined Eligible to Enroll in an Exchange Plan
	Individuals Determined Eligible to Enroll, with Financial Assistance
	Individuals Determined or Assessed Eligible for Medicaid/CHIP by the Exchange

	47,991
	68,259
	58,913
	43,226
	9,579



[bookmark: _Toc1558094][bookmark: _Toc2331095]Purpose of the RFP
The purpose of this Request for Proposals (“RFP”) is to contract with a qualified Contractor to develop, supply, implement, host, maintain, and provide end user support to Individual Marketplace operations, including technology, financial management and billing, customer engagement center, and mailroom functions, and best in class account management. 
BeWellnm seeks a proven solution, ideally one that has operated as a federally compliant state-based marketplace.  As described here, beWellnm seeks a flexible, modern, customer-oriented solution to better carry out the mission of providing access to affordable health insurance.  Ideally, the solutions and services will support a multi-tenant platform.
[bookmark: _Toc2331096]Key Terms
· Tenant means a member of a group of users belonging to or associated with a single organization, who share common access to software. A tenant may have specific privileges.
· Shared Services means a single instance of an application that is designed for concurrent use by multiple tenants. The application’s configuration and performance for one tenant does not limit or compromise the performance of another tenant. 
· Multi-Tenant Platform means a flexible, customizable technology platform that can accommodate multiple tenants with multiple program designs, provide shared services, and maintain privacy and security firewalls across tenants.
· Multi-Contributor/Premium Aggregation means a solution that can accept insurance premiums payments from multiple contributors. The solution will aggregate all premium sources into a single premium to send to issuers.
· Mixed Eligibility Household means a household with individuals who meet eligibility for two or more health care programs such as Medicaid, Individual Marketplace subsidies, employer coverage, etc.



[bookmark: _Toc1558095][bookmark: _Toc2331097]Administrative Information
1. [bookmark: _Toc440012973][bookmark: _Toc440013053][bookmark: _Toc440356991][bookmark: _Toc441762895][bookmark: _Toc441762933][bookmark: _Toc441763138][bookmark: _Toc441815869][bookmark: _Toc441816116][bookmark: _Toc441816931][bookmark: _Toc441816970][bookmark: _Toc515621225][bookmark: _Toc515956445][bookmark: _Toc536349691][bookmark: _Toc714520][bookmark: _Toc1558096][bookmark: _Toc1750364][bookmark: _Toc1750452][bookmark: _Toc2282370][bookmark: _Toc2282450][bookmark: _Toc2331098]
[bookmark: _Toc1558097][bookmark: _Toc2331099]Procurement Administrator
The Procurement Administrator for this project is:
Kevin Swinson
Director of Technology Operations
beWellnm
7601 Jefferson St NE, Suite 160
Albuquerque, NM 87109
505-314-5200
PROPOSALS@nmhix.com
(Please include “Individual Marketplace and Customer Engagement Center RFP” in the subject of any emails)
[bookmark: _Toc1558098][bookmark: _Toc2331100]Restriction on Communications
[bookmark: _Hlk515866055]From the issue date of this RFP, until beWellnm announces its Notice of Intent to Award, all communications related to this RFP must be with the Procurement Administrator listed in Section 2.1. All such communications must be submitted in written form via email to PROPOSALS@nmhix.com. The Procurement Administrator will respond only to written questions regarding the procurement process and this RFP. Oral questions will not be accepted. Offerors may be disqualified if they, or their representatives (i.e., investors, legal representatives, lobbyists, etc.) directly or indirectly contact any employee or affiliate of beWellnm other than the Procurement Administrator, including the Board of Directors and members of the Evaluation Committee, regarding this RFP.
[bookmark: _Toc1558099][bookmark: _Toc2331101]Questions, Requests for Clarification, and Suggested Changes
[bookmark: _Hlk2339489]Offerors may submit written questions and requests for clarifications regarding this RFP to the Procurement Administrator by the due date in Section 2.11 “Key Dates”. Offerors are required to complete Attachment C, Questions & Answers Template for questions, clarifications, and suggested changes. Each column, except for the last column (“NMHIX Response”), must be completed to the extent possible. 
BeWellnm is not obligated to provide answers to written questions. If beWellnm decides to answer a question or adopt a suggestion that modifies this RFP, beWellnm will issue an amendment or clarification to this RFP to all interested Offerors. Written answers to potential Offerors’ questions must become part of the RFP.  It is the sole responsibility of the Offeror to review responses to Offerors’ submitted questions in the event that the amendment does not include all elements of the published questions and answers (Q&A).
[bookmark: _Toc1558100][bookmark: _Toc2331102]Optional Pre-Proposal Conference
BeWellnm will hold a pre-proposal conference according to the schedule in Section 2.11. The pre-proposal conference is not mandatory. Offerors can submit proposals without attending the pre-proposal conference; however, attendance is highly encouraged to learn more about the vision beWellnm has for the Individual Marketplace and Customer Engagement Center.
[bookmark: _Toc1558101][bookmark: _Toc2331103] Acknowledgement of Receipt of Request for Proposals Form
Potential Offerors must return, by email, the "Acknowledgement of Receipt of Request for Proposals Form" (Attachment B) to have their organization placed on the procurement distribution list.  The form must be signed by an authorized representative of the organization, dated and returned to the Procurement Administrator according to the schedule of dates in Section 2.11. Submit the form to PROPOSALS@nmhix.com.
The procurement distribution list will be used for the distribution of written responses to questions.  Failure to return the Acknowledgement of Receipt form must constitute a presumption of receipt and rejection of the RFP, and the potential Offeror’s organization name must not appear on the distribution list.
[bookmark: _Toc1558102][bookmark: _Toc2331104]Amendment and Withdrawal of this RFP
BeWellnm reserves the right to amend, delay, or withdraw the RFP at any time and for any reason. Amendments and or notices of withdrawal will be sent to the list of interested Offerors.
[bookmark: _Toc1558103][bookmark: _Toc2331105]Amendment and Withdrawal of Proposals
Offerors may amend or withdraw their Proposals at any time before the Proposal submission deadline listed under Section 2.11 “Key Dates.” The amendment must be in writing, signed by the Offeror, and received by the time set for the receipt of Proposals. Offerors must notify the Procurement Administrator in writing prior to the submission deadline if they wish to withdraw their Proposals.
[bookmark: _Toc1558104][bookmark: _Toc2331106]Submission of Proposals
The Procurement Administrator must receive all components of the Proposals by the deadline listed in Section 2.11. It is Offeror’s responsibility to ensure that the Proposal is received prior to the deadline. BeWellnm will use the date and time stamp upon receipt by beWellnm to determine if the proposal was received by the deadline. Proposals received after the deadline will be rejected.
[bookmark: _Toc1558105][bookmark: _Toc2331107]Finalist Interviews
At the sole discretion of the Evaluation Committee, some Offerors may be asked to participate in oral interviews, presentations, and/or demonstrations prior to the selection of an Offeror. This process is intended to allow Offerors to demonstrate their proposed solutions and clarify any elements of their Proposal for the beWellnm Evaluation Committee. Any cost associated with interviews, presentations, and/or demonstrations will be entirely the responsibility of the Offeror. The presentation may occur at beWellnm’s offices, via the Internet, or at another location as specified by beWellnm. Submission of an RFP response does not guarantee an Offeror will be invited to Finalist Interviews.
[bookmark: _Toc1558106][bookmark: _Toc2331108]Award Notice and Acceptance Period
A “Notice of Intent to Award” will be sent to the apparent successful Offeror. Negotiation and execution of the Contract must be completed promptly and by such time as designated by beWellnm. If the apparent successful Offeror fails to negotiate and execute a final agreement by that date, beWellnm, in its sole discretion, may cancel the intent to award and negotiate with another Offeror beWellnm believes meets this RFP’s requirements and will provide the best value to beWellnm. Unsuccessful Offerors will be notified of the conclusion of the procurement once a contract is executed or at such other time as designated by beWellnm.
[bookmark: _Toc1558107][bookmark: _Toc2331109]Key Dates
The following table lists the Key Dates for this RFP. These dates are subject to change. If the submission date changes, an amendment will be issued. 



Key Dates
	
EVENT
	
DATE

	RFP Released
	March 1, 2019

	Pre-Proposal Conference
(attendance optional)
	March 11, 2019
2:00 p.m. MDT

	Offeror Questions Due
	                 March 11, 2019
                 4:00 p.m. MDT

	Acknowledgement of Receipt Form
	March 11, 2019
4:00 p.m. MDT

	Q&A Released
	March 15, 2019

	RFP Responses Due
	April 1, 2019
4:00 p.m. MDT

	Optional Finalist Presentations
	Week of April 22, 2019 (est.) 

	Optional Best and Final Offer (BAFO) Request 
	Week of April 22, 2019 (est.)

	Notice of Intent to Award
	May 18, 2019
Contingent upon Board Approval

	Protest Filing Period
	Within 15 calendar days after the Contract award and execution 

	Contract Start Date
	July 1, 2019 (est.)


[bookmark: _Toc1558108][bookmark: _Toc2331110]Costs of Preparing the Proposal 
The costs of preparation and delivery of the Proposal are solely the responsibility of the Offeror. Costs incurred by the Offeror in responding to the RFP, including developing and delivering responses, presentations, demonstrations, site visits and /or other related activities, are the sole responsibility of the Offeror and will not be reimbursed by beWellnm.
[bookmark: _Toc1558109][bookmark: _Toc2331111]No Commitment to Contract
BeWellnm reserves the right to reject any or all Proposals received in response to this RFP at any time prior to the execution of the Contract. Issuance of this RFP in no way constitutes a commitment by beWellnm to award a contract.
[bookmark: _Toc1558110][bookmark: _Toc2331112]Rejection of Proposals
BeWellnm may reject outright and not evaluate any Proposal that does not comply with the mandatory terms of this RFP.
[bookmark: _Toc1558111][bookmark: _Toc2331113]Subcontractors
The awarded Offeror, or Prime Contractor, is solely responsible for fulfillment of the Contract. BeWellnm will make payments only to the Prime Contractor. The Prime Contractor will not subcontract any portion of the services to be performed under the Contract without the prior expressed written approval of beWellnm. Any changes to subcontractors must also be approved by beWellnm. In the event beWellnm approves any subcontractor, the Prime Contractor will remain fully responsible for complying with the terms and obligations of the Contract.
The Prime Contractor must accept full responsibility for coordinating and controlling all aspects of the Contract, including support or activities to be performed by any subcontractor. The Prime Contractor will be responsible for successful performance of all subcontractors. The Prime Contractor shall be the sole point of contact regarding contractual matters related to subcontractors and payment of any and all charges related to work completed.
The Contractor must include in their Proposal and submit Letters of Intent to subcontract with the Proposal response pursuant to Sections 4.4.1.
Any use of subcontractors by the Contractor will not obligate beWellnm as a party to the subcontract, nor create any right, claim, or interest for the subcontractor against beWellnm, its agents, employees, representatives, or successors. The parties agree that there are no third party beneficiaries, intended or otherwise, to the Contract.
[bookmark: _Toc1558112][bookmark: _Toc2331114]Reference Checks
BeWellnm will contact submitted references to assist in the evaluation of the Proposal to verify information contained in the Proposal and to discuss the Offeror’s qualifications and the qualifications of any subcontractor identified in the Proposal. 
[bookmark: _Toc1558113][bookmark: _Toc2331115]Information from Other Sources
BeWellnm reserves the right to obtain and consider information other than that included in an Offeror’s proposal, including references, if the Evaluation Committee determines the information may be of assistance in its evaluation of the proposal. The Evaluation Committee may make such investigations as necessary to determine the ability of the potential Offeror to adhere to the requirements specified within this RFP. Such information may include, but is not limited to, the Offeror’s capability and performance under other contracts, the qualifications of any subcontractor identified in the Proposal, the Offeror’s financial stability, past or pending litigation, and other publicly available information. Information from other sources that is considered in the evaluation of any proposal must be made part of the procurement file and must be available to all members of the Evaluation Committee. 
[bookmark: _Toc1558114][bookmark: _Toc2331116]Proposal Clarification Process
BeWellnm reserves the right to contact an Offeror after the submission of Proposals for the purpose of clarifying a Proposal or correcting technical irregularities in a proposal. This contact may include written questions, interviews, or site visits. BeWellnm will not consider information received from or through the Offeror if the information materially alters the content of the Proposal or the type of services the Offeror is offering to beWellnm. An individual authorized to legally bind the Offeror must sign responses to any request for clarification. Failure to comply with requests for additional information may result in rejection of the Proposal.
[bookmark: _Toc1558115][bookmark: _Toc2331117]Disposition of Proposals
All Proposals become the property of beWellnm and will not be returned to Offeror but must remain subject to the confidentiality provisions of this RFP.
[bookmark: _Toc1558116][bookmark: _Toc2331118]Confidentiality
Proposals will be kept confidential until the contract is executed. At that time, all proposals and documents pertaining to the proposals will be open to the public, except for the material that has been clearly marked and in fact is proprietary or confidential. BeWellnm will not disclose or make public any pages of a proposal on which the Offeror has stamped or imprinted “proprietary” or “confidential,” subject to the following requirements. Blanket labeling of the entire document as “confidential” or “proprietary” is not permitted. Proprietary or confidential data must be readily separable from the proposal in order to facilitate eventual public inspection of the non-confidential portion of the proposal. Confidential data is normally restricted to confidential financial information concerning the Offeror's organization and data that qualifies as a trade secret in accordance with the Uniform Trade Secrets Act, NMSA 1978, §§ 57-3A-1 to 57-3A-7. The price of products offered, or the cost of services proposed must not be designated as proprietary or confidential information.
If a request is received for disclosure of data for which an Offeror has made a written request for confidentiality, beWellnm will examine the Offeror’s request and make a written determination that specifies which portions of the proposal should be disclosed. Unless the Offeror takes legal action to prevent the disclosure, the proposal will be so disclosed. The proposal must be open to public inspection subject to any continuing prohibition on the disclosure of confidential data.
BeWellnm will own all right, title, and interest in and to, and all ideas presented in any Proposal, and must therefore have the right to use any such ideas.
[bookmark: _Toc1558117][bookmark: _Toc2331119]No Contract Rights until Execution
No Offeror must acquire any legal or equitable rights through this RFP or any action or inaction by beWellnm unless and until the Contract has been fully executed by the successful Offeror and beWellnm.
[bookmark: _Toc1558118][bookmark: _Toc2331120]Choice of Law and Forum
This RFP and the Contract must be governed by the laws of the United States and of the State of New Mexico, without regard to principles of conflicts of law. Any and all litigation or actions commenced in connection with this RFP must only be brought in a federal or state court of competent jurisdiction in the State of New Mexico.
[bookmark: _Toc1558119][bookmark: _Toc2331121]Protests
2.23.1 Protest
Any Offeror who believes it is aggrieved in connection with this solicitation or award of a Contract hereunder may protest to beWellnm. 
The protest must be in writing and must be addressed to the Protest Administrator, who must be a management level employee of beWellnm, and who, if possible, has not been involved in the decision-making process of the RFP. The protest must be submitted to the Protest Administrator at: 
	
Protest Administrator
Individual Marketplace and Customer Engagement Center RFP
7601 Jefferson St. NE, Suite 120
Albuquerque, NM 87109
The protest must be submitted within fifteen (15) calendar days after knowledge of the facts or occurrences giving rise to the protest, provided that no protest must be considered timely unless submitted within 15 days of the contract award, meaning the date the contract is executed by all parties. 
A protest must include the following: 
· The name and address of the protestant; 
· The RFP number; 
· A statement of the grounds for the protest; 
· Appropriate supporting exhibits, evidence, or documents to substantiate any claim; and
· The ruling requested. 
The Protest Administrator may take any action reasonably necessary to resolve a protest, including but not limited to the following: 
· issue a final written determination summarily dismissing the protest;
· obtain information from any person involved in the procurement or from a third party;
· require parties to produce for examination information or witnesses under their control;
· require parties to express their positions on any issues in the proceedings;
· require parties to submit legal briefs on any issues in the proceeding;
· establish procedural schedules;
· regulate the course of the proceedings and the conduct of any participants;
· receive, rule on, exclude, or limit evidence;
· take official notice of any fact that is among the traditional matters of official or administrative notice;
· conduct hearings; and
· take any action reasonably necessary to compel discovery or control the conduct of parties or witnesses.
The Protest Administrator must issue a written determination of the protest which must include the reasons for any action taken. 
2.23.2 Reconsideration
Any Offeror who disagrees with the Protest Administrator’s determination may request reconsideration. The request for reconsideration must be filed within seven (7) calendar days of the determination and must contain a detailed statement of the factual and legal grounds upon which reversal or modification of the determination is warranted, specifying any errors of law made or information not previously considered. 
The Protest Administrator may take any action reasonably necessary to resolve the request for reconsideration, including the actions above, and may consult a third-party, independent of beWellnm, for advice, counsel, and recommendation. The Protest Administrator must promptly issue a written determination of the request for reconsideration. 
The written determination of the Protest Administrator regarding a request for reconsideration must be final. 
[bookmark: _bookmark27][bookmark: _Toc1558120][bookmark: _Toc2331122]Conflict of Interest
By submitting a proposal in response to this RFP, an Offeror warrants that it presently has no interest and must not acquire any interest, direct or indirect, which would conflict in any manner or degree with the performance or services solicited. The Offeror must certify compliance with requirements of the Governmental Conduct Act, Sections 10-16-1 through 10-16-18, NMSA 1978, regarding contracting with a governmental entity. The Offeror also certifies compliance with all federal provisions related to conflicts of interest, including but not limited to those contained in 45 C.F.R. 92.36 and the Affordable Care Act.
[bookmark: _Toc1558121][bookmark: _Toc2331123]Contract Terms and Conditions
[bookmark: _Toc2282476][bookmark: _Toc2331124]2.25.1. 	Initial Term
The contract will have two phases:
Phase I: Design, Development and Implementation (DDI)
The term of the DDI phase will be from July 1, 2019 to January 31, 2021.
2.25.1.1.  Phase II: Maintenance and Operations (M&O)
The initial term of Phase II is from January 1, 2021 through December 31, 2023.
[bookmark: _Toc2282477][bookmark: _Toc2331125]2.25.2.	 Additional Terms
The resulting contract may be extended for an additional term or terms by mutual agreement of the parties. The compensation paid under the resulting contract for any additional terms and any amendments thereto must be determined on an annual basis. 
[bookmark: _Toc2331126]Contract
Offerors must review the Contract in Attachment F before responding to this RFP. Offerors must be expected to enter into an agreement with beWellnm largely conforming to the Sample Contract, which includes contract reporting deliverables and Performance Guarantees with associated metrics and penalties. The Offeror’s RFP response will be incorporated into the Contract’s Scope of Work.
BeWellnm reserves the right to negotiate with any Offeror provisions in addition to those contained in the sample contract. The contents of this RFP, as revised and/or supplemented, and the successful Offeror’s proposal will be incorporated into and become part of any resultant contract.
BeWellnm discourages exceptions to contract terms and conditions. Exceptions may cause a Proposal to be rejected as nonresponsive when, in the sole judgment of the Evaluation Committee, the Proposal appears to be conditioned on the exception, or correction of what is deemed to be a deficiency, or an unacceptable exception which would require a substantial proposal rewrite to correct is proposed.
Should an Offeror object to any of the terms and conditions in the sample contract strongly enough to propose alternate terms and conditions in spite of the above, the Offeror must propose specific alternative language in its proposal by redlining the sample contract. BeWellnm may or may not accept the alternative language. General references to the Offeror’s terms and conditions or attempts at complete substitutions that are not acceptable with beWellnm will result in disqualification of the Offeror’s proposal.
Offerors must provide a brief discussion of the purpose and impact, if any, of each proposed change followed by the specific proposed alternate wording.
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[bookmark: _Toc1558122][bookmark: _Toc2331127]General Scope of Work
3 
[bookmark: _Toc1558123][bookmark: _Toc2331128]Overview
BeWellnm is seeking to implement an Individual Marketplace platform, Billing System, Mailroom, and Customer Engagement Center that meet the following functional requirements. More detail on requirements are included in Attachment A-3-1 through A-3-9.
[bookmark: _Toc2282481][bookmark: _Toc2331129]3.1.1.  Individual Marketplace Technology and Service Requirements
· User authentication/authorization 
· Anonymous pre-screening of eligibility
· Anonymous plan comparison 
· Eligibility determination, including calculation of advance premium tax credit (APTC) and cost-sharing reduction (CSR) subsidies
· Plan comparison/consumer decision support 
· Individual Qualified Health Plan (QHP) and Stand Alone Dental Plan (SADP) enrollment during open enrollment period (OEP) and special enrollment period (SEP) 
· Verification of special enrollment period (SEP)/qualifying life event (QLE) eligibility 
· Data persistence 
· Electronic data interchange (EDI) with state Medicaid agency
· EDI with insurance carriers (820’s & 834’s)
· EDI with Federal Data Services Hub (FDSH) 
· Interface with EDE vendors
· Plan preview for carriers during recurring data correction windows 
· Immigration status and Native American/Alaskan Native validation
[bookmark: _Toc2282482][bookmark: _Toc2331130]3.1.2. Customer Engagement Center
· Consumer messaging
· Telephonic enrollments Certified Assisters
· Supports Website Chat responses
· Provides Language support
· Appeals processing 
· Consumer complaint resolution 
· Customer relations management (CRM) 
· Broker Dashboard- Book of Business Portal
[bookmark: _Toc2282483][bookmark: _Toc2331131]3.1.3. Financial Management and Billing
· Premium billing and invoicing
· Premium payment processing
· Reconciliation 
· 1095-A production, delivery and reporting
· Premium aggregation and remittance to carriers
· 820 carrier remittance processes
· [bookmark: _Toc1558124][bookmark: _Hlk517967756]Other financial management and accounting activities, including month-end financial reporting of premiums receivable and due to issuers 
[bookmark: _Toc2331132]Qualifications
An Offeror must meet the following qualifications for beWellnm to consider its proposal; otherwise its proposal will be rejected and not evaluated: 
· BeWellnm must receive the Offeror’s response by the due date in Section 2.11.
· Offeror must, in partnership with a subcontractor, or alone, have experience implementing and offering the services outlined in the RFP to establish an ACA compliant health insurance exchange.   



[bookmark: _Toc1558125][bookmark: _Toc2331133]Submission Instructions and Requirements
[bookmark: _Toc1558126][bookmark: _Toc2331134]RFP Deliverables
[bookmark: _Hlk516123222]Offeror must provide 11 USB flash drives with all contents of the Proposal (including all attachments, exhibits, etc.) in PDF format. The Proposal must conform to the order shown in the Response Checklist (Attachment E).
Page limits are provided for applicable sections of the RFP response. Information provided in the required attachments (including, flowcharts, diagrams, etc.) will not count towards the page limits. BeWellnm will not review pages that exceed the page limit. 
[bookmark: _Toc1558127][bookmark: _Toc2331135]Format 
Proposals must be submitted with single spaced text in 12‐point font with one‐inch margins. Proposals must be sent to the Procurement Administrator as outlined in Section 2.1. All proposals must be received by the date and time set forth in Section 2.11. All submitted responses will receive a confirmation when received. 
Proposal response templates are found in Attachment A-3-1 through A-3-9. Offerors must use these Exhibits in their responses.  
[bookmark: _Toc1558128][bookmark: _Toc2331136]Cover Letter
Provide a cover letter signed by an officer of the organization who has authority to execute a contract if the Offeror is awarded a contract by the Board of Directors. In addition, the Cover Letter must include the following:
4.3.1. The person who is responsible for the RFP response and who will be beWellnm’s point of contact
4.3.2. The responsible person’s address, phone number, and email address
4.3.3. Attest to Offeror’s eligibility to respond to the RFP
4.3.4. Include the certifications required in Section 2.24
[bookmark: _Toc1558129][bookmark: _Toc2331137]RFP Response
The Offeror must respond to all questions and required submissions described in Section 4.4. The Offeror must use the templates provided in Attachment A-1 through A-4 in their response. 
The Offeror’s response must be articulated in a succinct and direct manner. The responses must refrain from statements not directly related to the question and general statements must be supported by factual examples or proof points. To ensure responses are concise, there will be strict page limits. Page overage may be a factor for disqualification and any content that exceeds the page limit will not be considered in scoring.
[bookmark: _Toc2282490][bookmark: _Toc2331138]4.4.1. Qualifications and Experience (Attachment A-1) (5 pages excluding attachments and list of subcontractors)
The Offeror is required to demonstrate that the organization is capable of providing services for beWellnm to implement a best in class Individual Marketplace and Customer Engagement Center. Offeror is required to respond to the questions below in the body of Attachment A-1. These questions are repeated in Attachment A-1 for the Offeror’s convenience. 
1. Provide a summary of Offeror’s products, services and industries/markets served. In the description also include the locations of Offeror’s headquarters and other offices, the year the Offeror’s company was formally established, its number of employees and ownership structure.
2. Describe the Offeror’s financial condition and (if applicable) its parent and affiliates. Describe any changes in ownership or restructuring that have occurred in the past three years. If anticipated, describe any future, significant changes to the Offeror’s size, product and service offerings, and industries/markets served. Additionally, attach to the proposal the Offeror’s two most recent audited financial statements.
3. Within the past five years, has the Offeror, an officer or principal of the Offeror been involved with any business litigation or other legal proceedings? If yes, please provide the following in an attachment: the date when the litigation or legal proceeding was initiated, the party that initiated the litigation or legal proceeding, a short description of the rationale behind the litigation or legal proceeding, and current status or disposition.  
4. Provide an organizational chart for the Offeror that includes the reporting structure of individuals who will work on the implementation and post-implementation services of the proposed individual marketplace and customer engagement center.   Specify individuals that will be onsite for implementation.
5. Detail the Offeror’s experience working with state-based marketplaces and carriers operating within those marketplaces. Provide the following in an attachment: the name of every client which has contracted with the Offeror for marketplace-related information technology solutions, including call center, premium billing, and mail room, the contract dates, and a short description of the scope of services for each contract. 
6. Attach a list of Offeror’s proposed subcontractors. The list must include the subcontractor primary contact name, company, physical address, telephone number, email address, length of contract and expiration, renewal options and services provided.
Attach a completed Letter of Intent to Subcontract for each of the subcontractors listed.
[bookmark: _Toc2282491][bookmark: _Toc2331139]4.4.2. References (Attachment A-2)
References must be related to services proposed in the Offeror’s response. Greater weight will be applied to references from State-Based Marketplaces or with government agencies and quasi-governmental agencies operating a state-based marketplace. References from current or former beWellnm employees and board members will not considered. Each reference must include the client’s contact name, company, physical address, telephone number, email address, length of contract, and services offered.  The following are the required references: 
· Prime Offeror: Two from current Individual Marketplace clients. One of the two references must be from a terminated client. If Offeror does not have a reference from a terminated client, then submit an additional reference from a current client. 
· Subcontractor: Each subcontractor responsible for providing core components of the scope of work must provide one reference from a current client.
[bookmark: _Toc2282492][bookmark: _Toc2331140]4.4.3. Solution and Services (Attachments A-3-1 through A-.3-9)
In this section of the proposal, Offerors will address the Scope of Work articulated in Section 3.1 and Attachments A-3-1 through A-3-9 of this RFP. The Offeror must use the following Attachment in their response. The topics that must be addressed are:
Attachment A-3-1: Eligibility and Enrollment
· Attachment A-3-2: Financial Management and Billing
· Attachment A-3-3: Customer Engagement Center
· Attachment A-3-4: Plan Management
· Attachment A-3-5: Noticing
· Attachment A-3-6: Mailroom 
· Attachment A-3-7: Technology and Administration
· Attachment A-3-8: Privacy and Security
· Attachment A-3-9: Web Portal UX
Each Attachment is organized with:
Introduction to the required/desired solution
Narrative questions to be answered by the Offeror
Business and Systems Requirements Matrix (BSRM) to be completed by the Offeror
Required attachments to enhance Offeror’s response
Required reporting
[bookmark: _Toc2282493][bookmark: _Toc2331141]4.4.4.  Price Proposal (Attachment A-4)
Provide a price Proposal for all tasks included in the Scope of Work. The Proposal must include all fees and charges (including applicable taxes) for the provision of services. Respondents must provide a breakdown of all fees and costs as outlined in Attachment A-4. 
The price Proposal must be inclusive of all taxes.  The Contractor must be responsible for payment of any tax liability to the appropriate taxing authority. No additional payments must be made to Contractor, or must be made on Contractor’s behalf, related to any tax liability.
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[bookmark: _Toc1558130][bookmark: _Toc2331142]Proposal Evaluation Process
All responsive proposals received by the proposal submission deadline will be evaluated by the Evaluation Committee. There will be a two-part evaluation. The first part will involve scoring of the technical proposal, pricing, and references. 

	Part 1
	100% Total

	Technical 
	70%

	Pricing
	20%

	References
	10%

	Part 2
	10% Total

	Finalist Interviews
	Up to a 10% increase to Part 1 Score



After the technical, pricing, and references scoring, beWellnm may invite the top two Offerors to conduct an in-person demonstration of their proposed solutions platform capabilities. Because of the importance of key personnel to a successful implementation and ongoing support, beWellnm may interview Offerors’ proposed key personnel in person. If the third highest Offeror’s score is within 5% of the second highest Offeror, then beWellnm may extend the onsite demonstration and interviews to a third offeror. 
The following factors will be used to evaluate the proposal response, pricing, references, and the Finalist Interviews.
	Proposal Section
	Evaluation Criteria

	Technical
	· Responsiveness to the requirement
· Demonstrated experience providing solutions/services required by beWellnm
· Innovative solutions/services
· Number of modifications needed to implement the requirements
· Ability to be an effective partner for beWellnm

	Price
	· Price proposals will be evaluated using the following formula:

Lowest cost proposal                         X Possible Points = Awarded Points
Cost for proposal under evaluation


	References
	· Strength of recommendations 

	Finalist Interviews
	· Demonstration of solution/services supports Offeror’s ability to execute on their proposal
· Quality of the account team that will be assigned to beWellnm







[bookmark: _Toc1558131][bookmark: _Toc2331143]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc1558132][bookmark: _Toc2331144]ATTACHMENT A-1: QUALIFICATIONS AND EXPERIENCE (Limit 5 pages, excluding attachments and subcontractor listing)
[bookmark: _Toc1558133]Provide the following information. Refer to the checklist for where the Offeror must place attachments.
1. Provide a summary of Offeror’s products, services and industries/markets served. In the description also include the locations of Offeror’s headquarters and other offices, the year the Offeror’s company was formally established, its number of employees and ownership structure.
2. Describe the Offeror’s financial condition and (if applicable) its parent and affiliates. Describe any changes in ownership or restructuring that have occurred in the past three years. If anticipated, describe any future, significant changes to the Offeror’s size, product and service offerings, and industries/markets served. Additionally, attach to the proposal the Offeror’s two most recent audited financial statements.
3. Within the past five years, has the Offeror, an officer or principal of the Offeror been involved with any business litigation or other legal proceedings? If yes, please provide the following in an attachment: the date when the litigation or legal proceeding was initiated, the party that initiated the litigation or legal proceeding, a short description of the rationale behind the litigation or legal proceeding, and current status or disposition.  
4. Provide an organizational chart for the Offeror that includes the reporting structure of individuals who will work on the implementation and post-implementation services of the proposed individual marketplace and customer engagement center.   Specify individuals that will be onsite for implementation.
5. Detail the Offeror’s experience working with state-based marketplaces and carriers operating within those marketplaces. Provide the following in an attachment: the name of every client which has contracted with the Offeror for marketplace-related information technology solutions, including call center, premium billing, and mail room, the contract dates, and a short description of the scope of services for each contract. 
6. Attach a list of Offeror’s proposed subcontractors. The list must include the subcontractor primary contact name, company, physical address, telephone number, email address, and services provided.
Complete the Table below for each subcontractor. 
Attach a completed Letter of Intent to Subcontract for each of the subcontractors listed.
	
Subcontractor
	

	Name of Subcontractor
	

	Contact Name
	

	Physical Address
	

	Telephone Number
	

	Email Address
	

	Detailed description of proposed subcontractor services
	

	List of other contracts the Offeror has with the subcontractor 
	

	Length of contractual relationship between the Offeror and subcontractor
	


[bookmark: _Toc1558134]
ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc1558135][bookmark: _Toc2331145]ATTACHMENT A-2: REFERENCES
References must be related to services proposed in the Offeror’s response. Greater weight will be applied to references from State-Based Marketplaces or with government agencies and quasi-governmental agencies operating a state-based marketplace. References from current or former beWellnm employees and board members will not considered. Each reference must include the client’s contact name, company, physical address, telephone number, email address, length of contract, and services offered.  The following are the required references: 
· Prime Offeror: Two from current Individual Marketplace clients. One of the two references must be from a terminated client. If Offeror does not have a reference from a terminated client, then submit a second reference from a current client. 
· Subcontractor: Each subcontractor responsible for providing core components of the scope of work must provide one reference from a current client.
Complete the following tables (add more reference if required).
	Reference #1
	

	Name of Reference
	

	Contact Name
	

	Physical Address
	

	Telephone Number
	

	Email Address
	

	Length of Contract
	

	Services Offered
	

	Active or Terminated Contract
	

	SHOP or Individual Exchange
	

	Reference #2
	

	Name of Reference
	

	Contact Name
	

	Physical Address
	

	Telephone Number
	

	Email Address
	

	Length of Contract
	

	Services Offered
	

	Active or Terminated Contract
	

	SHOP or Individual Exchange
	

	Reference #3
	

	Name of Reference
	

	Contact Name
	

	Physical Address
	

	Telephone Number
	

	Email Address
	

	Length of Contract
	

	Services Offered
	

	Active or Terminated Contract
	

	SHOP or Individual Exchange
	




[bookmark: _Toc1558137]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331146]ATTACHMENT A-3: SCOPE OF WORK
In this section of the proposal, Offerors will address the Scope of Work articulated in Section 3.1 of this RFP. The Offeror must use the following Attachments in their response. The topics that must be addressed are:
· Attachment A-3-1: Eligibility and Enrollment
· Attachment A-3-2: Financial Management and Billing
· Attachment A-3-3: Customer Engagement Center
· Attachment A-3-4: Plan Management
· Attachment A-3-5: Noticing
· Attachment A-3-6: Mailroom 
· Attachment A-3-7: Technology and Administration
· Attachment A-3-8: Privacy and Security
· Attachment A-3-9: Web Portal UX
Each Attachment is organized with:
· Introduction to the required/desired solution (do not repeat in the response; this is for informational purposes only)
· Narrative questions to be answered by the Offeror (include in the response)
· Business and Systems Requirements Matrix (BSRM) to be completed by the Offeror (complete and include in the response as an embedded document)
· Required attachments to enhance Offeror’s response (include in the response)
· Required reporting (complete and include in the response)
The Offeror’s response must follow the order of Attachment A-3-1 through A-3-9. If the response requires supplemental information in the form of diagrams, workflow, documents, please include them at the end of Offeror’s response according to Attachment E, Table of Contents. Note: these supplemental documents will not count towards the page limits.


[bookmark: _Toc1558139]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331147]ATTACHMENT A-3-1: ELIGIBILITY AND ENROLLMENT
Eligibility and Enrollment (E&E) processing is a core function of the Individual Marketplace.  A major component of transition from the FFM to becoming an SBM is having technology supporting the E&E functions. The Offeror must provide a solution that has an E&E component with functionality that is able to perform, at a minimum, the following:
· Pre-Screening and Anonymous Shopping
· Account Creation
· Application Completion
· Electronic Verifications
· Medicaid Assessments and Account Transfers to and from the Human Services Department (HSD)
· Eligibility Determinations for Advanced Premium Tax Credit (APTC) and Cost Sharing Reduction (CSR) Subsidies
· Shopping, with or without subsidies, and Plan Selection, including plan comparison and decision support tools
· Enrollment and integration with premium billing functions
· Account Updates
· Annual Renewals
A workflow demonstrating an eligibility and enrollment (E&E) model is found embedded in the document: 



This simplified E&E model is intended to provide a high-level view of the workflow, not capture all anticipated processes.  Offerors must consider the following elements of the beWellnm vision, the state’s infrastructure and external constraints when submitting their proposal.
The Offeror’s system will need to interact and integrate with New Mexico’s public assistance eligibility system (known as ASPEN) operated by HSD. BeWellnm seeks a solution that has minimal impact on the ASPEN system and operations of HSD. At a minimum, an Offeror’s solution must be able to send outbound account transfers to and receive inbound account transfers from the ASPEN system using the same business rules, data formats, and transfer protocols as its current integration with the FFM.  Offerors may propose alternate solutions that improve account transfer processes, with the goal of maintaining applicant account information, including application information and associated documents, into each system. 
HSD intends to establish real-time eligibility functions in their eligibility system for Medicaid.  Offerors should propose solutions that leverage such real time functionality to receive a determination of Medicaid eligibility (in place of an assessment of eligibility).    
BeWellnm is dedicated to ensuring a seamless customer experience, and Offerors must describe in detail how the solution supports a “no wrong door” approach, including the use of the single streamlined application entered either through the ASPEN system or the proposed beWellnm portal. BeWellnm is interested in solutions that support households with members in a QHP and other public programs, such as Medicaid, CHIP, and Medicare.  
· SSA Composite
· Verify Lawful Presence
· Verify Federal Tax Income and current income
The state’s connection to the FDSH is owned and maintained by HSD, and today is used only for account transfers with the FFM.  The proposed solution must include vendor recommendations and requirements for configuration of the interface with FDSH, through HSD’s connection.  Offerors must also propose alternate suggestions for beWellnm’s management of its connection to the FDSH, including: (1) a separate, direct connection to the FDSH (if federally allowed) and (2) transfer and maintenance of the FDSH connection to beWellnm from HSD.  Proposals must discuss the impact to the project timeline for each solution.
The state’s connection to the FDSH is owned and maintained by HSD, and today is used only for account transfers with the FFM.  The proposed solution must include vendor recommendations and requirements for configuration of the interface with the FDSH, through HSD’s connection.  Offerors must also propose alternate suggestions for beWellnm’s management of its connection to the FDSH, including: (1) a separate, direct connection to the FDSH (if federally allowed) and (2) Transfer and maintenance of the FDSH connection from HSD.  Proposals must discuss impact to the project timeline for each solution.
The offeror’s technical proposal, based on the offeror’s experience, must proactively identify any missing requirements or constraints, or any requirements or constraints in need of modification or clarification. The offeror must also proactively identify areas of risk and offer solutions for mitigation.
1. Narrative Response (15-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching eligibility and enrollment questions. 
1.1 Data Migration from FFM: The Offeror is responsible for data conversion/migration of existing beWellnm consumers who are enrolled in a QHP via the FFM.  The Offeror must describe its approach to migrating the data from the FFM into the proposed solution.  
1.1.1 BeWellnm desires the migration of existing consumers from the FFM to the proposed solution, while maintaining consumer account information. Describe the dependencies and requirements for such a migration, including any required consumer follow-up activities (such as re-verification of user accounts or resetting of user passwords). 
1.1.2 BeWellnm desires multiple data migrations with the first migration to be completed by April 1, 2020 with a final reconciled data set completed by December 31, 2020. Describe how the final reconciled data set is completed including quality control checks. 
1.1.3 Migrated user accounts must be ready for eligibility re-verification and auto re-enrollment for the first available plan year even if no action is performed by the migrated consumer. Describe the vendor’s strategy for ensuring the readiness of migrated user accounts for eligibility re-verification and auto re-enrollment, including any requirements or dependencies not defined in this RFP.
1.1.4 Describe the Offeror’s approach for data migration from the FFM that will facilitate a smooth transition with minimal risk and disruption and ensuring data integrity. Provide a process flow or diagram that includes the migration design. Include any results from previous testing with the Centers for Medicare & Medicaid Services (CMS).
1.2 Auto-enrollment:
1.2.1 Describe the Offeror’s proposed approach to performing auto-enrollment for each situation that could benefit from an auto-enrollment service.  Please be sure to list out each scenario the Offeror proposes to utilize auto-enrollment. 
1.3 Integration with HSD: 
1.3.1 Describe the Offeror’s experience and ability to interface with a State Medicaid Agency.  The Offeror must describe in detail:
1.3.1.1 The system’s functionality for making correct Medicaid eligibility assessments, and the offeror’s experience with Medicaid eligibility assessments or determinations.
1.3.1.2 The system’s functionality for reconciling Medicaid and QHP enrollments.
1.3.1.3 The system’s functionality for performing account transfers to the State Medicaid Agency, and receiving account transfers from a State Medicaid Agency, including processes to avoid requesting duplicative information and reentry from applicants.
1.3.2 Describe how the system supports modular, or progressive, integration with HSD system to bolster the “no wrong door” vision. 
1.3.2.1 Describe how the system would support integration with a real-time Medicaid eligibility determination function in the HSD system.
1.3.3 Describe the Offeror’s experience or approach to providing a holistic account view of mixed eligibility household that may have eligibility with multiple programs or systems. Response must include how solutions support additional integration (i.e., shared landing page, account creation, etc.)
1.3.4 Describe how the solution may support shopping and enrollment in non-QHP product, such as a plan offered through a Medicaid buy-in program and vision.
1.4 Verification Sources:
1.4.1 Describe the Offeror’s experience and ability to interact with the FDSH through a connection owned by an external agency as well as one owned by the Exchange.
1.4.2 Describe the Offeror’s experience and ability to own and establish a connection with the FDSH. 
1.4.3 Describe the Offeror’s approach and capabilities for verifying and updating mailing addresses using official US Postal Address management services.
1.4.4 Describe the Offeror’s experience and ability to accept and store Federal Tax Information (FTI) as part of the verification and eligibility determination process.  
1.4.5 Describe the Offeror’s experience and approach to performing identity proofing throughout the account creation, application, and verification processes.
1.4.6 Describe Offeror’s process for handling incarceration status and disputes, including any processes for obtaining information from state and county correctional systems.
1.5 Insurance Carrier Interactions:
1.5.1 Describe the Offeror’s approach to tracking, communicating with, and remaining in sync with Insurance Carriers and Consumers who partake in direct enrollment with an Insurance Carrier, but are eligible for APTC.  
1.5.2 Describe how the solution works with and/or supports Enhanced Direct Enrollment (EDE).
1.5.3 Describe how the solution supports third party enrollment tools, such as Health Sherpa.  
1.6 APTC and CSR determination
1.6.1 Describe the system’s functionality for APTC and CSR determinations. Include functionality for individuals that opt to receive a lower amount or declines the APTC.
1.6.2 Describe the system’s functionality to retain historical data supporting APTC and CSR calculations. 
1.6.3 Describe the process for terminating an individual’s APTC when it is determined they are eligible for Medicaid or Medicare or report changes in income that impacts the APTC or CSR calculation.
1.6.4 Describe the functionality for exemptions, including exemptions for Native American populations.
1.7 Renewal
1.7.1 Describe the Offeror’s capabilities around Passive Auto Renewal from the Individual Exchange, explain the mechanisms in place to achieve this goal.
1.7.2 Describe Offeror’s solution and process for an existing consumer in the system initiating a renewal application versus a new consumer navigating the site for the first time.
1.8 Opportunity to Describe Additional Solutions 
1.8.1     The requirements outlined in the BSRM (found embedded in Section 2 below) lists capabilities and functionalities that beWellnm deems critical to the success of the solution, however the Offeror is encouraged to propose a solution that exceeds the requirements and adds value to beWellnm and the consumers of New Mexico. Describe how Offeror’s solution can exceed the requirements.
2. [bookmark: _bookmark93]Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:


3. Required Attachments
Offer must submit the following attachments as part of the RFP Response.
3.1 Provide system diagrams and business process flows from its proposed system that demonstrate how the eligibility and enrollment functions listed above are supported, including determining APTCs and CSRs.
3.2 Process flows on how Offeror’s solution will integrate with HSD, including a process flow using real-time Medicaid eligibility determination.
3.3 Provide system diagrams and process flows on how the data migration process happens.
3.4 Provide a crosswalk of system functionality for eligibility and enrollment to federal requirements found in 45 CFR 155.
3.5 User training materials.




[bookmark: _Toc1558141]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331148]ATTACHMENT A-3-2: FINANCIAL MANAGEMENT AND BILLING
BeWellnm will build upon its experience in the SHOP marketplace and relationships with State and Federal agencies to offer exceptional premium billing services to allow the issuers to focus on their members. In addition, at some point in the future, beWellnm may need a solution where the system can accept premium contributions from multiple sources. The Offeror’s solution will ideally either have that functionality or be capable of developing it. Offeror’s narrative response must describe the extent to which these systems are (i) currently implemented as opposed to planned; and (ii) integrated (or planned to be integrated) with other systems, internal and external. 
1. Narrative Response (10-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching premium billing questions. 
1. Describe Offeror’s experience providing billing premium services for a State Based Marketplace (SBM).  Please identify the state and provide the number of policyholders invoiced in each SBM.  
2. Describe Offeror’s financial management process flow, including generation of premium bills, posting of payments (include all payment methods supported) for initial binder premium as well as subsequent month premiums’ payments, premium aggregation, and premium remittance to issuers.   Include a premium billing flowchart.  
3. Describe the system processing controls that ensure the integrity of the balances due when enrollment changes are processed after the monthly premium bills have been generated.   
4. Provide detailed descriptions of internal controls which ensure that premium billings are accurate.  Provide a description of roles and responsibilities of staff responsible for this function and techniques employed.   
5. Describe Offeror’s system security surrounding the cash collection process.  Provide a listing of offeror’s system user roles and the standard level of access granted to each user role.  Also provide a matrix that demonstrates the standard level of access granted to all other roles.
6. Offeror must explain their approach for transitioning lock box services, credit card payment services, and bank account ownership/operations, while ensuring quality of payment posting.  Describe how disruptive impact on open enrollment can be minimized.  
7. BeWellnm is evaluating whether or not it would feasible to pay brokers commission at the point of premium remittance to carriers.  If offeror has a solution for this functionality, please describe that functionality.  
8. Offeror must provide a SOC 1, Part 2 report or a SOC 2, Part 2 report, and PCI Compliance Report for any existing state-based exchanges.  
9. Offeror should explain any experience they have had with multi-contributor payment aggregation implementations and provide details of this solution.   
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:


3 Required Attachments
Offer must submit the following attachments as part of the RFP Response.
3.1 Detailed flowcharts and operation manuals of Offeror’s organization’s existing or planned systems to meet the requirements in the BSRM, addressing at a minimum – the functional areas listed below. 
3.1.1 Premium billing
3.1.2 Premium aggregation and remittance 
3.1.3 820 carrier remittance processes
3.1.4 Notification and confirmation of file exchange
3.1.5 Report generation and transmission
3.1.6 Edits, corrections, and adjustments due to retroactive eligibility changes or other reasons
3.1.7 Financial management and accounting activities
3.1.8 User training materials
3.2 A diagram depicting the modularity and separation between enrollment and receivables functions in the offeror’s system architecture.
3.3 If offeror has implemented individual exchange premium billing functionality in another SBM, provide a copy of the most recent SOC 1, Part 2 report.  Also provide a copy of offeror’s PCI compliance report. 




[bookmark: _Toc1558143]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331149]ATTACHMENT A-3-3: CUSTOMER ENGAGEMENT CENTER
BeWellnm is seeking a qualified vendor to provide technology and staffing solutions for a customer engagement center. We seek a vendor that brings a high level of integration and interoperability with the Individual Marketplace technology platform to support key stakeholders, including consumers, agents, brokers, and enrollment counselors. The solutions offered by the vendor should offer a superior consumer experience, cultural sensitivity and competency, and the ability to fully comply with 45 CFR Part 155.
The customer engagement center must be physically located in New Mexico to maximize the advantages of proximity to beWellnm and to the customers who will be served by the center. Offeror must demonstrate the ability of its staff to understand and meet the needs of New Mexican consumers. 
1. Narrative Response (20-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching customer engagement center questions. 
1.1 Describe how the components of the Offeror’s solution – e.g., CRM, Call Center, Ticketing System, staffing model – work together to support beWellnm’s vision and mission for customer engagement.
1.1.1 Describe how the solution provides an enhanced consumer experience through multiple channels (phone, fax, inbound and outbound mail, e-mail, chat) supported by contact center technologies, functionalities, and requirements included in the BSRM.
1.1.2 Describe how Offeror’s Call Center solution will interface with other Call Centers, such as HSD’s, issuers’, and carriers’ Call Centers for effective customer service. 
1.2 Describe how the solution would support a “warm transfer” or handoff, if required by beWellnm. 
1.2.1  Describe how the solution will interface with chat functionality in conjunction with the beWellnm website.
1.3 Describe how the Offeror’s system supports the complaints and appeals processes. Include discussion of the components that are built into the product for complaints and appeals and which components would require beWellnm manual processes.
1.4 Describe how the Offeror’s complaints and appeals processing solution ensures document management to support traceability throughout the process and required reporting.
1.5 Describe how the solution supports integration with other external systems, or, if necessary, may be configured to expand integration with external systems.
1.6 Describe how the solution is configured to support multiple user types with multiple permissions or levels of access. Offeror’s response must include discussion of roles-based authentications to support lowest level of access and permissions to ensure segregation of duties and regulatory compliance.
1.7 Describe the Offeror’s ability to support and staff the consumer engagement center during open enrollment period (OEP) and special enrollment period (SEP). Hours of operation are anticipated to be 8:00 A.M. to 6:00 P.M. M.S.T. during SEP and 24 hours/7 days a week during OEP. Include details about process and timeline for recruiting staff in order appropriately support call volume during OEP. Describe how Offeror’s operations support various call center volumes.
1.8 Describe the Offeror’s process for certifying and training new staff on the completion of telephonic enrollments, including initial onboarding and ongoing feedback mechanism. 
1.9 Describe the Offeror supports survey tools, either built in or integrated with a 3rd party tool such as Survey Monkey.
[bookmark: _Hlk2347846][bookmark: _Hlk2347965]1.10 	Describe the Offeror’s ability to record all phone conversations and archive other forms of communication including chat functions and make those records available for the purpose of training, continuous monitoring, quality control, support of complaints and grievances, appeals, and audits. The solution must enable long-term archiving and retrieval of consumer communications. Confirm the Offeror’s ability to meet CMS’ standards for archival. 
1.11 	Describe the ability to provide dedicated lines for agents/brokers and certified enrollment counsellors/assisters.
1.12 	Describe Offeror’s approach to training, Exchange certification and roster administration for Agents and Brokers using Offeror’s solution. 
1.13 Discuss whether the solution incorporates a dedicated Agent / Broker portal or Role-based views within the same portal.  Discuss the advantages and disadvantages of each.
1.14 Discuss how Offeror proposes to manage the Agent / Broker association with an individual consumer using portal and CRM tools. Topics to discuss include, but are not limited to consent and representation, managing the book of business and CRM associations.
1.15 While not a requirement at this stage, discuss Offeror’s experience with and capability to operate a Help on Demand-like real-time consumer assistance referral system for matching consumers with agents and brokers. 
1.16 	The requirements outlined in the BSRM (found embedded in Section 2 below) lists capabilities and functionalities that beWellnm deems critical to the success of the solution, however the Offeror is encouraged to propose a solution that exceeds the requirements and adds value to beWellnm and the consumers of New Mexico. Describe how Offeror’s solution can exceed the requirements.
2. Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:


3. Required Attachments
Offer must submit the following attachments as part of the RFP Response.
3.1 Provide a diagram that depicts the processes identified in Section 1.5 above. If there are actual examples of use cases, please include them.
3.2 The response must include a diagram depicting each contact channel and how each technology component supports all customer engagement center functions.
3.3 Provide a diagram or workflow to describe Offeror’s complaints and appeals processing and integration/coordination with beWellnm.
3.4 Provide examples of Offeror’s training materials on the system.




[bookmark: _Toc1558145]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331150]ATTACHMENT A-3-4: PLAN MANAGEMENT
[bookmark: _Toc1558146]As beWellnm assumes the role of a state-based exchange, our technology platform will need to support several plan management functions. These are not new requirements and beWellnm desires a seamless transition from plan management functionality from the federal platform to ours.
1. Narrative Response (5-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching plan management questions. 
1.1 Describe Offeror’s experience working with System of Electronic Rates and Forms Filing (SERFF) templates and loading and validating Carriers’ plans and rates?  Please include the number of carriers and plans, organized by state, if relevant.  
1.2 Describe the process of receiving, loading and validating Carrier plans and rates, starting with notification that new SERFF templates are available through sign-off with the Carriers.
1.3 Describe the detailed steps of the process to work with Carriers to validate their Plans and Rates.
1.4 How does Offeror propose to collaborate and coordinate with beWellnm and other partners (e.g., Carriers, OSI, etc.) for receipt, loading, and validation of Carrier rates?
1.5 Describe approach(es) that could be used with Carriers to receive plan and rate information for consumer shopping on an Exchange that do(es) not include use of SERFF templates and indicate if the approach(es) are currently used by Offeror’s organization or others, if known.  Please discuss potential applicability of such approach(es) for a Medicaid buy-in model offering Medicaid plans through the Individual Exchange or other similar Plans.
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:






[bookmark: _Toc1558148]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331151]ATTACHMENT A-3-5: NOTICING
[bookmark: _Toc1558149]This section is intended to describe the capabilities of the system as it relates to generating notices. In the attached BSRM, there are requirements related to the notification engine and user experience. Specific notifications are detailed further in other areas such as Financial Management, Eligibility and Enrollment & Plan Management. The information to be provided in those notices are specified in those respective BSRM areas. 
1. Narrative Response (5-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching Noticing questions. 
1.1 Describe Offeror’s experience with developing notification engines and the complexities of such engines. Detail the various types of notifications the system generated (i.e. pop-up/real-time notifications, mailed notifications, electronic notifications, etc.). 
1.2 Describe the document formats for notifications delivered to consumers electronically or via mail. Indicate security protocols used when delivering notifications which may include confidential information.
1.3 Describe how consumers may be encouraged to enroll in paper-less notifications. 
1.4 Describe how notification types will have unique IDs, naming conventions and will be time stamped.
1.5 Please indicate how notices will be archived and associated with those consumers accounts who receive the notice to allow for efficient retrieval of documents to support audit requests. 
1.6 Define retention periods and disposal procedures for the various types of notices to include provision for permanent preservation of archived material and secure disposal of information at the end of the retention period.
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:


3 Required Attachments
Offer must submit the following attachments as part of the RFP Response.
3.1. Provide examples of notices Offeror generates for current clients.



[bookmark: _Toc1558151]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331152]ATTACHMENT A-3-6: MAILROOM
In our current state, beWellnm performs minimal mailroom and printing services because these activities are the responsibility of the Federal Exchange. However, beWellnm operates a SHOP platform where e-mail is the primary communication method. Our Outreach and Education Department conducts outbound mail campaigns, often using targeted lists and receives minimal paper mail from our customers.
In our future state as an SBM, beWellnm needs more robust mailroom operations, which will be integrated into the Offeror’s technology solutions to achieve efficient operations. BeWellnm will also separately procure printing services, with which the Offeror will need to integrate. BeWellnm desires the following functionalities:   
· Electronic Document Management – ability to capture, produce, and manage electronic documents, including electronic document resulting from scanning of paper documents.
· Document Timestamp/ID- Document ID, generation timestamp, Member-id on each printed page.
· Flier Insert – Ability to insert flier into outbound mail for Outreach and Education purposes, “April is Skin Cancer awareness months…”
· Pre-Printed Paper Stock vs. Ability to print Color, Logo, postage on Envelope stock.
· Postal Zip Sort – Ability to take advantage of reduced postal rates for Pre-Sort for Post Office.
· E-Statements – Support ‘Contact Method of Choice’, printing or e-mailing as appropriate.
Mailroom Services Requirements
beWellnm desires the following mailroom services:
· Ability to process all In-Bound Mail and Faxes, electronic documents
· Digitization of each document
· Accept the member’s assigned ID number and use it throughout the mail, printing, and digitization process. This will involve using a standard naming convention and allowing viewing and processing by staff
· BeWellnm will be able to manually refile documents if they were incorrectly attached to a different member
· Ability to log digitized documents, with Date Received timestamp, Document ID, Member-ID
· Secure document destruction once a digitized document is verified
· Ability to back-fill legacy documents into member image archive
BeWellnm wants the digitized documents to be integrated into the CRM so there is the ability to view an electronic copy of all mail and faxes sent to beWellnm over time. The CRM document look up must allow for viewing:
· Documents that were created in the system
1. Narrative Questions (5-page limit)
As part of Offeror’s response to questions 1.1 through 1.3, please indicate if the solutions are out of the box or will need to be developed. If development is needed, please describe for each question the type of development needs.
1.1 Describe how Offeror currently performs mailroom functions, suggesting a roadmap to achieving an integrated workflow between all technology solutions, mailroom, and outside printing services. 
1.2 Does the Offeror propose to subcontract mailroom operations or are they part of an integrated solution? If so, what functions will be subcontracted and how will those operations be integrated into the overall solution? Specifically address how the mailroom operations will integrate with an outside printing vendor.
1.3 Describe the Offeror’s experience in optimizing mailroom operations and efficiencies, such as return mail processing, different postage strategies, and security.
1.4 Describe the Offeror’s experience promoting online or email communications, moving away from paper processing. 
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:



[bookmark: _Toc1558153]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331153]ATTACHMENT A-3-7: TECHNOLOGY AND ADMINISTRATION
BeWellnm desires a solution that is designed, built and deployed using enterprise architecture best practices. BeWellnm desires a solution that has been successfully deployed as a state based individual marketplace or ACA compliant marketplace, but that will be configurable to specific New Mexico needs. Although not a requirement for this RFP, the Modularity Condition within the Enhanced Funding Requirements: Seven Conditions and Standards is a good example of one such best practice. 
This condition requires the use of a modular, flexible approach to systems development, including the use of open interfaces and exposed application programming interfaces (API); the separation of business rules from core programming; and the availability of business rules in both human and machine-readable formats…
Modularity is breaking down systems requirements into component parts. Extremely complex systems can be developed as part of a service-oriented architecture (SOA). Modularity also helps address the challenges of customization. Baseline web services and capabilities can be developed for and used by anyone, with exceptions for specific business processes handled by a separate module that interoperates with the baseline modules. With modularity, changes can be made independently to the baseline capabilities without affecting how the extension works. By doing so, the design ensures that future iterations of software can be deployed without breaking custom functionality.
[bookmark: _Hlk2332363]The Offeror must read the DDI and M&O Exhibit in Attachment G. This will be the approach that beWellnm takes with implementing the Individual Marketplace and Customer Engagement Center. The response to the following sections should address items from the DDI and M&O document that impact Offeror’s answers below.
1. Narrative Response (20-page limit)
In the response to this RFP, the Offeror must respond in detail to the following requirements.
1.1 The Offeror must provide a technical overview of its proposed technical solution in accordance with the standards governing Health Insurance Marketplaces. 
1.1.1 The Offeror must describe the overall architecture of its proposed solution including the system’s adherence to industry standard hardware, software, security, and communications protocols. The description must include the internal architecture, as well as how it enables system changes and new user requirements. The description must include points of interface with external systems. 
1.1.2 The Offeror must also describe how components of the software solution and architecture are kept current and supported to avoid becoming obsolete.
1.2 The Offeror will describe how the proposed solution meets beWellnm’s specified Technical and Administrative Requirements. These requirements include, but are not limited to, identity access and management, system hosting, as well as continuity of operations and disaster recovery.
1.3 The Offeror must describe how the proposed solution complies with the requirements of Section 508 of the Rehabilitation Act requiring that websites provide specific usability features for individuals with disabilities and how the proposed solution provides multiple modalities for consumers to access a world-class experience when interacting with the Marketplace.
1.4 For any subcontracted component, the Offeror must include a detailed explanation of how the various components work together, including data interchange, workflow automation, and reporting across components. 
1.4.1 The Offeror must provide detailed information regarding the level and type of integration required for any subcontracted functional components comprising the proposed solution. 
1.4.2 The Offeror must also provide all information regarding whether and to what degree the proposed set of components has been previously successfully implemented as described.
1.5. Describe Offeror’s approach to meeting the DDI and M&O requirements in Attachment G. Offeror must outline their relevant experience and approach to completing the tasks as outlined in this section, specifically identifying recommendations for designing, developing and implementing the migration from the FFM technology platform to Offeror’s proposed solution. If there are unidentified risks with beWellnm’s approach, please identify those risks and methods of risk mitigation.
1.5 As part of their proposal, the Contractor shall present their approach to working with the PMO and IV&V vendors. The Contractor shall discuss the following:
1.5.1 Describe Offeror’s experience working in a multi-vendor environment with IV&V and PMO contractors on projects of similar size and scope; specifically, elaborate on the nature of your interactions with IV&V and PMO contractors, the deliverables subject to IV&V contractor review which you produced during the course of those projects, other information provided to IV&V contractors during the course of those projects,  and any improvements you built into your solution implementation protocols based on your work with IV&V contractors. 
1.5.2 Describe Offeror’s experience participating in and supporting IV&V contractor-led readiness assessments and approach to facilitating readiness assessments.   
1.6 Any third-party software used within the system for which beWellnm would need to obtain licenses must be defined by the Offeror. BeWellnm requires the Offeror to include its costs for all third-party software and associated licenses in the cost proposal. The Offeror must indicate what third-party software products and version levels are currently supported and required for the proposed system. The Offeror must state and ensure that the proposed system, system configuration and solution do not require hardware, operating system, or other components that are no longer licensed and/or supported. The Offeror must also describe how the third-party software is kept current.
1.7 The Offeror must address the following overarching questions in their response: 
1.7.1 Describe how the Offeror’s solution meets the requirement to provide a modular, flexible system.
1.7.2 Describe how the Offeror’s solution makes use of open interfaces and exposed APIs.
1.7.3 Describe how the Offeror’s solution separates business rules from core programming and whether business rules are available in both human and machine-readable formats.
1.7.4 [bookmark: _Hlk2339912]Describe the Offeror’s System Development Life Cycle (SDLC) methodologies or similar processes and discuss how the SDLC supports the design, development and implementation of a modular, flexible system.
1.7.5 Describe how Offeror’s modular system and approach to system development would support continued integration with external system, in particular State of New Mexico’s eligibility system.
1.7.6 Describe best practices that Offeror’s organization uses in the development of its systems. 
1.7.7 Discuss how Offeror approached scaling Offeror’s system to meeting beWellnm estimated volumes, required transactional speed, data storage requirements etc. and discuss how Offeror will refine Offeror’s estimates for database needs, storage, connectivity to beWellnm and its stakeholders to ensure the solution is sized appropriately and can meet the Performance Guarantees surrounding system response time.
1.8 BeWellnm is exploring the opportunity to be a "Regional Individual Marketplace” as contemplated in the ACA. Therefore, beWellnm desires a technology solution that can host multiple tenants with core common functionality with the flexibility to customize the technology to meet each tenant’s insurance offerings and regulatory environment. BeWellnm is interested in how the Offeror will be able become the technology engine for a regional health insurance exchange. 
1.8.1 If the Offeror has a multi-tenant solution in operation, please describe the solution and how Offeror will implement it for beWellnm. If the Offeror doesn’t have a multi-tenant solution, how will the Offeror design it? 
1.8.2 Please discuss how Offeror will install patches or system upgrades when all tenants may not be able to accommodate the changes at the same time. For example, updating the database or installing a release that no longer supports an older version of a browser that a tenant is not ready to abandon.
1.8.3 Describe how Offeror will configure the rules engines for a specific tenant with no effect on the other users of the system.
1.8.4 Discuss Offeror’s approach to performing data fixes on a tenant by tenant basis.
1.8.5 Discuss how Offeror will guarantee the performance of the system for any one tenant is not affected by any other tenant.
1.8.6 Discuss Offeror’s approach to ensuring from a technology basis that a security breach of one tenant does not affect any other tenant.
1.8.7 Please a list of the major risks associated with this future integration and provide suggestions on how to mitigate these risks.
1.9 Describe Offeror’s Disaster Recovery and Continuity of Business capabilities. If applicable, provide an actual example of a situation where the Offeror’s Disaster Recovery Plan was activated and the results, both successes and lessons learned. 
1.9.1 Describe how Offeror’s Disaster Recovery Plan and capabilities will be customized for a multi-tenant solution?
Solution Compliance with Federal and Other Applicable Standards
In the proposal, the Offeror must indicate to what degree the proposed solution is compliant with the standards listed in 1.10 through 1.14 listed below. IT system development projects supported through the Marketplace must comply to the fullest extent possible with standards in wide use within the United States’ health system and with standards endorsed or adopted by the United States’ Secretary of Health and Human Services (HHS). The Offeror must confirm its solution’s compliance with all the standards listed in the most current version CMS HHS Guidance for Marketplace and Medicaid IT Systems. The Offeror’s proposed solutions must comply with the applicable representative standards below. The Offeror must address its compliance with the standards in the narrative part of the response to this RFP.
1.10 Health Insurance Portability and Accountability Act (HIPAA). Per federal guidance, IT projects undertaken by States in support of the ACA must comply with all relevant HIPAA standards, including protection of personal health information (PHI). In response to this RFP, the Offeror must describe how the proposed solution supports the application of appropriate controls to provide security and protection of individuals as well as patient privacy. 
1.10.1 The Offeror must include details regarding compliance with HIPAA, national standards for electronic health care transactions and code sets, and security and privacy of individually identifiable health information. A statement declaring that the Offeror complies with HIPAA is not sufficient.
1.11 National Information Exchange Model (NIEM). One of the chief recommendations from the Health Information Technology (HIT) Policy Committee and the HIT Standards Committee per sections 1104 and 1561 of the ACA is that States collaborate using NIEM and unified forms to facilitate the enrollment process, common data exchange, develop interoperable secure standards and protocols for enrollment.   BeWellnm intends to utilize the NIEM for interactions with federal verification sources and with State systems, as applicable.
1.11.1 The Offeror must describe how the proposed solution enforces and implements NIEM standards as part of its system deployment.
1.12 SDLC Frameworks. The Offeror must follow standard industry SDLC frameworks and practices, including early and continuous delivery of error-free, fully tested software, regular collaboration between business subject matter experts and developers, as well as iterative functionality reviews to assure that beWellnm’s business needs are met. If requested, during development and implementation, the Offeror will support and participate in the applicable Milestone and/or Gate reviews. CMS has traditionally required a formal process for each review with required products and deliverables to determine project completeness. If beWellnm’s federal partners request that such process be followed for transition from the FFM, the Offeror must supply all appropriate documentation to support the relevant project stage gate review and must be provided at least three (3) weeks prior to the CMS review. The Offeror may be required to assist in formal reviews and presentations to CMS personnel. 
1.12.1 The Offeror must describe its experience with complying SDLC or similar processes. Include in the description Offeror’s experience with identifying a risk in compliance and how the Offeror is able to successfully mitigate risk.
1.13 Accessibility. Per CMS Guidance, enrollment, and eligibility systems, including State based marketplaces that screen for and determine eligibility for Insurance Affordability Programs, must be designed to meet the diverse needs of users (e.g., consumers, state personnel, other third-party assisters) without barriers or diminished function or quality. Systems must include usability features or functions that accommodate the needs of persons with disabilities, including those that use assistive technology. 
1.13.1 The Offeror must describe: 1) how the proposed solution complies with policies requiring that Websites provide specific usability features for individuals with disabilities; 2) how the proposed solution provides multiple modalities for consumers to access a world-class experience when interacting with the Marketplace; and 3) if the user interface of the proposed solution is Americans with Disabilities Act (ADA) Sections 508 and 405 compliant and adheres to the W3C Web Content Accessibility Guidelines.
1.14 Describe Offeror’s approach to provide account management and broader organizational support. This should include onsite support, escalation points, joint operating committee meetings, subcontractor oversight, response turnaround times, etc. BeWellnm has a high expectation of service levels to ensure that our consumers have an optimal experience.
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:



3 Required Attachments
Offer must submit the following attachments as part of the RFP Response.
3.1 Hosting Plan
3.2 Diagram of the System Architecture
3.3 Workflows between proposed subcontractors
3.4 Implementation Plan
3.5 Disaster Recovery Plan
3.6 Diagram of current or planned multi-tenant technology solution
3.7 Key Personnel resumes. Note the following are required staffing positions and Offeror must attach actual staff resumes for each of the positions: Executive Sponsor/Customer Relationship Owner, Account Manager, Project manager, DD&I Manager, Maintenance and Operations manager, Test/QA Manager, Data Analyst/Reporting Analyst, and Privacy & Security Manager.  
3.8 Submit up to three samples of IVV readiness assessment artifacts from prior projects, redacted only to the prevent disclosure of information deemed proprietary and confidential. 
3.9 List of all available reports that 1) they system produces and 2) that are deliverables provided from the Offeror to current clients.



[bookmark: _Toc1558155]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331154]ATTACHMENT A-3-8: PRIVACY AND SECURITY
BeWellnm is required to provide a safe and secure environment for our customers, employees, infrastructure and data.  It is imperative that we continue to protect:
· Customers privacy and all of their personally identifiable data
· Our employees, their personal data and their physical safety
· beWellnm IT infrastructure, including third party vendors, from outside attacks
· All data while at rest and in transit
· The state’s current connection or any new connection (as needed) to the Federal Data Services Hub (FDSH) and any data we send or receive through the FDSH.
· beWellnm connections to New Mexico data sources including, but not limited to: Insurance carriers, the Human Services Department (HSD) and the Office of Superintendent of Insurance (OSI) IT systems.
BeWellnm will expect to meet and exceed federal and state requirements for privacy and security in our support of the Individual Marketplace.  As a part of this RFP, the successful Offeror will become an integral part of the beWellnm security enterprise and as such, must provide and support beWellnm in maintaining a high standard security posture to meet and exceed federal and state privacy and security requirements. 
The Centers for Medicare and Medicaid Services (CMS) has provided a set of guidance, templates and supporting documents known as the Minimum Acceptable Risk Standard for Exchanges (MARS-E) Version 2.0.  MARS-E compliance and ongoing security management is a key responsibility for beWellnm and the Individual Marketplace Offeror.   The Offeror will be responsible for aligning with beWellnm standard operating procedures for privacy and security and meeting all federal and state requirements related to privacy and security - always defaulting to the more stringent standard.
1. Basic Requirements (refer to Attachment D, Exhibit D for completed contractual standards)
As a summary of Offeror responsibilities related to Privacy and Security that are further detailed in the contract, the following represent core areas of Privacy and Security that the Offeror must meet.
1.1 Continuing and Ongoing Regulatory Compliance
1.1.1 The Contractor must be responsible for ensuring that the Individual Marketplace solution (the “solution”) meets all industry, state, and federal security standards. The Contractor must meet or exceed State of New Mexico and beWellnm security standards and policies.  To ensure ongoing compliance, the Offeror is required to conduct ongoing internal monitoring and assessments of the overall solution and operations.
1.1.2 With the migration from the FFM for the Individual Marketplace to a State Based Marketplace (SBM), beWellnm, HSD and the Offeror will work with CMS to ensure that Authority to Connect (ATC) continues.  The Offeror agrees to meet the terms of the CMS requirements to obtain and maintain ATC to the FDSH by ensuring MARS-E compliance, including the potential to move the state’s single connection from HSD to beWellnm.
1.2 System Security and Privacy Plan 
The Offeror must develop, deliver, maintain and execute a system security and privacy plan. The system security and privacy plan must be reviewed and updated annually based on an annual risk assessment. The Contractor must fully describe how the solution will prevent unauthorized physical and network access.
1.3 Information Security Risk Assessments 
1.3.1 The Offeror must provide an Information Security Risk Assessment that conforms to CMS/CCIIO standards. The Information Security Risk Assessment must identify risks and possible mitigation strategies associated with information security components and supporting infrastructure.  On an ongoing basis, the Offeror must ensure that the system must be subject to a Security Impact/Risk Assessment prior to any updates to the system being moved into production.  The Offeror should provide beWellnm with the impact/risk assessment as a part of the normal system development lifecycle and defect/bug correction process.
1.4 Privacy Impact Assessment 
The Contractor must prepare an assessment of all personally identifiable information (PII) contained within the solution. The privacy impact assessment (PIA) will require the Contractor to identify what kind of PII is contained in the solution, what is done with that information, and the steps taken to ensure that information is protected.  The Offeror is responsible for the initial PIA and will support beWellnm in yearly submissions of the PIA as required by CMS.  
1.4.1 Protection of Data 
1.4.1.1 The Offeror must protect the physical security and restrict any access to PII or beWellnm data in the Offeror's possession or used by the Offeror in the performance of these services, which must include, but is not limited to beWellnm’s records, documents, files, software, equipment or systems.
1.4.1.2 The Offeror must provide a secure method for sending print jobs emanating from the system to a third-party print vendor.   The print file must have limitations on who from beWellnm or the Offeror can generate and send the file and provide encryption to protect the file in transit to any third-party print vendor. 
1.4.1.3	In providing services in this RFP, Offeror must comply with the beWellnm’s Standard operating procedures for Security and Privacy including Privacy Policy and Procedures, Website Privacy Policy, Security Management Policy, and Incident Response Policy & Procedures.   Administrative, Physical, and Technical Safeguards
1.4.2.1. The Offeror must implement administrative, physical, and technical safeguards that reasonably and appropriately protect the confidentiality, integrity, and availability of PII and that prevent use or disclosure of such data.
1.4.2.2. The Offeror must provide physical safeguards protecting the physical location of the beWellnm solution and any disaster recovery/contingency sites.  
1.4.2.3 The solution must provide role-based security providing the minimum access required by any user to accomplish their assigned tasks or job function.
1.4.2.4 The Offeror must protect from inappropriate use or disclosure of any password, user ID, or other mechanism or code permitting access to any systems, databases, or IT resources, and must give beWellnm prior notice of any change in personnel or other representatives whenever the change requires a termination or modification of any such password, user ID, or other security mechanism or code, to maintain the integrity of the system, database, or IT resource.
1.4.2.5 The Offeror must administer privacy and security training for any employees working with beWellnm on this project.  Training must occur upon initial employment and then at least on a yearly basis.  If security incidents or potential issues arise during the course of operations, the Offeror will provide refresher training to all employees, addressing the identified security weakness and reminding all employees of the privacy and security policies, procedures and processes. 
1.4.2.6 The Offeror must conduct or enable beWellnm (or their designated third-party vendor) to conduct system penetration testing using industry standard products on at least a bi-annual basis. A report of all findings must be generated and shared with beWellnm security staff and as necessary, a corrective action plan or plan of actions and milestones must be developed to address any findings.
1.5 The Offeror must describe how its system ensures security for Internet access, including recommended maintenance and upgrade strategies.
1.6 Incident Identification, Mitigation and Reporting
1.6.1 	The Offeror must take appropriate action to identify, report and mitigate any breach or attempted breach of the system or inappropriate access to data.   The Offeror must take all appropriate action necessary to: 1) retrieve, to the extent practicable, any PII used or disclosed in the non-permitted manner or involved in the Security Incident or Security Breach, 2) mitigate, to the extent reasonably practicable, any harmful effect of the non-permitted use or disclosure of the PII or of the Security Incident or Security Breach known to the Offeror and 3) take such further action as may be required by any applicable state or federal law concerning the privacy and security of such PII. Including the above requirement for reporting of the incident consistent with NIST and MARS-E 2.0 standards.  The Offeror must report to beWellnm, orally and/or in writing, the nature of the non-permitted use or disclosure or Security Incident or Security Breach, the harmful effects known to the Offeror, all actions it has taken or plans to take to resolve the issue.
[bookmark: _DV_M52][bookmark: _DV_M53][bookmark: _DV_M54][bookmark: _DV_M55][bookmark: _DV_M56]1.6.2 	At a minimum, the following information must be reported to beWellnm in the event of a security breach or inappropriate access of data: the date of the Event or, if unknown, the estimated date; the date of the discovery of the Event; the nature of the Event (e.g., cause, contributing factors, chronology of events) and the nature of the PII involved (e.g., types of identifiers such as name, address, age, social security numbers or account numbers; or medical or financial or other types of information); the number of Individuals involved or, if unknown, a reasonable estimate (categorized by the type of PII involved, if applicable) with a description of how the exact or estimated number of Individuals was determined; the nature and scope of the Offeror’s investigation; and he harmful effects of the Event known to the Offeror, and all of Offeror’s taken or planned mitigation actions and their results.
1.7 Access to PII Data by Consumers
1.7.1 The Offeror must cooperate with beWellnm to provide to an individual the individual’s PII that Offeror maintains through simple and timely means that allow the Individual to access and obtain their PII in a readable form and format.
1.7.2 The Offeror must document all disclosures of PII and other data access that would be necessary to respond to an individual’s request for an accounting of all disclosures.
1.7.3 The Offeror must take reasonable steps to cooperate with beWellnm to provide individuals with a means to dispute the accuracy or integrity of PII as maintained by the Offeror.  This includes a process to have erroneous information corrected with proper evidence.
1.7.4 The Offeror must comply with any restriction on the use of disclosure of PII from beWellnm under any section of this RFP, Offeror will promptly (a) cease the use and disclosure of any such Individual’s PII as specified in the notice; (b) comply with the limitations specified in the notice; and/or (c) comply with the restrictions specified in the notice, as applicable.
1.7.5 The Offeror must promptly create all documentation required to meet consumer notification requirements at the direction of beWellnm in any event where consumer notification related to privacy and security is required. 
2. Narrative Response (20-page limit)
In the response to this RFP, the Offeror must respond in detail to the following overarching privacy and security questions. 
2.1 Describe Offeror’s current training program for privacy and security. Describe how often Offeror conducts this training; which employees are subject to it and how often Offeror monitors ongoing compliance.   Additionally, describe what remediation processes Offeror has for any incidents or discovered non-adherence to these policies and procedures by employees. Describe Offeror’s approach to Privacy and Security training and how it will ensure that all staff involved in this agreement will be trained upon initial hire, annually and as needed must there be any privacy and security incidents. 
2.2 For the solution proposed, for the relevant controls that Offeror have responsibility for, has Offeror conducted at least one (1) System Security Plan Audit?  If so, please provide any identified weaknesses or suggested improvements (findings) from that audit without revealing anything confidential about current client(s) for whom Offeror conducted the review.  Please detail what control groups were found to have weaknesses and what the severity of those weaknesses were.  Describe Offeror’s experience conducting internal privacy and security self-assessments and how Offeror proposes to conduct the required MARS-E audit of controls on at least an annual basis. 
2.3 Describe how vendor systems and infrastructure receive, process, transmit, create, and store personally identifiable information (PII) and personal health information (PHI) in accordance with applicable CMS and other federal security standards such as 45 CFR 155.260, HIPAA, PCI, NIST 800-53, and MARS-E 2.0.
2.4 Prior to the system moving into production, the solution must receive formal authorization to operate (ATO) and Authority to Connect (ATC) to the Federal Data Services Hub (FDSH), including passing all required security reviews.  Please describe Offeror’s experience with preparing for and gaining ATO/ATC and how Offeror will approach this for the New Mexico Individual Marketplace implementation. 
2.5 Federal Final Data Use/Data Exchange/ Interconnection Security Agreements: The Offeror must develop data usage, data Exchange and/or interconnection security agreements as a part of the implementation and submit to CMS/CCIIO. These documents must be agreements between the Offeror and third parties for use of personal health information (PHI) and personally identifiable information (PII) data and to ensure secure data exchange in accordance to, at a minimum, the following: the Affordable Care Act, Section 1561, HIPAA, and the IRS Office of Safeguards (which outlines the IRS’ expectations for safeguarding federal tax information (FTI) in any instance where that agency intends to receive, store, process, or transmit FTI). On an annual basis, the Contractor is required to update and resubmit federal data use, data Exchange and interconnection security agreements to CMS/CCIIO.  

2.5.1 Please describe Offeror’s experience in gaining federal approval for these items and Offeror’s approach that will be used in New Mexico to conduct yearly formal security audits, assessments and updates to required documentation ensure continuing compliance. 
 
2.6 Incident Management and Reporting Requirements: The Offeror is responsible for privacy and security incident identification, tracking, reporting and monitoring. Offerors must discuss their experience and proposed approach to meeting the incident management and reporting requirements by addressing the following:
2.6.1 Discuss any privacy or security incidents Offeror has had in the past 3 years.  What was the nature of the event(s) and how were they addressed? 
2.6.2 Describe Offeror’s approach and any IT solutions provided as a part of this bid to identify, track and report any privacy or security incident impacting beWellnm customers, beWellnm staff or the Offeror’s staff.  Describe Offeror’s approach to consumer notification of any privacy or security incidents.
2.6.3 Describe Offeror’s proposed process to prevent privacy and security incidents and how the proposed team will identify, track and report such incidence to beWellnm. 
2.7 Data Segregation – Please describe how Offeror will ensure beWellnm data is segregated and protected from being accessed by other customers using the proposed solution.  What components of the solution are shared with other customers and how will beWellnm data be securely maintained both at the primary site and any proposed disaster recovery site?
2.8 Ongoing Monitoring of System Security – describe any system penetration testing conducted on the platform over the past 3 years.  If Offeror has conducted penetration testing, discuss what product(s) Offeror used and proposes to use for this project, what findings there were and discuss how Offeror will either conduct Offeror’s own penetration testing at least bi-annually or will work with beWellnm or their designated vendor to conduct penetration testing, report findings and provide a mitigation plan for weaknesses if any are detected.
2.9 Identification of PII and PHI and securing it during a disaster – please discuss Offeror’s ability to map all e-PHI and PII data elements in proposed system and discuss current procedures or proposed procedures for accessing necessary e-PHI/PII in the event of an emergency and how Offeror would continue to protect the data if the need to move to Offeror’s disaster recovery site was necessary.   
2.10 Discuss how Offeror’s solution meets or will meet security and privacy requirements established by the IRS (e.g., publication 1075) to ensure proper and confidential handling and storage of FTI data – specifically discuss how the solution prevents co-mingling of FTI and other data. 
2.11 Describe Offeror’s proposed System Development Life Cycle (SDLC) methodology, specifically as it relates to performing a privacy/security risk assessment or impact assessment prior to finalizing any updates to the system and moving them into production.  
3 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:



4 Required Attachments
Offer must submit the following attachments as part of the RFP Response.
4.1 Existing Privacy and Security policies and procedures, including a Privacy and Security Plan
4.2 Results from the most recent three years’ worth of penetration testing conducted on the solution. 
4.3 Sample of training materials used to train staff on privacy and security.
4.4 Any open findings or in process of being mitigated findings from the most recent MARS-E 2.0 controls audit as found in any plan of actions and milestones (POAM) currently filed with CMS or a current client.


[bookmark: _Toc1558157]ATTACHMENT A: CONTENT OF PROPOSAL
[bookmark: _Toc2331155]ATTACHMENT A-3-9: WEB PORTAL UX
The goal of beWellnm for the Individual Marketplace portal(s) is to provide a seamless and streamlined consumer experience similar to that experienced by customers of top commercial service and retail companies offering their services online. The solution must have a user-friendly interface that is simple, intuitive, and efficient – and provides appropriate tools to assist consumers in the purchasing process. For instance, it must be capable of providing a single-session experience to enter required information, verify eligibility status, compare plans and select options; It must provide consumers a self-service access to a wide range of functionality to support obtaining health insurance in the most automated manner possible; It must provide tools for electronic interaction between consumers and agents / brokers, beWellnm, Certified Enrollment Counselors, etc.
1. Narrative Response 
In the response to this RFP, the Offeror must respond in detail to the following questions. 
1.1 Discuss main functional design challenges and risks that Offeror has encountered on projects similar in scope and size.
1.2 Describe how Offeror will incorporate the user experience into the Web Portal design.
1.3 The requirements outlined in the BSRM (found embedded in Section 2 below) lists capabilities and functionalities that beWellnm deems critical to the success of the solution, however the Offeror is encouraged to propose a solution that exceeds the requirements and adds value to beWellnm and the consumers of New Mexico. Describe how Offeror’s solution can exceed the requirements.
2 Business and Systems Requirements Matrix (BSRM)
Offeror is required to complete the BSRM in its entirety. Indicate the status Offeror’s configuration type status with requirements by placing an “x” in one of the following boxes:
	Configuration
	Acronym
	Description

	Out of Box
	OOB
	System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

	Customer-Configurable
	CC
	Indicates the requirement is supported and can be configured by Customer business users without support from the Offeror or other programmers.

	Vendor-Configurable
	VC
	Indicates the requirement is supported and can be configured by the Offeror.

	Modifiable
	M
	Indicates the requirement can be supported with some modifications by the Offeror.

	Custom
	C
	Indicates the functionality necessary to meet the requirement would need to be custom-built.


If Offeror checks the any of the VC, M, or C boxes, please provide a description of steps needed to fully meet the requirement including Offeror’s responsibility and description of the custom-build.
The BSRM is found in the embedded document:






[bookmark: _Toc1558158][bookmark: _Toc2331156]ATTACHMENT A-4: PRICE PROPOSAL
Please complete the Price Proposal Matrix found in the embedded document below. The Offeror should include in its response to Attachment A-4, all the assumptions that factor into the pricing proposal in a narrative format. The factors should include all proposed technology features, staffing, and other assumptions to perform the Scope of Work in Section 3.1, Attachments A-3-1 through A-3-9, and Attachment G. 
Offeror must include in their pricing the cost of providing 15,000 hours of IT services that are unrelated to ongoing maintenance and remediation of system flaws.


.






[bookmark: _Toc2331157]ATTACHMENT B: ACKNOWLEDGEMENT OF RECEIPT OF REQUEST FOR PROPOSAL
The Offer must complete the embedded document and return to the Procurement Administrator according to timeframes in Section 2.11. Failure to do will mean the potential Offeror will not be put on the Offeror list for distribution of future documents.





[bookmark: _Toc2331158]
ATTACHMENT C: QUESTION AND ANSWER TEMPLATE
The Question and Answer Template is founded in the embedded document. It must be received by Procurement Administrator within the timeframes outlined in Section 2.11.






[bookmark: _Toc2331159]ATTACHMENT D: HIGH LEVEL IMPLEMENTATION TIMELINE
[bookmark: _Hlk2346143]The following is a high-level implementation timeline that the successful Offeror will be required to meet for an October 1, 2020 implementation for plan year beginning January 1, 2021.
	[bookmark: _Hlk2077067]
EVENT
	
DATE

	RFP Awarded
	May 17, 2019

	  Contract Executed and Implementation Start Date
	July 1, 2019

	Phase 1 DDI
	July 1, 2019 through August 31, 2019

	Phase 2 DDI
	September 1, 2019 through October 31, 2019

	Phase 3 DDI
	June 1, 2020 through August 31, 2020

	Final IVV Sign Off
	August 31, 2020

	Data Migration
	January 1, 2020 through December 31, 2020

	Soft Launch for Select Users
	October 1, 2020

	[bookmark: _Hlk2345768]Open Enrollment
	November 1, 2020 through TBD

	Maintenance & Operations
	January 1, 2021 through December 31, 2023



 

[bookmark: _Toc1558159][bookmark: _Toc2331160]ATTACHMENT E: PROPOSAL CHECKLIST
The Offeror’s Proposal submission must follow the order below. Complete the following Proposal Checklist and include it immediately after the Cover Letter.
	PROPOSAL CHECKLIST

	Proposal Elements
	Page Number

	Cover Letter
	

	Proposal Checklist (Attachment B)
	

	Qualifications and Experience (Attachment A-1)
	

	References (Attachment A-2)
	

	Response: Eligibility and Enrollment (Attachment A-3-1)
	

	[bookmark: _Toc2282510][bookmark: _Toc2331161]Response: Financial Management and Billing (Attachment A-3-2)
	

	[bookmark: _Toc2282511][bookmark: _Toc2331162]Response: Customer Engagement Center (Attachment A-3-3)
	

	[bookmark: _Toc2282512][bookmark: _Toc2331163]Response: Plan Management (Attachment A-3-4)
	

	[bookmark: _Toc2282513][bookmark: _Toc2331164]Response: Noticing (Attachment A-3-5)
	

	[bookmark: _Toc2282514][bookmark: _Toc2331165]Response: Mailroom (Attachment A-3-6)
	

	[bookmark: _Toc2282515][bookmark: _Toc2331166]Response: Technology and Administration (Attachment A-3-7)
	

	Response: Privacy and Security (Attachment A-3-8)
	

	Response: Web Portal UX (Attachment A-3-9)
	

	Pricing Proposal (Attachment A-4)
	

	Required Supplemental Offeror Attachments from Attachment A-3-1 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-2 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-3 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-4 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-5 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-6 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-7 Section 3 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-8 Section 4 (if applicable)
	

	Required Supplemental Offeror Attachments from Attachment A-3-9 Section 3 (if applicable)
	




[bookmark: _Toc2331167]
ATTACHMENT F: SAMPLE CONTRACT (WITH EXHIBITS)





[bookmark: _Toc2331168]ATTACHMENT G: DESIGN, DEVELOP, AND IMPLEMENT & MAINTENANCE AND OPERATIONS REQUIREMENTS
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Eligibility & Enrollment

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		EE		1		Provide consumers with the ability to select a plan without applying for financial assistance.		Pre-Screening

		EE		2		Provide a consolidated online questionnaire screener that will determine basic Medicaid and beWellnm eligibility. 		Pre-Screening

		EE		3		Provide preliminary screening and assessment tool for consumers to help determine eligibility.		Pre-Screening

		EE		4		Inform the consumer of the results of the pre-screening and refer the consumer to HSD if it is determined they may be eligible for Medicaid.		Pre-Screening

		EE		5		Allow consumers to view plans (with subsidies applied) they may potentially be eligible for as a result of the anonymous pre-screening tool.		Pre-Screening

		EE		6		Determine if users have an existing account in the system based on email address, name/ DOB or SSN. 		Create Account

		EE		7		Assist known consumers with recovering login information and/or resetting password.		Create Account

		EE		8		Assist new consumers with the set up of a new account.		Create Account

		EE		9		Create user accounts that include, but are not limited to the following:
- User unique identifier
- User demographic information
- Application status (if returning client)
- Enrollment status (if returning client)
- Existing program eligibility for APTC/CSR (if returning client)		Create Account

		EE		10		Perform Remote Identity Proofing (RIDP) using external data sources as part of the account creation process. Provide instructions or contact information to the consumer for assistance if there are issues with completing the verification or if the identity cannot be verified. 		Create Account / Log-In

		EE		11		Allow continuance of the application process for consumers without an SSN (e.g. newborns and undocumented consumers).		Create Account and Complete Application

		EE		12		Intake applicant information and attachments to capture, at a minimum, all of the data elements captured within the New Mexico Single Streamlined Application.		Complete Application

		EE		13		Provide the capability to identify enrollment counselors and Brokers if they are completing applications on behalf of a consumer.		Complete Application

		EE		14		Provide the capability to identify Authorized Representatives if they are completing applications on behalf of a consumer.		Complete Application

		EE		15		Provide the capability for the consumer to attest that any information provided by an enrollment counselor, authorized representative or Agent/Broker is accurate.		Complete Application

		EE		16		Provide the capability for a consumer to record their CMS exemption certificate number through the single streamlined application process.		Complete Application

		EE		17		Process and attach documents received in the mail, via facsimile, web portal, and/or email to a consumer's application.		Complete Application

		EE		18		Provide capability to process information from the HSD Eligibility System about consumers who are transitioning into or out of Medicaid, or may be eligible for beWellnm coverage in addition to current levels of Medicaid coverage.  		Complete Application

		EE		19		Provide ability for consumers to request further assistance via the beWellnm customer engagement center.		Complete Application 

		EE		20		Allow for consumers to save their application at various stages throughout the process so they can complete at a later time without starting over.		Complete Application 

		EE		21		Validate consumer application information for completeness of data and prompt the consumer for additional information, if applicable.		Verification - General

		EE		22		Provide the capability to gather and display consumer and household eligibility data from external sources.		Verification - General

		EE		23		Validate physical and mailing addresses when provided in applications (using an external Postal Address validation service).		Verification - Residency

		EE		24		Provide the real time capability to submit application information to the Federal Data Services Hub for verification of items that require verification under the ACA.  		Verification - Citizenship

		EE		25		Notify beWellnm staff when the federal services data hub is not available.		Verification - General

				26		Notify beWellnm staff when third party verification services -- e.g., address verification -- are not available.		Verification - General 

		EE		27		Allow for a manual verification process when the FDSH verification service is not available.		Verification - General

		EE		28		Update consumer accounts with the verification results as appropriate.		Verification - General

		EE		29		Allow beWellnm Staff, consumers, Agents/Brokers, and Authorized Representatives to provide alternative verification through multiple methods, -- including but not limited to online, mail, phone, fax, e-mail, in person.		Verification - General

		EE		30		Provide the ability to allow consumers to view and confirm verification results and dispute and submit corrections. 		Verification - General

		EE		31		Provide consumers the ability to have a reasonable opportunity (90-day period under ACA) to address inconsistencies reported by external entities (i.e. income, citizenship, etc.) 		Verification - General

		EE		32		Provide the capability for a consumer to indicate or attest to affiliation with recognized Native American tribe during the application process.		Verification - Native American

		EE		33		Allow for a manual workflow for the verification of tribal affiliation.		Verification - Native American

		EE		34		Establish an electronic process (in one common file format) for the verification of tribal affiliation with external data sources (if available).		Verification - Native American

		EE		35		Produce an immediate on-screen notification of a positive incarceration data match and notify the  consumer of the ability to provide alternative documentation of incarceration status, predicated on getting receipt of  real-time data from the FDSH or other state data sources.		Verification - Incarceration

		EE		36		Provide the capability for a consumer to provide a client statement or attestation of incarceration status (via online affidavit), if there is a discrepancy.		Verification - Incarceration

		EE		37		Provide the capability to make a consumer conditionally eligible based on determination of incarceration status.		Verification - Incarceration

		EE		38		Provide the ability for consumers to update user accounts with images, scans or files of documents required for verification purposes that support eligibility determination.		Verification - General

		EE		39		Determine whether verification is required for Minimum Essential Coverage (MEC).		Verification - General

		EE		40		Conduct periodic data matching with external data sources to perform federally required checks of MEC on a configurable frequency.		Verification - General

		EE		41		Update consumer account with household income data based on verification response provided from the FDSH after passing a reasonable compatibility test and record the result of the income compatibility test. Maintain the income data provided by the consumer.		Verification - Income

		EE		42		Provide capability for consumer to submit via multiple methods, alternative income verification documentation and associate the documentation provided to a user account / application.		Verification - Income

		EE		43		Be able to retrieve Federal Tax Income (FTI) data via the FDSH for income verification purposes and store FTI data appropriately following IRS 1075 guidelines. 		Verification - Income

		EE		44		The system will provide functionality for authorized staff to review supporting documentation that has been electronically submitted to beWellnm and update a user account status.		Verification - General

		EE		45		Determine eligibility to participate in the purchase of QHPs as dictated by federal guidelines through beWellnm.  		Eligibility Determination

		EE		46		Conduct an assessment of Medicaid and CHIP (MAGI or non-MAGI) eligibility based on configurable thresholds to be determined by beWellnm and HSD.		Eligibility Determination

		EE		47		If available, connect with HSD system for real-time Medicaid eligibility determination.		Eligibility Determination

		EE		48		Conduct a real time account transfer of an application and supporting documentation to HSD when an consumer is assessed Medicaid or CHIP eligible.		Eligibility Determination

		EE		49		Accept and process account transfers from HSD for applicants that are determined not eligible for Medicaid to ensure applicant does not have to reenter application data.		Eligibility Determination

		EE		50		Calculate the Advanced Premium Tax Credit (APTC) amount and Cost Sharing Reduction (CSR) eligibility of the consumer.		Eligibility Determination

		EE		51		Based on the APTC calculation and other non-financial factors provide the capability to calculate the adjusted / reduced premium / cost sharing scenarios for the consumer.		Eligibility Determination

		EE		52		Provide consumers with the ability to acknowledge an eligibility determination. 		Eligibility Determination

		EE		53		Allow beWellnm Staff (based on their role) to submit case information for eligibility determination outside of the standard workflow. 		Eligibility Determination

		EE		54		Determine if consumer already has MEC, and if so, the system must deny the consumer from receiving APTC.

		Eligibility Determination

		EE		55		Apply special rules that benefit Native American consumers (e.g. eligible for special monthly enrollment periods, and no cost sharing or limited cost sharing based on income levels) per federal and state guidelines.		Eligibility Determination

		EE		56		Generate written and on-screen notification of the results of a consumer's eligibility determination (including information such as consumers evaluated, MAGI used for basis of determination, period of eligibility, etc.).		Eligibility Determination

		EE		57		Initiate the plan selection and enrollment process for consumers that have been determined eligible to enroll in a qualified health plan through beWellnm.		Eligibility Determination

		EE		58		Display the status of a user's eligibility application, and when completed, the result.		Eligibility Determination

		EE		59		Provide the ability to configure the application to include or exclude exemption questions as policies and regulations change.		Exemptions

		EE		60		Capture exemption status of the following reasons:
- Financial hardship
- Native American status
- Individuals without coverage for less than three months
- Incarcerated individuals
- Individuals who cannot meet the affordability standard
- Religious beliefs, and other factors per federal regulations		Exemptions

		EE		61		Provide the capability for a consumer to provide client statement or verifications in order to determine exemption status.		Exemptions

		EE		62		The system will provide functionality for beWellnm operations staff to update the exemption status for consumers.		Exemptions

		EE		63		Prepare an enrollment questionnaire to gather consumer preferences and help refine choices of plan to be displayed.		Plan Selection

		EE		64		Store enrollment questionnaire responses and display plan choices based on questionnaire / filtering criteria.		Plan Selection

		EE		65		Display plan cost and availability based on issuer and plan information gathered.		Plan Selection

		EE		66		Only display health plans that have been certified by the OSI, are open to additional enrollment, and are available in the consumer's geographic area.		Plan Selection

		EE		67		Display actual plan cost based on applicable rating factors (consumers covered, age, geography, etc.) provided by the consumer during the application process.		Plan Selection

		EE		68		If applicable, display the adjusted plan cost based on APTC or CSR eligibility.  		Plan Selection

		EE		69		Provide a consumer the capability to accept any amount of the APTC (if eligible) to their monthly premium payment or decline the APTC.		Plan Selection

		EE		70		Generate on-screen notification for APTC eligible consumers of the requirement to reconcile the amount of APTC to their premium tax credit and report changes in circumstances to beWellnm that impact their income.		Plan Selection

		EE		71		Provide capability to display a detailed comparison of available health plans based on consumer choices. 		Plan Selection

		EE		72		Provide capability for consumers to adjust individual preferences and update display / comparison of available qualified health plans.  This capability includes the ability to further refine or constrain filtering criteria to either display a greater or lesser number of plan choices.		Plan Selection

		EE		73		Provide links to Issuer sites for consumers to obtain further information.		Plan Selection

		EE		74		Prevent consumers that have a current QHP selection pending from adding a new QHP or changing their pending selection.		Plan Selection

		EE		75		Direct the consumer to premium payment options once a QHP has been selected for enrollment.		Plan Selection

		EE		76		Provide capability for a consumer to select a QHP and initiate the enrollment process.		Enrollment

		EE		77		Update a consumers account to reflect plan selection and the effective plan-year.		Enrollment

		EE		78		After plan selection, initiate the plan enrollment process and electronic transaction to applicable issuers.		Enrollment

		EE		79		If consumers directly enroll in health plans through the issuer, update a consumer's account information based on enrollment information provided by the issuer.		Enrollment

		EE		80		Generate and transmit daily 834 transactions to Issuers containing initial enrollment notification after the individual is determined eligible and a QHP selected. Separate transactions for each product (Medical & Dental).		Enrollment

		EE		81		Record and store current plan enrollment information for all consumers registered on beWellnm.		Enrollment

		EE		82		Process in real-time, the electronic confirmation / acknowledgement of receipt of enrollment transaction from Issuer.		Enrollment

		EE		83		Process in real-time, the electronic confirmation / acknowledgement of receipt of enrollment changes received by an Issuer.		Enrollment

		EE		84		Provide capability to receive electronic notifications from Issuers regarding disenrollment and initiate the disenrollment process within beWellnm.		Enrollment

		EE		85		Provide the capability for a consumer to request a voluntary disenrollment from a QHP.		Enrollment

		EE		86		Include terminations (voluntary and involuntary) and cancellation transactions in the daily 834 to Issuers. 		Enrollment

		EE		87		When a plan is decertified, initiate the health plan disenrollment process for affected consumers.		Enrollment

		EE		88		When a plan is decertified, initiate the health plan auto-enrollment process for affected consumers (based on special enrollment period rules).		Enrollment

		EE		89		After a consumer has been determined eligible to select a QHP, determine the next available period for open enrollment.  The open enrollment period should be tracked separately from timeframes for eligibility renewals for Medicaid/CHIP/BHP/Tax Credits.		Enrollment

		EE		90		Prepare written and on-screen notification to consumers regarding eligibility for enrollment periods.		Enrollment

		EE		91		Include changes to a consumer's information,  including changes to APTC/CSR or  a decision by a consumer to renew their enrollment in the QHP, in the daily 834 transactions to Issuers. 		Enrollment

		EE		92		Update user accounts based on disenrollment notification from Issuers or disenrollment's initiated by beWellnm.		Enrollment

		EE		93		Enable consumer users to enroll in a plan for which they have been determined to be eligible.		Enrollment

		EE		94		Enable consumers to view current and historical data including enrollment, plan details and premium payment history.  		Enrollment

		EE		95		Automatically remove eligibility for receiving APTC if a consumer becomes eligible for Medicaid (as a result of periodic data matching or self reporting), but remains with the QHP.		Enrollment 

		EE		96		Provide the capability and process for a consumer to request an appeal to their eligibility decision for APTC and CSR.		Appeals

		EE		97		Provide the ability for authorized staff to override a denial of an APTC and CSR eligibility decision.  		Appeals

		EE		98		Provide the capability to differentiate between appeals and complaints; default requests to complaints when received by consumers.		Appeals

		EE		99		Provide capability for a consumer to request his/her eligibility appeal record (consumer details as well as key eligibility factors used to determine eligibility).		Appeals

		EE		100		Provide the capability to capture, track, and resolve eligibility appeals, grievances and complaints within the system (including status, assignments, and relevant case notes).		Appeals

		EE		101		Provide the capability to route appeals externally to HSD or other organizations, as applicable.		Appeals

		EE		102		Provide the capability to record and report the detailed results and supporting documentation that result from or support an appeals decision.		Appeals

		EE		103		Display the Consumer's current monthly premium at the time of renewal.		Renewal

		EE		104		Based on the availability of QHP, determine availability of a consumer's current plan for the purposes of enrollment renewal.		Renewal

		EE		105		Assess and process responses from consumers at the time of renewal that may involve enrollment into a new QHP or adding additional consumers into an existing QHP. 		Renewal

		EE		106		Redetermine eligibility during renewal periods and when there has been a qualifying event. 		Account Update

		EE		107		Reassess and determine eligibility based on new circumstances.  For every data field, the system must be configurable to force an eligibility determination/re-determination based on revised data input.		Account Update

		EE		108		Provide consumers the ability to view the new determination of eligibility after the change in circumstances and at renewal periods.		Account Update

		EE		109		Provide users the ability to choose new health plans after the re-determination process based on the new circumstances.		Account Update

		EE		110		Provide consumers with the ability to enter a Special Enrollment Period (SEP) when a consumer has a qualifying event, as defined by federal guidelines.		Account Update

		EE		111		Update user accounts based on disenrollment notification from issuers or disenrollments initiated by beWellnm.		Account Update

		EE		112		Provide capability for consumers/ authorized representatives to submit changes to household composition (add / remove household members) and other life events in between redeterminations / renewals. 		Account Update

		EE		113		Provide the capability for applicant/ authorized representative to submit changes to household income (projected increase or decrease) from when initially reported at application or last renewal.		Account Update

		EE		114		Provide the capability for applicant/ authorized representative to submit changes to address information from when initially reported at application or last renewal.		Account Update

		EE		115		Generate a notifications to CMS, consumers, and authorized representatives of any completed appeals decisions.		Notification

		EE		116		Generate communication to individual requesting additional documentation to support his/her attestation of annual / monthly income. This should only occur when the Exchange is not able to verify income via authoritative sources.		Notification

		EE		117		Notify CMS regarding reconciled periodic enrollment information. This information is used to generate payments to qualified health plan issuers for APTC and CSR, as well as for performance measurement and tax administration, as applicable.		Notification

		EE		118		Prepare a notice to CMS with a minimum dataset of information regarding an individual's disenrollment from a qualified health plan through the Exchange. This information is used to adjust payments to qualified health plan issuers for APTC and CSR, as well as for performance measurement and tax administration, as applicable.		Notification

		EE		119		Prepare an electronic notice to CMS with a minimum dataset of information regarding an individual's enrollment in a qualified health plan through the Exchange. This information is used to generate payments to qualified health plan issuers for APTC and CSR, as well as for performance measurement and tax administration, as applicable.		Notification

		EE		120		Prepare and provide communication to individuals about a mid-year plan decertification and notify need for plan selection / enrollment.		Notification

		EE		121		Produce a mailed, written notice to the individual to provide additional verifications; the automated written notice must include:
- Individual name
- Address
- Unique identifier
- Information requested
- Due date based on date of initial application		Notification

		EE		122		Provide electronic notification to CMS of the result of an individual's eligibility determination.		Notification

		EE		123		Be capable of sending a formal, written notice to a individual’s mailing address summarizing eligibility determination for individual exemption.		Notification

		EE		124		Be capable of sending an automated transaction to individuals who have been determined as exempt or not exempt to CMS.		Notification

		EE		125		Send notification for change in individual's Eligibility Status.		Notification

		EE		126		When additional verification is required, provide on-screen notification to individual to supply additional verifications through beWellnm.		Notification

		EE		127		Provide/generate report of standard customer demographics – Subscriber and dependent level.		Reporting

		EE		128		Provide/generate report of subscriber mailing list.		Reporting

		EE		129		Provide/generate report of customers by plan.		Reporting

		EE		130		Provide/generate report of customers by issuer.		Reporting

		EE		131		Provide/generate report of customers with premium details		Reporting

		EE		132		Provide/generate report of plan data by Issuer.		Reporting

		EE		133		Provide/generate report of plan data details down to the benefit level.		Reporting

		EE		134		Provide/generate report of EDI reporting for 834, XML and 820 data.		Reporting

		EE		135		Provide/generate report of new customers that completed the application.		Reporting

		EE		136		Provide/generate report of terminated customers/membership with termination reason.		Reporting

		EE		137		Provide/generate eligibility and enrollment reports to include:  Number of applications; number of determinations; number of approvals and denials, with reasons; time to process applications; APTC/CSR determinations; exemptions requested and exemptions approved, by type 		Reporting

		EE		138		Provide/generate eligibility reports with configurable demographic information, including but not limited to: FPL, zip code, county, ethnicity, and tribal affiliation		Reporting

		EE		139		Provide/generate a report of account transfers to and from HSD.		Reporting

		EE		140		Provide/generate a report for monitoring appeal processing, to include: number, type, date, reason, status, and disposition of appeal.		Reporting

		EE		141		Provide/generate reports of SEP/QLE – number requested, approved and denied at subscriber and dependent levels.		Reporting

		EE		142		Provide/generate reports to a qualified health plan issuer and HSD regarding the Exchange's records of current enrollment with the qualified health plan issuer and Medicaid. These reports are used to reconcile enrollment records between the Exchange and the qualified health plan issuer and Medicaid.		Reporting

		EE		143		Provide/generate report showing Zip Code by Marketplace Status: Consumer Eligible for QHP, Consumer Eligible for APTC, Consumer Eligible for CSR, Consumer Eligible for Medicaid/CHIP		Reporting 

		EE		144		Provide/generate report showing Plan Enrollment by Zip Code: Plan Enrollment by Age Group and by Age		Reporting

		EE		145		Provide/generate report showing Plan Enrollment by Zip Code and Gender: Consumers with a Plan Selection by Zip Code, County and Gender		Reporting

		EE		146		Provide/generate report showing Plan Enrollment by Zip Code and Metal Level: Consumers with a Plan Selection by Zip Code, Metal Level		Reporting

		EE		147		Provide/generate report: Consumers with a plan selection by Zip Code and County and Region		Reporting - Plan Selection 

		EE		148		Provide/generate report: Consumer with a Plan Selection by zip code		Reporting - Plan Selection 

		EE		149		Provide/generate report: By zip code, Metal Level, Gender and Issuers		Reporting - Consumer with a Plan Selection 

		EE		150		Provide/generate report: Zip Code, Consumer plan Selection count by Metal level plan with APTC's		Reporting - Consumer with a Plan Selection 

		EE		151		Provide/generate report: Zip Code, Age Group, Metal level 		Reporting - Consumer with a Plan Selection 

		EE		152		Provide/generate report: By zip code, Race 		Reporting - Consumer with a Plan Selection 

		EE		153		Provide/generate report: Zip Code, County, by Ethnicity		Reporting - Consumer with a Plan Selection 

		EE		154		Provide/generate report: Zip Code, County, by Written Language		Reporting - Consumer with a Plan Selection 

		EE		155		Provide/generate report: Zip Code, County by preferred language		Reporting - Consumer with a Plan Selection 

		EE		156		Provide/generate report: Zip code, County by preferred Method of Communication ( Text, Emails or Mail)		Reporting - Consumer with a Plan Selection 

		EE		157		Provide/generate report: Zip Code, County by Special Needs (Braille, Hearing assistance etc. )		Reporting - Consumer with a Plan Selection 

		EE		158		Provide/generate report: Zip Code, County, Assister level ( Agent, Broker, or Enrollment Counselor or IN person Assister)		Reporting - Plan Enrollment

		EE		159		Provide/generate report: NPN or License number and name of Assister and level per Each Plan Enrollment 		Reporting - Plan Enrollment

		EE		160		Provide/generate report: By zip code, county total count		Reporting - Returning consumers with Plan Selection

		EE		161		Provide/generate report: By zip code and county, Metal level and Issuers		Reporting - New consumers with Plan Selection

		EE		162		Provide/generate report: Count by Zip Code, County,  Auto Enrollment, Customer Engagement department rep, Direct Enrollment, beWellnm Online Enrollment (Proxy/Non-Proxy), Agent, Broker and Enrollment Counselor		Reporting - Consumer with a Plan Selection 

		EE		163		Provide/generate report: Average Monthly APTC Amount for Consumers Receiving APTC, Per the State		Reporting - Average Monthly APTC Amount for Consumers Receiving APTC

		EE		164		Provide/generate report: Median on Monthly Allocated APTC Amount, Per the State		Reporting - Median on Monthly Allocated APTC Amount

		EE		165		Provide/generate report: Issuer Name, SCID Plan ID, Insurance Plan Name and Consumers with a Plan Selection 		Reporting - Issuer

		EE		166		Provide/generate report: Consumer with a plan selection by County, Age Group, and total count with a Plan Selection.		Reporting - Consumer with a Plan Selection 

		EE		167		Provide/generate report: Consumer with a plan selection by County, Gender and with Plan Selection Count		Reporting - Consumer with a Plan Selection 

		EE		168		Provide/generate report: Consumer with a plan selection, by County, Metal , total count		Reporting - Consumer with a Plan Selection 

		EE		169		Provide/generate report: Consumer with a plan selection, by County, total count		Reporting - Consumer with a Plan Selection 

		EE		170		Provide/generate report showing plan enrollment, by County, Zip Code, Region, Race total count		Reporting - Plan Enrollment

		EE		171		Provide/generate report showing plan enrollment, by County, Zip Code, Region and Ethnicity		Reporting - Plan Enrollment

		EE		172		Provide/generate report showing plan enrollment, by County, Written language		Reporting - Plan Enrollment

		EE		173		Provide/generate report showing plan enrollment, by County, Assister 		Reporting - Plan Enrollment

		EE		174		Provide/generate report showing applications, by County, Zip Code, Consumers Requesting coverage on Applications Submitted, App Channel -BeWellnm Online, Call Center worker, Direct Enrollment, Non Proxy and Proxy, Other unknown, Mailed in, Active Application Members with an Agent, Broker or Assister		Reporting - Applications

		EE		175		Provide/generate report showing plan enrollment type: Returning, Auto Enrolled, New Consumers with plan Selections, New with no Prior year activity, New Consumer with no plan selection.		Reporting - Plan Enrollment Type

		EE		176		Provide/generate report showing plan enrollment, by Zip code, County, Metal , Rural or NON Rural,  total Consumers with Plan Selection. 		Reporting - Plan Enrollment

		EE		177		Provide/generate report showing plan enrollment, by Zip Code, County, Metal , FPL _ Group, Consumer with a Plan Selection		Reporting - Plan Enrollment

		EE		178		Provide/generate report showing premiums: Average Monthly Premium, Average Monthly Premium after APTC, Plan Selections with APTC, Average Monthly Amount for Consumers Receiving APTC, Plan Selections with CSR, Plan Selection where the consumer is CSR Eligible and Metal Level is NOT Silver		Reporting - Premiums

		EE		179		Provide/generate report showing plan enrollments: Dental, zip code County and Plan Selection		Reporting - Plan Enrollments

		EE		180		Provide/generate report showing plan enrollments: Dental, zip code County and Plan Selection, Age Group and Dental Carrier Name, plan design		Reporting - Plan Enrollments

		EE		181		Provide/generate report showing plan enrollments: Dental, Re-Enrolled plan selections , New Enrollment by Age, Zip Code, County and Region		Reporting - Plan Enrollments

		EE		182		Provide/generate report showing SEP plan enrollments: SEP Reason Code, plus Code Descriptions,  Zip Code, County		Reporting - Plan Enrollments by SEP

		EE		183		Provide/generate report showing terminated consumers with plan selection: Zip Code, County, and Term Reason , Non Payment, Medicare Eligible, Employer Coverage, Spouses Employer Coverage		Reporting - Terminated Consumers with Plan Selection

		EE		184		Provide/generate report showing plan enrollments: Zip Code, County, Metal Tier, Race, Consumer with a plan Selection		Reporting - Plan Enrollment

		EE		185		Provide/generate report: Number of User Accounts		Reporting - User Accounts

		EE		186		Provide/generate report: Newly Created User Accounts		Reporting - User Accounts

		EE		187		Provide/generate report showing Data Matching Type: Zip Code, County, DMI Type ( Annual Income, Citizenship/Lawful Presence, ESC MEC, Indian Status, NON ESC MEC, SSN , ) DMIs with a Plan Selection and Total Consumers with DMI & Plan Selection		Reporting - Data Matching Type

		EE		188		Provide/generate report: DMI timelines, How many per month, and how many are going to expire, by county, zip code , plus detailed enrollment information to support outreach,.		Reporting - DMI

		EE		189		Provide/generate report: DMI type Income , FPL Grouping, Age Bracket, Consumers with a DMI and Plan Selection by county, zip code		Reporting - DMI

		EE		190		Provide/generate report: County, Zip code, Effectuated Enrollments		Reporting - Plan Enrollments

		EE		191		Provide/generate report: Enrollees at  risk of being terminated for NON payment of premium. Prior to termination.		Reporting - Plan Enrollments

		EE		192		Provide/generate report showing Agent and Broker: Last name, First Name, Phone, State, Zip Code, NPN, Web broker NPN, business NPN,  Marketplace Certified, Registration Date, Valid NPN (Y or N), Mailing Address, e-mail, total enrollments by Carrier per A & B, Total Enrollments Pd Premium, Unpaid premium per A & B. 		Reporting - Agent & Broker

		EE		193		Provide/generate report showing end   users on 3rd party tools such as Broker Referral programs.		Reporting - Agent & Broker
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						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system (or Offeror) must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		FM		1		All data received, processed, stored and created by systems used by the Exchange will remain the property of the Exchange. Such systems must also ensure data integrity.		Premium Billing

		FM		2		The system must be capable of providing, through underlying data structures or extracts, on-demand availability of data essential to Exchange functions, such as time stamps, posting periods, coverage periods, subscriber, and accounts receivable and accounts payable accounts. Data, extracts, reports and documentation should be self-identifiable, to avoid inappropriate consumption or reporting inaccurate data. 		Premium Billing

		FM		3		Ability to print a barcode on the bill for policyholders making payment at point of sale vendors.		Premium Billing

		FM		4		The system must allow a policyholder to opt out of receiving a paper bill and receive their bill electronically.		Premium Billing

		FM		5		The system must send invoice notification of monthly billing generation to policyholders that opt out of paper bill to include link to submit payment.		Premium Billing

		FM		6		The system must produce initial and ongoing monthly premium bill for policyholders. The bill will be itemized and include a separate line item for the policy holder and dependents. Each line item will include the policyholder subscriber/dependent name, ID, plan/tier, carrier, coverage month and any transactions generated from last billing cycle.  Medical & dental will be billed on the same invoice.  		Premium Billing

		FM		7		The system must not allow re-billing of a coverage month. All transactions generated from last billing cycle must be included in the next bill as adjustments. 		Premium Billing

		FM		8		A premium bill for new policyholders for the initial month of coverage will be generated in the next billing cycle after the binder payment is received and processed. If the binder payment is not made, a bill will not be generated.		Premium Billing

		FM		9		The bill will include a total amount due. This will be summarized to reflect the current amount due, any outstanding balance and the APTC amount. The Offeror must reduce the total amount due by the APTC.		Premium Billing

		FM		10		If it is discovered that a policyholder’s premium was not reduced by the amount of the APTC, a notification must be sent to the policyholder within 45 calendar days of discovery. The excess premium credit will be applied to the policyholder for subsequent months or, if requested by the policyholder, refund the excess premium paid. If any excess premium remains at the end of the period of enrollment or benefit year, the excess premiums will be refunded within 45 calendar days of the end of the period of enrollment or benefit year, whichever comes first.		Premium Billing

		FM		11		The bill header will indicate the run date, due date, invoice #, subscriber name, subscriber mailing address, payment remit information and Exchange information and logo.  		Premium Billing

		FM		12		The system must provide capability for the policy holder and beWellnm staff to reprint and/or view a current or prior month invoice.   		Premium Billing

		FM		13		Billing will be run any day of the month as determined by the Exchange.		Premium Billing

		FM		14		Bills will be sent to enrolled policyholders only. Enrolled policyholders are defined as those that pay their first binder payment when signing up for coverage. It is expected that billed amounts reconcile to the enrollment system of record on a continuing basis, and subsidies for members are calculated accurately on each member’s monthly bill.		Premium Billing

		FM		15		Processes must be in place to ensure bills are sent accurately and timely to policyholders.   		Premium Billing

		FM		16		Refund requests will be processed daily by the Offeror and sent to the Exchange on a daily basis for processing.  The requests will be triggered by the Call center identified in a refund report. The Offeror will provide a daily file to the Exchange with refund information and appropriate backup. The Exchange accounting staff will research the items and inputs the refunds into the accounting system for processing.		Premium Billing

		FM		17		All IT and other services used by the Exchange must meet the requirements of the Centers for Medicare and Medicaid Services 45 CFR 155.		Premium Billing

		FM		18		The system must provide an Accounts Receivable (AR) module separate from the enrollment module and be able to update the Accounts Receivable module as payments are received from policyholders and remitted to the carrier. 		Premium Payments

		FM		19		The system must time stamp all payments, payment adjustments and enrollment changes.		Premium Payments

		FM		20		The Offeror must accept paper checks, cashier’s checks, money orders, electronic fund transfers (EFTs), and all general purpose prepaid debit cards as methods of payment. The system must present all payment method options for a policyholder to select the preferred payment method.		Premium Payments

		FM		21		The system must accept one-time (non-recurring) payments.		Premium Payments

		FM		22		The Offeror must print the mailing address (lock box) for premium payments on the  bill.		Premium Payments

		FM		23		The Offeror will be responsible for the collection and processing of all premium payments received and tracking payments in the appropriate systems.   This includes a daily deposit report listing all premium received by account and carrier.		Premium Payments

		FM		24		The Offeror will be responsible for making accurate and timely postings of all premium payments, NSF’s recorded by the Exchange’s bank to policyholder accounts in the financial management system.  The system must be able to automatically claw back any payment remitted to carriers if an NSF is reported after the payment was remitted. 		Premium Payments

		FM		25		Payments must be linked to the policyholder's policy and month of coverage.		Premium Payments

		FM		26		The Offeror must produce a comprehensive automated monthly reconciliation for all premium billing cash activity recorded by the Exchange’s bank to all premium billing activity posted in the financial management/premium billing system.		Premium Payments

		FM		27		The system must allow policyholders and beWellnm staff to view and download premium payment history.		Premium Payments

		FM		28		The system must accept partial payments but not remit the payment or report it on an 820 to the carrier until the full amount has been paid.		Premium Payments

		FM		29		The system must allow recurring or scheduled premium payments to the Exchange.		Recurring Payments

		FM		30		The Offeror must provide tools for policyholders to make recurring or scheduled premium payments to the Exchange.		Recurring Payments

		FM		31		The ACH payment processing of recurring payments will occur on the date determined by the Exchange.		Recurring Payments

		FM		32		The system will require the  policyholder to consent and agree to the terms and conditions related to accepting the fact that the Exchange is taking their payment as requested.		Recurring Payments

		FM		33		A statement must appear on the premium bill that the net billed amount will be deducted (and when) from the account the policyholder specified if they requested recurring payments. 		Recurring Payments

		FM		34		The system will provide secure storage of bank information for policyholders that select recurring payment. The Offeror must comply with PCI requirements if the policyholder provided a credit card.		Recurring Payments

		FM		35		The system must maintain recurring setup if policyholder changes plans, programs or Carriers.		Recurring Payments

		FM		36		If a policyholder's coverage/premium changes, the new amount will be charged to the account.		Recurring Payments

		FM		37		The Offeror must send policyholder subscribers a notification of upcoming payment.		Recurring Payments

		FM		38		The system must cancel recurring payments when policyholder's policy is terminated.		Recurring Payments

		FM		39		The Offeror will submit an 820 in a Human Readable report format to the Exchange within 24 hour of processing the recurring payments.		Premium Aggregation

		FM		40		The system must remit aggregated premiums to carriers electronically (820).		Premium Aggregation

		FM		41		The Offeror must accept premium payments on behalf of policyholders by third-party entities (multi contributor option).		Premium Aggregation

		FM		42		In conducting electronic transactions with a carrier that involves the payment of premiums or an electronic funds transfer, the Offeror must comply with the privacy and security standards adopted in Attachment A-3-8 of the RFP.		Premium Aggregation

		FM		43		The system will aggregate premium payments for each carrier monthly at a minimum on a date determined by the Exchange		Premium Aggregation

		FM		44		The system must provide automated process for identifying delinquent policyholders.		Non Payment of Premiums

		FM		45		The system must generate and send delinquent notices to policyholder subscribers to include required information established by the Exchange if full payment is not received by the payment due date.		Non Payment of Premiums

		FM		46		The system must allow a policyholder to cancel election of recurring payment 3 business days prior to the recurring process.		Recurring Payments

		FM		47		The system must allow an policyholder to update their bank information 3 business days prior the recurring process.		Recurring Payments

		FM		48		The system must generate and submit termination notices to policyholders that includes the termination effective date, reason for termination and required information established by the Exchange if full payment is not received by the payment due date.		Non Payment of Premiums

		FM		49		The Offeror must provide the Exchange a report of policyholders receiving delinquent and termination notices.		Non Payment of Premiums

		FM		50		The system must allow exclusions for the notification and/or termination process for non-payment of premium.		Non Payment of Premiums

		FM		51		The system must provide an automated process to terminate policyholders and their dependents for non-payment of premiums after the exhaustion of the applicable grace period.		Non Payment of Premiums

		FM		52		The system must maintain system records of termination due to non-payment or premium.		Non Payment of Premiums

		FM		53		The system must calculate the potential premium termination date based on the month(s) of enrollment that is not paid (for both subsidized and non-subsidized policyholders): 
Grace period of 3 consecutive months for a policy holder subscriber receiving APTC; and  
Grace period of 1 month for policy holder subscribers not receiving APTC.		Non Payment of Premiums

		FM		54		The system must allow reinstatement of a policy if full payment is received within 30 days following the termination. 		Non Payment of Premiums

		FM		55		The Offeror must transmit eligibility and enrollment information including the APTC amount and the cost-sharing reductions eligibility category to HHS in compliance with 45 CFR 155.340 a. 		APTC Reporting

		FM		56		The Offeror must comply with the requirements of 26 CFR 1.36B-5 (c) regarding reporting APTC to the IRS.		APTC Reporting

		FM		57		The Offeror must submit to the IRS the required annual report on or before January 31 of the year following the calendar year of coverage.		APTC Reporting

		FM		58		The Offeror must submit to the IRS the required monthly reports on or before the 15th day following each month of coverage		APTC Reporting

		FM		59		The Offeror must comply with the requirements of 26 CFR 1.36B-5 (f) regarding reporting to the policyholders.		APTC Reporting

		FM		60		The system must make the 1095A available to policyholders online in addition to a paper copy.		APTC Reporting

		FM		61		The Offeror must provide the Exchange with the capability to produce data and generate reports needed for quality control, research, audits, and administration of the Exchange.		Reporting

		FM		62		The system must generate reports needed to comply with federal audit and oversight requirements.		Reporting

		FM		63		Unless otherwise requested, all financial reports must be stated as of the last day of each month.  		Reporting

		FM		64		The system must have ad-hoc financial reporting capability and be able to provide balances at any point in time. 		Reporting

		FM		65		The system must have the ability to view and export reports in XLS, PDF, HTML and CSV formats.		Reporting

		FM		66		The system must generate accounts receivable aging report by policyholder and carrier: current, 30 days, 60 days and 90 + days.		Reporting

		FM		67		The system must generate a deposit report by policyholder split by carrier.		Reporting

		FM		68		The system must generate a billing history report by policy holder, carrier and month of coverage by billing run date.		Reporting

		FM		69		The system must generate a payment history report by policy holder, carrier, receipt date and month of coverage.		Reporting

		FM		70		The system must generate an accounts payable report by policyholder and carrier - this report should be the same as the AR report, modified by cash received but not remitted. 		Reporting

		FM		71		The system must generate a report of policyholders subsidies.		Reporting

		FM		72		The system must generate a report of members with active recurring accounts.		Reporting

		FM		73		The system must generate a report of payments submitted to carriers.		Reporting

		FM		74		The system must generate a report of individuals enrolled month along with the amounts of advance tax credits and cost sharing reductions.  		Reporting

		FM		75		The system must generate report of payments by payment source.		Reporting

		FM		76		The system must provide the ability to automate reports that include delivery mechanisms that include email distribution groups or upload to a shared folder.		Reporting

		FM		77		The system must provide comprehensive billing reports supporting the billing activity.   		Reporting

		FM		78		The system must provide payments by payment source report.		Reporting

		FM		79		The system must provide open credit report.		Reporting

		FM		80		The system must provide the ability to automate reports that include delivery mechanisms that include email distribution groups or upload to a shared folder.		Reporting

		FM		81		The system must provide policyholder address listing by carrier.		Reporting
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Customer Engagement

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		CAC		1		The CRM must manage contacts with, including but not limited to: providers, consumers, certified agents and brokers, certified enrollment counselors, in-person assisters, and other entities as identified by beWellnm.  		CRM/Call Center Functionality

		CAC		2		Support multiple dedicated lines (e.g., brokers, enrollment counselors, consumers), as defined by beWellnm.		CRM/Call Center Functionality

		CAC		3		Support multimedia communications such as but not limited to:  email, letter, phone, fax, web portal, chat, text messages.  		CRM/Call Center Functionality

		CAC		4		Provide online access to customer support staff about caller information and real-time transaction activity (e.g. application status, premium payment).		CRM/Call Center Functionality

		CAC		5		Provide the ability to archive and purge calls, contacts, correspondence from the CRM according to Exchange-defined criteria.  		CRM/Call Center Functionality

		CAC		6		Have the ability to store the caller’s preferred method of communication, including need for deaf or other language interpretation, and accommodate all ADA requirements associated with CMS and state requirements.  		CRM/Call Center Functionality

		CAC		7		Provide speech and hearing impaired customers with the ability to communicate through the National Teletypewriter (TTY) or Telecommunications Display Device (TDD).  		CRM/Call Center Functionality

		CAC		8		Have the ability to integrate with other Interactive Voice Response (IVR) systems, streamlining operational workflow for consumers. The CRM solution must seamlessly integrate with at least the following customer support technology systems and needs:
- Call logging and resolution tracking
- External IVR
- Electronic document management
- Training support
- Workflow management
- Reporting
- Quality Monitoring
- Premium Payment History		CRM/Call Center Functionality

		CAC		9		Maintain a record of inquiry and correspondence data online, with periodic backups managed by the CRM system administrator.  The call center must be able to store  recordings of assisted calls, for a time frame specified by the Exchange.		CRM/Call Center Functionality

		CAC		10		Provide functionality that is capable of integrating with other systems, such as Enrollment/Eligibility rules engine, premium payment and billing,  web portal, the security platform.  		CRM/Call Center Functionality

		CAC		11		Interface with external IVR systems, as directed by the Exchange, and at a minimum, HSD's IVR system.		IVR Technology

		CAC		12		Provide Automatic Call Distribution (ACD) capability to answer calls from customers in sequence and record and report metrics.		ACD Technology

		CAC		13		Provide capability to prioritize agents by availability, skill set, language, and overflow from other queues.		ACD Technology

		CAC		14		Provide virtual hold and callback features when thresholds are met for wait time to allow consumers to hang up and receive an automated call when an agent is available. The System should accommodate call back hours and time zone to avoid call backs at unreasonable times. 		ACD Technology

		CAC		15		Have the ability to provide consumers with estimated wait time to speak with an agent and pre recorded messaging that will remind consumer of other self service options, such as web site.  		ACD Technology

		CAC		16		Allow escalation of calls to beWellnm staff for resolution or assistance based on rules determined by beWellnm.		ACD Technology

		CAC		17		Alert management and staff when service levels are not being met.		ACD Technology

		CAC		18		The ACD system must have the ability to monitor and provide real time reporting and forecasting software for:  
- Abandonment rate
- Agent availability and productivity
- Average speed of answer
- Call length
- Contact volume
- Customer satisfaction
- Handle time
- One call resolution rate
- Peak hour statistics
- Identification of historical trends.		ACD Technology

		CAC		19		Allow authorized managers or supervisors, including beWellnm staff, to monitor active calls.		ACD Technology

		CAC		20		Provide the capability to record all call interactions.		ACD Technology

		CACM		1		Provide the ability to add multiple dated narratives to a case and track and maintain changes over time via the narratives.		Account Management

		CACM		2		Maintain a history of notices that have been sent to an individual, household, employer, agent, broker, enrollment counselor, or in-person assister. 		Account Management

		CACM		3		Maintain a history of a individual’s eligibility status over time.		Account Management

		CACM		4		Provide a mechanism for role-based access control for any changes to individual accounts, which must be applicable to all beWellnm contactors and beWellnm staff, as defined by beWellnm staff.

		CACM		5		Allow designated customer support staff to modify the eligibility/enrollment record to indicate beginning and ending dates of coverage and specify the program or product for which the individual is eligible.		Account Management

		CACM		6		Allow particular customer support staff, based on roll based security, to, at a minimum conduct the following:   
- Deactivate a particular customer’s case                                                                - Reactivate a client’s case based on new information, new application or redetermination                                           - Merge (and un-merge) multiple individual cases.                                         
- View, add to, modify, or change an individual's information		Account Management

		CACM		7		Provide a mechanism to check and flag duplicate individual cases.		Account Management

		CACM		8		Allow customer support staff to mark a case duplicate, but remain unmerged.		Account Management

		CACM		9		Allow customer support staff to search for a specific individual's information.		Account Management

		CACM		10		Allow customer support staff to search for the individual’s eligibility details.		Customer Application Intake Process

		CACM		11		Allow customer support staff to view the individual’s eligibility details (e.g., income sources, citizenship, immigration status, etc.).		Customer Application Intake Process

		CACM		12		Allow customer support staff to add new data into the individual’s eligibility details (income sources, citizenship, immigration status, etc.).		Customer Application Intake Process

		CACM		13		Provide a mechanism for role-based access control for any changes to the rules or parameters in the rules engine.		Account Management--Administration

		CACM		14		Track all changes made to an account in an auditable log. All electronic and manual transactions will be date and time stamped and user stamped.		Account Management--Administration

		CACM		15		Provide queries/reports to track and manage complaint workload, disposition, assignments and status.		Account Management - Administration

		CACM		16		Allow supervisors to enter the system through a customized portal to view and manage all the cases of the customer support staff under their jurisdiction.		Account Management--System Access

		CACM		17		Allow administrators to enter the system through a customized portal to view, manage, and if necessary correct case data if a computer systems error has occurred, as long as there is sufficient documentation noted in the record.  Any system errors that are identified will be reviewed through a quality assurance process.		Account Management--System Access

		CACM		18		Call center staff must be certified and be able to complete enrollments and applications over the phone.		Account Management -- Staffing

		CAG		1		Support complaints and appeals processes.		Complaints / Appeals

		CAG		2		Allow customer support representative to log customer complaints and appeals.		Complaints / Appeals

		CAG		3		Allow staff to attach relevant documents to complaint or appeal.  		Complaints / Appeals

		CAG		4		Allow associated recorded calls/transcripts and online chat sessions to be logged with the appropriate appeal.		Complaints / Appeals

		CAG		5		Prompt customer support representative on complaints and appeals workflows by integrating with workflow/document management system.  		Complaints / Appeals

		CAG		6		Track timeframes and deadlines for responding to complaints and appeals.  		Complaints / Appeals

		CAG		7		Allow customer support representative to generate letters to consumer throughout complaints and appeals processes.		Complaints / Appeals

		CAG		8		Track complaints or appeals throughout process so that specified staff can view status, see where it is in process and report back to consumer at any time.		Complaints / Appeals

		CAG		9		Support the process for sending complaints or appeals to be reviewed by appropriate parties within and outside the Exchange, including but not limited to the Human Services Department.    		Complaints / Appeals

		CAG		10		Allow enrollment, coverage, and tax credits to be changed as the result of an appeal.		Complaints / Appeals

		CAG		11		Allow complaint and appeal staff to manage cases within the system using options including tickler files, response and review dates, document management, email, and fax.  		Complaints / Appeals

		CAG		12		Allow consumers to submit complaint or appeal via phone, web, chat session, email, and letter. The system must be able to differentiate between a complaint and an appeal and be able to accommodate for the different resolution and documentation processes for each. Each complaint, concern and appeal should be assigned a reference number and track the date and time of the call received, any past communication, consumer provided information, etc.		Complaints / Appeals

		CAG		13		Provide options to secure complaints and appeals for confidentiality reasons (e.g. hide consumer name) and allow access to cases by specified consumer support staff as defined by role based security.    		Complaints / Appeals

		CAG		14		Monitor complaints and appeals due dates and alert staff or management of overdue status.  This should include the ability to notify specific staff for certain alerts.		Complaints / Appeals

		CAG		15		Have the ability to be used by multiple agencies for complaints and appeals, including at a minimum the Exchange and the Human Services Department. The system must allow roles for external parties to be established by beWellnm. The system must also be able to facilitate use by external stakeholders as necessary and determined by the Exchange.		Complaints / Appeals

		CAG		16		Have the ability to assign a priority, or level to a complaint or appeal. 		Complaints / Appeals

		CAG		17		Provide the capability to report complaint and appeals data in real time and on a historical basis.		Complaints / Appeals

		CAG		18		Provide notifications to the appropriate parties upon the following key events in the complaint and appeal processes:
- Receipt of complaint/appeal
- Status Change
- Resolution
		Complaints / Appeals

		CAG		19		Support outreach initiatives using letters, emails, phone calls, text messages as described below.		Outreach / Education

		CAG		20		Ask and store consumers'  preferred method of communication, including notices.  If the consumer elects e-mail as their communication preference the notification should be sent via e-mail and mail as a one time notice of their selection of communication preference. 
The consumer must also have the ability to select if they will accept to receive communication via text. These communication lines could be used to support outreach communication attempts for renewal.		Outreach / Education

		CAG		21		Provide consumers with reminders to update their circumstances and renew eligibility for subsidies/assistance, enroll in coverage, etc.		Outreach / Education

		CAG		22		Generate communication to consumers, both in mass mail and individual notices, regarding any relevant updates or information to health care policy or laws in their state, tips on using the web, how to find a certified agent or broker, and other consumer assistance services.  These notices should be entered in as a consumer event in the CRM.		Outreach / Education

		CAG		23		Support multi-lingual communication in at least English and Spanish, and must be able to support additional languages (including languages that use non-Western scripts). The system must gather and store the consumer's preferred language.		Outreach / Education

		CAG		24		Log and store materials about outreach and education events across the state and community to inform the CRM and call center staff.		Outreach / Education

		CAG		25		Collect data on call center contacts, including call, chat and electronic inquires,  for the purposes of identifying outreach and education opportunities. The data collected should include, but is not limited to: zip codes; county; time of call; caller demographics, as feasible, and frequency of specific caller.		Outreach / Education

		CAG		26		Collect and report on website usage metrics including standard analytic metrics		Outreach / Education

		CAG		27		Collect and report on Broker/Agent and enrollment counselors management portals and call center interactions for the purposes of informing education and outreach opportunities.		Outreach / Education

		CAG		28		Provide the functionality to generate random surveys to consumers via online, email, letter or phone and then compile data to assess consumer satisfaction.  		Outreach / Education

		CAG		29		Capture information on outreach efforts (e.g. how did you hear about us?).		Outreach / Education

		CAG		30		Support collaboration and workflow driven processes among staff by integrating CRM with workflow, document management and document imaging technology		Workflow

		CAG		31		Have the ability to integrate voice and electronic transactions into a single workflow.		Workflow

		CAG		32		Have the ability to oversee and manage contacts through work item routing and queuing, sending online alerts to staff or supervisors if issues are high priority or overdue.  		Workflow

		CAG		33		Support electronic document management (EDM) capabilities.		EDM

		CAG		34		Provide the ability to upload attachments to all individual and correspondence records.  		EDM

		CAG		35		Provide the ability to view related correspondence records from a single consumer's record.		EDM

		CAG		36		Provide standard letter templates and the ability to add free form text to customize a letter to the customer’s specific issue.		EDM

		CAG		37		Generate ID to link scanned images to correspondence and records of a specific consumer to provide one view of all related material (images, letters, or contacts with staff).		EDM

		CAG		38		Assign a unique number to identify each instance of a contact.		Contact Tracking

		CAG		39		Accommodate the receipt and tracking of requests or inquiries via telephone, letter, fax, walk in, email, web, or any other channel used by the consumers.  		Contact Tracking

		CAG		40		Track and search on contacts with basic identifying information such as time and date of contact, member number, caller name, agent id, contact type, reason, status of issue, or any combination thereof.		Contact Tracking

		CAG		41		Generate ad-hoc and standard reports in real time as well as historical for incoming and outgoing contacts.  		Reporting

		CAG		42		Report on multiple metrics, including but not limited to: volume of contacts, by contact type, reason for contact, type of consumer, complaints, appeals, resolution, transfers to other programs, consumer satisfaction, by agent, specified time frames.		Reporting

		CAG		43		Have the ability to extract data in user friendly formats, such as Excel and dashboard view options.  		Reporting

		CAG		44		Provide quality monitoring tools and processes to enable a continuous improvement cycle for the contact center staff that includes:
- Join an existing call
- Silent monitoring (including remote)
- Record and review to assess whether call was answered accurately
- Voice and screen/multi-media monitoring
- Conferencing capabilities
- Ability to assess or rate an agent's quality and service using grading system and to store that data		Quality Monitoring

		AGT/BKR		1		Provide a unique Portal dedicated to Agents/Brokers.

		AGT/BKR		2		Provide the capability to administer the Agency – Broker relationship and respective user roles.

		AGT/BKR		3		Provide Agent / Broker training and Individual Exchange certification capability.

		AGT/BKR		4		Allow consumers using Enhanced Direct Enrollment platforms to manage their information, download notices, get status updates through the approved partner’s website.

		AGT/BKR		5		Track Agent / Brokers performance metrics.

		AGT/BKR		6		Provide the capability for Agents / Brokers to upload qualification documentation as part of their user account.

		AGT/BKR		7		Provide the capability for Agents / Brokers to start and submit applications on behalf of customers.

		AGT/BKR		8		Provide the capability for Agents / Brokers to bring up and modify or complete consumers existing application on behalf of customers.

		AGT/BKR		9		Provide the capability for Agents / Brokers to identify their clients on the system.

		AGT/BKR		10		Provide the capability for Agents / Brokers to view key data about their clients such as application status, plan selection status, and status of enrollment in a dashboard format.

		AGT/BKR		11		Provide the capability for Agents / Brokers to transfer all or pieces of their book of business to other authorized Agents / Brokers with a notification to the new Agent / Broker and to the customer.

		AGT/BKR		12		If an application is initiated or completed by a Agent/Broker or Enrollment Counselor, the system must have the capability for the individual to attest that the information provided is accurate.

		AGT/BKR		13		Require Agents / Brokers to provide credentials and certification information in order to establish an account.

		AGT/BKR		14		Provide the capability for Agents/Brokers and Carriers to view a variety of different billing reports on a weekly, monthly, quarterly and annual basis for only their clients.

		AGT/BKR		15		Track the number of applications facilitated by specific Agents / Brokers.

		AGT/BKR		16		Track and provide visibility of premium payments status of "past due" for an Agent/Brokers roster of consumers.
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Plan Management

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		PM		1		Provide capability to support Exchange, State and federal Plan Management rules.

		PM		2		Provide the ability define a begin and end date for a plan enrollment period.

		PM		3		Allow for multiple enrollment periods during a calendar year.

		PM		4		Provide the ability to open a special enrollment period  to enable enrolling a plan outside the defined enrollment period. 

		PM		5		Provide the ability to receive and process Rate and Benefit Data for each product plan offered both inside and outside the Exchange.		Rate and Benefit Information Receipt

		PM		6		Provide Issuers with the ability for Issuers to provide rate and benefit information  in multiple formats including file upload in a format determined by the Exchange, and direct data entry.		Rate and Benefit Information Receipt

		PM		7		Allow benefit data to be collected in discrete elements, as defined by federal guidance and state requirements.  For example, each category and subcategory of Essential Health Benefits must appear, along with cost-sharing requirements associated with the benefit.		Rate and Benefit Information Receipt		45 CFR 147.150

		PM		8		Provide the ability to receive rate tables and/or rating rules  in multiple formats including electronic file in a format determined by the Exchange, and direct data entry.		Rate and Benefit Information Receipt

		PM		9		Perform data validation on rate/benefit data to ensure accuracy and completeness of supplied data.		Rate and Benefit Information Receipt

		PM		10		Provide electronic notification to Issuers regarding data issues related to rate and benefit information submission(s).		Rate and Benefit Information Receipt

		PM		11		Provide electronic notification to Issuer to provide Final Attestation for Rate/Benefit Data and Information.		Rate and Benefit Information Receipt

		PM		12		Allow Insurance Issuers the ability to provide premium information in real-time or as part of the catalog in a batch upload.		Rate and Benefit Information Receipt

		PM		13		Issuers must be able to electronically communicate a plan enrollment change to the Exchange system.  Data required will include:
- Enrollment availability status
- Change justification
- Effective dates
- Status indicating if new dependent enrollee's are still allowed 		Process Change in Plan Enrollment Availability

		PM		14		The Insurance Division must be able to electronically communicate a plan enrollment change to the Exchange system.  Data required will include:
- Enrollment availability status
- Change justification
- Effective dates
- Status indicating if new dependent enrollee's are still allowed 		Process Change in Plan Enrollment Availability

		PM		15		Provide the ability to record the request for change in product availability including: 
- Issuer Identifier
- Plan Identifier
- Plan Changes Effective Date
- Changed Plan Information:
     - Enrollment close status
     - Enrollment open status
- Justification information
- Requestor information
- Status of change request		Process Change in Plan Enrollment Availability

		PM		16		Provide automatic notification to authorized Exchange users indicating that an enrollment request has been received.		Process Change in Plan Enrollment Availability

		PM		17		Provide the Exchange Plan Account Manager with the ability to review enrollment change request data and electronically approve or disapprove the enrollment notification or request.  		Process Change in Plan Enrollment Availability

		PM		18		Upon approval of the enrollment change request, generate an electronic notification to the Insurance Division indicating the plan enrollment status.		Process Change in Plan Enrollment Availability

		PM		19		Upon approval of the enrollment change request, generate an electronic notification to Exchange Issuers indicating the plan enrollment status.		Process Change in Plan Enrollment Availability

		PM		20		Upon approval of the enrollment change request, generate an electronic notification to certified agent/broker indicating the plan enrollment status.		Process Change in Plan Enrollment Availability

		PM		21		Upon approval of the enrollment change request, send an update transaction to the appropriate CMS system for plan management and fiscal management functions indicating the plan enrollment status change and other information required by CMS.		Process Change in Plan Enrollment Availability

		PM		22		Upon approval or disapproval of the enrollment change request, generate notification to the requesting Issuer.		Process Change in Plan Enrollment Availability

		PM		23		Allow authorized agents/brokers to manage subscriptions to appropriate Exchange notification functions and features.		Process Change in Plan Enrollment Availability

		PM		24		Provide regular reporting on Plan Data to CMS.  Schema should include:
- Enrollment
- Cost and administrative per plan
- Issuers
- Plans
- Benefit structure
- Plan rates		Ability to support beWellnm Reporting requirements

		PM		25		Provide the ability to report plan information on the public exchange view, including data such as:
- Plan title and description
- Plan quality rating 
- Plan providers
- Out of pocket limits
- Annual deductible
- Doctor Choice
- Prescription Choice
- Monthly Premium
- Applicants Denied
- Plan Details - to be determined
- Link to Issuer/Plan website
- Medical loss ratio
- Transparency in coverage
- Summary in benefits and coverage
- Levels of coverage
- Availability of in-network and out-of-network providers
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Noticing

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		NO		1		Users of the Exchange Web portal can view the history of all communication between the Exchange and the individual online.		UX

		NO		2		Provide the capability to target noticing at a family/household or individual level as well as a targeted population/group.		Notification Engine

		NO		3		Support the message body in a variety of formats including, but not limited to text, RTF, or HTML. 		Notification Engine

		NO		4		Provide the capability to pass parameters to both the title and the body of the notification.		Notification Engine

		NO		5		Include graphics capability for notifications.		Notification Engine

		NO		6		Enforce size requirements on messages as defined by the Exchange.		Notification Engine

		NO		7		Recognize "opt-out" flags attached to individual records and suppress notifications to those individuals.		Notification Engine

		NO		8		Recognize and "invalid e-mail" flag and suppress notifications to those addresses.		Notification Engine

		NO		9		Filter out and suppress live e-mails for notification test instances.		Notification Engine

		NO		10		Assign a notification ID (notification event) and include on all  messages as determined by the Exchange.		Notification Engine

		NO		11		Support barcoding of outgoing notifications.		Notification Engine

		NO		12		Provide the capability to produce both dynamic and static messages.		Notification Engine

		NO		13		Allow for embedded links within notification message.		Notification Engine

		NO		14		Provide tools to manage e-mail "bouncebacks," including the ability to parse the "bounceback" message for actions.		Notification Engine

		NO		15		Provide the capability to include the message ID in the notification subject line.		Notification Engine


















































































image8.emf
Section A 3 6  Mailroom BSRM_Final.xlsx


Section A 3 6 Mailroom BSRM_Final.xlsx
Mailroom

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system (or Offeror) must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		MR		1		Provide Electronic Document Management; include a document repository in each consumer file that allows uploading of files in various format.		Account Management

		MR		2		Support specific inserts in general mailings, e.g., outreach and education flyers.		Workflow

		MR		3		Support pre-sorting by zip code.		Design

		MR		4		Support delivery of produced materials via contact method of choice; paper or electronic.		Design

		MR		5		Mailroom will support processing of inbound mail in all forms; postal delivery, fax and electronic submission.		Workflow

		MR		6		Support digitization of incoming mail including receipt timestamp, document ID and customer ID.		Workflow

		MR		7		Allow for seamless re-filing of documents in the event of incorrect attachment to a particular customer file, and provide audit trail for document.		Workflow

		MR		8		Allow integration of document visibility with CRM, including document creation, print, and send history.		CRM

		MR		9		Provide accessible inventory of document templates.

		MR		10		Retain record of all templates, both current and archived.

		MR		11		Provide address cleansing using  CASS certified software and NCOALink processing.

		MR		12		Provide return file for records cleaned and updated, including New Address, Return Code, Move Type and Move Date.
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Technical & Administrative

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		ID		Requirement Description
The system (or Offeror) must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		TC		1		Must be scalable and flexible in order to accommodate and be easily adaptable to changes required by state and/or federal statute, mandate, decision, or policy.		General

		TC		2		Provide a business rules engine as specified by 42 CFR Part 433 and Section 1561 guidance to support state, federal rules, beWellnm policy and be easily configurable by a trained business analyst.		General

		TC		3		Provide a workflow engine to support the routing of work items, work queues, etc.		General

		TC		4		Provide an electronic document management system integrated with the workflow engine to support the handling of paper documentation.		General

		TC		5		Be deployable and maintainable with Service Level Agreements as defined by beWellnm and functionality to ensure operational capabilities and integrity.		General

		TC		6		Support “plain language” as defined in the Plain Language Act of 2010.		General

		TC		7		The Offeror must provide the ability for  beWellnm to examine daily system and error logs to minimize and predict system problems and initiate appropriate action.		Auditing

		TC		8		The Offeror must provide the ability to utilize alternative remote back-up sites that are at least 60 miles or as agreed upon by the Offeror and beWellnm, and are separate and distinct from primary hosting facility with a ramp up period within the Recovery Time Objective defined by beWellnm.		Disaster Recovery

		TC		9		The Offeror must provide the ability to recover lost or deleted data from backup in accordance with the Recovery Point Objective as defined by the Exchange.		Disaster Recovery

		TC		10		The Offeror must provide planned outage notification within the limits defined by beWellnm.		Disaster Recovery

		TC		11		The Offeror must provide the ability to rollover to an alternate / backup site during planned and unplanned maintenance. 		Disaster Recovery

		TC		12		The Offeror must store backed-up data at a site  apart from the production data center that is at least 60 miles or as agreed upon by the Offeror and the Exchange to prevent simultaneous loss of production and backup data stores.		Disaster Recovery

		TC		13		The Offeror must establish an alternative recovery location for business users in the event of a significant interruption to the production system environment.		Disaster Recovery

		TC		14		The solution must support small personal computing devices that will include the following mobile phone and tablet platforms (examples below):
- iPhone
- iPad
- Android phones and tablets		General

		TC		15		The solution must meet ADA and LEP requirements set by the ACA.		General

		TC		16		The solution must provide the ability to receive, store, display, and print documents sent to beWellnm.		General

		TC		17		The Offeror must ensure that the solution and Contact Center complies with all applicable State Information Security Policy  		General

		TC		18		The Offeror must provide a method to test the solution compliance against Section 508(c) of the Rehabilitation Act for all types of user interface screens (static, dynamic, Web, client-server, mobile, etc.).		General

		TC		19		The solution must provide the ability to support commonly used Internet browsers with backwards compatibility as defined by beWellnm.		Hosting Services

		TC		20		The solution must utilize a service management framework such as ITIL v3 or equivalent framework to manage IT services and infrastructure.		Hosting Services

		TC		21		The solution must include hosting services for the development, testing/verification, training, certification and production environments that will be used to develop, maintain, and operate the solution.		Hosting Services

		TC		22		The solution must provide a standardized mechanism for Conflict Management and data integrity.		Hosting Services

		TC		23		The solution must be hosted in an environment that ensures that servers are housed in a climate-controlled environment that meets industry standards including, fire and security hazard detection, electrical needs, and physical security. 		Hosting Services

		TC		24		The Offeror must completely test and apply patches for all third-party software products before release. 		Hosting Services

		TC		25		The Offeror must notify beWellnm prior to the application of any testing or application of modifications to third-party software products.		Hosting Services

		TC		26		The Offeror must ensure that non-critical system management, virtualization, and administrative operational and system administration controls are isolated on the network layer that would contain protected health information (PHI) to prevent unnecessary administrative access to PHI.		Hosting Services

		TC		27		The Offeror must ensure that all data center operations and technical staff must be located within the United States.		Hosting Services

		TC		28		The Offeror is required to host, maintain, and operate the solution in production for the contract term. 		Hosting Services

		TC		29		The Offeror will be responsible for providing, installing, and maintaining all hardware, software, network components, and other infrastructure elements for the solution. 		Hosting Services

		TC		30		The Offeror must maintain reliable business operations in accordance with the agreed upon SLA.		Hosting Services

		TC		31		The Offeror must provide a system with response times and transaction volume as defined by agreed upon SLA.		Hosting Services

		TC		32		The system must enforce a single system identify for each unique user involved with beWellnm.		Identity Management and Authentication

		TC		33		The solution must be able to establish family or household linkages between individual accounts.		Identity Management and Authentication

		TC		34		The solution must provide intrusion detection and prevention services.		Identity Management and Authentication

		TC		35		The solution must provide Certificate Authority for secure server side transactions.		Identity Management and Authentication

		TC		36		The solution must provide a complete user provisioning and de-provisioning solution to support achievement of the privacy and security requirements as defined by beWellnm.		Identity Management and Authentication

		TC		37		The solution must support user account authentication procedures with configurable parameters (time, cipher strength, logon attempts, etc.).		Identity Management and Authentication

		TC		38		The solution must support account retirement and deactivation requirements as determined by Exchange identity management policies and procedures.		Identity Management and Authentication

		TC		39		The solution must support issue and manage public key certificates for secure transactions.		Identity Management and Authentication

		TC		40		The solution must support the ability to verify and validate system identity via public key certificates for secure transactions.		Identity Management and Authentication

		TC		41		The solution must support the ability to delegate or utilize 3rd party authentication services for specific transactions via an external trust and authentication.		Identity Management and Authentication

		TC		42		The Offeror must be held accountable to issue resolution standards as defined by the agreed upon SLA.		Information Technology Help Desk

		TC		43		The Offeror must operate and incident management system that provides reporting in line with agree upon SLA.		Information Technology Help Desk

		TC		44		The solution must provide real-time interfaces to transfer data between the Exchange's solution and existing  systems (such as the Eligibility Rules Engine, state Medicaid systems, Case Management systems, Identity Access Management systems, SERFF, HIOS, Federal Data Services Hub, etc.), databases and financial systems.  		Interfaces

		TC		45		The solution must provide new and or update existing two-way, real-time interfaces to transfer data between the system and 3rd party vendors (i.e. Insurance Division, insurance carriers, federal databases, etc.).		Interfaces

		TC		46		The solution must provide interfaces to existing State systems that leverage existing interface designs to incorporate extensible markup language (XML) to support the requirements of the solution and associated applications.		Interfaces

		TC		47		The solution must provide functionality that knows how, and when, to communicate with interfacing systems.		Interfaces

		TC		48		Provide flexibility to interface using industry standard protocols (e.g. XML, ASC X12, etc.).		Interfaces

		TC		49		The Offeror must provide routine maintenance periods as defined by the agreed upon SLA.		Maintenance and Operations

		TC		50		The Offeror must conduct non-routine maintenance during a mutually agreeable timeframe as defined by the agreed upon SLA.		Maintenance and Operations

		TC		51		The Offeror must conduct  testing on any changes, upgrades to hardware or patches applied to ensure backward compatibility of its solution and integration within and outside beWellnm.		Maintenance and Operations

		TC		52		The Offeror must work with the beWellnm team in advance of any release or changes to allow the beWellnm team to adequately test, verify and train to support the smooth operation of the beWellnm and its solutions.		Maintenance and Operations

		TC		53		The Offeror must provide access for appropriate and authorized Exchange team members to the test and training environments to ensure correct implementation of changes before the changes are released to the production environment.		Maintenance and Operations

		TC		54		The Offeror must  provide version control management capability.  All changes to the solution must be reported and approved by the beWellnm, be maintained in the Offeror's version control management solution, which must be available to the beWellnm for review and audit as needed.		Maintenance and Operations

		TC		55		Must maintain the loading processes and procedures to accept Customer demographic, Eligibility, Enrollment and account information into the  system(s).		Hosting Services

		TC		56		Must obtain and load, or interface through web services, updated Customer information as needed, but no less frequently than on a daily basis.		Consumer Assistance

		TC		57		Must enable and support regular bi-directional data feeds between the  Financial Management and Exchange systems to support Customer account management (e.g., transmit updated information related to Broker (and associated Employer) data as well as premium billing information to associated Qualified Individual, Qualified Employer, Qualified Employee or Broker accounts).		General

		TC		58		Must provide notification of scheduled or pending notices generated from the Exchange systems that need to be mailed to Customers according to respective Interface Control Documents (ICD).		Maintenance and Operations

		TC		59		Must provide testing and verification of Customer information loading processes and support User Acceptance Testing of the Customer information processes by beWellnm or its designees.		Maintenance and Operations

		TC		60		Must notify beWellnm or its designee immediately or as soon as feasible of any issues with completing any batch jobs associated with systems or updates to  systems. The Offeror must keep beWellnm informed of progress being made to correct the situation.		Maintenance and Operations

		TC		61		Must conduct training for any Offeror systems used in the delivery of Services.		Training

		TC		62		Must provide and support troubleshooting activities with other vendors,  carriers, and beWellnm, related to any and all interfaces, data exchanges, data inconsistencies, data discrepancies, and data remediation.		Maintenance and Operations

		TC		63		Must operate and maintain beWellnm’s payment data for Qualified Individuals  enrolled through the Exchange and transmit the information to the  Carriers as required to properly effectuate and provide payment information, and according to appropriate integration control documents.		Maintenance and Operations

		TC		64		Must notify beWellnm or its designee immediately or as soon as feasible, of a problem with completing any nightly jobs associated with Lockbox vendor updates to Offeror systems. The Offeror must keep beWellnm informed of progress being made to correct the situation.		Maintenance and Operations

		TC		65		Must maintain integrations with beWellnm-designated data warehouse/data store including all vendor managed data including, but not limited to, customer, account, enrollment, billing, payment, effectuation, 834 EDI, 820 EDI, errors, integration exceptions.		Maintenance and Operations

		TC		66		Must provide data, or access to all data, based on a beWellnm-designated frequency and through an integration method determined by beWellnm.		Maintenance and Operations

		TC		67		Must provide support for any Offeror owned and/or operated systems and supporting components or technology.		Maintenance and Operations

		TC		68		Must develop, maintain, update and demonstrate, as requested by beWellnm, IT protocols/documentation, subject to beWellnm review and approval.		Maintenance and Operations

		TC		69		Must provide oversight and monitoring of core IT systems as defined by beWellnm.		Maintenance and Operations

		TC		70		Must support troubleshooting and diagnostic efforts related to latency, connectivity or other issues related to the display of or interface with the Offeror owned and/or operated systems.		Maintenance and Operations

		TC		71		Must provide relevant beWellnm IT staff to provide appropriate coordination and scheduling of testing and system enhancements.		Maintenance and Operations

		TC		72		Must provide ad hoc management reporting, automated tracking and processing systems as necessary to perform the responsibilities of the Services. This must include providing, maintaining and enhancing, when necessary, all hardware, software and linkages to other vendor's systems.		Maintenance and Operations

		TC		73		Must provide all necessary hardware and software required to meet industry standards, such as anti-virus/anti-malware protection and secure Internet email.		Maintenance and Operations

		TC		74		Must work with beWellnm to test and evaluate new or enhanced systems changes to provide that they are implemented based on specifications and other operating processes.		Maintenance and Operations

		TC		75		Must maintain, update and make available to all Offeror staff a comprehensive systems' manual as a training and reference tool.		Training

		TC		76		Must provide any computer equipment necessary to allow the Offeror, at its discretion, to hire and maintain qualified blind or otherwise disabled staff to perform their duties.		General

		TC		77		Must effect the successful transmission, management, and visibility of incoming enrollment data from HIX system, according to requirements, HIX Enrollment ICD, and  Integration Specifications.		General

		TC		78		Must effect the successful transmission, management, and visibility EDI enrollment transactions, according to requirements, Carrier 834 EDI-ICD, and Integration Specifications.		General

		TC		79		Must effect the successful transmission, management, and visibility required EDI payment transactions, according to requirements specified, Carrier 820 EDI-ICD, and Integration Specifications.		General

		TC		80		Must effect the successful transmission, management, and visibility to effectuation data to HIX system according to requirements specified, HIX Enrollment ICD, and Integration Specifications.		General

		TC		81		Must provide that any system or technology updates, upgrades or releases have limited disruption to Customer Service Operations.		Maintenance and Operations

		TC		82		Must notify beWellnm of any foreseeable service disruptions no later than five (5) Business Days prior to any scheduled disruptions.		Maintenance and Operations

		TC		83		Must document quality measures for all systems and business processes.		General

		TC		84		Must document current functions, requirements and configurations and are made available to beWellnm in writing.		General

		TC		85		Must demonstrate traceability of requirements into production.		General

		TC		86		Must produce demonstrable proof of completeness, correctness and timeliness for all system processes.		General

		TC		87		Must maintain and make available multiple integrated environments to support testing, training, etc..		Hosting Services

		TC		88		Must make available data diagram document(s) inclusive of data fields available, definitions, and relationships.		General

		TC		89		Must ensure quality confirmations before batch jobs are posted (applies to bills, jobs, payments, etc.) including the ability to stop batch jobs before fully posted.		Maintenance and Operations

		TC		90		Must provide the ability to pause, stop, cancel restart and/or resume batch jobs where and when reasonable and appropriate.		Maintenance and Operations

		TC		91		Must ensure that any and all end-user or external facing systems provide less than  3 seconds response time, measured under the load of 500 concurrent users and measured as round trip from user action until completed response to user.		General

		TC		92		Must coordinate any and all system maintenance, upgrades, and planned outages in advance, with beWellnm, and not less than 15 days in advance of such outage.		Maintenance and Operations

		TC		93		Must make every reasonable effort to schedule planned outages during non-peak time periods, and at least disruption to business activities.		Maintenance and Operations

		TC		94		Any and all data received, processed, stored and created by vendor's systems used by beWellnm or its customers, must remain the property of beWellnm, and must be maintained so as to ensure appropriate data integrity. Data, extracts, reports and documentation should be self-identifiable, to avoid inappropriate consumption or reporting of both line of business and data warehouse data stores.		General

		TC		95		Must  provide, through underlying data structures or extracts, regular availability of data determined essential to Exchange functions, such as enrollment, billing, payments, adjustments, posting periods, coverage periods, member, subscriber, and A/R, at a cadence and timing determined by beWellnm. 		General

		TC		96		Process member change events (MCE) from the eligibility system, according to provided HIX integration control documentation.		General

		TC		97		Communicate member change events (MCE) and payment status to carriers using EDI-834, according to provided EDI integration control documentation.		Maintenance and Operations

		TC		98		Communicate carrier effectuation, delinquency states, and enrollment states to beWellnm, according to provided integration control documentation.		Maintenance and Operations

		TC		99		Ensure the majority of processes are automated where appropriate and require minimal manual intervention.		General

		TC		100		Should provide beWellnm real-time visibility to running batch jobs, job status, job errors and exceptions.		General

		TC		101		Provide a contact center to service consumers, brokers, and beWellnm workers.		Consumer Assistance

		TC		102		Provide a toll-free phone number for the contact center		Consumer Assistance

		TC		103		Provide an IVR that is available 24 hours a day / seven days a week.		Consumer Assistance

		TC		104		During Normal business hours, answer all inbound calls including those initiated by TTY/TDD in accordance with approved Service Level Agreements with beWellnm.		Consumer Assistance

		TC		105		Provide responses to email, voicemail and web chat inquiries in a timely fashion in accordance with approved SLA.		Consumer Assistance

		TC		106		Provide capability to send notifications and information to consumers, and brokers upon request.		Consumer Assistance

		TC		107		Provide a secure web chat system available on the Exchange web portal in accordance with beWellnm privacy and security requirements.		Consumer Assistance

		TC		108		Utilize the CRM system to record all consumer, broker, and other call and chat encounters.		Consumer Assistance

		TC		109		Capture all call center metrics needed to demonstrate performance within SLAs.		Consumer Assistance

		TC		110		Have the ability to make outbound calls and conduct outbound calling campaigns as determined is necessary by beWellnm.		Consumer Assistance

		TC		111		Be available to receive and respond to inquiries from 8:00 am to 5:00 pm (MTN) Monday through Friday and as agreed upon by beWellnm.		Consumer Assistance

		TC		112		Provide high-quality customer service representatives capable of handling phone, web, chat, email and TDD/TTY channel interactions.		Consumer Assistance

		TC		113		Be located in the Continental United States.		Consumer Assistance

		TC		114		Provide bi-lingual services in English and Spanish.		Consumer Assistance

		TC		115		Have the capability to utilize language line services for all other languages besides English and Spanish.		Consumer Assistance

		TC		116		Perform periodic analysis of data for accuracy and potential individual contact for verification, and potentially, follow-up on incomplete information (e.g., dummy DOB or SSN).		Audit

		TC		117		Maintain data to produce a report of the outcomes of rules execution for all eligibility determinations (positive or negative) for appeals research and to analyze correctness of eligibility functionality.		Audit

		TC		118		The Exchange must make certain claims and encounter data collected for the purposes of risk adjustment calculation are available to support other activities including, but not limited to: recalibrating Federally-certified risk adjustment models; verifying of risk corridor submissions; and verifying and auditing reinsurance claims. 		Audit 

		TC		119		Retain sufficient data to allow periodic sampling and analysis to identify potential fraud, waste, and abuse.		Program Integrity

		TC		120		Retain sufficient data to allow periodic analysis of potentially duplicate individuals.		Program Integrity

		TC		121		Provide the ability to successfully merge/unmerge potential duplicate individual records.		Program Integrity

		TC		122		The Exchange needs to keep track of all individual identity changes (e.g., marriage, legal name change, etc.) so that name searches under any name an individual has been know will be successful.		Program Integrity

		TC		123		Provide the ability to process retroactive eligibility changes including the reconciliation of insurance coverage payments.		Program Integrity

		TC		124		Provide web analytics tools comparable to Google Analytics.		Web Analytics

		TC		125		Provide the capability to review raw web logs for usability and security analyses.		Web Analytics

		TC		126		The specific BI requirements for Exchange data have not been identified, but it will involve KPI definition, trend analysis, forecasting, statistical analysis, and aggregation of eligibility, enrollment and plan data. This data will include, but is not limited to:
- Cost breakdown per individual
- Cost breakdown per employee (SHOP)
- Cost breakdown per employer
- Plan data
- Individual and employee financial data
- Premium and CSR subsidy data
- Enrollment data 
- Enrollee demographics		Business Analytics

		TC		127		The business analytics solution for the Exchange should not impact transactional database performance.		Business Analytics

		TC		128		The system must provide the ability to generate ad hoc reports.		Business Analytics

		TC		129		The system must provide the ability to download and save report data to individual workstations and applications.		Business Analytics

		TC		130		The system must provide the ability to transmit reports to various designated recipients in a secure manner.		Business Analytics

		TC		131		The system must provide the ability to roll-up (summarize data) and drill-down (view details) in reports online.		Business Analytics

		TC		132		The system must provide the ability to schedule the generation of reports at specific times.		Business Analytics

		TC		133		The system must provide the ability to notify and distribute reports based on user specified criteria.		Business Analytics

		TC		134		The system must provide the ability to organize reports into a shared list (library).		Business Analytics

		TC		135		The system must restrict access to the shared list (library) or items within a shared list (library) to designated users. 		Business Analytics

		TC		136		The system must provide the ability to sort data within reports in multiple ways. 		Business Analytics

		TC		137		The system must provide the ability to present data in graphical or chart format.		Business Analytics

		TC		138		The system must provide the ability to limit report views based on user security / access rights.		Business Analytics

		TC		139		The system must allow the user to export formatted reports from the system in industry standard formats.		Business Analytics

		TC		140		Allow uploads from authorized sources of data necessary to operate the Exchange.		Data Processing
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Privacy and Security

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system (or Offeror) must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		PS		1		The system must enable role-based security to allow designated beWellnm or Offeror security staff to assign and repeal roles from authorized user accounts, as needed.		Application Security

		PS		2		Maintain an audit trail of all system activity to aid in recreating a security incident and determining the extent of the security breach.		Auditing

		PS		3		The system must require passwords to be changed at a set interval in compliance with MARS-E , IRS 1075 and NIST standards.		Application Security

		PS		4		The system must support user single sign on (SSO) with local network and/or SSO with other primary system and inherit system user ID and password.		Application Security

		PS		5		The system must support field and data-level security.		Application Security

		PS		6		The system must comply with beWellnm, State, federal and HIPAA Privacy and Security requirements for all electronic data transfers and access.		Regulatory Compliance

		PS		7		The system must allow users to reset passwords if not SSOed with another system.		Application Security

		PS		8		The system must allow the deactivation of user accounts only by authorized staff. 		Access and Control

		PS		9		The system must encrypt all stored passwords.		Access and Control

		PS		10		The system's online user interface must function in a secure, encrypted  session.		Access and Control

		PS		11		The system must support encryption of data in motion or at rest.		Security - General

		PS		12		The system must employ an access management function that restricts access to varying hierarchical levels of system functionality and information; this access management function must:
- Restrict access to information on a "need-to-know" basis, e.g. users permitted inquiry privileges only will not be permitted to modify information;
- Restrict access to specific system functions and information based on an individual user profile, including inquiry only capabilities, and global access to all functions will be restricted to specified staff jointly agreed to by beWellnm and the Offeror; and
- Restrict attempts to access system functions to three (3), with a system function that automatically prevents further access attempts and records these occurrences.		Access and Control

		PS		13		The Offeror must provide for the physical safeguarding of its data processing facilities and the systems and information housed therein; the beWellnm must have  access to data facilities upon request and these physical security provisions must be in effect for the life of this Contract.		Security -Physical

		PS		14		The Offeror must restrict perimeter access to system equipment sites, processing areas, and storage areas through a card key or other comparable system, as well as provide accountability control to record access attempts, including attempts of unauthorized access.		Security -Physical

		PS		15		The Offeror must include physical security features designed to safeguard system processor site(s) through required provision of fire retardant capabilities, as well as smoke and electrical alarms, monitored by security personnel.		Security -Physical

		PS		16		The Offeror must ensure that the operation of all of its systems is performed in accordance with State and federal regulations and guidelines related to security and confidentiality of the protected information managed by the Offeror, and must strictly comply with HIPAA Privacy and Security rules, as amended, and with the Breach Notification Rules under the HITECH Act.		Regulatory Compliance

		PS		17		The Offeror must ensure compliance with:
 - 42 CFR Part 431 Subpart F (confidentiality of information concerning applicants and enrollees of public medical assistance programs);
 - 42 CFR Part 2 (confidentiality of alcohol and drug abuse records); and
 - Special confidentiality provisions in state or federal law related to people with HIV/AIDS and mental illness.		Regulatory Compliance

		PS		18		The system must, at a minimum, provide a mechanism to comply with security requirements and safeguard requirements of the following agencies/entities: 
- Health & Human Services (HHS) Center for Medicare & Medicaid Services (CMS)
- NIST 800-53r4, MARS-E 
- Federal Information Security Management Act (FISMA) of 2002
- Health Insurance Portability and Accountability Act (HIPAA) of 1996
- Health Information Technology for Economic and Clinical Health Act (HITECH) of 2009
- Privacy Act of 1974
- e-Government Act of 2002
- Patient Protection and Affordable Care Act of 2010, Section 1561 
- New Mexico State law and administrative rule		Regulatory Compliance

		PS		19		The system must adhere to the principle of “Fail Safe”  as discussed in NIST 800-53 (Rev 4) control SI-17 - Fail-Safe procedures  - to ensure that if it is in a failed state it does not reveal any sensitive information or leave any access controls open for attacks.		Security - General

		PS		20		The software used to install and update the system, independent of the mode or method of conveyance, must be certified free of malevolent software (“malware”); the Offeror may self-certify compliance with this standard through procedures that make use of commercial malware scanning software.		Application Security

		PS		21		The system, when storing PHI or PII  on any device intended to be portable/removable (e.g., smartphones, portable computers, portable storage devices), must support use of a standards based encrypted format using Advanced Encryption Standard (AES) or its successor.		Data Security

		PS		22		The Offeror must review and analyze the key risks to the important assets and functions provided by the system to certify that the Common Weakness Enumeration (CWE)/SANS Institute Top 25 Most Dangerous Software Errors (http://cwe.mitre.org/top25) have been mitigated and document the mitigation.
		Security - General

		PS		23		The Offeror must review the system and certify that the code and any new development meets or exceeds the Open Web Application Security Project (OWASP) Application Development Security Standards outlined on the www.OWASP.org site (currently https://www.owasp.org/images/4/4e/OWASP_ASVS_2009_Web_App_Std_Release.pdf ) and document in writing that they have been met.
		Security - General

		PS		24		The system servers must have hardened operating systems by eliminating any unnecessary system services, accounts, network services, and limited user access rights throughout all of the environments.		Hardware and Software Security

		PS		25		Maintain an audit trail of all information requests that contain Personal Identification (PII) or Personal Health Information (PHI) data as specified by the Privacy Act of 1974 and the Health Insurance Portability and Accountability Act (HIPAA). 		Privacy

		PS		26		Provide the ability to audit and log the network system/application and detailed user activity including data available to the user, data viewed by user, data downloaded by user, data uploaded by the user, and all actions taken by user while in the system) in accordance with policy defined by the Exchange.		Auditing

		PS		27		Provide and retain transaction logs in accordance with the National Institute of Standards and Technology (NIST) requirements and CMS Harmonized Security and Privacy Framework.		Auditing

		PS		28		Provide and retain transaction logs in accordance with the Health Insurance Portability and Accountability Act (HIPAA).		HIPAA 

		PS		29		The system must support the use of the Federal Data Service Hub Remote Identity Proofing Service, or an alternative similar service(s) used by beWellnm, to authenticate consumers/applicants when setting up an account on the web portal. 		Access and Control

		PS		30		Provide reporting for security audits and compliance activities based on designated timeframes.		Auditing

		PS		31		Provide ability to set security controls for audit logs via role based access controls.		Auditing

		PS		32		Provide flexible audit report function (including on demand feature) and audit logging ability.		Auditing

		PS		33		Support an audit of data center operations by a 3rd party vendor.		Auditing

		PS		34		Provide primary and disaster recovery hosting in a Tier-3 or better facility.		Hosting 

		PS		35		Be hosted in a climate-controlled environment that meets industry standards including, fire and security hazard detection, electrical needs, and physical security.  		Hosting 

		PS		36		Ensure that non-critical system management, virtualization, and administrative operational and system administration controls are isolated on the network layer that would contain protected health information (PHI) or Personally Identifiable Information (PII) to prevent unnecessary administrative access to PHI.		Hosting 

		PS		37		Utilize industry standard security protocols for transmitting data over networks (e.g. SSL, TLS, etc.)		Hosting 

		PS		38		Implement network protection capabilities to detect and eliminate malicious software and/or unauthorized external connection attempts on network monitoring devices, servers, peripheral devices, and desktop workstations.		Hosting 

		PS		39		Provide all hosting services at data center(s), including back-up and recovery, at sites located within the Continental United States.		Hosting 

		PS		40		Support routine external penetration testing, threat identification and appropriate corrective action.		Security - General

		PS		41		Maintain strict access controls to safeguard all areas where Exchange data could be accessed.		Access and Control

		PS		42		Implement corrective action plans from internal and external risk assessment and vulnerability testing and/or external (3rd Party) HIPAA audit/review that discusses threats, vulnerabilities and impacts, including network and web application.		Security - General

		PS		43		Manage user profiles including defining access to data types and security credentials.		Access and Control

		PS		44		Provide the capability to set automatic alerts to system administrators/authorized Exchange personnel when a breach pattern, threshold, or unauthorized use activity is detected.		Security - General

		PS		45		Provide security administration functionality to apply user permissions based on roles to accommodate access controls that align with federal (ANSI) standards for Role Based Access Controls.		Security - General

		PS		46		Ensure that all health information in transit and at rest is unusable, unreadable, or indecipherable to unauthorized individuals through use of a technology or methodology specified by the Secretary of the Federal Department of Health and Human Services in the guidance issued under section 13402(h)(2) of the American Recovery and Reinvestment Act of 2009 (P.L. 111-5), or any update to that guidance.		Security - General

		PS		47		Provide the same security provisions for all system environments.		Security - General

		PS		48		Ensure that the Exchange solution system documentation is protected from unauthorized access.		Security - General

		PS		49		The system must have technology to allow for secure access and information exchange with beWellnm-designated systems, including, but not limited to Exchange systems, in conjunction with beWellnm staff and  designees and systems required for printing, noticing and outreach.		Security - General

		PS		50		The system must transfer data only via Secure File Transfer Protocol (SFTP), or another secure method consistent with MARS-E, NIST 800-53 FIPS 140-2 and beWellnm security policies, as applicable, to CMS/CCIIO in order to transmit HIPAA 834  and 820 information.		Security - General

		PS		51		Must comply with CMS/CCIIO security requirements as stated in MARS-E for any and all information exchanges.		Security - General

		PS		52		Must provide a role-based method to enable and restrict system access (e.g., use, change or view) to Offeror-owned computer systems; must provide evidence to beWellnm, not less than monthly, demonstrating the last login date and state of all users with access to systems proposed herein.		Access and Control

		PS		53		The Offeror must provide secure access via Citrix Sharefile or VPN or something similar to the solutions reporting server or data warehouse to enable beWellnm staff to run reports in the environment or generate and extract data to be securely downloaded to beWellnm for data analysis and reporting. 		Security - General

		PS		54		Must create and maintain an access matrix that will apply to all users’ access to all beWellnm and Offeror systems and seek beWellnm approval for this matrix. The matrix must include Offeror staff, beWellnm staff, Carrier staff, certified agent/broker staff, HSD staff if deemed appropriate by beWellnm or other entities holding contracts or Interagency Service Agreements (ISA) with beWellnm or otherwise designated by beWellnm.  Systems to be included are systems outlined in this Agreement and other systems to be determined by beWellnm.		Access and Control

		PS		55		Must maintain secure connectivity to  systems, including Exchange systems and other systems as identified by beWellnm, using acceptable technology to support such connectivity. The Offeror must request user IDs and passwords for Offeror workforce members for these systems, following applicable security procedures, including MARS-E and NIST 800-53. The Offeror must inform beWellnm when any employee who has password protected access to PII ends employment. The Offeror must establish and enforce policies that monitor employees for sharing or misusing passwords and establish sanctions (up to and including terminations) for such behavior.		 Access and Control

		PS		56		Must manage Customer user account information, including, but not limited to, setting up and maintaining user accounts and passwords, and providing technical (navigational) support to all Customers, where applicable.		 Access and Control

		PS		57		Must maintain secured connectivity with beWellnm via a VPN or similar connection (Citrix, SFTP, etc..) to allow the beWellnm staff to access designated Offeror systems.		Security - General

		PS		58		Must maintain secured connectivity/interface to any other beWellnm systems or  beWellnm-designated systems identified by beWellnm such as NM OSI SERFF platform; NM HSD ASPEN system.		Security - General

		PS		59		Must provide all necessary hardware and software for Offeror systems required to meet industry standards, such as anti-virus/anti-malware protection and secure Internet email.  These are related to Offeror systems and not applicable to beWellnm infrastructure.		Security - General

		PS		60		Must equip all Offeror staff, as appropriate, with desktop PCs and related necessary software and equipment to preform the functions and services covered in this RFP.		Hosting

		PS		61		Must maintain and update passwords for all Offeror staff and beWellnm staff and stakeholders (such as certified agents and brokers, consumers), as appropriate, consistent with beWellnm password standards and security policies.		 Access and Control

		PS		62		Must maintain up-to-date virus protection software on all Offeror servers and workstations and firewalls as appropriate		Security - General

		PS		63		Must provide that all Offeror systems, technologies, components, integrations and processes adhere to MARS-E, NIST 800-53, FIPS 140-2, and beWellnm security policies, as applicable.		Regulatory Compliance

		PS		64		Must provide audit capability for all transactions, every change to eligibility determination  and enrollment should be trackable, auditable, easily reviewable and easily identifiable. The information must be available in human readable format. The transactions must include all changes included but not limited to adds, terms, cancels, voids.   		Auditing

		PS		65		The system must allow unauthenticated users access to anonymous and un-protected website features and application functions as appropriate.		User Interface Application Security

		PS		66		The system must address the IRS Publication 1075 requirements restrictions, in particular, the ones regarding the use of co-mingled data.		FTI Security

		PS		67		The Offeror must follow all IRS required processes during the stages prior to go-live including, but not limited to, required agreements to protect Federal Tax Information, training and other handling requirements of FTI during the system development.		FTI Security

		PS		68		The system must provide sufficient capabilities, automating as many as possible, to enable beWellnm to maintain and/or implement operational, management, or procedural security controls as specified by NIST SP 800-53 Rev. 2 High Control Baseline. The specific families of controls identified by this requirement are:
- Awareness and Training (AT);
- Certification, Accreditation, and Security (CA);
- Configuration Management (CM);
- Contingency Planning (CP);
- Incident Response (IR);
- Maintenance (MA);
- Media Protection (MP);
- Physical and Environmental Protection (PE);
- Planning (PL);
- Personnel Security (PS);
- Risk Assessment (RA);
- System and Services Acquisition (SA); and
- System and Information Integrity (SI).
The system's implementation of these security controls must incorporate the guidance described by the relevant publications of the NIST and the SANS Institute.		Regulatory Compliance - MARS-E

		PS		69		The vendor must demonstrate how the proposed solution will integrate with beWellnm for user provisioning and credentialing of certified agents/brokers and other third-party external users acting in an outreach or support role with elevated system privileges.		Security - General

		PS		70		The system must require and enforce authentication measures commensurate with the risk associated with a user's authorized role and privileges within the system.		Authentication

		PS		71		The system must support authentication mechanisms for batch or web-service based interfaces for data exchange with the federal government and other business partners.		Authentication

		PS		72		The system must require unique authentication credentials for each user of the system, and must not permit "group" or "corporate" logins (e.g., single shared agent/broker account for an agent/broker agency, single shared household account, etc.)		Authentication

		PS		73		The vendor must identify and explain the use of  any multi-factor authentication techniques within the proposed solution and when they are applicable. 		Authentication

		PS		74		The vendor must explain how the solution will authenticate certified agents/brokers, and other third-party external users acting in an outreach or support role.		Authentication

		PS		75		The system must record an immutable audit log of security role assignment and revocation activities performed within the application.		Auditing 

		PS		76		The system must provide the capability to permit or restrict access to sensitive documents, generated forms, and other content based on a user's assigned security roles.		Access and Control

		PS		77		The system must require message-level encryption (signed, encrypted messages) between application tier boundaries to mitigate against the risk of any one tier being comprised by malicious intent.		Security- Encryption

		PS		78		The system must provide for database-level encryption at multiple levels (e.g., instance, tablespace, table, column.) 		Security- Encryption

		PS		79		The system must support file-based encryption of flat or XML files received from external entities and must be able to encrypt 1095A files generated and sent to the IRS.		Security- Encryption

		PS		80		The system must provide transport-level encryption of data submitted from client to server devices using Secure Sockets Layer encryption over HTTP.		Security- Encryption

		PS		81		The system must implement message-level security in support of multiple node message delivery, including reliance on standards specified in MITA version 3.0, such as WS-Security, XML encryption, XML Signature, WS-Trust, WS-Secure Conversation and WS-Security Policy, and SAML.		Security- Encryption

		PS		82		The system must encrypt data in motion and at rest  that contains personally identifiable information or personal health information using encryption processes that are FIPS 140-2 validated or compliant with NIST SP 800-52, 800-77, and 800-113, as outlined in the Office of National Coordinator for Health Information Technology's ACA Section 1561 Recommendations, Recommendation 5.3 for Privacy and Security.		Security- Encryption

		PS		83		The system must provide the ability to produce sortable audit logs on-demand.		Auditing 

		PS		84		The system must capture, maintain and dispose of data in accordance with applicable federal and state standards and policies to protect the privacy of beWellnm stakeholders and the integrity of the information on the system.		Privacy

		PS		85		The system must have security warning banners, headers and footers, adhering to federal, beWellnm and other applicable standards that are prominently displayed on all screens and reports and be readily customizable by beWellnm support staff.		Privacy

		PS		86		The system must provide the capability for auditing user (application and administration operations) access to PHI/PII data, including logging of events and user dialogs explaining access.		Privacy

		PS		87		The system must provide the capability to produce an immutable audit log in sufficient detail (e.g. access date and time, user identification, machine or IP identification, event actions/activity identification and chronology) for PII/PHI data related events in compliance with Office of National Coordinator for Health Information Technology's ACA Section 1561 Recommendations, Recommendation 5.3 for Privacy and Security.		Privacy

		PS		88		The system must provide for data classification strategies of privacy protected information for use during design and implementation activities.		Privacy

		PS		89		The system must be protected against unauthorized access to computer resources and data in order to reduce erroneous or fraudulent activities and protect the privacy rights of individuals against unauthorized disclosure of confidential information.		Privacy

		PS		90		The system must provide the ability to warn the user about accessing sensitive data (e.g. PII/PHI, Domestic abuse protected individuals, etc.) and allow the user to confirm and proceed with such actions.		Privacy

		PS		91		The system must provide the capability to monitor, log, and report access to Privacy Protected data. Reporting by protected person, as well as by system user, must be provided.		Privacy

		PS		92		The system must notify and require users to read and accept privacy policies and rules with regard to application use.		Privacy

		PS		93		The system must inform users of privacy policy regulations enforced by the application - including the logging of user's access attempts to PII/PHI and other actions taken within the application that are subject to privacy reporting and disclosure notification.		Privacy

		PS		94		The system must provide the ability to apply format masks to sensitive data that is displayed on the screen (e.g. PHI, SSN).		Privacy

		PS		95		The system must provide mechanisms that prevent XML-specific security vulnerabilities, including:
- Whether the solution will rely on XML-aware networking devices;
- Protection against XML Denial of Service Attacks (invalid or non-well-formed messages, self-referencing entity definitions, large number of nodes, etc.); and
- Protection against XML attachments that may contain malware (viruses, worms, etc.).		Security - Vulnerability 

		PS		96		The system must provide mechanisms that prevent SQL-specific security vulnerabilities, such as SQL injections.		Security - Vulnerability 

		PS		97		The system must provide mechanisms to prevent against client-side specific security vulnerabilities (e.g. cross-site scripting.)		Security - Vulnerability 

		PS		98		Provide monthly audit reports for tracking users, associated security groups, roles, settings, passwords and duplicate IDs.		Reporting

		PS		99		Provide reports, at a frequency agreed upon by beWellnm and the Offeror, of any incidents of intrusion and hacking regardless of outcome. The report must include the type of incident, how long it occurred prior to detection and when it was resolved.  		Reporting

		PS		100		Provide weekly report showing all Offeror’s employees who have left the project and demonstrating Offeror’s evidence of removal of all access to the beWellnm solution.  The report must show the employees name, system identification number, data that they had access to, date of termination from the project and the date that their security profile was deactivated.		Reporting
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Web Portal UX

						Place an "X" in the applicable column identifying configuration type: 

						Configuration				Acronym		Description

						Out of Box				OOB		System already meets requirement.  Indicates no configuration or modification or customization required by vendor/Customer.

						Customer-Configurable				CC		Indicates the requirement is supported, and can be configured by Customer business users without support from the Offeror or other programmers.

						Vendor-Configurable				VC		Indicates the requirement is supported, and can be configured by the Offeror.

						Modifiable				M		Indicates the requirement can be supported with some modifications by the Offeror.

						Custom				C		Indicates the functionality necessary to meet the requirement would need to be custom-built.







		Ref		#		Requirement Description
The system must:		Sub Topic Area		Note/Comment		OOB		CC		VC		M		C		Vendor Response to Meeting Requirement



		WP		1		Provide role-based  portal administration function.		Administration

		WP		2		Provide content-specific help on screen for users.		Design

		WP		3		Provide additional language support features.  At a minimum, the system should provide language "flag" icons to direct consumes in their native language to Enrollment Counsellor and/or Translation services.		Design

		WP		4		Support Spanish language version of all consumer facing portals, screens, and content.		Design

		WP		5		Persist live chat and telephone support options on all  portal views.		Design

		WP		6		Provide portal content management capabilities to designated beWellnm user roles.		Design

		WP		7		Provide for website accessibility compatible with Chapter 5 of the Americans with Disabilities Act Best Practices Tool Kit for State and Local Governments.		Design

		WP		8		Support embedding video content and video content links.		Design

		WP		9		Support anonymous plan comparison by consumers without required registration or log-in.		Design

		WP		10		Provide the following functionality: content search capability, FAQ, web portal statistics, tracking and reporting.		Design

		WP		11		Provide capabilities for users to upload images into the system.		Design

		WP		12		Provide a customizable graphical user interface (skin) that follows beWellnm branding and style guidelines.		Design

		WP		13		Provide a dynamic application entry engine to collect information required to determine eligibility for health and human service programs.  The system must tailor the application process based upon user response to questions.		Eligibility

		WP		14		Provide a progress bar to show users where they are in the application process.		Eligibility

		WP		15		Enable individual users to submit information for eligibility determination and verifications, for example:
- SSN
- Address
- Date of birth
- Name
- Household income		Eligibility

		WP		16		Provide status of eligibility request received from the eligibility service.		Eligibility

		WP		17		Display eligibility results received from the eligibility service		Eligibility

		WP		18		Enable individual users to apply for benefits eligibility using alternate  verification method (e.g.., paper verification of income). 		Eligibility

		WP		19		Enable individual users to self declare income information for use in plan comparison. Persist this information for later sessions if the user has created an Exchange Web Portal account.		Enrollment

		WP		20		Enable individual users to compare plans based on  factors such as:
- Price/premium payment
- Deductible
- Medal Rating (bronze, silver, gold, platinum)
- Quality assessment
- Provider availability
- Benefit structure
- Product Type (e.g. Vision, Dental, etc.)
- Consumer-provided feedback rating		Enrollment

		WP		21		Provide multiple summary and detail levels of plan comparison information.		Enrollment

		WP		22		Enable users to look up the providers that are affiliated with specific plans and affiliation type (i.e. Tiered PPO model).		Enrollment

		WP		23		Provide ability for Carriers to upload supporting documentation to the plan selection tool.		Enrollment

		WP		24		Provide a plan selection recommendation engine or wizard that can filter initial results based upon additional user preference and input.		Enrollment

		WP		25		Provide capability for users to download additional supporting plan documentation as provided by the Issuer.		Enrollment

		WP		26		Provide calculator functionality for individuals to estimate their premiums including potential premium tax credit subsidies and cost sharing reductions.		Enrollment

		WP		27		Enable individual users to enroll in a plan which they have selected.		Enrollment

		WP		28		Enable individual users to reenroll (renew) in a plan which they have selected.		Enrollment

		WP		29		Enable users of all plans to view their enrollment and payment status, plan details, and notification history.		Enrollment, Financial Management

		WP		30		Allow users to set up payment options for their selected plan(s).		Financial Management

		WP		31		Allow users to make recurring and scheduled electronic premium payments through the Exchange portal.		Financial Management

		WP		32		Allow authorized users the ability to view their payment histories on the Web Portal.		Financial Management

		WP		33		Display and provide browsing capabilities on the various health options and plans available to users without requiring a login.		General

		WP		34		Provide robust search capability for information contained on the portal without requiring a login.		General

		WP		35		Provide capability for users to search for Agents, Brokers, and Enrollment Counsellors using a variety of criteria without requiring a login.		General

		WP		36		Provide information on the procedures, including materials that will be needed to complete the application process for signing up for health coverage without requiring a login.		General

		WP		37		Provide users (including authorized representatives) the option to complete a pre-screening of potential eligibility for state health and human services programs via a configurable module.		General

		WP		38		Provide an expedited expert level pre-screening function to certified agents and brokers, call center staff, and caseworkers.		General

		WP		39		Accept input from Agents, Brokers, and Enrollment Counsellors, beWellnm staff, Call Center staff and customers necessary for pre-screening.		General

		WP		40		Display the results of the pre-screening assessment of eligibility  to Agents, Brokers, and Enrollment Counsellors, beWellnm staff, Call Center staff and customers.		General

		WP		41		Support additional data-gathering regarding user experience with QHPs and/or quality of care (i.e. surveys, questionnaires, etc.)		General

		WP		42		Provide unverified exchange web portal login accounts. Enable user to save information and return to the site without providing identity verification data (e.g. SSN, name, etc.)		Identity

		WP		43		Provide verified Exchange web portal login/accounts with appropriate system access according to system assigned role.		Identity

		WP		44		Provide a basic mobile web app functionality for consumer facing portals to support mobile  browsers for Android 6.0 and higher and iOS 10.2 and higher. 		Mobile Device Support

		WP		45		Enable users to upload eligibility documents using their camera equipped mobile device.		Mobile Device Support

		WP		46		View notification history for Individuals.		Noticing

		WP		47		Provide role based access to Exchange Portal content.		Security

		WP		48		Provide capacity for help screens for each stage of web portal usage.		User Support

		WP		49		Prevent unauthorized users from set up, changing or terminating payment options and bank information on behalf of a consumers for both one-time and recurring payments.		Financial Management

		WP		50		Prevent unauthorized users from viewing consumers payment options and bank information.		Financial Management

		WP		51		Store payment information for customers selecting recurring payment option.		Financial Management
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Cost Proposal.xlsx
DDI Customer Engagement

		INSTRUCTIONS

		The cost for each Customer Engagement Center deliverable shall be complete and include all expenses, including travel, per diem and out-of-pocket expenses as well as administrative and/or overhead expenses.



		The total of proposed pricing will automatically transfer to the summary tab.



		Name of Deliverable		Deliverable Elements		Price

		DDI Phase I = 5% of Total DDI Cost

		Staffing Plan		•	Staffing Plan for each phase of the project that includes:
•	 Staffing requirements;
• Location of staff;
•	 Resumes of key personnel;
•	 Project roles;
•	 Project responsibilities;
•	 Resource allocation;
•	 Staff development and training;
•	 Staff reporting/organizational structure; and,
•	 How changes in staff will be handled throughout all phases of the project.

		Project Management Plan		•	Project Management Plan;
•	Project Schedule
•	Deliverable Expectation Documents (DED), as requested;
•	Weekly and Ad-Hoc Status Reports;
•	Project Status meeting agendas and minutes (for meetings owned by the Contractor);
•	Reporting documents to beWellnm Board, as requested;

		Annual Work Cycle Plan		•Procedural, compliance, and regulatory milestones (inspection, certification, reporting, auditing, etc.).

		Subtotal DDI Phase I				$   - 0

		DDI Phase II = 35% of Total DDI Cost

		Center Design Deliverables		•	DEDs, if applicable
•	Requirements Definition and Validation Plan;
•	JAR session minutes;
•	Requirements traceability matrix (RTM);
•	Requirements specification document (RSD);
•Interface value proposition
•	Diagram of call center technology
•	Detailed system design plan;
•	JAD session minutes;
•	Detailed system design document (DSD);
•	Interface control document;
•	Data management plan; and,
•	Disaster recovery/business continuity plan.

		Data Migration		•	Migration requirements matrix;
•	Migration plan;
•	Migration test results;
•	Migration quality assurance plan; and,
•	Updated RTM (Requirement Traceability Matrix).

		Center Development Deliverables		•	DEDs;
• CRM Software Value Proposition
•	Unit test results; and,
•	Updated RTM.

		Center Testing Deliverables		•	Test plan;
•	Test environments;
•	System test cases;
•	Final test report;
•	UAT training plan;
•	UAT cases and data; and,
•	Updated RTM.

		Subtotal DDI Phase II				$   - 0

		DDI Phase III - 60% of Total DDI Cost

		Center Implementation Deliverables		•Implementation Plan
•Training Plan
•Training Materials
•Training Reports                                                         •Operating Procedures and Manuals
•Faciliatory and Participant Guides

		IVV		IVV Sign Off

		Subtotal DDI Phase III				$   - 0

		Total DDI Pricing				$   - 0

		Transition Cost from 10/1/2020 to 12/31-2020

		Flat Fee for operations		• Cost to operate the Customer Engagement Center during the transition period

		Total DDI and Transition				$   - 0



























































































































































































 DDI Technology

		INSTRUCTIONS

		The cost for each deliverable for the technology and financial management/billing system shall be complete and include all expenses, including travel, per diem and out-of-pocket expenses as well as administrative and/or overhead expenses.



		The total of proposed pricing will automatically transfer to the summary tab.



		Name of Deliverable		Deliverable Elements		Price

		DDI Phase I = 5% of Total DDI Cost

		Staffing Plan		•	Staffing Plan for each phase of the project that includes:
•	 Staffing requirements;
• Location of staff;
•	 Resumes of key personnel;
•	 Project roles;
•	 Project responsibilities;
•	 Resource allocation;
•	 Staff development and training;
•	 Staff reporting/organizational structure; and,
•	 How changes in staff will be handled throughout all phases of the project.C4

		Project Management Plan		•	Project Management Plan;
•	Project Schedule
•	Deliverable Expectation Documents (DED), as requested;
•	Weekly and Ad-Hoc Status Reports;
•	Project Status meeting agendas and minutes (for meetings owned by the Contractor);
•	Reporting documents to beWellnm Board, as requested;

		Annual Work Cycle Plan		•Procedural, compliance, and regulatory milestones (inspection, certification, reporting, auditing, etc.).

		Subtotal DDI Phase I				$   - 0

		DDI Phase II = 35% of Total DDI Cost

		System Design Deliverables		•	DEDs, if applicable
•	Requirements Definition and Validation Plan;
•	JAR session minutes;
•	Requirements traceability matrix (RTM);
•	Requirements specification document (RSD);
•	Business rules document;
•	Architectural diagrams;
•	Detailed system design plan;
•	JAD session minutes;
•	Detailed system design document (DSD);
•	Interface control document;
•	Database design document;
•	Data management plan; and,
•	Disaster recovery/business continuity plan.
• Security and Privacy Plan

		Data Migration		•	Migration requirements matrix;
•	Migration plan;
•	Migration test results;
•	Migration quality assurance plan; and,
•	Updated RTM (Requirement Traceability Matrix).

		System Development Deliverables		•	DEDs;
•	Individual Exchange environments;
•	Individual Exchange environment plan;
•	Unit test results; and,
•	Updated RTM.

		System Testing Deliverables		•	Test plan, including Privacy and Security;
•	Test environments;
•	System test cases;
•	Final test report;
•	UAT training plan;
•	UAT cases and data; and,
•	Updated RTM.

		Subtotal DDI Phase II				$   - 0

		DDI Phase III - 60% of Total DDI Cost

		System Implementation Deliverables		•Implementation Plan
•Training Plan
•Training Materials
•Training Reports                                                         •Operating Procedures and Manuals

		IVV		IVV Sign Off

		Subtotal DDI Phase III				$   - 0

		Total DDI Pricing				$   - 0

		Transition Cost from 10/1/2020 to 12/31-2020

		Flat Fee for operations		• Cost to operate these services during the transition period

		Total DDI and Transition				$   - 0



		Additional Costs for Multi-Tenant and Multi-Contributor Functionality

		Additional Total Cost for multi-tenant functionality		Enter total costs to implement this solution for plan year 2021

		Additional Total Cost for multi-contributor functionality		Enter total costs to implement this solution for plan year 2021





















































































































































































M&O



		Provide a flat, fixed fee for each year of ongoing Maintenance and Operations years for Technology (including Financial Management and Billing)



		Year		Time Period		Price



		M&O Year 1		January 1, 2021 - December 31, 2021

		M&O Year 2		January 1, 2022 - December 31, 2022

		M&O Year 3		January 1, 2023 - December 31, 2023

		Total				$   - 0



		Provide a flat, fixed fee for each year of ongoing Maintenance and Operations years for the Customer Engagement Center



		Year		Time Period		Price



		M&O Year 1		January 1, 2021 - December 31, 2021

		M&O Year 2		January 1, 2022 - December 31, 2022

		M&O Year 3		January 1, 2023 - December 31, 2023

		Total				$   - 0







mail



		Provide a flat, fixed fee for DDI and each year of ongoing Maintenance and Operations years for Mailroom functions



		Year		Time Period		Price



		DDI		January 2020 - August 31, 2020



		Tranisiton Period		September 1, 2020 - December 31, 2020

		M&O Year 1		January 1, 2021 - December 31, 2021

		M&O Year 2		January 1, 2022 - December 31, 2022

		M&O Year 3		January 1, 2023 - December 31, 2023

		 M&O Subtotal				$   - 0

		Total				$   - 0





Hourly Fees

		Hourly Rate Schedule for Change Orders and Other Changes



		Prices quoted for change orders shall remain in effect for the duration of the contract.



		Proposers shall provide firm, fixed hourly rates for change orders, including updated documentation.



		Proposers shall provide a firm, fixed hourly rate for each staff classification identified on the project.  Proposers shall not provide a single compilation rate.



		Classification Title		Hourly Rate

































Summary

		Total carried from other Tabs

		Solution		DDI and Transition Price		M&O Price		Total

		Individual Marketplace Technology		$   - 0		$   - 0		$   - 0

		Customer Engagement Center		$   - 0		$   - 0		$   - 0

		Mail		$   - 0		$   - 0		$   - 0

		Total		$   - 0		$   - 0		$   - 0



		Offeror is required to provide total DDI and M&O Pricing for additional desired functionality



		Additional Costs		DDI Price		M&O Price		Total

		Additional Total Cost for multi-tenant functionality DDI and M&O for three years.						$   - 0

		Additional Total Cost for multi-contributor functionality DDI and M&O for three years.						$   - 0
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ATTACHMENT B

ACKNOWLEDGEMENT OF RECEIPT FORM



Transition to an Individual Marketplace

RFP# 2019/001



[bookmark: _GoBack]

In acknowledgement of receipt of this Request for Proposal the undersigned agrees that s/he has received a complete copy, beginning with the title page and table of contents, and ending with ATTACHMENT G.



The acknowledgement of receipt should be signed and returned to the Procurement Administrator no later than March 11, 2019 at 4:00 PM MST.  Only potential Offerors who elect to return this form completed with the indicated intention of submitting a proposal will receive copies of all Offeror written questions and the written responses to those questions as well as RFP amendments, if any are issued.



Return this form by e-mail to the Procurement Administrator (PROPOSALS@nmhix.com.) no later than 4:00 p.m. Mountain Time on March 11, 2019.



FIRM: _________________________________________________________________



REPRESENTED BY: _____________________________________________________



TITLE: ________________________________ PHONE NO.: ____________________



E-MAIL:  ___________________________       FAX NO.: ________________________



ADDRESS: _____________________________________________________________



CITY: __________________________ STATE: ________ ZIP CODE: _____________



SIGNATURE: ___________________________________ DATE: _________________



This name and address will be used for all correspondence related to the Request for Proposal.



Firm does/does not (circle one) intend to respond to this Request for Proposal.
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Customer Name


Proposal Title


RFP Number


beWellnm

RFP No. 2019-001

Responses to Questions



		Question #

		RFP 
Section

		RFP 
Text

		Question

		NMHIX Response



		1. 

		

		

		

		



		2. 

		

		

		

		



		3. 

		

		

		

		



		4. 

		

		

		

		



		5. 

		

		

		

		



		6. 

		

		

		

		



		7. 

		

		

		

		



		8. 

		

		

		

		



		9. 

		

		

		

		



		10. 

		

		

		

		





X-2

© 2011 ACS State Healthcare, LLC


Proprietary and Confidential (placeholder)

1/27/2019  10:48:20 AM
Proposal Sensitive Data

Page 6 of 7




image15.emf
Attachment F -  NMHIX - Contractor Individual Exchange Master Agreement (FOR RFP).pdf


Attachment F - NMHIX - Contractor Individual Exchange Master Agreement (FOR RFP).pdf


 


 
 
 
 
 


MASTER AGREEMENT 


DATED AS OF ___, 2019 


BY AND BETWEEN 


THE NEW MEXICO HEALTH INSURANCE EXCHANGE 


AND _____________ 
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MASTER AGREEMENT 


THIS MASTER AGREEMENT (referred to hereinafter as “Agreement”), is made and entered into as of 
____, 2019 (the “Effective Date”), by and between the New Mexico Health Insurance Exchange, a New 
Mexico nonprofit public corporation, with its principal place of business at 7601 Jefferson St. NE, 
Albuquerque NM 87109 (hereinafter referred to as “NMHIX” or “beWellnm”) and ________________, a 
_____ corporation, with its principal place of business at ________________ (hereinafter referred to as 
“Contractor”). 


For good and valuable consideration, the receipt and sufficiency of which is hereby acknowledged, it is 
agreed between the parties as follows: 


1. Terms and Interpretation 


1.1 Definitions.  In this Agreement, capitalized terms shall have the meaning assigned to 
them herein. Definitions are also set forth on Exhibit 1 hereto. All defined terms include both the plural 
and singular, as the context requires. Unless otherwise expressly stated, words such as “hereunder” or 
“herein” refer to the Agreement as a whole. Words such as “include” and “including” shall not be 
construed as terms of limitation.  


2. Provision of Services 


2.1 Provision of Services.  Contractor shall design, develop, implement, operate, host, and 
maintain a fully functional individual exchange solution (hereinafter, the “System,” as further defined in 
Exhibit 1). Without limiting the foregoing, Contractor agrees to perform the services, tasks, and work and 
to deliver the Deliverables described in the following documents, which collectively shall constitute the 
“Services”: (i) this Agreement and Exhibits ___, ____, ___, ___; (ii) the New Mexico Health Insurance 
Exchange Request for Proposals for Individual Marketplace and Transition to Individual Marketplace, as 
amended (the “RFP”); (iii) Contractor’s proposal in response to the RFP dated ____, 2019; and (iv) 
Contractor’s Best and Final Offer dated ___, 2019.  


2.1.1 Responsibility for Services. Contractor shall be solely responsible for the 
provision of the Services. All Services will be performed under the supervision of Contractor, 
Contractor’s responsible employees, or Contractor’s approved subcontractors. 


2.2 Contractor Account Executive.  Contractor shall designate on Exhibit     , as of the 
Effective Date, an individual to whom all communications from NMHIX may be addressed, and who has 
the authority to act for Contractor in connection with all aspects of this Agreement, including 
management, supervision, and direction of Contractor’s day-to-day performance (the “Contractor 
Account Executive”) which role shall also be considered Key Personnel; but any written notice, demand 
or other communication shall be addressed to the person or persons specified in Section 20.2. 
Contractor’s Account Executive will designate an alternate contact to act in his or her place in case of 
illness, vacation, or other absence. 


2.3 Key Personnel.  Contractor’s key personnel involved in the provision of the Services 
shall be as set forth on the Key Personnel Schedule to this Agreement and updated as appropriate 
throughout the Term of this Agreement (“Key Personnel”). The parties agree that the Key Personnel are 
critical to Contractor’s performance of the Services. In no event may Contractor change the 
responsibilities of Key Personnel without the prior written consent of NMHIX. In the event of an internal 
reorganization of Contractor that would result in changes to job titles and areas of responsibility of Key 
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Personnel, the parties shall meet to determine in good faith the appropriate replacements for Key 
Personnel. 


2.3.1 Removal of Key Personnel.  If NMHIX gives Contractor notice that the 
continued assignment of any individual to the performance of the Services is not in NMHIX’s interests, 
then after consultation between the parties, if the issue is not resolved to NMHIX’s reasonable 
satisfaction, in NMHIX’s sole reasonable discretion Contractor shall remove the individual from 
NMHIX’s account (but no such removal shall be deemed to require Contractor or any of its 
subcontractors to terminate any individual’s employment or take disciplinary action). In the event that an 
individual is removed pursuant to this Section 2.3.1, Contractor shall replace the individual with a 
suitable employee in a manner that does not interrupt or adversely affect the provision of Services. All 
new personnel shall be capable of performing at the same or greater level of proficiency as had been 
reached by the replaced employee. 


2.4 Level of Effort.  Unless the Agreement specifies some other standard (such as “best 
efforts”), Contractor shall use reasonable efforts to perform and deliver Services and carry out its other 
obligations. 


2.4.1 Reasonable Efforts.  For purposes of this Agreement, “Reasonable Efforts,” 
“Commercially Reasonable Efforts,” and similar expressions mean diligent performance in a manner 
consistent with good standards in Contractor’s industry and the quality and Key Performance Indicators 
in this Agreement, but shall not be construed to require unusual or exceptional expenditures or use or 
engagement of facilities, resources and staff not ordinarily available for performance of Services. 


2.4.2 Best Efforts.  For purposes of this Agreement, “Best Efforts” means use of all of 
Contractor’s available facilities, staff, and other resources and capabilities in order to respond to 
emergencies and other urgent situations. 


2.5 Current Technology.  In performing the Services, Contractor shall, without additional 
Charges, and in addition to any specific commitments concerning currency, upgrades, and refreshment of 
equipment: (i) use current, proven technologies and methodologies, and (ii) implement changes from 
time-to-time approved by NMHIX to take advantage of improvements in technology (including, without 
limitation, periodic improvements in Contractor’s methods, practices and procedures). The foregoing 
requirements shall be aimed at continuously improving the functionality and performance of the Services, 
and associated technology, such that the quality of the Services is always equal to, or better than, 
comparable services offered by first class service providers operating in the same industry as Contractor. 
In particular, Contractor shall, without additional Charges, upgrade its tools, methodologies, processes, 
and other normal procedures for performing similar Services as they may be upgraded from time-to-time 
for the operation of its business and support of its customers generally and will make available to NMHIX 
any such relevant improvements, enhancements, or modifications. Software, tools, and utilities used to 
perform Services will be maintained on current, or near-current, supported releases. 


2.6 Performance Standards and Key Performance Indicators.  Contractor’s performance 
of the Services shall: (i) be provided in a manner consistent with Section 12.2 hereof; (ii) comply with the 
Service Level Agreements set forth in Exhibit __ (“Service Level Agreements and Associated Liquidated 
Damages”); and (iii) meet or exceed performance standards, including the Key Performance Indicators, 
set forth in Exhibit ___. Promptly after each failure to meet any of the Key Performance Indicators, 
Contractor shall investigate the root causes of the failure, report its findings to NMHIX in writing, and 
take all appropriate action to correct any non-conformities with the Key Performance Indicators. Upon 
NMHIX’s request, or promptly following its own discovery, Contractor shall, without any additional 
charge to NMHIX, correct any non-conformities with the Key Performance Indicators. Nothing in the 
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foregoing is intended by the parties to modify in any way the procedures for failure to meet Key 
Performance Indicators or Acceptance Criteria contained in this Agreement, the Service Level 
Agreement, or other document that forms a part of this Agreement or any other agreement between the 
parties. 


2.7 Review and Revision of Service Levels.  The parties will review the performance 
standards and Key Performance Indicators set forth in the Service Level Agreements and modify them, if 
appropriate, to reflect continuous improvements in the delivery of Services by Contractor, including 
improvements contemplated by Section 2.5 above.   


2.8 Liquidated Damages.  In the event that Contractor fails to meet the performance 
standards and Key Performance Indicators set forth in the Service Level Agreements, NMHIX shall be 
entitled to liquidated damages as set forth in the Service Level Agreements, provided that such liquidated 
damages shall not limit any other remedy available to NMHIX.  


2.9 Operational Changes in an Emergency.  In the event of an emergency, as determined by 
NMHIX in its reasonable discretion, Contractor will use its Best Efforts to assist NMHIX by providing 
the Services in a manner necessary to meet NMHIX’s requirements in light of the emergency 
notwithstanding anything else in this Agreement to the contrary.   


2.10 Non-Exclusive Contract.  This Agreement is nonexclusive, and unless otherwise agreed, 
NMHIX may obtain Services and similar or related services from third parties or its own resources. 
Contractor shall reasonably cooperate with NMHIX and its contractors to facilitate the proper 
performance of any such services. 


2.11 Services to Third Parties.  NMHIX recognizes that Contractor personnel providing 
Services to NMHIX under this Agreement may perform similar services from time to time for other 
customers of Contractor, and this Agreement shall not prevent Contractor from using such personnel (or 
any equipment or facilities not dedicated to NMHIX’s use) for the purpose of performing similar services 
for other customers. However, providing similar services for others may not adversely affect Contractor’s 
ability to provide Services to NMHIX and meet the Key Performance Indicators.  


2.12 Subcontracts. 


2.12.1 Approval of Subcontractors. Except as otherwise provided in this Section 2.12.1, 
Contractor may not delegate performance of any of its duties, obligations, and responsibilities hereunder 
to any Affiliate or other subcontractor without NMHIX’s prior written approval in each instance (an 
approved Affiliate or other subcontractor hereunder is an “Approved Subcontractor”). NMHIX hereby 
approves those subcontractors listed on Exhibit ___. If NMHIX gives Contractor notice that the continued 
engagement of an Approved Subcontractor is not in NMHIX’s interest, then Contractor shall remove the 
affected Approved Subcontractor and either perform the relevant Services directly or engage another 
subcontractor approved by NMHIX to do so. Contractor shall implement measures designed to ensure 
that Approved Subcontractors comply with all applicable provisions of this Agreement in their provision 
of Services. Contractor shall remain liable for all of its obligations to NMHIX and Services provided to 
NMHIX pursuant to this Agreement notwithstanding that some obligations or Services may have been 
subcontracted to a subcontractor. No such subcontract shall relieve, or diminish in any way, the 
obligations and liabilities of Contractor under this Agreement, nor shall any subcontract obligate direct 
payment from NMHIX. 


2.12.2 Subcontract Terms.  Contractor shall ensure that all Contractor subcontracts 
relating to this Agreement entered into prior to or after the Effective Date shall permit assignment to 
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NMHIX upon any early termination of this Agreement, and contain provisions consistent with, and at 
least as stringent as, the provisions of this Agreement concerning compliance with laws and policies, 
audit, confidentiality, intellectual property, use of NMHIX facilities, and replacement of personnel. 
Contractor shall require its employees and subcontractors (including individuals engaged as 
subcontractors) to enter into nondisclosure agreements no less stringent than those contained in the terms 
of this Agreement. 


2.13 NMHIX Dependencies.  If Contractor is unable to meet an obligation fully to NMHIX 
under this Agreement where Contractor’s performance is expressly set forth in this Agreement as 
dependent, in whole or in part, on the action or inaction of NMHIX (“NMHIX Dependency”), then 
Contractor shall not be liable for failing to meet such obligation if, and only if: 


2.13.1 Contractor notified NMHIX, reasonably in advance, of the NMHIX Dependency, 
its relevance to Contractor’s obligation to NMHIX, and the deadline for NMHIX to address the NMHIX 
Dependency; 


2.13.2 Contractor diligently worked in good faith with NMHIX to address the NMHIX 
Dependency; and 


2.13.3 Contractor used commercially reasonable efforts to work around the NMHIX 
Dependency to meet its obligations to NMHIX in spite of the NMHIX Dependency. 


2.14 Third Party Dependencies.  If Contractor is unable to meet an obligation fully to 
NMHIX under this Agreement because Contractor’s performance was dependent, in whole or in part, on 
the action or inaction of a third party (excluding any subcontractors of Contractor) (“Third Party 
Dependency”), then Contractor shall not be liable for failing to meet such obligation if, and only if: 


2.14.1 Contractor notified the third party, reasonably in advance, of any Third Party 
Dependency, its relevance to Contractor’s obligation to NMHIX, and the deadline for the third party to 
address the Third Party Dependency; 


2.14.2 Contractor diligently worked in good faith with the third party to address the 
Third Party Dependency; 


2.14.3 Contractor notified NMHIX that the Third Party Dependency would impede 
Contractor’s ability to meet its obligations to NMHIX if not addressed, such notice to NMHIX provided 
promptly upon Contractor’s becoming aware of the issue; and 


2.14.4 Contractor used commercially reasonable efforts to work around the Third Party 
Dependency to meet its obligations to NMHIX in spite of the Third Party Dependency. 


2.15 Force Majeure. 


2.15.1 Neither party shall be liable for any default or delay in the performance of its 
obligations if and to the extent such default or delay is caused by any of the following (each, a “Force 
Majeure Event”): 


(a) fire, flood, earthquake, elements of nature or acts of God, acts of war, 
terrorism, riots, civil disorders, rebellions or revolutions; strikes, lockouts, or labor difficulties (including 
in the case of either party’s performance, labor difficulties affecting the other party or third parties, but 
excluding the affected party’s own labor difficulties), malicious acts of third parties, interruption of 
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telecommunications service; or any other similar cause beyond the reasonable control of the affected 
party; and that the affected party could not have prevented by: (i) execution of a disaster recovery plan, 
(ii) use of alternate sources, work-around plans or similar means, or (iii) reasonable precautions and 
safeguards (including, without limitation, standard commercial anti-virus products and procedures, 
emergency power supplies, required back-up systems, fire-suppression systems, or other measures that 
are standard in the industry). 


2.15.2 The party affected by a Force Majeure Event shall give notice to the other party 
as promptly as practicable (after the occurrence of a Force Majeure Event taking into account 2.15.1(a)) 
and shall be excused from such performance to the extent made necessary by such event. The non-
affected party shall not be responsible for any Charges that accrue during the period of such non-
performance. Any Force Majeure Event that continues for thirty (30) days from the date of notification of 
its existence shall give the non-affected party the right to terminate this Agreement immediately upon 
notice. 


2.16 Timing.  Timing is of the essence with respect to the Services offered under this 
Agreement.  


3. Charges and Payment 


3.1 Compensation.  The charges for the Services culminating in a Deliverable (“Deliverables 
Charges”) and for the Services provided during the Maintenance Period (“Maintenance Charges”) shall be 
as set forth in a schedule for each Service and are summarized on Exhibit ___.  Deliverables Charges and 
Maintenance Charges, are, collectively, “Charges.” NMHIX’s payment of Charges in full for the Services 
satisfactorily performed in accordance with this Agreement shall not exceed $________ (the “Charges 
Cap”). The Charges Cap is a maximum and not a guarantee that the Charges for work assigned to be 
performed by Contractor under this Agreement shall equal the Charges Cap. Contractor is responsible for 
notifying NMHIX before the Services provided under this Agreement reach the Charges Cap. In no event 
will NMHIX pay Contractor any amount in excess of the Charges Cap for any Services without a written 
amendment of this Agreement signed by both parties prior to the date on which such Services (the 
Charges for which exceed the Charges Cap) are provided. Contractor shall update NMHIX on 
Contractor’s progress completing Deliverables on a weekly basis or such other basis as agreed to by the 
project managers of the parties from time to time. 


3.2 Charges All-Inclusive.  Contractor’s Charges are all-inclusive. NMHIX shall pay 
Contractor for the Services only and shall not pay Contractor for any expenses, costs, taxes, or other fees 
Contractor incurs in performance of this Agreement. The Charges include the provision of all hardware, 
software, facilities, personnel, and other resources required to perform the Services. NMHIX shall have 
no responsibility to pay or reimburse any other charge, expense, or amount. 


3.3 Payment Terms.  Contractor may issue a Deliverables Charges invoice to NMHIX for a 
particular Deliverable on the later to occur of the Deliverable Delivery Deadline or the Acceptance Date 
for that Deliverable. Contractor may issue monthly invoices to NMHIX for Maintenance Charges for 
Services performed during the immediately preceding month. All invoices shall include a detailed 
statement accounting for all Services performed and shall be sent to NMHIX at 
accountspayable@nmhix.com and received by NMHIX no later than fifteen (15) business days after each 
calendar month in which Services were performed. Failure to timely submit an invoice shall be a 
material breach of this Agreement. If the Contractor fails to invoice NMHIX for Services 
performed in one calendar year by January 31 of the following calendar year, Contractor will have 
waived all right to payment for the Services performed in the previous calendar year and expressly 
agrees that NMHIX shall have no obligation to pay for such Services.  
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3.4  Disputed Amounts.  NMHIX may withhold payment of invoiced amounts that NMHIX 
disputes in good faith, or otherwise withhold or set off such disputed amounts owed to Contractor, 
pending resolution of the matter. Failures to withhold or set off shall in no event be construed as waivers 
of NMHIX’s rights. The remedies contained in this Section are in addition to any remedy that may be 
available to NMHIX under the applicable Service Level Agreement. 


3.5 Taxes.  The New Mexico gross receipts tax, if applicable, levied on the amounts payable 
under this Agreement shall be paid by Contractor. Contractor agrees to pay all other applicable taxes, 
duties, and tariffs associated with its provision and NMHIX’s receipt of the Services. 


3.6 Funding.  The terms of this Agreement are contingent upon (i) continued authorization of 
the NMHIX by the Legislature of New Mexico and (ii) the ability of NMHIX to obtain necessary funds 
by assessments, grants, or other means. In the absence of legislative authorization or funding, this 
Agreement shall terminate immediately upon written notice by NMHIX to the Contractor. NMHIX's 
determination, in its sole and absolute discretion, regarding legislative authorization and funding shall be 
accepted by the Contractor and shall be final. Notwithstanding the foregoing, or anything else in this 
Agreement, Contractor hereby expressly acknowledges and agrees that: (a) all of NMHIX’s obligations 
under this Agreement, including, without limitation, NMHIX’s obligation to pay the Charges, are 
specifically conditioned upon NMHIX having available funds to pay such obligations and (b) NMHIX’s 
liability to Contractor in all respects shall be limited to available funds. 


3.7 Release.  Final payment of the amounts due under this Agreement shall operate as a 
release of NMHIX, its officers, and employees from all liabilities, claims, and obligations whatsoever 
arising from or under this Agreement. 


4. Audit and Compliance 


4.1 Compliance with Laws and Policies.  Contractor will comply with all federal, state, and 
local laws, statutes, regulations, rules, executive orders, supervisory requirements, export requirements, 
directives, circulars, opinions, decrees, treaties, interpretive letters, guidance or other official releases of 
or by any government, any authority, department, or agency thereof, or any regulatory or self-regulatory 
organization applicable to its provision of the Services in all relevant jurisdictions (“Applicable Laws”). 
In particular, but without limitation, Contractor and its subcontractors shall comply with: (i) applicable 
privacy laws and regulations; and (ii) applicable NMHIX policies in effect from time to time which are 
disclosed to Contractor in advance and in writing. 


4.2 Changes in Laws and Policies.  If, and to the extent that, a change in Applicable Law that 
applies to Contractor’s business or the methodology by which Contractor provides Services, results in 
additional costs to Contractor, there shall be no additional Charges. If, and to the extent that a change in 
Applicable Law affects NMHIX’s business, requires Contractor to make NMHIX-specific changes or 
additional projects related to NMHIX’s compliance with such change in Applicable Law, or 
implementation of such changes require personnel (not otherwise allocated to NMHIX under this 
Agreement), materials, or other resources, then the parties shall determine any applicable changes to the 
Charges using the Change Management Procedure set forth on Exhibit _ hereto. 


4.3 Audit Procedures.  Contractor shall maintain all records required by 45 C.F.R. 155.1210, 
including detailed, complete, and accurate time and expenditure records that indicate the date, time, 
nature, and cost of Services rendered during the Agreement’s Term and effect and retain them for a period 
of ten (10) years from the date of final payment under this Agreement. The records shall be subject to 
inspection by the NMHIX, and may be disclosed by the NMHIX to third parties as required or allowed by 
law. NMHIX shall have the right to audit billings both before and after payment, including but not limited 
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to a financial statement audit performed in accordance with government accounting standards for 
financial reporting. The Contractor agrees to be subject to findings and sanctions assessed as a result of 
any audit and will make repayment of any excessive or illegal payments by NMHIX. Payment under this 
Agreement, if any, shall not foreclose the right of NMHIX to recover excessive or illegal payments. The 
records shall be subject to inspection by NMHIX and the State Auditor.  NMHIX shall have the right to 
audit billings both before and after payment. Payment under this Agreement shall not foreclose the right 
of NMHIX to recover excessive or illegal payments.  Upon request, at reasonable times during and after 
the Term, NMHIX and its auditors shall have access to such portion of Contractor’s facilities, personnel, 
equipment, and records concerning the Charges, Services, and Contractor’s performance in order to audit 
Contractor’s practices and procedures; Charges; general, internal, and other controls; security practices; 
disaster recovery procedures and tests; service level performance; and any other matters pertinent to 
NMHIX (including, for example, regulatory requirements and compliance). NMHIX’s audit rights shall 
survive the expiration or termination of this Agreement for a period of ten (10) years. NMHIX or any 
auditor conducting any such audit shall at all times comply with Contractor’s security and confidentiality 
policies so long as such guidelines and policies are provided prior to or at the time of the audit, or on an 
exhibit or a schedule of this Agreement and do not adversely affect any of NMHIX’s audit rights set forth 
in this Section 4.3. 


4.4 Certain Certifications.  Upon written request, Contractor will provide such factual 
certifications as NMHIX or its auditors may reasonably request (e.g. concerning the accuracy of Charges 
and reports, compliance with NMHIX policies, and reporting of incidents reportable under those policies) 
in connection with NMHIX’s audits or certifications which may be required to be given by NMHIX’s 
auditors or executives. 


4.5 Audit Adjustments.  If an audit of the Charges reveals that Contractor has overcharged 
NMHIX for Services by at least 5%, Contractor shall reimburse NMHIX for the overpayment and the 
reasonable cost of the audit. Any audits conducted pursuant to this Section 4 shall otherwise be at 
NMHIX’s expense. Without prejudice to NMHIX’s other rights under this Agreement, if NMHIX’s 
exercise of its audit rights under this Section 4 reveals that Contractor has failed to perform any of its 
obligations under this Agreement, Contractor shall promptly provide to NMHIX for its approval a 
remediation plan and timetable for achievement of the actions and/or improvements set forth in that plan. 
Following approval of the plan and timetable by NMHIX, Contractor shall implement that plan in 
accordance with the agreed timetable and will confirm its completion by written notice to NMHIX. 
Nothing in this Section is intended by the parties to modify in any way the procedures for failure to meet 
Key Performance Indicators or other criteria in any Service Level Agreement. 


4.6 Assessment.  Contractor agrees to be subject to the findings and sanctions assessed as a 
result of NMHIX audits, federal audits, and disallowances of the Services provided pursuant to this 
Agreement and the administration thereof to the extent the findings and sanctions are a result of 
Contractor’s performance.  


4.7 Contractor’s Audits. 


4.7.1 Contractor shall contract and pay for any required independent audits, including 
but not limited to a SOC 1 Type 2 audit. Contractor shall ensure that the auditor is licensed to perform 
audits in the State of New Mexico and shall be selected by a competitive bid process. Contractor shall 
enter into a written contract with the auditor specifying the scope of the audit, the auditor’s responsibility, 
the date by which the audit is to be completed and the fee to be paid to the auditor for this service. Single 
audits shall comply with procedures specified by NMHIX. The audit of the contract shall cover 
compliance with federal and state law and regulations and all financial transactions hereunder for the 
entire term of the Agreement in accordance with procedures promulgated by state or federal officials for 
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the conduct and report of such audits. An official copy of the independent auditor’s report shall be made 
available to NMHIX and any other authorized entity as required by law within fifteen (15) days of receipt 
of the final audit report. NMHIX retains the right to contract for an independent financial and functional 
audit for funds and operations if it determines that such an audit is warranted or desired. 


4.7.2 The audit shall contain a schedule of financial expenditures for each program to 
facilitate ease of reconciliation by NMHIX. The audit shall also include a schedule of depreciation for all 
property or equipment with a purchase price of $5,000 or more. 


4.7.3 The audit shall include a report on compliance with requirements applicable to 
each major program and internal control over compliance. 


4.7.4 Upon completion of any audit under the applicable federal and state statutes and 
regulations, Contractor shall notify NMHIX when the audit is available for review and provide online 
access to NMHIX, or Contractor shall provide NMHIX with four (4) originals of the audit report.  


4.7.5 Within thirty (30) days thereafter or as otherwise determined by NMHIX in 
writing, Contractor shall provide NMHIX with a response indicating the status of each of the exceptions 
or findings in the said audit report. If either the exceptions or findings in the audit are not resolved within 
thirty (30) days, NMHIX has the right to reduce funding, terminate this Agreement, and/or recommend 
decertification in compliance with state and/or federal regulations governing such action. 


4.7.6 Contractor shall make available to NMHIX the results of any internal or external 
review or audit conducted by Contractor relating to Contractor’s operating practices and procedures or the 
Services, including the SOC 1, Type 2 audit report and any other. Contractor will provide to NMHIX its 
latest, if any, Payment Card Industry Compliance Report. In the event that Contractor conducts a SOC 2, 
Type 2 audit that addresses Contractor controls applicable to Contractor’s provision of the Services to 
NMHIX, Contractor will provide NMHIX with a copy of the audit report. NMHIX will treat all such 
audit reports as Contractor’s Confidential Information under Section 8. In particular, and without limiting 
the generality of its obligations, Contractor shall (i) provide NMHIX with the full particulars of any 
breach or weakness in processes or systems mentioned in its SOC 1 Type 2 or other internal audit reports, 
and (ii) undertake prompt, diligent corrective action pursuant to a corrective action plan approved by 
NMHIX. 


5. NMHIX Responsibilities 


5.1 NMHIX Account Executive.  NMHIX shall designate on Exhibit ___ hereto, as of the 
Effective Date, an individual to whom all communications from Contractor may be addressed, and who 
has the authority to act for NMHIX in connection with all aspects of this Agreement (the “NMHIX 
Account Executive”), which role shall also be considered Key Personnel; but any written notice, demand 
or other communication shall be addressed to the person or persons specified in Section 20.2. The 
NMHIX Account Executive may designate an alternate contact to act in his or her place in case of illness, 
vacation or other absence. 


5.2 Contractor Access to, Use of, NMHIX Facilities.  To enable Contractor to provide the 
Services, NMHIX may provide use of NMHIX facilities. In that event, Contractor, its employees and 
subcontractors shall comply with NMHIX’s procedures governing access to and use of NMHIX’s 
facilities and as otherwise provided to Contractor from time-to-time. 


6. Contract Management 
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6.1 Governance. The parties will govern their relationship in accordance with any governance 
procedure that they may develop.  


6.2 Change Orders. Change Requests and Change Orders shall be handled in accordance 
with the Change Management Plan set forth in Exhibit ___. Any new features in the Contractor 
Software are to be made available to NMHIX at no charge.  


6.3 Acceptance of Deliverables. 


6.3.1 Acceptance Criteria. The parties may use commercially reasonable efforts to 
develop, and agree to, acceptance criteria (“Acceptance Criteria”) for Services culminating in a 
deliverable provided to NMHIX pursuant to this Agreement and set forth on Exhibit __ (“Deliverables”) 
at least thirty (30) days (or such other time period agreed by both parties) before the date of the relevant 
testing, delivery, or milestone date. To the extent practicable, Acceptance Criteria will be objective, 
measurable, and repeatable tests that are based upon NMHIX’s anticipated production use of the 
Deliverables. In the event that no Acceptance Criteria are developed by the parties, the relevant Key 
Performance Indicators applicable to the Deliverables shall constitute the Acceptance Criteria. In the 
absence of applicable Key Performance Indicators or Acceptance Criteria, NMHIX shall make a 
reasonable assessment of whether the Deliverable meets the contract requirements.   


6.3.2 NMHIX Review.  Deadlines for Deliverables are listed in Exhibit ___ 
(“Deliverables Delivery Deadline”). After completing quality assurance and user acceptance testing, if 
applicable, Contractor shall submit each Deliverable to NMHIX for review on or before the 
corresponding Deliverable Delivery Deadline. Contractor must submit a detailed statement accounting for 
all Services performed or project deliverables completed in connection with a submitted Deliverable. For 
each Deliverable as described on Exhibit   , NMHIX shall promptly review the Deliverable and assess 
compliance with the Acceptance Criteria. NMHIX may notify Contractor that either (i) the Deliverable 
meets contract requirements and the Acceptance Criteria and is accepted (“Acceptance” or “Accepted”), 
or (ii) that the Deliverable is not Accepted, provided however, that NMHIX shall have thirty (30) days (or 
such longer time as the parties may agree) after delivery of the Deliverable to NMHIX to accept or reject 
the Deliverable, after which the Deliverable shall be deemed Accepted. The date on which a Deliverable 
is Accepted or deemed Accepted is the Acceptance Date. If NMHIX finds that the Deliverable does not 
meet the Acceptance Criteria or other relevant standard, NMHIX shall provide Contractor a letter of 
exception explaining the defect or objection to the Deliverable, and, if and to the extent known by 
NMHIX, outlining steps Contractor may take to provide remedial action (“Letter of Exception”). 


6.3.3 Resubmission of Rejected Deliverables.  In the event NMHIX provides 
Contractor with a Letter of Exception for a Deliverable, Contractor shall cure any defect or objection to 
the Deliverable within fifteen (15) days of receipt of the Letter of Exception. If and to the extent that any 
non-conformity with the Acceptance Criteria remains, these procedures may be repeated as necessary to 
correct such non-conformities that remain (or others revealed by further testing or review after corrective 
work). Upon review and approval of the corrected Deliverable by NMHIX, the Deliverable will be 
considered Accepted; but Acceptance may be revoked at any time prior to completion of the last 
Deliverable under this Agreement, if testing of a later Deliverable reveals material non-conformities in a 
previously Accepted Deliverable. 


6.3.4 Failure to Reach Acceptance.  If Contractor cannot correct such non-conformities 
to the satisfaction of NMHIX within thirty (30) (or such other period as may be agreed by the parties) 
days after the date of the original Letter of Exception, NMHIX shall have the right, in its sole discretion, 
to elect to: (1) extend the time for Contractor to remedy the non-conformities; (2) revise the Acceptance 
Criteria and negotiate an appropriate reduction in Contractor’s Charges; or (3) terminate the affected 
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Service, in which event Contractor and NMHIX will negotiate in good faith a refund to NMHIX of any 
amounts paid by NMHIX for the Deliverable, less any amount reasonably deemed to have ongoing utility 
and value to NMHIX (provided, however, that NMHIX shall not be required to pay any amounts in 
addition to amounts already paid for the Deliverables), and NMHIX shall have no further obligation 
related to that Deliverable or terminated Service under this Agreement. Such termination will not 
preclude NMHIX from pursuing any or all remedies it may have under this Agreement, at law or in 
equity. 


6.3.5 Precedence.  Nothing in this Section is intended by the parties to modify in any 
way the procedures for failure to meet Key Performance Indicators or other requirement set forth in any 
Service Level Agreement. 


6.4 Adjustment to Charges for Services.  If Contractor does not submit a Deliverable to 
NMHIX by the applicable Deliverable Delivery Deadline, or if a Deliverable is submitted to NMHIX by 
the Deliverable Delivery Deadline but is not Accepted by NHMIX, the Charges for that Deliverable may 
be reduced at NMHIX’s sole and absolute discretion by up to 5% (of the total Charge for that 
Deliverable) for every fifteen (15) days (or portion of thereof) that elapse between the Deliverable 
Delivery Deadline for the Deliverable and the date upon which Contractor completes and delivers a 
version of the Deliverable that is Accepted by NMHIX (including any whole or partial days during which 
Contractor is curing any non-conformity but excluding any whole days during which NMHIX is 
evaluating the submitted Deliverable for Acceptance). This reduction in Charges for a particular 
Deliverable shall not exceed 30% of the total Deliverable Charges. By way of example and not limitation, 
if a Deliverable Delivery Deadline is October 1, Contractor actually delivers the Deliverable on October 
5, NMHIX provides a Letter of Rejection on October 10, and Contractor submits a corrected Deliverable 
on October 24 that is Accepted by NMHIX, then NMHIX may reduce the Charges for that Deliverable by 
up to 10% of the total Charge for that Deliverable (4 days original late delivery + 15 days to deliver 
corrected version – October 10 is counted as a partial “curing” day and not a whole “Acceptance 
Evaluation” day). No reduction in Charges shall be levied if the delay in delivering a Deliverable was 
caused by the failure of NMHIX to respond in a reasonably timely manner to Contractor’s inquiries for 
information reasonably necessary for Contractor to submit an acceptable Deliverable on time, caused by a 
Force Majeure Event, or if the Deliverable Delivery Deadline is delayed by written mutual agreement of 
NMHIX and Contractor. 


7. Term and Termination 


7.1 Term.  This Agreement will commence on the Effective Date and, unless earlier 
terminated, remain effective through and including December 31, 2023 (the “Term”). 


7.2 Termination By NMHIX.  NMHIX may terminate this Agreement or any Services 
provided hereunder, immediately upon written notice in the event of the following: 


7.2.1 Material Breach.  Any material breach or default of this Agreement by 
Contractor, which has not been cured within thirty (30) days, or longer period if NMHIX and Contractor 
agree in a writing signed by both parties that it is necessary, after written notice given to Contractor by 
NMHIX. 


7.2.2 Cessation of Business.  If Contractor ceases to do business in the ordinary course. 


7.2.3 Bankruptcy.  If Contractor files a petition in bankruptcy or an involuntary 
petition in bankruptcy is filed against Contractor, makes an assignment for the benefit of creditors or an 
arrangement pursuant to any bankruptcy law, Contractor is unable to meet its financial obligations when 
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they become due or otherwise becomes insolvent within the meaning of federal bankruptcy law, or a 
receiver, keeper or other custodian is appointed for Contractor or for Contractor’s business. 


7.2.4 Funding.  Pursuant to Section 3.6 in the event of insufficient authorization or 
funding. 


7.2.5 Crime.  Contractor or any of its executive officers, or any of its employees or 
agents that are working primarily on a Deliverable under this Agreement, is convicted for fraud, 
embezzlement, or a crime involving misuse of public funds. 


7.2.6 Force Majeure.  In the event of a Force Majeure event pursuant to Section 2.15.2 
hereof. 


7.2.7 Change of Control.  In the event of any Change of Control (as that term is 
defined in Exhibit 1 hereto) of Contractor, at any time within thirty (30) days’ written notice of such 
Change in Control. Contractor shall provide NMHIX with forty-five (45) days advance written notice of 
any change of Control. 


7.2.8 SLA Failures.  For chronic failures of the Service Level Agreements. 


7.2.9 Data Security Breach.  Pursuant to Section 9.12, in the event of a material breach 
by Contractor of Section 9 hereof. 


7.2.10 Other Termination Rights.  Pursuant to any other Section of this Agreement 
granting NMHIX the right to terminate this Agreement or any Service thereunder in accordance with the 
terms of that provision. 


7.2.11 Inability to Perform.  If, for a reason other than as set forth in Sections 7.2.1 - 
7.2.9, Contractor becomes unable to perform the Services, as reasonably determined by NMHIX, and 
Contractor is unable to cure such inability to the reasonable satisfaction of NMHIX within thirty (30) days 
of receipt of written notice from NMHIX. 


7.3 Termination by Contractor.  Contractor may terminate this Agreement with at least sixty 
(60) days’ notice after the occurrence of a Payment Default. Contractor hereby waives any other rights it 
may have under this Agreement, at law, or in equity to suspend performance or to terminate this 
Agreement for any reasons or in any circumstances other than those expressly permitted by this Section 
7.3 and Section 7.4. 


7.4 Termination for Convenience.  NMHIX may terminate this Agreement or any Services 
hereunder, for any reason or no reason upon ninety (90) days’ notice to Contractor.  Contractor may 
terminate this Agreement or any Services hereunder, for any reason or no reason upon one hundred eighty 
(180) days’ notice to NMHIX. Except as otherwise allowed or provided under this Agreement, NMHIX’s 
sole liability upon such termination shall be to negotiate in good faith any payments for any work 
completed prior to termination, which Contractor is able to demonstrate with reasonable certainty would 
have been Accepted under the Acceptance Criteria prior to Contractor’s receipt of the notice of 
termination, if NMHIX is the terminating party, or Contractor’s sending of the notice of termination, if 
Contractor is the terminating party; provided, however, that in either case a notice of termination shall not 
nullify or otherwise affect either party’s liability for pre-termination defaults under or breaches of this 
Agreement. 
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7.5 Partial Termination.  In the event that NMHIX determines, in its sole and absolute 
discretion, that a portion of the Services are no longer necessary, NMHIX may exercise partial 
termination rights as follows:  


7.5.1 Services shall be terminated by Service category or logical segment(s) or 
component(s), as determined by NMHIX. 


7.5.2 The scope of particular remaining Services, and any affected Charges or Service 
Levels shall be adjusted through the Change Management Process to the extent necessary to allow for 
operational dependencies and phased reductions in Services (or introduction of new or substitute services) 
all in order to assure orderly, continuous operations with consistent quality of service. 


7.6 Termination Management.  Immediately upon receipt by either NMHIX or Contractor 
of notice of termination of this Agreement, Contractor shall not perform additional Services without 
written approval of NMHIX, and, subject to negotiation of the Transition Services contemplated below, 
shall: (1) comply with all directives issued by NMHIX as to the performance of work under this 
Agreement; and (2) take such action as NMHIX shall direct for the protection, preservation, retention or 
transfer of all property titled to NMHIX and records generated under this Agreement. Upon receipt of a 
termination notice, the parties agree to negotiate in good faith a transition plan for the wind down of the 
Services.  


7.7 Effect of Termination.  NMHIX’S TERMINATION RIGHTS UNDER THIS 
AGREEMENT ARE NOT EXCLUSIVE AND DO NOT WAIVE NMHIX'S OTHER LEGAL RIGHTS 
AND REMEDIES CAUSED BY CONTRACTOR'S DEFAULT OR BREACH OF THIS AGREEMENT.  
In the event of a termination of this Agreement, the parties shall negotiate in good faith any payments for 
any work completed prior to termination, which Contractor is able to demonstrate with reasonable 
certainty would have been Accepted under the Acceptance Criteria and Contractor shall submit an invoice 
for all such agreed amounts within forty five (45) days of the effective date of termination and NMHIX 
shall pay the undisputed amounts such invoice within thirty (30) days of receipt. Upon payment by 
NMHIX, Contractor shall provide to NMHIX all such work. Upon termination or expiration of this 
Agreement, each party shall promptly return to the other party all of such party’s property, materials, and 
Confidential Information in its possession or control. Any non-expendable personal property or 
equipment provided to or purchased by Contractor with funds provided by NMHIX shall become 
property of NMHIX upon expiration or termination and shall be delivered to NMHIX as soon as 
practicable. Contractor shall also deliver to NMHIX or its designee all information and materials 
necessary to operate any Services to be transitioned to NMHIX or its designated third-party service 
provider. This includes but is not limited to run books, knowledge documentation, and process manuals 
and documentation. 


7.8 Termination Assistance. 


7.8.1 Termination Services.  During (a) the six (6) month period immediately prior to 
the expiration of the Agreement, or (b) following the receipt of a notice of termination through the later 
of: (i) the date on which the Services designated for termination (including Services to be transitioned to 
NMHIX or NMHIX’s designated third party service provider – in the case of the termination or expiration 
of the entire Agreement, all Services) are successfully terminated or transitioned to NMHIX or NMHIX’s 
designated third party service provider or (ii) the effective date of termination or expiration of this 
Agreement or any Service, (the “Termination Assistance Period”), Contractor will cooperate with 
NMHIX and provide NMHIX with all reasonable assistance requested by NMHIX to assure the orderly 
wind down of the Services or transfer of the Services to NMHIX or to a new third party provider of 
services (“Termination Services”). NMHIX reserves the right to phase out one or more Services, change 
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the sequence of particular activities and take other reasonable action that it deems advisable to effectuate 
an orderly transition. In cases of partial termination, all of the foregoing provisions shall apply to the 
Services designated to be terminated. For avoidance of doubt, during the Termination Assistance Period, 
any Services that have not been successfully transitioned will continue to be provided by Contractor in 
accordance with this Agreement. 


7.8.2 Assets and Personnel.  During the Termination Assistance Period, Contractor 
shall not dismiss, reassign, or replace personnel, take other material personnel action, or redeploy or 
dispose of any assets otherwise transferable to NMHIX without NMHIX’s prior written consent in each 
instance. 


7.8.3 Charges, Extension.  There will be no Charges for Termination Services 
performed by existing Contractor resources allocated to NMHIX under this Agreement. Charges for 
Termination Services may only cover newly allocated resources providing Termination Services or the 
provision of Termination Services after the Termination Assistance Period or any Charges for 
Termination Assistance after the expiration or termination of this Agreement. 


7.8.4 Specific Performance.  Contractor acknowledges that, subject to the last sentence 
of this Section 7.8.4, if it were to breach, or threaten to breach, its obligation to provide Termination 
Assistance, NMHIX would be irreparably harmed and that money damages would provide no adequate 
remedy. Accordingly, in any such circumstances, NMHIX shall be entitled to proceed directly to a court 
of competent jurisdiction and obtain such injunctive, declaratory, or other equitable relief as may be 
reasonably necessary to prevent such breach, compel performance, and preserve the status quo by 
assuring continued performance of all Services (including Termination Assistance). Contractor 
irrevocably waives any requirement that NMHIX post any bond or undertaking, or demonstrate 
irreparable harm or the inadequacy of money damages. 


8. Confidential Information 


8.1 Confidential Information.  As used in this Agreement, the term “Confidential 
Information” means any information received by a party (in such capacity, “Recipient”) from the other 
party (in such capacity, “Discloser”), together with all derivatives thereof, including, but not limited to: (i) 
information of any businesses or individuals submitted through the health insurance exchange that is the 
subject of the Services to be provided by Contractor hereunder (collectively, the “Protected Parties”) or 
any information concerning the transactions or relations of any Protected Parties; (ii) any information 
belonging to Protected Parties; (iii) any financial or health information relating to the Protected Parties; 
(iv) information relating to the parties’ business and business operations, including, without limitation, 
information relating to cost and pricing, capital structure, operating results, borrowing arrangements, 
contemplated transactions, merger targets, acquisition targets, strategic plans and business plans, business 
processes, techniques, data and know-how and systems, and Affiliates and subsidiaries; (v) trade secrets; 
(vi) all written, graphic and other material (in any medium whether in writing or in electronic or other 
form) relating to the foregoing; and (vii) all correspondence, memoranda, files, manuals, books, financial 
lists, operating or marketing records and NMHIX and Contractor records relating to or containing any of 
the foregoing (in any medium whether in writing or in electronic or other form). Each party acknowledges 
and understands that information that may not be novel or may not be the subject of a copyright, 
trademark, or patent, or eligible for such or any other protection under intellectual property laws and/or 
trade secret laws may nonetheless be Confidential Information. Confidential Information shall not include 
information which (i) becomes generally available to the public other than as a result of disclosure by 
Recipient in breach of this Agreement; (ii) is otherwise lawfully obtainable by the general public, 
including pursuant to the New Mexico Inspection of Public Records Act, NMSA 1978, § 14-2-1 et seq., 
or other laws or regulations providing for such disclosure; (iii) is received by Recipient on a non-
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confidential basis from a source other than Discloser, provided that such source is not bound by a 
confidentiality agreement with Discloser or otherwise prohibited from transferring the information to 
Recipient by a contractual, legal, or fiduciary obligation; (iv) is independently developed by Recipient 
without any use of or benefit from the Confidential Information and such independent development can 
be documented by Recipient with written records; or (v) is approved for release by Discloser.  


8.2 Protection of Confidential Information. Recipient represents and warrants that it shall 
(i) treat all such information and data as confidential property and (ii) not divulge it to others at any time 
nor use it for any purpose, except on behalf of Discloser, without the prior written consent of Discloser. 
This obligation to keep such information and data confidential shall continue beyond and after the 
termination of this Agreement. At the completion or termination of this Agreement or at any time 
Discloser so requests, Recipient shall deliver to Discloser (or, upon written request from Discloser, certify 
in writing to Discloser the destruction of all Confidential Information and any notes, memoranda, records, 
drawings, drafts or other documents (including, without limitation, all copies and reproductions thereof) 
and other information or material resulting from or in connection with the Services that are confidential in 
nature and cannot be obtained in the public domain. 


8.3 Certain Disclosures.  Section 8 and 9 shall not be construed to prohibit disclosure of 
Confidential Information by Recipient to the extent that such disclosure is required by law or valid order 
of a court or other governmental authority, provided that prior to disclosing Discloser’s Confidential 
Information pursuant to such law or order, Recipient shall: (a) provide reasonable prior notice to 
Discloser to permit Discloser to seek to quash any such order or seek other available equitable relief or 
protected treatment of such Confidential Information; (b) to the extent requested by Discloser and at 
Discloser’s expense, provide reasonable assistance in seeking equitable relief or protected treatment of 
such Confidential Information, and (c) disclose only such Confidential Information as is required. 


9. Privacy and Security Standards   


9.1 Applicability. In addition to and in certain circumstances as a subset of Confidential 
Information, Contractor agrees and acknowledges that during the course of performing Services under 
this Agreement Contractor may create, collect, receive, use, or otherwise gain access to “Personal 
Information.”  


9.2 Standard of Care and Ongoing Compliance. 


9.2.1 Contractor shall ensure that its performance of Services under this Agreement 
and that its development, maintenance, and operation of the System shall meet all industry, state, and 
federal security standards concerning the creation, collection, receipt, use, access, and disclosure of 
Personal Information. Contractor shall meet or exceed State of New Mexico and NMHIX security 
standards and policies. Once established, no security provisions for firewalls, client and server computers, 
user profiles and controls shall be modified without written NMHIX approval. At a minimum, Contractor 
shall ensure the security of the System complies with the following regulations and publications: 


Federal:  


• 45 C.F.R. 155.260; 
• MARS-E Version 2.0, as amended; 
• 45 CFR 95.621(f) ADP System Security Requirements and Review Process;  
• Standards defined in Federal Information Processing Standards (FIPS) issued by the 


National Institute of Standards and Technology (NIST);  
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• NIST Special Publication 800-111 Storage Encryption Technologies for End User 
Devices;  


• NIST SP 800-52, 800-77 or 800-113 Valid encryption processes for data in motion; 
• NIST 800-53 Information Security; 
• NIST Cryptographic Module Validation List 


(http://csrc.nist.gov/groups/STM/cmvp/validation.html);  
• FIPS PUB 112 Password Usage Procedure;  
• FIPS PUB 186-3 Digital Signature Standard June 2009; 
• Records Usage, Duplication, Retention, Re-disclosure and Timely Destruction 


Procedures/Restrictions 5 U.S.C. 552a (o)(1)(F), (H) and (I);  
• IRS Pub 1075;  
• Federal Records Retention Schedule 44 U.S.C. 3303a;  
• Privacy Act of 1974 at 5 U.S.C. 552a; 
• Computer Matching and Privacy Protection Act of 1988 (CMPPA);  
• Federal Information Security Management (FISMA); 
• SSA Information System Security Guidelines for Federal, State, and Local Agencies;  
• Child Online Privacy Protection Act; 
• Title XIX Confidentiality Rules; 
• HIPAA and associated HIPAA Security Rule found at 45 CFR Part 160 and Subparts 


A and C of Part 164; and   
• Title XXI. 


 
State: 


• NMHIX Privacy and Security Standards (attached hereto as Exhibit ___); and 
 


9.2.2 Contractor shall use or disclose Personal Information only to the extent required 
for the performance of the Services under this Agreement and then only to the extent allowed by law. 
Contractor shall comply with the terms and conditions set forth in this Agreement in its collection, 
receipt, transmission, storage, disposal, use, and disclosure of Personal Information and shall be 
responsible for the unauthorized collection, receipt, transmission, access, storage, disposal, use, and 
disclosure of Personal Information under its control or in its possession by all Authorized Persons (as that 
term is defined in Exhibit 1 hereto). Contractor shall be responsible for, and remain liable to, NMHIX for 
the actions and omissions of all Authorized Persons (whether or not such persons are employees of 
Contractor) concerning the treatment of Personal Information. 


9.2.3 With regard to Personal Information that is PII, Contractor and any Authorized 
Persons shall comply with and impose privacy and security standards as outlined in Exhibit       and equal 
to or more stringent than the standards set forth in the Minimum Acceptable Risk Standards for 
Exchanges, as amended (MARS-E). 


9.2.4 Personal Information is deemed Confidential Information of NMHIX under 
Section 8.1 above, and is not Confidential Information of Contractor. In the event of a conflict or 
inconsistency between this Section and Section 8 hereof, the terms and conditions set forth in this Section 
shall govern and control. 


9.2.5 In recognition of the foregoing, Contractor agrees and covenants that it shall: 


(a) keep and maintain all Personal Information in strict confidence, using 
such degree of care as is appropriate to avoid unauthorized access, use, or disclosure; 
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(b) use and disclose personal information solely and exclusively for the 
purposes for which the Personal Information, or access to it, is provided pursuant to the terms and 
conditions of this Agreement, and not use, sell, rent, transfer, distribute, or otherwise disclose or make 
available Personal Information for Contractor’s own purposes or for the benefit of anyone other than 
NMHIX, in each case, without NMHIX’s prior written consent; and 


(c) not directly or indirectly disclose Personal Information to any personal 
other than its Authorized Persons without express written consent from NMHIX; 


(d) Permit access to NMHIX upon request to facilities and premises where 
Personal Information is maintained, created, used, or disclosed for the purpose of inspecting privacy and 
security arrangements; provided, however, that (i) Contractor and NMHIX mutually agree in advance 
upon the scope, location, and timing of such an inspection; and (ii) NMHIX shall protect the 
confidentiality of all Confidential Information to which NMHIX obtains access 


9.2.6 If, in the course of its engagement by NMHIX, Contractor or any subcontractor 
has access to or will collect, access, use, store, possess, dispose of or disclose credit, debit, or other 
payment cardholder information, Contractor or the subcontractor (as applicable) shall at all times remain 
in compliance with the Payment Card Industry Data Security Standard (“PCI DSS”) requirements, 
including remaining aware at all times of changes to the PCI DSS and promptly implementing all 
procedures and practices as may be necessary to remain in compliance with the PCI DSS, in each case, at 
Contractor’s sole expense.  


9.3 Information Security 


9.3.1 Contractor represents and warrants that its collection, access, use, storage, 
disposal and disclosure of Personal Information does and will comply with all applicable federal, state, 
and foreign privacy and data protection laws, as well as all other Applicable Laws. 


9.3.2 At a minimum, Contractor’s safeguards for the protection of Personal 
Information shall include: (i) limiting access of Personal Information to Authorized Persons; (ii) securing 
business facilities, data centers, paper files, servers, backup systems and computing equipment, including, 
but not limited to, all mobile devices and other equipment with information storage capability; (iii) 
implementing network, device application, database and platform security; (iv) securing information 
transmission, storage and disposal; (v) implementing authentication and access controls within media, 
applications, operating systems and equipment; (vi) encrypting Highly-Sensitive Personal Information (as 
that term is defined in Exhibit 1 hereto) stored on any mobile media; (vii) encrypting Highly-Sensitive 
Personal Information transmitted over public or wireless networks; (viii) strictly segregating Personal 
Information from information of Contractor or its other customers so that Personal Information is not 
commingled with any other types of information; (ix) implementing appropriate personnel security and 
integrity procedures and practices, including, but not limited to, conducting background checks consistent 
with Applicable Law; and (x) providing appropriate privacy and information security training to 
Contractor’s employees. 


9.3.3 During the term of each Authorized Person’s employment or engagement by 
Contractor, Contractor shall at all times cause such Authorized Persons to abide strictly by Contractor’s 
obligations under this Agreement. Upon NMHIX’s written request, Contractor shall promptly identify for 
NMHIX in writing all Authorized Persons as of the date of such request. 


9.4 Breaches.  In the event that any Personal Information is disclosed by Contractor (or its 
employees, subcontractors, or agents) contrary to this Agreement, or Contractor (or its employees, 
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subcontractors or agents) discovers, receives notice of, or suspects that unauthorized access, acquisition, 
disclosure, or use of Personal Information that is within Contractor’s possession or under Contractor’s 
control has occurred or is likely to occur (a “Data Breach”), then Contractor shall give prompt notice to 
NMHIX, with full particulars, and cooperate in the investigation of any such incident. If Applicable Laws 
or credit card system rules require notice to authorities or individuals, or other remedial action, then 
Contractor shall undertake such remedial action as NMHIX may reasonably direct, at Contractor’s cost, 
or, at NMHIX’s option, reimburse NMHIX for the expense of remedial action undertaken by NMHIX and 
as required by Applicable Laws, regulations, or rules, including, without limitation, credit card system 
rules. (For the purposes of this Section, remedial action may include, without limitation, improvements to 
security measures; notice to individuals, credit reporting agencies, public authorities and other entities; 
NMHIX service support; credit monitoring and defense and satisfaction of third-party claims.) 


9.5 Access and Control. Contractor shall cooperate with NMHIX, and the System shall be 
designed so that Contractor is able, to meet the requirements of 45 CFR Part 164 and Section 155.260, 
concerning the use and disclosure, access, accounting, amendment of, and notice regarding uses and 
disclosures of Personal Information, including PII and PHI.   


9.5.1 Contractor (a) shall take such action(s) in sufficient time and manner as may be 
requested by NMHIX that are necessary to meet the obligations of 45 C.F.R. §§ 164.522, 164.524, 
164.526, 164.528, and 155.260; and (b) if an individual contacts Contractor with respect to exercising any 
rights the individual may have under 45 C.F.R. §§ 164.522, 164.524, 164.526 164.528, and 155.260 with 
respect to such PII, shall notify NMHIX within two (2) business days of the individual’s request and 
cooperate with NMHIX to meet any of its obligations with respect to such request; 


9.5.2 With respect to an individual’s right to an accounting under 45 C.F.R. §§ 
164.528 or 155.260, Contractor shall document all disclosures of PII or PHI and other data access 
activities as would be necessary for NMHIX to respond to a request by an individual for an accounting in 
accord with 45 C.F.R. §§ 164.528 or 155.260. 


9.5.3   Upon request, Contractor shall take reasonable steps to cooperate with NMHIX 
to provide individuals with a final means to dispute the accuracy or integrity of their PII or PHI 
maintained by Contractor and to have erroneous information corrected or to have a dispute documented if 
their requests are denied. Such corrections shall be made promptly in a manner specified in, and in accord 
with any time requirement under, 45 C.F.R. §§ 164.526 or 155.260(a)(iii). In the event Contractor 
receives a request for amendment directly from the individual, Contractor shall, within two (2) Business 
Days of receipt of such request, notify NMHIX, and shall only make any amendment in accord with 
NMHIX’s instructions. 


9.5.4 Contractor shall document all disclosures of PII or PHI, and required information 
related to such disclosures, as would be necessary for NMHIX to respond to a request by an individual for 
an accounting of disclosures of PII or PHI. In the event Contractor receives a request for an accounting 
directly from an individual, Contractor shall, within three (3) Business Days of receipt of such request, 
notify NMHIX and proceed in accord with this paragraph. Within ten (10) Business Days of NMHIX’s 
request, Contractor shall make a listing of such disclosures and related information available to NMHIX 
or, upon NMHIX’s direction, to the individual. 


9.5.5 Upon Contractor’s receipt of a notification of a restriction on the use of 
disclosure of PII or PHI from NMHIX, Contractor shall promptly (a) cease the use and disclosure of any 
such individual’s PII or PHI as specified in the notice; (b) comply with the limitations specified in the 
notice; and/or (c) comply with the restrictions specified in the notice, as applicable. 
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9.5.6 In the event Contractor receives a request from an individual or from a third party 
to release PII or PHI to a third party pursuant to a consent, authorization, or other written document, 
Contractor shall, within three (3) Business Days of receipt of such consent, authorization, or other written 
document, notify NMHIX and shall cooperate with NMHIX in confirming the validity and sufficiency of 
such document before releasing any PII or PHI to the third party. Contractor shall not make a disclosure 
pursuant to such a request without the express written consent of NMHIX.  


9.5.7 In the event that the consumer notification provisions of 45 C.F.R. §§ 164.400 
through 164.410, or similar notification requirements in other state or federal laws are triggered by a Data 
Breach or other event, Contractor shall promptly comply with its obligations under such laws. If NMHIX 
determines, in its sole discretion, that it is required to give such notifications, Contractor shall, at 
NMHIX’s request, assist in undertaking all actions reasonably necessary to meet consumer notification 
requirements and in drafting the consumer notices and any related required notices to state or federal 
agencies for NMHIX’s review and approval, but in no event shall Contractor have the authority to give 
these notifications on NMHIX’s behalf. In addition to Contractor’s other indemnification rights under this 
Agreement, Contractor shall indemnify NMHIX for the costs associated with such notification. 


9.6 Third Party Agreements 


9.6.1 Contractor shall comply with (and shall cause its employees, agents, and 
subcontractors to comply with) any privacy and security obligation that is required as the result of 
NMHIX having entered into any other agreement with a third party to obtain or to access any Third-Party 
Data or to access any Third-Party System. Any such agreement is referred to herein as a “Third Party 
Agreement.” Obligations that may be applicable under a Third-Party Agreement include, by way of 
illustration and not limitation, signing a written compliance acknowledgment or confidentiality 
agreement, undergoing a background check, or completing training. 


9.6.2  Third Party Data. Third Party Data includes, without limitation, all data that 
NMHIX receives or obtains from the New Mexico Human Services Department, the New Mexico Office 
of the Superintendent of Insurance, the New Mexico Department of Taxation and Revenue, the Social 
Security Administration, the Internal Revenue Service, the Department of Homeland Security, or through 
the Federal Data Services Hub. Notwithstanding anything herein to the contrary, Contractor shall not 
access any Third-Party Data unless disclosure of Third-Party Data to Contractor is permitted under any 
applicable Third-Party Agreement, all conditions for disclosure under any such agreement have been 
satisfied, and the access otherwise complies with the terms and conditions of the respective agreement. 
Without limiting the generality of the foregoing paragraphs, Contractor acknowledges and agrees that it 
cannot use or disclose Personal Information except as specifically permitted under this Agreement. 


9.6.3 To the extent that any Third Party Data or other data received from a third party 
under or in connection with a Third Party Agreement is accessible within or through a system, database, 
or other IT resource owned and/or operated by NMHIX or by HSD or by both, Contractor agrees that it 
shall ensure that any of its representatives accessing any such system, application or IT resource for any 
reason, has satisfied all applicable requirements of the applicable Third Party Agreement prior to 
accessing the system, application or IT resource, and continues to satisfy such requirements for so long as 
such access is continued. Each time Contractor requests for one of its representatives to access any such 
system, application or IT resource, Contractor shall be deemed to represent and warrant to NMHIX that 
the representative has satisfied all requirements of any Third-Party Agreement that may be applicable to 
such access. 


9.6.4 Contractor Third Party Agreements. Contractor shall develop data use, data 
exchange, and/or interconnection security agreements as necessary with third parties with whom Personal 
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Information, including PII and PHI, will be shared or disclosed. Contractor shall submit any such 
agreement to NMHIX, and shall ensure the agreements are updated at least annually and that any update 
is also submitted to NMHIX.  


9.7   Use of Limited Data Set or the Minimum Necessary. As described in 45 C.F.R. § 
164.502(b)(1), when using or disclosing or requesting PII or PHI from NMHIX, HSD, or another party 
(except for the uses and disclosures described in 45 C.F.R. § 164.502(b)(2)), Contractor shall make 
reasonable efforts to limit the PII or PHI to the minimum necessary to accomplish the intended purpose of 
the use, disclosure, or request. 


9.8  Access to Systems, Databases, and Resources. 


9.8.1 In connection with Contractor’s performance of its obligations under the 
Agreement, it may be necessary for Contractor and its representatives to access systems, databases, or 
other IT resources owned or operated by NMHIX or by HSD or other entity. 


9.8.2 Contractor shall restrict access to such systems, databases, or other IT resources 
to only those authorized representatives of Contractor who need such data to perform their official duties 
in connection with Contractor’s performance under this Agreement.  


9.8.3  Contractor shall ensure that any Authorized Representative that is granted access 
to any such system, application, or IT resource: (i) uses such system, application or resource (and any 
Personal Information accessible within or through it) solely to perform the authorized purpose(s) for 
which the Authorized Representative was granted such access; and (ii) does not access or use Personal 
Information available through such system, application, or IT resource except as necessary to perform the 
authorized purpose(s). 


9.8.4   Contractor shall identify methods for ensuring only authorized personnel access 
data. Contractor shall provide a process for reviewing and updating access rights on a regular basis. 


9.8.5 Contractor shall identify methods for ensuring that only Authorized 
Representatives access Personal Information. Contractor shall provide a process for reviewing and 
updating access rights on a regular basis. Contractor shall provide audit reports for tracking users, 
associated security groups, roles, settings, passwords, and duplicate IDs. 


9.9 Return or Destruction of Personal Information.  At any time during the Term, at 
NMHIX’s written request, or upon the termination or expiration of this Agreement for any reason, 
Contractor shall, and shall instruct all Authorized Persons to, promptly return to NMHIX all copies, 
whether in written, electronic, or other form or media, of Personal Information in its possession or the 
possession of such Authorized Persons, or securely dispose of all such copies, provided that no Personal 
Information shall be destroyed without prior written approval of NMHIX. Contractor shall certify in 
writing to NMHIX that such Personal Information has been returned to NMHIX or disposed of securely. 
Contractor shall comply with all reasonable directions provided by NMHIX with respect to the return or 
disposal of Personal Information.  


9.9.1 In the event that Contractor determines that returning or destroying Personal 
Information is not feasible, Contractor shall provide NMHIX with written notification of the conditions 
that make return or destruction not feasible. Upon mutual agreement of the Parties that return or 
destruction of Personal Information is not feasible, Contractor shall extend the protections of this 
Agreement to such Personal Information and limit further uses and disclosures of the information to those 
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purposes that make the return or destruction not feasible, for as long as Contractor maintains the Personal 
Information and other data. 


9.9.2 Contractor shall continue to maintain all privacy and security protections 
pertaining to any Personal Information until such time as it is returned to NMHIX or destroyed.  


9.10 Ongoing Assessment. Contractor shall conduct ongoing internal monitoring and 
assessments of the overall solution and operations to ensure compliance with this Section 10. Prior to 
implementation of any updates to the System, Contractor shall subject the System to a Security Impact 
and Risk Assessment, and shall provide the results to NMHIX as part of the routine system development 
life cycle and defect or bug correction process.  


9.11 Equitable Relief.  Contractor acknowledges that any breach of its covenants or 
obligations set forth in this Section 9 may cause NMHIX irreparable harm for which monetary damages 
would not be adequate compensation and agrees that, in the event of such breach or threatened breach, 
NMHIX is entitled to seek equitable relief, including a restraining order, injunctive relief, specific 
performance and any other relief that may be available from any court, in addition to any other remedy to 
which NMHIX may be entitled at law or in equity. 


9.12 Material Breach.  Contractor’s failure to comply with any of the provisions of this 
Section 9 (other than a breach that does not result in any material adverse effect on NMHIX, its Affiliates, 
employees, or customers) is a material breach of this Agreement. In such event, NMHIX may terminate 
this Agreement in accordance with Section 7.2. 


10. Intellectual Property 


10.1 Intellectual Property and Proprietary Information Ownership.  All Intellectual 
Property owned by a party as of the Effective Date of this Agreement (“Pre-Existing Intellectual 
Property”), is solely the property of each party. For purposes of this Agreement, all computer programs, 
and any modifications thereof and derivative works based therein, and the documentation used to 
describe, maintain, and use the same, which were developed and owned by Contractor prior to the 
Effective Date of this Agreement or outside the scope of this Agreement (“Contractor Software”), and the 
documentation used to describe, maintain, and use Contractor Software are the Pre-Existing Intellectual 
Property of Contractor. For purpose of clarity, any derivative work based on Contractor Software that is 
created by Contractor as part of Contractor’s Services shall not be deemed Pre-Existing Intellectual 
Property and instead shall be deemed Developed IP, as the term is defined in Section 10.2 hereunder and 
shall be subject to Section 10.2. All Intellectual Property developed by NMHIX during the Term of this 
Agreement shall be owned solely by NMHIX. All data collected through the System (“Data”) shall be 
owned by NMHIX. Contractor agrees to utilized end user agreements and privacy disclosures approved 
by NMHIX. All Intellectual Property developed by Contractor during the Term of this Agreement, which 
is not Developed IP, will solely be owned by Contractor.  Except as set forth in this Agreement, neither 
party shall acquire any interest in and to the Intellectual Property of the other party. 


10.2 Developed IP.  Notwithstanding anything to the contrary contained in this Agreement, 
NMHIX shall own the entire right and title and interest in and to all materials developed or acquired and 
all works of authorship and Intellectual Property developed by Contractor or its subcontractors, in whole 
or in part, for the benefit of NMHIX pursuant to the terms of this Agreement (the “Developed IP”). The 
Developed IP shall be deemed to be “works made for hire” under United States copyright law (17 U.S.C. 
§§ 101 et seq.) as either compilations, contributions, or both, and made in the course of this Agreement.  
To the extent the Developed IP may not, by operation of law, vest in NMHIX or if any of the Developed 
IP is determined not to be a “work made for hire,” Contractor hereby assigns to NMHIX in perpetuity all 
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right, title, and interest in and to the Developed IP, including but not limited to all copyrights in the 
Developed IP (and all renewals and extensions thereof). Contractor agrees to reasonably assist NMHIX in 
every legal way to evidence, record and perfect this assignment and to apply for and obtain recordation of 
and from time to time enforce, maintain, and defend the assigned rights. No Developed IP shall be the 
subject of an application for copyright or other claim of ownership by or on behalf of Contractor.   


10.3 Contractor License.  To the extent that any of Contractor’s Pre-Existing Intellectual 
Property and Contractor’s Intellectual Property developed after the Effective Date is embedded in any or 
constitute a Deliverable (“Integral Contractor IP”), then Contractor hereby grants to NMHIX, its 
Affiliates, licensees, successors, assigns, subsidiaries, contractors, and subcontractors, a non-exclusive, 
royalty-free, perpetual license to use, reproduce, perform, display, modify, configure, create derivative 
works of and distribute the Integral Contractor IP, and engage a third party to supplement or replace 
Contractor’s Services or exercise these license rights on behalf of NMHIX, in the form intended under 
this Agreement, solely in connection with NMHIX’s use of the Services. 


10.3.1 Source Code Escrow.  On a quarterly basis Contractor will place a copy of the 
source code for such Integral Contractor IP and updates thereto including all relevant commentary, 
explanations, and other documentation, as well as instructions to compile the source code (the “Escrow 
Material”) in escrow in accordance with the terms of the [Source Code Escrow Agreement] attached 
hereto as Exhibit __ (the “Escrow Agreement”), which agreement shall be entered into by Contractor and 
NMHIX and the escrow agent concurrent with execution of this Agreement. The Escrow Material shall be 
released to NMHIX upon the occurrence of any of the following: (a) the termination of this Agreement; 
(b) if Contractor becomes insolvent; files a petition in bankruptcy or an involuntary petition in bankruptcy 
is filed against Contractor; makes an assignment for the benefit of its creditors; is subject to the 
appointment of a trustee, receiver or other custodian for Contractor or Contractor' property; or files or is 
subject to any other proceeding involving insolvency or the protection of or from creditors which has not 
been discharged or terminated without any prejudice to NMHIX's rights or interests under this Agreement 
within 30 days; or (c) upon joint written instructions of Contractor and NMHIX to the escrow agent.  
Upon release of the Escrow Material to NMHIX pursuant to the Escrow Agreement, NMHIX, its 
Affiliates, licensees, successors, assigns, subsidiaries, contractors, and subcontractors shall have a non-
exclusive, royalty-free, perpetual license to use, reproduce, perform, display, modify, configure, create 
derivative works of and distribute the Integral Contractor IP, and engage a third party to supplement or 
replace Contractor’s Services or exercise these license rights on behalf of NMHIX, in connection with: (i) 
NMHIX’s use of the Services; (ii) specification, design, development, testing, and reproduction of new 
code for the purpose of causing the System to conform to and operate in accordance with all 
documentation and all third-party software, for fixing defects or limitations in the System, or for 
enhancing or improving the System, and (iii) to compile such new code to produce object code and to use 
the object code on the same terms and conditions as the System under this Agreement. 


10.3.2 Contractor shall provide NMHIX (i) system administrator-level access to any 
hosted application servers; (ii) copies of all system backup files, and (iii) administrative access to servers 
at any time at no additional charge.  


10.4 Third Party Software.  Contractor shall adhere to the requirements and restrictions of all 
third-party software licenses used in connection with the performance of the Services (“Third Party 
Software”). 


10.5 Rights in Residuals.  Nothing contained in this Agreement shall restrict either party from 
the use of any ideas, concepts, practices, learning, or know-how relating to the Services that are retained 
in the unaided human memory of such Contractor personnel after performing Contractor’s obligations 
under this Agreement; provided that the foregoing shall not: (i) be deemed to limit either party’s 
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obligations under this Agreement with respect to the disclosure or use of Confidential Information under 
Section 8 hereof; (ii) be deemed to alter the allocation of Intellectual Property rights under Section 10 
hereof; or (iii) operate or be construed as permitting any personnel of a party to disclose, publish, 
disseminate, or use any Confidential Information of the other party. An individual’s memory is unaided if 
the individual has not intentionally memorized information for the purpose of retaining and/or 
subsequently using or disclosing it. 


11. Performance Bond 


Within thirty (30) days of execution of this Agreement, Contractor shall, at its sole cost and 
expense, obtain and, during the Term, maintain, in full force and effect, a non-cancelable performance 
bond (the “Bond”) in the amount of $2,000,000. The Bond shall secure all of Contractor’s obligations 
under this Agreement and shall be in a form acceptable to NMHIX. The Bond shall name NMHIX as 
oblige and loss payee. The Bond shall be placed with a surety company acceptable to NMHIX and which 
is authorized and admitted to do business in the state of New Mexico and licensed by the state of New 
Mexico to execute bonds as a surety.  


12. Representations and Warranties 


12.1 Mutual Representations and Warranties.  Each party represents and warrants to the 
other party that: (i) its fulfillment of its obligations and, as applicable, performance of the Services under 
this Agreement will not violate any Applicable Law or breach any contracts with third parties and (ii) it 
has the right, power, and authority to fulfill its obligations, and, as applicable perform the Services, and 
enter into this Agreement. 


12.2 Contractor Representations, Warranties, and Covenants.  In addition to Contractor’s 
other representations, warranties, and covenants in this Agreement, Contractor represents, warrants, and 
covenants to NMHIX that:  


12.2.1 at all times during the Warranty Period (as defined below), following Acceptance 
of a Deliverable, such Deliverable shall conform to and perform in accordance with the Acceptance 
Criteria. If, at any time during the Warranty Period after Acceptance, a Service or any Deliverable is 
found to be malfunctioning, defective, or otherwise not in accordance with the requirements of this 
Agreement, Contractor shall correct it promptly after receipt of written notice from NMHIX to do so. 
NMHIX shall give such notice promptly after discovery of the condition. The “Warranty Period” means 
the time period from the Effective Date of this Agreement through and including December 31, ____. 


(a) All software changes and improvements, patches, repairs, or "bug" fixes 
required to meet any Acceptance Criteria (including, without limitation, functional and technical 
requirements) of the Deliverables shall be delivered by Contractor at no charge, as part of this warranty 
for the Warranty Period established above. 


(b) Work performed pursuant to this warranty shall be covered by same 
warranties expressed herein for a period of one year from the date the warranty work is performed. 


(c) The warranties set forth in this Section 12.2.1 are in addition to, and not 
in limitation of, any warranties, rights, and remedies available by law or this Agreement, and shall not 
limit Contractor’s liability or responsibility imposed by this Agreement or law with respect to 
Contractor’s work. 
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12.2.2 The Services contemplated hereunder will be performed by adequately trained, 
competent personnel, in a professional manner, with such personnel having the requisite skill and 
expertise necessary to perform and complete the Services in accordance with industry standards and in 
accordance with the terms and conditions of this Agreement; 


12.2.3  Contractor will use its Best Efforts to employ the continuous use of commercial 
antivirus software (including, without limitation, active virus and vulnerability scanning, sweep and 
antispyware software) of a quality and type that is no less than that used in, and consistent with, the best 
practices of Contractor’s industry, and to implement measures so as to ensure that any Services or 
Deliverables provided under this Agreement will be free of any viruses, worms, Trojan horses, malware, 
spyware, adware, botnets, loggers, dialers, rootkits or any other malicious code (as applicable); 


12.2.4 Contractor and its employees, subcontractors, and agents will comply with all 
rules for entry on to NMHIX’s premises and as otherwise provided to Contractor from time-to-time 
(including, but not limited to, network access and security policies), and, without NMHIX’s permission, 
shall not interfere or intrude upon the premises or privacy of any NMHIX employee, representative, 
contractor, agent or NMHIX;  


12.2.5  in the performance of the Services, Contractor will also provide all services 
reasonably inherent in the nature of the Services even though such inherent services are not expressly set 
forth in this Agreement, if, in the event that Contractor did not provide such inherent services, NMHIX, 
its Affiliates and/or its customers would suffer a material adverse effect; and 


12.2.6 Contractor shall use its best efforts to meet the timing requirements for go-live 
readiness of the System. 


13. Remedies 


13.1 Insurance.  Contractor shall not begin the Services required under this Agreement until it 
has: (a) obtained, and upon NMHIX’s request provided to NMHIX, insurance certificates reflecting 
evidence of all insurance required herein; however, NMHIX reserves the right to request, and Contractor 
shall submit, copies of any policy; and (b) confirmed that all policies contain the specific provisions 
required. Contractor’s liabilities, including but not limited to Contractor’s indemnity obligations, under 
this Agreement, shall not be deemed limited in any way to the insurance coverage required herein.  
Maintenance of specified insurance coverage is a material element of this Agreement and Contractor’s 
failure to maintain or renew coverage or to provide evidence of renewal during the term of this 
Agreement may be treated as a material breach of Agreement by NMHIX. Further, Contractor shall not 
modify any policy or endorsement thereto which increases NMHIX’s exposure to loss for the duration of 
this Agreement. 


13.1.1 Coverage.  At all times during the term of this Agreement, Contractor shall 
maintain insurance coverage as follows: 


(a) Commercial General Liability (CGL) Insurance must be written on an 
ISO Occurrence form or an equivalent form providing coverage at least as broad which shall cover 
liability arising from bodily injury, personal injury or property damage providing the following minimum 
limits of liability. 


General Annual Aggregate 
(other than Products/Completed 
Operation) 


$5,000,000 
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Products/Completed Operations 
Aggregate Limit 
 


$5,000,000  


Personal Injury Limit $5,000,000 
 


Each Occurrence $5,000.000 
 


(b) Automobile Liability.  For all of Contractor's automobiles including 
owned, hired and non-owned automobiles, Contractor shall keep in full force and effect, automobile 
liability insurance providing coverage at least as broad for bodily injury and property damage with a 
combined single limit of not less than $5 million per accident. An insurance certificate shall be submitted 
to NMHIX that reflects coverage for any automobile. 


(c) Professional Liability.  For Contractor and all of Contractor's employees 
who are to perform professional Services under this Agreement, Contractor shall keep in full force and 
effect, Professional Liability insurance for any professional acts, errors or omissions. Such policy shall 
provide a limit of not less than $5,000,000 per claim and $5,000,000 annual aggregate. Contractor shall 
ensure both that: (1) the policy retroactive date is on or before the date of commencement of the first 
work performed under this Agreement; and (2) the policy will be maintained in force for a period of three 
years after substantial completion of the project or termination of this Agreement whichever occurs last.  
If professional Services rendered under this Agreement include work relating to environmental or 
pollution hazards, Contractors policy shall not contain exclusions for those activities. 


(d) Workers' Compensation. For all of Contractor's employees who are 
subject to this Agreement and to the extent required by any applicable state or federal law, Contractor 
shall keep in full force and effect, a Workers' Compensation policy & Employers Liability policy.  
Contractor shall provide an endorsement that the insurer waives the right of subrogation against NMHIX 
and its respective officials, officers, employees, agents, volunteers and representatives. That policy shall 
provide  


Employers Liability Limits as follows: 


 Bodily Injury by Accident $5,000,000 Each Accident 


 Bodily Injury by Disease $5,000,000 Each Employee 


 Bodily Injury by Disease $5,000,000  Policy Limit 


(e) Professional Liability/Errors and Omissions and Cyber Liability 
coverage in the amount of $10,000,000 per claim and in the aggregate including coverage for Network 
Security and Privacy cover contained within the policy of Professional Liability; 


(f) Automobile Liability insurance on an occurrence basis with minimum 
limits of $1,000,000 combined single limit per accident for bodily injury and property damage, extending 
to all owned, hired, and non-owned vehicles; 


(g) Property Insurance in the amount of replacement value. 
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13.1.2 Cancellation.  Except as provided for under New Mexico law, all policies of 
insurance required hereunder must provide that NMHIX is entitled to thirty (30) days prior written notice 
(10 days for cancellation due to non-payment of premium) of cancellation or non-renewal of the policy or 
policies. Cancellation provisions in insurance certificates shall not contain the qualifying words 
“endeavor to” and “but failure to mail such notice shall impose no obligation or liability of any kind upon 
the company, its agents or representatives”. In the event Contractors’ insurance carriers will not agree to 
this notice requirement, Contractor will provide written notice to the NMHIX within four working days of 
Contractors receipt of notice from its insurance carrier(s) of any cancellation, nonrenewal or material 
reduction of the required insurance. 


13.1.3 Insurer Requirements. All insurance required by express provision of this 
Agreement shall be carried only by responsible insurance companies that have an A.M. Best Financial 
Performance Rating of A- or better, with an outlook of stable or positive, and a financial size category of 
“VII” or better and that are authorized to do business in the State of New Mexico. NMHIX will accept 
insurance provided by non-admitted, “surplus lines” carriers only if the carrier is authorized to do 
business in the State of New Mexico. 


13.1.4 Deductibles. All deductibles or co-payments on any policy shall be the 
responsibility of Contractor. 


13.1.5 Specific Provisions Required. Each policy shall expressly provide, and an 
endorsement shall be submitted to the NMHIX, that the policy or policies providing coverage for 
Commercial General Liability must be endorsed to include as an Additional Insured, the NMHIX and its 
respective officials, officers, employees, agents, volunteers, and representatives. 


13.1.6 All policies required herein are primary and non-contributory to any insurance 
that may be carried by the NMHIX and its officials, officers, employees, agents, volunteers and 
representatives, as reflected in an endorsement which shall be submitted to the NMHIX. 


13.1.7 Contractor agrees that for the time period defined above, there will be no changes 
or endorsements to the policy that increase the NMHIX's exposure to loss. 


13.1.8 The NMHIX reserves the right, from time to time, to review Contractor’s 
insurance coverage, limits, and deductible and self-insured retentions to determine if they are acceptable 
to the NMHIX. The NMHIX will reimburse Contractor for the cost of the additional premium for any 
coverage requested by the NMHIX in excess of that required by this Agreement without overhead, profit, 
or any other markup. 


13.1.9  Contractor may obtain additional insurance not required by this Agreement. 


13.2 Limitation of Liability.  EACH PARTY’S LIABILITY TO THE OTHER PARTY 
UNDER THIS AGREEMENT SHALL NOT EXCEED AN AMOUNT EQUAL TO THE TOTAL 
AMOUNT OF CHARGES ANTICIPATED TO BE PAID BY NMHIX TO CONTRACTOR UNDER 
THIS AGREEMENT, PROVIDED THAT THE LIMITATION CONTAINED IN THIS SECTION 13.2 
SHALL NOT APPLY TO ANY LIABILITY, LOSS, DAMAGE, COSTS, OR EXPENSES CAUSED 
INTENTIONALLY OR RECKLESSLY OR ARISING FROM CONTRACTOR’S BREACH OF ITS 
CONFIDENTIALITY OBLIGATIONS, CONTRACTOR’S BREACH OF ITS DATA SECURITY 
OBLIGATIONS, OR CONTRACTOR’S INDEMNIFICATION OBLIGATIONS UNDER THIS 
AGREEMENT.  
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13.3 Duty to Mitigate.  Each party has a duty to mitigate the damages suffered by it for which 
the other party is liable by taking actions in accordance with New Mexico law to reduce or limit the 
amount of such damages. 


13.4 Contractor’s Indemnity.  Contractor agrees to indemnify and, at NMHIX’s option, 
defend, NMHIX, its Affiliates, and each of their respective directors, officers, managers, employees, 
members, shareholders, and agents and all of their respective successors and permitted assigns 
(collectively, the “NMHIX Parties”), against, and to hold the NMHIX Parties harmless from, any and all 
Losses, which may be suffered by, imposed on, or incurred by any of the NMHIX Parties as a result of 
any third party claims arising from: 


13.4.1 any breach of this Agreement by Contractor or its agents, subcontractors, or 
employees in the performance of Sections 8 or 10 of this Agreement;  


13.4.2 negligent act, negligent failure to act, or willful misconduct by Contractor or its 
agents, subcontractors or employees in the performance of this Agreement; 


13.4.3 any material breach of this Agreement by Contractor or its agents, subcontractors 
or employees in the performance of Section 9 of this Agreement; 


13.4.4 any material breach of this Agreement by Contractor or its agents, subcontractors 
or employees; 


13.4.5 any claim that the Services or a Work provided by Contractor to NMHIX, when 
used in accordance with this Agreement, infringes or violates any third party’s United States patent, 
copyright, trade secret or any other intellectual property or proprietary right; 


13.4.6 Contractor’s violation of any Applicable Laws; 


13.4.7 Contractor’s failure to pay any applicable federal, state, or local taxes or 
contributions imposed or required under unemployment insurance, employee benefit, social security, 
workers compensation, or income tax laws with respect to Contractor’s employees or any payments 
required to be paid to any of Contractor’s subcontractors, in connection with the performance of 
Contractor’s obligations pursuant to this Agreement;  


13.4.8 a determination by a Governmental Body that a Contractor employee is an 
employee of NMHIX for any period on or after the Effective Date, provided that any such determination 
is not the result of NMHIX’s gross negligence or willful misconduct. (For the purposes of this subsection 
13.4.8, Losses includes, without limitation, any and all reasonable costs NMHIX incurs in the preparation 
and presentation of its response to such Governmental Body Investigation and any damages, costs, or 
penalties of any kind, which NMHIX is ordered to pay by the Governmental Body or which result from 
the Governmental Body’s determination.);  


13.4.9 death of or bodily injury to any agent, employee, customer, invitee, visitor, or 
other person to the extent proximately caused by the negligence or willful misconduct of the 
Indemnifying Party, its Affiliates, or their respective agents, employees or contractors; or 


13.4.10  damage to, or loss or destruction of, any real or tangible personal property to the 
extent proximately caused by the negligence or willful misconduct of the Indemnifying Party, its 
Affiliates, or their respective agents, employees or contractors. 
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13.5 Indemnification Generally. 


13.5.1 Indemnification Procedures.  If any third party shall notify NMHIX with respect 
to any matter (a “Third Party Claim”) which may give rise to a claim for indemnification against 
Contractor under this Section, NMHIX shall promptly notify Contractor thereof in writing; provided, 
however, that failure to notify Contractor shall not relieve Contractor from any obligation hereunder 
unless (and then solely to the extent) Contractor is materially prejudiced by such failure. NMHIX shall 
reasonably cooperate with Contractor with the defense and/or settlement thereof. Notwithstanding the 
foregoing, in the event that any action, suit or proceeding related to the Services performed by Contractor 
or any officer, agent, employee, servant or subcontractor under this Agreement is brought against 
Contractor for which Contractor is obligated to indemnify NHMIX, Contractor shall, as soon as 
practicable but no later than two (2) business days after it receives notice thereof, notify the legal counsel 
of NMHIX and the Risk Management Division of the New Mexico General Services Department by 
certified mail. 


13.5.2 Intellectual Property Claims. In case the Deliverables or Services, or any one 
or part thereof, are in such action held to constitute an infringement or misappropriation, or the 
exercise of NMHIX's rights thereto is enjoined or restricted, Contractor shall, at its own expense and 
in the following order of priorities: (i) procure for NMHIX the right to continue using the 
Deliverables; (ii) modify the Deliverables (to comply with the Acceptance Criteria) or Services (to 
comply with the Key Performance Indicators), as applicable, and, in each case, to not violate any 
intellectual property rights; or (iii) retrieve any or all Deliverables which are enjoined or restricted 
and other Deliverables designated by NMHIX upon receipt of notice from NMHIX and refund the 
Charges paid for such Deliverables and adjust the Maintenance Charges to the extent attributable to 
the affected Deliverable. 


13.5.3 Settlement of Indemnified Claims.  Settlements or compromises reached by 
Contractor shall be subject to the prior written consent of NMHIX. 


13.6 Continued Performance.  Except where clearly prevented by the issue in dispute, 
Contractor agrees to continue performing its duties, obligations, and responsibilities under this Agreement 
while the dispute is being resolved in accordance with this Section 13, unless and until such obligations 
are lawfully terminated or expire in accordance with the terms of the Agreement. 


14. Conflict of Interest; Governmental Conduct Act 


14.1 No Conflict of Interest.  Contractor represents and warrants that it presently has no 
interest and, during the term of this Agreement, shall not acquire any interest, direct or indirect, which 
would conflict in any material manner or material degree with the performance of Services required under 
the Agreement.  


14.2 Governmental Conduct Act.  Contractor further represents and warrants that it has 
complied with, and, during the term of this Agreement, will continue to comply with, and that this 
Agreement complies with, all applicable provisions of the Governmental Conduct Act, Chapter 10, 
Article 16 NMSA 1978. Without in anyway limiting the generality of the foregoing, Contractor 
specifically represents and warrants that:  


14.2.1 in accordance with Section 10-16-4.3 NMSA 1978, Contractor does not employ, 
has not employed, and will not employ during the term of this Agreement any NMHIX employee while 
such employee was or is employed by NMHIX and participating directly or indirectly in NMHIX's 
contracting process; 
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14.2.2 this Agreement complies with Section 10-16-7(A) NMSA 1978 because (i) 
Contractor is not a public officer or employee of the State; (ii) Contractor is not a member of the family of 
a public officer or employee of NMHIX; (iii) Contractor is not a business in which a public officer or 
employee or the family of a public officer or employee has a substantial interest; or (iv) if Contractor is a 
public officer or employee of NMHIX, or a business in which an employee of NMHIX has a substantial 
interest, public notice was given as required by Section 10-16-7(A) NMSA 1978 and this Agreement was 
awarded pursuant to a competitive process; 


14.2.3 in accordance with Section 10-16-8(A) NMSA 1978, (i) Contractor is not, and 
has not been represented by, a person who has been a public officer or employee of NMHIX within the 
preceding year and whose official act directly resulted in this Agreement; 


14.2.4 this Agreement complies with Section 10-16-9(A) NMSA 1978 because (i) 
Contractor is not a legislator; (ii) Contractor is not a member of a legislator's family; (iii) Contractor is not 
a business in which a legislator or a legislator's family has a substantial interest; or (iv) if Contractor is a 
legislator, a member of a legislator’s family, or a business in which a legislator or a legislator's family has 
a substantial interest, disclosure has been made as required by Section 10-16-9(A) NMSA 1978, this 
Agreement is not a sole source or small purchase contract, and this Agreement was awarded in 
accordance with the provisions of the Procurement Code; 


14.2.5 in accordance with Section 10-16-13 NMSA 1978, Contractor has not directly 
participated in the preparation of specifications, qualifications, or evaluation criteria for this Agreement or 
any procurement related to this Agreement; and  


14.2.6 in accordance with NMSA 1978 Section 10-16-3 and 10-16-13.3, Contractor has 
not contributed, and during the term of this Agreement shall not contribute, anything of value to a public 
officer or employee of the NMHIX.  


14.3 Erroneous Representations and Warranties.  Contractor’s representations and 
warranties in Sections 14.1 and 14.2 are material representations of fact upon which NMHIX relied when 
this Agreement was entered into by the parties. Contractor shall provide immediate written notice to 
NMHIX if, at any time during the term of this Agreement, Contractor learns that Contractor’s 
representations and warranties in Sections 14.1 and 14.2 were erroneous on the effective date of this 
Agreement or have become erroneous by reason of new or changed circumstances. If it is later 
determined that Contractor’s representations and warranties in Sections 14.1 and 14.2 were erroneous on 
the effective date of this Agreement or have become erroneous by reason of new or changed 
circumstances, in addition to other remedies available to NMHIX and notwithstanding anything in the 
Agreement to the contrary, Contractor shall be deemed in material breach of this Agreement (which 
breach cannot be cured) and NMHIX may immediately terminate the Agreement.  


14.4 Statutory Definitions.  All terms defined in the Governmental Conduct Act have the 
same meaning in this Section 14. 


15. Penalties for Violation of Law 


The Procurement Code, Sections 13-1-28 through 13-1-199, NMSA 1978, imposes civil and 
criminal penalties for its violation. In addition, the New Mexico criminal statutes impose felony penalties 
for illegal bribes, gratuities, and kickbacks. 


16. Non-Discrimination and Equal Opportunity Compliance.  
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Contractor agrees to abide by all applicable federal and state laws and rules and regulations 
pertaining to non-discrimination and equal employment opportunity. In accordance with all such laws of 
the State of New Mexico and the United States, the Contractor assures that no person shall, on the 
grounds of race, religion, color, national origin, ancestry, sex, age, physical or mental handicap, or serious 
medical condition, spousal affiliation, sexual orientation or gender identity, be excluded from 
employment with or participation in, be denied the benefits of, or be otherwise subjected to discrimination 
under any program or activity performed under this Agreement. If the Contractor is found not to be in 
compliance with these requirements during the life of this Agreement, the Contractor agrees to take 
appropriate steps to correct these deficiencies.  


17. Workers Compensation 


Contractor agrees to comply with state laws and rules applicable to workers compensation 
benefits for its employees. If Contractor fails to comply with the Workers Compensation Act and 
applicable rules when required to do so, this Agreement may be terminated by NMHIX. 


18. Debarment and Suspension 


18.1 Certification.  Consistent with either 7 C.F.R. Part 3017 or 45 C.F.R. Part 76, as 
applicable, and as a separate and independent requirement of this Agreement Contractor certifies by 
signing this Agreement, that it and its principals, to the best of its knowledge and belief: (1) are not 
debarred, suspended, proposed for debarment, or declared ineligible for the award of contracts by any 
Federal department or agency; (2) have not, within a three-year period preceding the effective date of this 
Agreement, been convicted of or had a civil judgment rendered against them for: commission of fraud or 
a criminal offense in connection with obtaining, attempting to obtain, or performing a public (Federal, 
state, or local) contract or subcontract; violation of Federal or state antitrust statutes relating to the 
submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction 
of records, making false statements, tax evasion, or receiving stolen property; (3) have not been indicted 
for, or otherwise criminally or civilly charged by a governmental entity (Federal, State or local) with, 
commission of any of the offenses enumerated above in this Section 18; (4) have not, within a three-year 
period preceding the effective date of this Agreement, had one or more public agreements or transactions 
(Federal, State or local) terminated for cause or default; and (5) have not been excluded from participation 
from Medicare, Medicaid or other federal health care programs pursuant to Title XI of the Social Security 
Act, 42 U.S.C. § 1320a-7. 


18.2 Continuing Obligation.  Contractor’s certification in Section 18.1, is a material 
representation of fact upon which NMHIX relied when this Agreement was entered into by the parties. 
Contractor’s certification in Section 18.1, shall be a continuing term or condition of this Agreement.  As 
such at all times during the performance of this Agreement, Contractor must be capable of making the 
certification required in Section 18.1, as if on the date of making such new certification Contractor was 
then executing this Agreement for the first time. Accordingly, the following requirements shall be read so 
as to apply to the original certification of Contractor in Section 18.1, above, or to any new certification 
Contractor is required to be capable of making as stated in the preceding sentence: 


18.2.1 Contractor shall provide immediate written notice to NMHIX if, at any time 
during the term of this Agreement, Contractor learns that its certification in Section 18.1, was erroneous 
on the effective date of this Agreement or has become erroneous by reason of new or changed 
circumstances. 
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18.2.2 If it is later determined that Contractor’s certification in Section 18.1, was 
erroneous on the effective date of this Agreement or has become erroneous by reason of new or changed 
circumstances, in addition to other remedies available to NMHIX, NMHIX may terminate the Agreement. 


18.3 Subcontractors.  As required by statute, regulation, or requirement of this Agreement, 
and as contained in Section 18.1, Contractor shall require each proposed first-tier subcontractor whose 
subcontract will equal or exceed $25,000, to disclose to Contractor, in writing, whether as of the time of 
award of the subcontract, the subcontractor, or its principals, is or is not debarred, suspended, or proposed 
for debarment by any Federal department or agency. Contractor shall make such disclosures available to 
NMHIX when it requests subcontractor approval from NMHIX. If the subcontractor, or its principals, is 
debarred, suspended, or proposed for debarment by any Federal, state, or local department or agency, 
NMHIX may refuse to approve the use of the subcontractor. 


19. Federal Tax Information 


19.1 Compliance.  In performance of this Agreement, Contractor agrees to comply with and 
assume responsibility for compliance by Contractor’s employees with IRS Publication 1075, Tax 
Information Security Guidelines and the following requirements:  


19.1.1 Supervision.  All work will be performed under the supervision of Contractor or 
Contractor's responsible employees.  


19.1.2 Return Information.  Any Federal tax returns or return information (hereafter 
referred to as returns or return information) made available to Contractor shall be used by Contractor only 
for the purpose of carrying out the provisions of this Agreement. Information contained in such material 
shall be treated as confidential and shall not be divulged or made known in any manner to any person 
except as may be necessary in the performance of this Agreement or as otherwise required by law. 
Inspection by or disclosure to anyone other than an officer or employee of Contractor is prohibited.  


19.1.3 Protection.  All returns and return information will be accounted for upon receipt 
and properly stored before, during, and after processing. In addition, all related output and products will 
be given the same level of protection as required for the source material.  


19.1.4 No Subcontracting.  No work involving returns and return information furnished 
under this Agreement will be subcontracted without prior written approval of the Internal Revenue 
Service (IRS).  


19.1.5 Authorized Access.  Contractor will maintain a list of employees authorized 
access to all returns and return information. Such list will be provided to NMHIX and, upon request, to 
the IRS reviewing office.  


19.1.6 Right to Void.  NMHIX will have the right to void the Agreement if Contractor 
fails to provide the safeguards described above.  


19.2 Criminal/Civil Sanctions. 


19.2.1 Each officer or employee of any person to whom returns or return information is 
or may be disclosed shall be notified in writing by Contractor that returns or return information disclosed 
to such officer or employee can be used only for a purpose and to the extent authorized herein, and that 
further disclosure of any such returns or return information for a purpose or to an extent unauthorized 
herein constitutes a felony punishable upon conviction by a fine of as much as $5,000 or imprisonment 
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for as long as five (5) years, or both, together with the costs of prosecution. Contractor shall also notify 
each such officer and employee that any such unauthorized future disclosure of returns or return 
information may also result in an award of civil damages against the officer or employee in an amount not 
less than $1,000 with respect to each instance of unauthorized disclosure. These penalties are prescribed 
by Internal Revenue Code (IRC) Sections 7213 and 7431 and set forth at 26 CFR 301.6103(n)-1.  


19.2.2 Each officer or employee of any person to whom returns or return information is 
or may be disclosed shall be notified in writing by Contractor that any returns or return information made 
available in any format shall be used only for the purpose of carrying out the provisions of this 
Agreement. Information contained in such material shall be treated as confidential and shall not be 
divulged or made known in any manner to any person except as may be necessary in the performance of 
this Agreement. Inspection by or disclosure to anyone without an official need to know constitutes a 
criminal misdemeanor punishable upon conviction by a fine of as much as $1,000 or imprisonment for as 
long as one (1) year, or both, together with the costs of prosecution. Contractor shall also notify each such 
officer and employee that any such unauthorized inspection or disclosure of returns or return information 
may also result in an award of civil damages against the officer or employee [United States for Federal 
employees] in an amount equal to the sum of the greater of $1,000 for each act of unauthorized inspection 
or disclosure with respect to which such defendant is found liable or the sum of the actual damages 
sustained by the plaintiff as a result of such unauthorized inspection or disclosure plus in the case of a 
willful inspection or disclosure which is the result of gross negligence, punitive damages, plus the costs of 
the action. The penalties are prescribed by IRC Sections 7213A and 7431.  


19.2.3 Privacy Act.  Additionally, it is incumbent upon Contractor to inform its officers 
and employees of the penalties for improper disclosure imposed by the Privacy Act of 1974, 5 U.S.C. 
552a. Specifically, 5 U.S.C. 552a(i)(1), which is made applicable to contractors by 5 U.S.C. 552a(m)(1), 
provides that any officer or employee of a Contractor, who by virtue of his/her employment or official 
position, has possession of or access to NMHIX records which contain individually identifiable 
information, the disclosure of which is prohibited by the Privacy Act or regulations established 
thereunder, and who knowing that disclosure of the specific material is so prohibited, willfully discloses 
the material in any manner to any person or agency not entitled to receive it, shall be guilty of a 
misdemeanor and fined not more than $5,000.  


19.2.4 Certification.  Granting access to Federal Tax Information (FTI) must be 
preceded by certifying that each individual understands NMHIX’s security policy and procedures for 
safeguarding IRS information. Contractors must maintain their authorization to access FTI through annual 
recertification. The initial certification and recertification must be documented and placed in NMHIX’s 
files for review. As part of the certification and at least annually afterwards, contractors should be advised 
of the provisions of IRC Sections 7431, 7213, and 7213A (see Exhibit 6, IRC Sec. 7431 Civil Damages 
for Unauthorized Disclosure of Returns and Return Information and Exhibit 5, IRC Sec. 7213 
Unauthorized Disclosure of Information). The training provided before the initial certification and 
annually thereafter must also cover the incident response policy and procedure for reporting unauthorized 
disclosures and data breaches (See IRS Publication 1075, Tax Information Security Guidelines). For both 
the initial certification and the annual certification, Contractor should sign, either with ink or electronic 
signature, a confidentiality statement certifying their understanding of the security requirements. 


19.3 Inspection. Notwithstanding anything to the contrary in this Agreement, the IRS and 
NMHIX shall have the right at mutually agreed to times to send their officers and employees into the 
offices and premises of Contractor for inspection of the facilities and operations provided for the 
performance of any work under this Agreement. On the basis of such inspection, specific measures may 
be required in cases where Contractor is found to be noncompliant with contract safeguards. 
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20. Miscellaneous 


20.1 Binding Nature and Assignment.  This Agreement binds the parties and their respective 
successors and permitted assigns. Contractor shall not assign or transfer any interest in this Agreement or 
assign any claims for money due or to become due under this Agreement without the prior written 
approval from NMHIX, such consent not to be unreasonably withheld or delayed, and provided that no 
consent shall be required in the event of a bona fide sale of all or substantially all of Contractor’s assets to 
a third party or the merger of Contractor with and into a third party. 


20.2 Notices.  All notices or other communication required or permitted by this Agreement 
shall be in writing and may be: (a) delivered personally, (b) sent by reputable commercial overnight 
carrier, with delivery confirmation, or (c) mailed by first class mail, registered or certified, postage 
prepaid. While electronic mail is an acceptable form for day to day communications relating to 
Contractor’s provision of the Services, notices under this Agreement may only be made by one of the 
methods set forth in the preceding sentence. Notices under this Agreement shall be sent to the following 
addresses of the parties or to such other addresses as the parties may designate from time-to-time in 
accordance with this Section: 


If to Contractor: 


 
 


If to NMHIX: 


Cheryl Gardner, CEO 
New Mexico Health Insurance Exchange 
7601 Jefferson St. NE 
Albuquerque, NM 87109 


 
All notices required or permitted under this Agreement shall be deemed received (i) when 


delivered personally; (ii) the next business day after having been deposited with a reputable overnight 
carrier, with delivery confirmation; or (iii) five (5) business days after depositing with the U.S. Postal 
Service. 


20.3 Governing Law, Jurisdiction, and Venue.   The laws of the State of New Mexico shall 
govern this Agreement, without giving effect to its choice of law provisions. Each of the parties to this 
Agreement hereby irrevocably and unconditionally submits to the jurisdiction of the United States District 
Court for the District of New Mexico or any state court of competent jurisdiction (in accordance with 
Section 38-3-1 (G) NMSA 1978) sitting in Bernalillo County or Santa Fe County, New Mexico for 
purposes of all legal proceedings arising out of or relating to this Agreement or the transactions 
contemplated hereby, and agrees not to commence any legal proceedings related thereto except in such 
court. Each of the parties to this Agreement irrevocably waives, to the fullest extent permitted by law, any 
objection that it may now or hereafter have to the laying of the venue of any proceeding brought in any 
such court or any claim that a legal proceeding commenced in such court has been brought in an 
inconvenient forum.  


20.4 Entire Agreement, Amendment, Waiver.  This Agreement along with its attachments, 
exhibits, and schedules constitutes the entire agreement between the parties, and incorporates all of the 
parties’ agreements, covenants and understandings which have been merged into this written Agreement, 
concerning the subject matter hereof, and supersedes any prior or contemporaneous understandings, 
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agreements or representations. This Agreement shall not be altered, changed, or amended in any way 
except by an instrument in writing executed by the parties hereto and all other required signatories. A 
party's failure to require strict performance of any provision of this Agreement shall not waive or 
diminish that party's right thereafter to demand strict compliance with that or any other provision. No 
waiver by a party of any of its rights under this Agreement shall be effective unless express and in 
writing, and no effective waiver by a party of any of its rights shall be effective to waive any other rights. 


20.5 Interpretation of Contract Documents.  All attachments (including, without limitation, 
schedules and exhibits) to this Agreement are incorporated by reference into and made a part of this 
Agreement. The main body of the Agreement and the attachments shall be construed consistently, to the 
extent practicable, to give effect to the entire Agreement. In the case of any ambiguity or contradiction 
between the terms and conditions of this Agreement and an attachment, the terms and conditions of this 
Agreement shall control. 


20.6 Further Assurances.  The parties shall with reasonable diligence do all things and 
provide all reasonable assurances as may be required to complete the transactions contemplated by this 
Agreement, and each party shall provide such further documents or instruments requested by the other 
party as may be reasonably necessary or desirable to give effect to this Agreement and to carry out its 
provisions. 


20.7 Severability.  If any term or condition of this Agreement shall be held invalid or 
unenforceable by a court of competent jurisdiction, such provision shall be severed from this Agreement 
and the remainder of this Agreement shall not be affected and shall be valid and enforceable. 


20.8 Headings.  The headings contained in this Agreement have been inserted only as a matter 
of convenience and in no way define, limit, extend, or describe the scope of this Agreement or the intent 
of any provision hereof. 


20.9 Survival.  The following provisions shall survive expiration or termination of this 
Agreement:   


[To be completed when agreement is finalized] 


20.10 Independent Contractors.  The parties are independent contractors (and Contractor, its 
agents, and employees are not employees of NMHIX) and this Agreement shall not be construed to create 
any other relationship between the parties, as principal and agent, joint venturers, or otherwise. Contractor 
and its agents and employees shall not accrue leave, retirement, insurance, bonding, use of state vehicles, 
or any other benefits afforded to employees of the NMHIX as a result of this Agreement. Contractor 
acknowledges that all sums received hereunder are reportable by Contractor for tax purposes, including 
without limitation, self-employment and business income tax. No party is authorized to enter into 
agreements for or on behalf of the other, collect any obligation due or owed to the other party, or accept 
service of process for the other party. Contractor agrees not to purport to bind NMHIX unless Contractor 
has express written authority to do so, and then only within the strict limits of that authority. 


20.11 No Third-Party Beneficiaries.  Nothing in this Agreement is intended to confer any 
rights, benefits, remedies, obligations, or liabilities on any person (including, without limitation, any 
employees or Affiliates of the parties) other than the parties or their respective successors, permitted 
assigns, and indemnitees. 
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20.12 Even-Handed Construction.  The terms and conditions set forth in this Agreement have 
been arrived at after mutual negotiation, and it is the intention of the parties that its terms and conditions 
not be construed against any party merely because it was prepared by one of the parties. 


20.13 Communications References. The NMHIX desires to maintain a consistent and coherent 
public message regarding the work of the NMHIX, its contracting partners, and the contractual 
relationship between the NMHIX and its contracting partners. Contractor expressly acknowledges the 
NMHIX’s interest in this regard and agrees that Contractor shall not communicate with the media or the 
public regarding this Agreement or the work performed pursuant to this Agreement, during the term of 
the Agreement and for a reasonable period of time following the termination of this Agreement, without 
requesting and receiving authorization from the NMHIX to engage in the communications. Contractor 
also agrees to comply with the NMHIX Communications Policy, as it may be amended from time to time. 


20.14 Authority.  If Contractor is other than a natural person, the individual(s) signing this 
Agreement on behalf of Contractor represents and warrants that he or she has the power and authority to 
bind Contractor, and that no further action, resolution, or approval from Contractor is necessary to enter 
into a binding contract. 


20.15 Counterparts; Facsimile.  This Agreement may be executed in counterparts, each of 
which shall be deemed an original, but which together shall constitute one and the same instrument. If this 
Agreement is executed in counterparts, no signatory hereto shall be bound until both the parties named 
below have duly executed or caused to be duly executed a counterpart of this Agreement. A signature on 
a copy of this Agreement received by either party by facsimile or email is binding upon the other party as 
an original. 


20.16 List of Exhibits to Agreement.  The following are the exhibits to this Agreement: 


[This list of exhibits will be completed based on the contents of the proposal and other negotiations 
between the parties.]  
 


Exhibit ___ Definitions 
Exhibit ___ Services and Deliverables [to be developed from Contractor’s Proposal] 


For DD & I 
For M & O 


Exhibit ___ Charges [to be developed from Contractor’s Proposal] 
Exhibit ___ Approved Subcontractors [from Contractor’s Proposal] 
Exhibit ___ Account Executive and Key Personnel [from Contractor’s Proposal] 
Exhibit ___ Change Management Plan [from Contractor’s Proposal] 
Exhibit ___ Service Level Agreements and Associated Liquidated Damages  
Exhibit ___  
Exhibit ___  
Exhibit ___  
Exhibit ___ Privacy and Security Standards 
 


This Agreement has been executed by the parties’ undersigned authorized representatives as of the 
Effective Date. 
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NEW MEXICO HEALTH INSURANCE 
EXCHANGE 


CONTRACTOR 


  


By: ________________________________ 


Name: Cheryl Gardner 
Title: CEO 


By: ________________________________ 


Name:  
Title:  
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EXHIBIT ____ 
 


DEFINITIONS  
 
 
"Acceptance" shall have the meaning set forth in Section 6.3.2 of the Agreement.  
 
"Accepted" shall have the meaning set forth in Section 6.3.2 of the Agreement.  
 
"Acceptance Criteria" shall have the meaning set forth in Section 6.3.1 of the Agreement. 
 
"Acceptance Evaluation Days" shall have the meaning set forth in Section 6.4 of the Agreement. 
 
"Account Executives" shall be those persons designated on Exhibit ___ of the Agreement. 
 
"Affiliate" shall mean shall mean a Person that directly, or indirectly through one or more intermediaries, 
Controls or is Controlled by, or is under common Control with, the Person specified. 
 
"Affordable Care Act" shall mean the Patient Protection and Affordable Care Act of 2010 (Pub. 
L. 111-148) as amended by the Health Care and Education Reconciliation Act of 2010 (Pub. L. 111-152). 
 
"Agreement" shall have the meaning set forth in the opening paragraph of the Agreement.  
 
"Applicable Laws" shall have the meaning set forth in Section 4.1 of the Agreement.  
 
"Approved Subcontractor" shall have the meaning set forth in Section 2.12.1 of the Agreement. 
 
"Authorized Persons" shall mean (i) Contractor's employees who have a need to know or otherwise access 
to Personal Information to enable Contractor to perform its obligations under the Agreement; and (ii) 
Contractor's contractors, agents, outsourcers, auditors, and Approved Subcontractors who have a need to 
know or otherwise access to Personal Information to enable Contractor to perform its obligations under 
the Agreement and who are bound in writing by confidentiality obligations sufficient to protect Personal 
Information in accordance with the terms and conditions of the Agreement. 
 
"Best Efforts" shall have the meaning set forth in Section 2.4.2 of the Agreement.  
 
"Bond" shall have the meaning set forth in Section 11 of the Agreement. 
 
“Business Day” means any day of the week excluding Saturday, Sunday, or a legal holiday.  
 
"Change Order" shall mean an approved Change Request as described on Exhibit ___ to this Agreement. 
 
"Change Request" shall mean a request for changes in a project submitted in accordance with Exhibit 
___. 
 
"Charges" shall have the meaning set forth in Section 3.1 of the Agreement. 
 
"Charges Cap" shall have the meaning set forth in Section 3.1 of the Agreement. 
 
"Commercially Reasonable Efforts" shall have the meaning set forth in Section 2.4.1 of the Agreement. 
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"Confidential Information" shall have the meaning set forth in Section 9.1 of the Agreement.  
 
"Contractor" shall have the meaning set forth in the opening paragraph of the Agreement. 
 
"Contractor Account Executive" shall have the meaning set forth in Section 2.1 of the Agreement. 
 
"Contractor Software" shall have the meaning set forth in Section 10.1 of the Agreement. 
 
"Control" including the terms "controlling", "controlled by" and "under common control with" shall mean 
with regard to any person: (a) the legal or beneficial ownership, directly or indirectly, of more than fifty 
percent (50%) of the issued share capital or capital stock of that person (or other ownership interest if not 
a corporation) or (b) the possession, direct or indirect, of the power to direct or cause the direction of the 
management and policies of a person, whether through the ownership of voting securities, by contract, or 
otherwise. 
 
"Covered" shall mean enrolled, through the System, in a Qualified Health Plan. 
 
"Covered Lives" shall mean the total individuals who are Covered. 
 
"Data Breach" shall have the meaning set forth in Section 9.4 of the Agreement.  
 
"Deliverables" shall have the meaning set forth in Section 6.3.1 of the Agreement.  
 
"Deliverables Charges" shall have the meaning set forth in Section 3.1 of the Agreement. 
 
"Deliverables Delivery Deadline" shall have the meaning set forth in Section 6.3.2 of the Agreement. 
 
"Developed IP" shall have the meaning set forth in Section 11.2 of the Agreement.  
 
"Developed IP License" shall have the meaning set forth in Section 11.2 of the Agreement.  
 
"Discloser" shall have the meaning set forth in Section 9.1 of the Agreement. 
 
"Effective Date" shall have the meaning set forth in the opening paragraph of the Agreement.  
 
"Escrow Agreement" shall have the meaning set forth in Section 10.3.1 of the Agreement.  
 
"Escrow Material" shall have the meaning set forth in Section 10.3.1 of the Agreement.  
 
"Force Majeure Event" shall have the meaning set forth in Section 2.15.1 of the Agreement.  
 
"FTI" has the meaning set forth in Section 19.2.4 of the Agreement. 
 
"Governmental Body" shall mean any local, state, or federal governmental regulatory entity or Court.  
 
"Governmental Body Investigation" shall mean any inquiry or investigation by a Governmental Body.  
 
"Highly Sensitive Personal Information" shall mean an individual's: (i) government-issued identification 
number (including, social security number, driver's license number or state-issued identification number); 
(ii) financial account number, credit card number, debit card number, credit report information, with or 
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without any required security code, access code, personal identification number or password, that would 
permit access to an individual's financial account; or (iii) biometric or health data. 
 
"Integral Contractor IP" shall have the meaning set forth in Section 11.3 of the Agreement. 
 
"Intellectual Property" shall mean: (i) works of authorship, discoveries, inventions, improvements, 
innovations, technical information, procedures, manufacturing or other processes, software, firmware, 
technology, and other intellectual property, as reflected in any form, including patent applications, patents, 
copyrights, trade secrets, mask works, trademarks, trade identities, trade dress, know-how, and other 
proprietary information; and (ii) rights relating to possession, ownership and use of the foregoing, 
including, without limitation, the right to license, sublicense, franchise, assign, divide, pledge, mortgage, 
sell, offer to sell, transfer, convey, grant, import, make or have made, enforce and register. 
 
"IRC" has the meaning set forth in Section 19.2.1 of the Agreement.  
 
"IRS" has the meaning set forth in Section 19.1.4 of the Agreement. 
 
"Key Performance Indicators" shall have the meaning set forth in Section 2.7 of the Agreement. 
 
"Key Personnel" shall have the meaning set forth in Section 2.3 of the Agreement.  
 
"Letter of Exception" shall have the meaning set forth in Section 6.3.2 of the Agreement.  
 
"Losses" shall have the meaning set forth in Section 13.4.8 of the Agreement.  
 
"Maintenance Charges" shall have the meaning set forth in Section 3.1 of the Agreement. 
 
"Maintenance Period" shall mean the period commencing on _______ and continuing through December 
31, 2023. 
 
"NMHIX" shall have the meaning set forth in the opening paragraph of the Agreement.  
 
"NMHIX Account Executive" shall have the meaning set forth in Section 5.1 of the Agreement.  
 
"NMHIX Dependency" shall have the meaning set forth in Section 2.13 of the Agreement.  
 
"NMHIX Parties" shall have the meaning set forth in Section 13.4 of the Agreement. 
 
“Non-Exchange Entity” shall have the meaning set forth in 45 CFR 155.260(b)(1).  
 
"Payment Default" shall mean the failure by NMHIX to timely pay any amount due and payable under 
the Agreement if such failure is not cured by NMHIX within sixty (60) days after the date of NMHIX's 
receipt of written notice from Contractor reasonably describing such failure; provided, however, that there 
shall not be a Payment Default to the extent that the terms and conditions of the Agreement (A) limit 
NMHIX's obligation to pay such amount; (B) permit NMHIX to dispute the unpaid amount; or (C) permit 
NMHIX to delay the payment of such amount. 
 
"PCI DSS" shall have the meaning set forth in Section 9.2.6 of the Agreement.  
 
"Person" shall mean an individual, a corporation, a partnership, an association, a trust or other entity or 
organization. 
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"Personal Information" shall mean information that: (i) identifies or can be used to identify an individual 
(including, without limitation, names, signatures, addresses, telephone numbers, e-mail addresses, and 
other unique identifiers), including PII; or (ii) can be used to authenticate an individual (including, 
without limitation, employee identification numbers, government-issued identification numbers, 
passwords or PINs, financial account numbers, credit report information, biometric or health data, 
answers to security questions or other personal identifiers); or (iii) is PHI, and in the case of (i), (ii), and 
(iii) including, without limitation, all Highly-Sensitive Personal Information. 
 
“Personally Identifiable Information” or “PII” shall have the meaning set forth in 45 CFR 155.260. 
 
"Pre-Existing Intellectual Property" shall have the meaning set forth in Section 11.1 of the Agreement. 
 
“Protected Health Information” or “PHI” shall have the meaning set forth in 45 CFR 160.103.  
 
"Protected Parties" shall have the meaning set forth in Section 8.1 of the Agreement. 
 
"Qualified Health Plan" shall mean a policy that (i) meets the requirements of a "qualified health plan" as 
such term is defined in Section 130l(a)(l) of the Affordable Care Act, and (ii) has been approved in New 
Mexico. 
 
"Reasonable Efforts" shall have the meaning set forth in Section 2.4.1 of the Agreement. 
 
"Recipient" shall have the meaning set forth in Section 8.1 of the Agreement.  
 
"Records Act" shall have the meaning set forth in Section 8.1 of the Agreement. 
 
"Services" shall mean the tasks and services to be performed by Contractor in connection with the System 
as described in the Specifications and the Agreement. 
 
"Service Level Agreement" shall have the meaning set forth in Exhibit ___.  
 
"Specifications" shall mean the technical, functional, and other written specifications that define the 
requirements for the System as described in this Agreement; the New Mexico Health Insurance Exchange 
Request for Proposals for Individual Marketplace and Transition to Individual Marketplace, as amended 
(the “RFP”); Contractor’s proposal in response to the RFP dated ____, 2019; Contractor’s Best and Final 
Offer dated ___, 2019; subsequent Deliverables that have received Acceptance; Change Orders; and all 
Applicable Laws.  
 
"System" shall mean and includes the complete collection of all Contractor Software, including all 
configurations and enhancements, and the Developed IP, which is integrated and functioning together 
with the Data and the System Content in accordance with the applicable Specifications and which is 
necessary to include all of the functions and to enable Contractor to provide all of the Services which 
together shall provide a fully functional Individual Exchange. 
 
"System Content" shall mean all of the text, narrative, information, documents, graphics, pictures, and 
other materials visible to as well as products available for purchase by Persons accessing the System. 
 
"Term" shall have the meaning set forth in Section 7.1 of the Agreement. 
 
"Termination Services Period" shall have the meaning set forth in Section 7.8.1 of the Agreement. 
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"Termination Services" shall have the meaning set forth in Section 7.8.1 of the Agreement.  
 
“Third Party Agreement” shall have the meaning set forth in Section 9.6 of the Agreement.  
 
"Third Party Claim" shall have the meaning set forth in Section 13.5 of the Agreement.  
 
“Third Party Data” shall have the meaning set forth in Section 9.6.2 of the Agreement.  
 
"Third Party Dependency" shall have the meaning set forth in Section 2.14 of the Agreement.  
 
"Third Party Software" shall have the meaning set forth in Section 10.4 of the Agreement.  
 
"Warranty Period" shall have the meaning set forth in Section 12.2.1 of the Agreement. 
 
“Written” shall mean a document in hard copy (including facsimiles, where receipt is acknowledged) or 
electronic mail (where receipt is acknowledged) unless otherwise limited herein.   
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EXHIBIT ____ 
 


I. PRIVACY AND SECURITY STANDARDS  
 
Definitions. Capitalized terms not otherwise specifically defined shall have the meaning set forth in Section 
B.  


Authorized Functions. Contractor may collect, handle, disclose, access, maintain, store, and/or use PII of 
Consumers, Applicants, Qualified Individuals, Qualified Employers, Qualified Employees, or Enrollees, or 
from these individuals’ legal representative(s) or Authorized Representative(s), only to perform the required 
duties described in section 1311(i)(3) of the Affordable Care Act, 45 CFR 155.210(e), the Cooperative 
Agreement to Support Navigators in Federally-Facilitated and State Partnership Exchanges Funding 
Opportunity Announcement (“Navigator FOA”), and 45 CFR 155.215(a)(1)(iii), as well as in Contractor’s 
approved work and project plans described in Contractor’s agreement with NMHIX (the “Contract” or 
“Agreement”).   
 
The required duties that will most likely involve the collection, handling, disclosure, access, maintenance, 
storage and/or use of PII of Consumers, Applicants, Qualified Individuals, Qualified Employers, Qualified 
Employees, or Enrollees, or from these individuals’ legal representatives(s) or Authorized Representatives, 
include the following:  
 
 Facilitate Consumer Insurance Affordability Program eligibility determination leading in some 


instances to the selection of a QHP or a referral to HSD for Medicaid or CHIP eligibility 
determination; 
  


 Collection of data to facilitate eligibility determination from federal (via the Federal Data Service 
Hub), state, or individual sources;  
 


 Provide information and services in a fair, accurate, and impartial manner. Such information must 
acknowledge other health programs such as Medicaid and CHIP; 
 


 Provide referrals to any applicable office of health insurance consumer assistance or health 
insurance ombudsman established under Section 2793 of the PHS Act, or any other appropriate 
State agency or agencies, for any enrollee with a grievance, complaint, or question regarding their 
health plan, coverage, or a determination under such plan or coverage; and 
 


 Provide information in a manner that is culturally and linguistically appropriate to the needs of the 
population being served by the Exchange, including individuals with limited English proficiency, 
and ensure accessibility and usability of Health care guide tools and functions for individuals with 
disabilities in accordance with the Americans with Disabilities Act and Section 504 of the 
Rehabilitation Act. 


Such information may not be reused for any other purpose. 


Other Required Duties: To the extent required by the Agreement, Contractor must also maintain expertise 
in eligibility, enrollment, and program specifications and conduct public education activities to raise 
awareness about the Exchange; however, it is not expected or required that Contractor collect, handle, 
disclose, access, maintain, store and/or use PII of Consumers, Applicants, Qualified Individuals, Qualified 
Employers, Qualified Employees, or Enrollees, or from these individuals’ legal representatives(s) or 
Authorized Representatives for this function.  To the extent that Contractor does so, it must comply with 
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all of the provisions of this specific term and condition, as well as Sections A and B that apply to 
Contractor’s activities.   


PII Received. Subject to the terms and conditions of this Agreement and applicable laws, in performing the 
tasks contemplated under this Agreement, Contractor may create, collect, disclose, access, maintain, store, 
and/or use the following PII from Consumers, Applicants, Qualified Individuals, Qualified Employers, 
Qualified Employees, or Enrollees, or from these individuals’ legal representative(s) or Authorized 
Representative(s):  
 


APTC percentage and amount applied  
Auto disenrollment information 
Applicant Name  
Applicant Address 
Applicant Birthdate 
Applicant Telephone number 
Applicant Email 
Applicant spoken and written language preference 
Applicant Medicaid Eligibility indicator, start and end dates 
Applicant Children’s Health Insurance Program eligibility indicator, start and end dates 
Applicant QHP eligibility indicator, start and end dates 
Applicant APTC percentage and amount applied eligibility indicator, start and end dates 
Applicant household income 
Applicant Maximum APTC amount 
Applicant CSR eligibility indicator, start and end dates 
Applicant CSR level 
Applicant QHP eligibility status change  
Applicant APTC eligibility status change  
Applicant CSR eligibility status change  
Applicant Initial or Annual Open Enrollment Indicator, start and end dates 
Applicant Special Enrollment Period eligibility indicator and reason code 
Contact Name  
Contact Address 
Contact Birthdate 
Contact Telephone number 
Contact Email 
Contact spoken and written language preference 
Enrollment group history (past six months) 
Enrollment type period 
FFE Applicant ID 
FFE Member ID 
Issuer Member ID 
Net premium amount 
Premium Amount, start and end dates 
Pregnancy status indicator 
PII related to any enrollee with a grievance, complaint, or question regarding their health plan, coverage, 
or a determination as described in 45 CFR §155.210(e)(4) 
Special enrollment period reason  
Subscriber Indicator and relationship to subscriber 
Social Security Number 
Tobacco use indicator and last date of tobacco 
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Storing PII. Contractor may be expected or required to maintain or store any of the above listed PII as a 
result of carrying out the Authorized Functions described above or any other required duties, including in 
connection with the storage of consent forms or otherwise. To the extent that Contractor does maintain or 
store information, it must comply with all of the provisions of these Privacy and Security Standards, 
including any specific term or condition and to the extent Sections A and B address maintenance or storage 
of PII.  
 
Privacy and Security Obligations of Contractor. As a condition of this Contract, Contractor will implement 
and comply with all Exchange privacy and security standards set forth in these Privacy and Security 
Standards, including Sections A and B, and the Minimum Acceptable Risk Standards for Exchanges 
Version 2, as amended from time to time (MARS-E), which is available at  
https://www.cms.gov/CCIIO/Resources/Regulations-and-Guidance/Downloads/2-MARS-E-v2-0-
Minimum-Acceptable-Risk-Standards-for-Exchanges-11102015.pdf.    


Consent Form. Prior to collecting any PII, Contractor must obtain the consent of Consumers, Applicants, 
Qualified Individuals, Qualified Employers, Qualified Employees, Enrollees, or other persons or their legal 
representative(s) or Authorized Representative(s) to assist them with the Marketplace eligibility and 
enrollment process or other post-enrollment assistance.  A template consent form has been provided 
separately to all Contractors. 


Applicability to Workforce. Contractor must impose the same standards described in this specific term and 
condition and in Sections A and B on all Workforce members, including subcontractors, working with the 
Contractor on this contract program.  


Survival.  Contractor covenants and agrees to destroy all PII in its possession at the end of the record 
retention period required under this specific term and condition and Sections A and B. If, upon the 
termination or expiration of this contract, Contractor has in its possession PII for which no retention period 
is specified in this specific term and condition and/or Sections A and B, such PII shall be destroyed within 
30 Days of the termination or expiration of this contract. Contractor’s duty to protect and maintain the 
privacy and security of PII, as provided for in accordance with this specific term and condition, and Sections 
A and B, shall continue in full force and effect until such PII is destroyed and shall survive the termination 
of this Agreement.   


 


A. SPECIAL TERMS AND CONDITIONS: PRIVACY AND SECURITY STANDARDS  
AND IMPLEMENTATION SPECIFICATIONS FOR NON-EXCHANGE ENTITIES 


Statement of Applicability: 


These standards and implementation specifications are established in accordance with Section 1411(g) of 
the Affordable Care Act (42 U.S.C. § 18081(g)) and 45 CFR 155.260.  All terms used herein carry the 
meanings assigned in Section B, which is also included in this document.  


The standards and implementation specifications that are set forth in these Privacy and Security Standards 
and the MARS-E suite of documents (which can be found at the link above and at 
http://www.cms.gov/CCIIO/Resources/Regulations-and-Guidance/) are the same as, or more stringent 
than, the privacy and security standards and implementation specifications that have been established for 
the Federally-Facilitated Exchanges (“FFEs”) under Section 1321(c) of the Affordable Care Act (42 U.S.C. 
§ 18041(c)).   


The New Mexico Health Insurance Exchange (NMHIX) will enter into contracts (hereinafter “Agreement” 
or “Agreements”) with Non-Exchange Entities that gain access to Personally Identifiable Information 



https://www.cms.gov/CCIIO/Resources/Regulations-and-Guidance/Downloads/2-MARS-E-v2-0-Minimum-Acceptable-Risk-Standards-for-Exchanges-11102015.pdf

https://www.cms.gov/CCIIO/Resources/Regulations-and-Guidance/Downloads/2-MARS-E-v2-0-Minimum-Acceptable-Risk-Standards-for-Exchanges-11102015.pdf

http://www.cms.gov/CCIIO/Resources/Regulations-and-Guidance/
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(“PII”) exchanged with the FFE and NMHIX, or directly from Consumers, Applicants, Qualified 
Individuals, Enrollees, Qualified Employees, and Qualified Employers, or these individuals’ legal 
representatives or Authorized Representatives.  That Agreement, including this document, Privacy and 
Security Standards, govern any PII that is created, collected, disclosed, accessed, maintained, stored, or 
used by Non-Exchange Entities in the context of the FFE or other activities of NMHIX.  In signing that 
Agreement, in which these Privacy and Security Standards have been incorporated, Non-Exchange Entities 
agree to comply with the standards and implementation specifications laid out in this document and the 
referenced MARS-E suite of documents while performing the Authorized Functions outlined in their 
respective Agreements.   


Non-Exchange Entity Privacy and Security Standards and Implementation Specifications 


In addition to the standards and implementation specifications set forth in the MARS-E suite of documents 
noted above, Non-Exchange Entities must meet the following privacy and security standards and 
implementation specifications to the extent they are not inconsistent with any applicable MARS-E 
standards. 


(1) Individual Access to PII:  In keeping with the standards and implementation specifications used by the FFE, 
Non-Exchange Entities that maintain and/or store PII must provide Consumers, Applicants, Qualified 
Individuals, Enrollees, Qualified Employees, and Qualified Employers, or these individuals’ legal 
representatives and Authorized Representatives, with a simple and timely means of appropriately accessing 
PII pertaining to them and/or the person they represent in a physical or electronic readable form and 
format. 


a. Standard:  Non-Exchange Entities that maintain and/or store PII must implement policies and procedures 
that provide access to PII upon request.   


i. Implementation Specifications:    


1. Access rights must apply to any PII that is created, collected, disclosed, accessed, maintained, stored, and 
used by the Non-Exchange Entity to perform any of the Authorized Functions outlined in their respective 
agreements with the NMHIX. 


2. The release of electronic documents containing PII through any electronic means of communication (e.g., 
e-mail, web portal) must meet the verification requirements for the release of “written documents” in 
Section (5)b below. 


3. Persons legally authorized to act on behalf of the Consumers, Applicants, Qualified Individuals, Enrollees, 
Qualified Employees, and Qualified Employers regarding their PII, including individuals acting under an 
appropriate power of attorney that complies with applicable state and federal law, must be granted access 
in accordance with their legal authority.  Such access would generally be expected to be coextensive with 
the degree of access available to the Subject Individual.   


4. At the time the request is made, the Consumer, Applicant, Qualified Individual, Enrollee, Qualified 
Employees, Qualified Employers, or these individuals’ legal representatives or Authorized Representatives 
should generally be required to specify which PII he or she would like access to.  The Non-Exchange Entity 
may assist them in determining their Information or data needs if such assistance is requested. 


5. Subject to paragraphs (1) a.i.6 and 7 below, Non-Exchange Entities generally must provide access to the 
PII in the form or format requested, if it is readily producible in such form or format. 


6. The Non-Exchange Entity may charge a fee only to recoup their costs for labor for copying the PII, supplies 
for creating a paper copy or a copy on electronic media, postage if the PII is mailed, or any costs for 
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preparing an explanation or summary of the PII if the contractors has requested and/or agreed to receive 
such summary.  If such fees are paid, the Non-Exchange Entity must provide the requested copies in 
accordance with any other applicable standards and implementation specifications.     


7. A Non-Exchange Entity that receives a request for notification of, or access to PII must verify the 
requestor’s identity in accordance with Section (5)b. 


8. A Non-Exchange Entity must complete its review of a request for access or notification (and grant or deny 
said notification and/or access) within 30 days of receipt of the notification and/or access request.  


9. Except as otherwise provided in (1)a.i.10, if the requested PII cannot be produced, the Non-Exchange Entity 
must provide an explanation for its denial of the notification or access request, and, if applicable, 
information regarding the availability of any appeal procedures, including the appropriate appeal authority’s 
name, title, and contact information.   


10. Unreviewable grounds for denial. Non-Exchange Entities may deny access to PII that they maintain or store 
without providing an opportunity for review, in the following circumstances: 


a. If the PII was obtained or created solely for use in legal proceedings;  
b. If the PII is contained in records that are subject to a law that either permits withholding the PII or bars the 


release of such PII. 
 


(2) Openness and Transparency.  In keeping with the standards and implementation specifications used by the 
FFE, Non-Exchange Entities must ensure openness and transparency about policies, procedures, and 
technologies that directly affect Consumers, Applicants, Qualified Individuals, Enrollees, Qualified 
Employers, and Qualified Employees, and their PII. 


a. Standard:  Privacy Notice Statement.  Prior to collecting PII, the Non-Exchange Entity must provide a 
notice that is prominently and conspicuously displayed on a public facing Web site, if applicable, or on the 
electronic and/or paper form the Non-Exchange Entity will use to gather and/or request PII. 


i. Implementation Specifications. 
1. The statement must be written in plain language and provided in a manner that is accessible and timely to 


people living with disabilities and with limited English proficiency. 
2. The statement must contain at a minimum the following information: 
a. Legal authority to collect PII; 
b. Purpose of the information collection; 
c. To whom PII might be disclosed, and for what purposes; 
d. Authorized uses and disclosures of any collected information; 
e. Whether the request to collect PII is voluntary or mandatory under the applicable law; 
f. Effects of non-disclosure if an individual chooses not to provide the requested information. 
3. The Non-Exchange Entity shall maintain its Privacy Notice Statement content by reviewing and revising 


as necessary on an annual basis, at a minimum, and before or as soon as possible after any change to its 
privacy policies and procedures. 


4. If the Non-Exchange Entity operates a Web site, it shall ensure that descriptions of its privacy and security 
practices, and information on how to file complaints with NMHIX and the Non-Exchange Entity, are 
publicly available through its Web site.   
 


(3) Individual choice.  In keeping with the standards and implementation specifications used by the FFE, Non-
Exchange Entities should ensure that Consumers, Applicants, Qualified Individuals, Enrollees, Qualified 
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Employees, and Qualified Employers, or these individuals’ legal representatives or Authorized 
Representatives, are provided a reasonable opportunity and capability to make informed decisions about 
the creation, collection, disclosure, access, maintenance, storage, and use of their PII. 


a. Standard:  Informed Consent. The Non-Exchange Entity may create, collect, disclose, access, maintain, 
store, and use PII from Consumers, Applicants, Qualified Individuals, Enrollees, or these individuals’ legal 
representatives or Authorized Representatives, only for the functions and purposes listed in the Privacy 
Notice Statement and any relevant agreements in effect as of the time the information is collected, unless 
the NMHIX, the FFE or Non-Exchange Entity obtains informed consent from such individuals.   


i. Implementation specifications: 
1. The Non-Exchange Entity must obtain informed consent from individuals for any use or disclosure of 


information that is not permissible within the scope of the Privacy Notice Statement and any relevant 
agreements that were in effect as of the time the PII was collected.  Such consent must be subject to a right 
of revocation. 


2. Any such consent that serves as the basis of a use or disclosure must:  
a. Be provided in specific terms and in plain language; 
b. Identify the entity collecting or using the PII, and/or making the disclosure; 
c. Identify the specific collections, use(s), and disclosure(s) of specified PII with respect to a specific 


contractor(s); 
d. Provide notice of an individual’s ability to revoke the consent at any time.   
3. Consent documents must be appropriately secured and retained for 10 years.   


 
(4) Creation, collection, disclosure, access, maintenance, storage, and use limitations.  In keeping with the 


standards and implementation specifications used by the NMHIX and by the FFE, Non-Exchange Entities 
must ensure that PII is only created, collected, disclosed, accessed, maintained, stored, and used, to the 
extent necessary to accomplish a specified purpose(s) in the Agreement and any appendices.  Such 
information shall never be used to discriminate against a Consumer, Applicant, Qualified Individual, 
Enrollee, Qualified Employee, or Qualified Employer. 


a. Standard:  Other than in accordance with the consent procedures outlined above, the Non-Exchange Entity 
shall only create, collect, disclose, access, maintain, store, and use PII:  


1. To the extent necessary to ensure the efficient operation of the Exchange; 
2. In accordance with its published Privacy Notice Statement and any applicable agreements that were in 


effect at the time the PII was collected, including the consent procedures outlined above in Section (3) 
above; and/or 


3. In accordance with the permissible functions outlined in the regulations and agreements between NMHIX 
and the Non-Exchange Entity. 
 


b. Standard:  Non-discrimination.  The Non-Exchange Entity should, to the greatest extent practicable, collect 
PII directly from the Consumer, Applicant, Qualified Individual, Enrollee, Qualified Employee, or 
Qualified Employer, when the information may result in adverse determinations about benefits.  
 


c. Standard:  Prohibited uses and disclosures of PII 


i. Implementation Specifications: 
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1. The Non-Exchange Entity shall not request Information regarding citizenship, status as a national, or 
immigration status for an individual who is not seeking coverage for himself or herself on any application. 


2. The Non-Exchange Entity shall not require an individual who is not seeking coverage for himself or herself 
to provide a social security number (SSN), except if an Applicant’s eligibility is reliant on a tax filer’s tax 
return and their SSN is relevant to verification of household income and family size. 


3. The Non-Exchange Entity shall not use PII to discriminate, including employing marketing practices or 
benefit designs that will have the effect of discouraging the enrollment of individuals with significant health 
needs in QHPs. 
 


(5) Data quality and integrity.  In keeping with the standards and implementation specifications used by 
NMHIX and by the FFE, Non-Exchange Entities should take reasonable steps to ensure that PII is complete, 
accurate, and up-to-date to the extent such data is necessary for the Non-Exchange Entity’s intended use 
of such data, and that such data has not been altered or destroyed in an unauthorized manner, thereby 
ensuring the confidentiality, integrity, and availability of PII. 


a. Standard:  Right to Amend, Correct, Substitute, or Delete PII.  In keeping with the standards and 
implementation specifications used by NMHIX and by the FFE, Non-Exchange Entities must offer 
Consumers, Applicants, Qualified Individuals, Enrollees, Qualified Employees, and Qualified Employers, 
or these individuals’ legal representatives or Authorized Representatives, an opportunity to request 
amendment, correction, substitution, or deletion of PII maintained and/or stored by the Non-Exchange 
Entity if such individual believes that the PII is not accurate, timely, complete, relevant, or necessary to 
accomplish an Exchange-related function, except where the Information questioned originated from other 
sources, in which case the individual should contact the originating source. 


i. Implementation Specifications: 


1. Such individuals shall be provided with instructions as to how they should address their requests to the 
Non-Exchange Entity’s Responsible Official, in writing or telephonically.  They may also be offered an 
opportunity to meet with such individual or their delegate(s) in person. 


2. Such individuals shall be instructed to specify the following in each request: 
a. The PII they wish to correct, amend, substitute or delete; 
b. The reasons for requesting such correction, amendment, substitution, or deletion, along with any supporting 


justification or evidence. 
3. Such requests must be contracted or denied within no more than 10 working days of receipt. 
4. If the Responsible Official (or their delegate) reviews these materials and ultimately agrees that the 


identified PII is not accurate, timely, complete, relevant or necessary to accomplish the function for which 
the PII was obtained/provided, the PII should be corrected, amended, substituted, or deleted in accordance 
with applicable law.  


5. If the Responsible Official (or their delegate) reviews these materials and ultimately does not agree that the 
PII should be corrected, amended, substituted, or deleted, the requestor shall be informed in writing of the 
denial, and, if applicable, the availability of any appeal procedures.  If available, the notification must 
identify the appropriate appeal authority including that authority’s name, title, and contact information. 
 


b. Standard:  Verification of Identity for Requests to Amend, Correct, Substitute or Delete PII.  In keeping 
with the standards and implementation specifications used by the NMHIX and the FFE, Non-Exchange 
Entities that maintain and/or store PII must develop and implement policies and procedures to verify the 
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identity of any person who requests access to; notification of; or amendment, correction, substitution, or 
deletion of PII that is maintained by or for the Non-Exchange Entity.  This includes confirmation of an 
individuals’ legal or personal authority to access; receive notification of; or seek amendment, correction, 
substitution, or deletion of a Consumer’s, Applicant’s, Qualified Individuals’, Enrollee’s, Qualified 
Employee’s, or Qualified Employer’s PII.  


i. Implementation Specifications: 


1. The requester must submit through mail, via an electronic upload process, or in-person to the Non-Exchange 
Entity’s Responsible Official, a copy of one of the following government-issued identification: a driver’s 
license, school identification card, voter registration card, U.S. military card or draft record, identification 
card issued by the federal, state or local government, including a U.S. passport, military dependent’s 
identification card, Native American tribal document, or U.S. Coast Guard Merchant Mariner card. 


2. If such requester cannot provide a copy of one of these documents, he or she can submit two of the following 
documents that corroborate one another: a birth certificate, Social Security card, marriage certificate, 
divorce decree, employer identification card, high school or college diploma, and/or property deed or title.    


c. Standard:  Accounting for Disclosures.  Except for those disclosures made to the Non-Exchange Entity’s 
Workforce, or sub-contractor, who have a need for the record in the performance of their duties; and the 
disclosures that are necessary to carry out the required functions of the Non-Exchange Entity, Non-
Exchange Entities that maintain and/or store PII shall maintain an accounting of any and all disclosures.  


i. Implementation Specifications: 


1. The accounting shall contain the date, nature, and purpose of such disclosures, and the name and address 
of the person or agency to whom the disclosure is made 


2. The accounting shall be retained for at least 10 years after the disclosure, or the life of the record, whichever 
is longer. 


3. Notwithstanding exceptions in Section (1)a.10, this accounting shall be available to Consumers, Applicants, 
Qualified Individuals, Enrollees, Qualified Employees, Qualified Employers, or these individuals’ legal 
representatives or Authorized Representatives, on their request per the procedures outlined under the  access 
standards in Section (1) above.   
 


(6) Accountability. In keeping with the standards and implementation specifications used by the FEE, Non-
Exchange Entities should adopt and implement the standards and implementation specifications in this 
document and the cited MARS-E document suite, in a manner that ensures appropriate monitoring and 
other means and methods to identify and report Incidents and/or Breaches. 
 


a. Standard:  Reporting.  The Non-Exchange Entity must implement Breach and Incident handling procedures 
that are consistent with CMS’ Incident and Breach Notification Procedures1 and memorialized in the Non-
Exchange Entity’s own written policies and procedures.  Such policies and procedures would: 


i. Identify the Non-Exchange Entity’s Designated Privacy Official, if applicable, and/or identify other 
personnel authorized to access PII and responsible for reporting and managing Incidents or Breaches to 
CMS. 


                                                      
1 Information concerning CMS incident and breach notification procedures may be found at:  
https://www.cms.gov/Research-Statistics-Data-and-Systems/Computer-Data-and-
Systems/Privacy/Privacy_Data_Breach.html. 



https://www.cms.gov/Research-Statistics-Data-and-Systems/Computer-Data-and-Systems/Privacy/Privacy_Data_Breach.html

https://www.cms.gov/Research-Statistics-Data-and-Systems/Computer-Data-and-Systems/Privacy/Privacy_Data_Breach.html
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ii. Provide details regarding the identification, response, recovery, and follow-up of Incidents and Breaches, 
which should include information regarding the potential need for CMS to immediately suspend or revoke 
access to the Hub for containment purposes; and 


iii. Require reporting any Incident or Breach of PII to the CMS IT Service Desk by telephone at (410) 786-
2580 or 1-800-562-1963 or via email notification at cms_it_service_desk@cms.hhs.gov within required 
time frames. 


b. Standard: Standard Operating Procedures. The Non-Exchange Entity shall incorporate privacy and security 
standards and implementation specifications, where appropriate, in its standard operating procedures that 
are associated with functions involving the creation, collection, disclosure, access, maintenance, storage, 
or use of PII. 


i. Implementation Specifications: 


1. The privacy and security standards and implementation specifications shall be written in plain language 
and shall be available to all of the Non-Exchange Entity’s Workforce members, or sub-contractors, whose 
responsibilities entail the creation, collection, maintenance, storage, access, or use of PII. 


2. The procedures shall ensure the Non-Exchange Entity’s cooperation with CMS in resolving any Incident 
or Breach, including (if requested by CMS) the return or destruction of any PII files it received under the 
Agreement; the provision of a formal response to an allegation of unauthorized PII use, reuse or disclosure; 
and/or the submission of a corrective action plan with steps designed to prevent any future unauthorized 
uses, reuses or disclosures. 


3. The standard operating procedures must be designed and implemented to ensure the Non-Exchange Entity 
and its Workforce, or sub-contractor, comply with the standards and implementation specifications 
contained herein, and must be reasonably designed, taking into account the size and the type of activities 
that relate to PII undertaken by the Non-Exchange Entity, to ensure such compliance.   
 


c. Standard: Training and Awareness.  The Non-Exchange Entity shall develop training and awareness 
programs for members of its Workforce that create, collect, disclose, access, maintain, store, and use PII 
while carrying out any Authorized Functions. 


i. Implementation Specifications: 


1. The Non-Exchange Entity must require such individuals to successfully complete privacy and security 
training, as appropriate for their work duties and level of exposure to PII, prior to when they assume 
responsibility for/have access to PII. 


2. The Non-Exchange Entity must require periodic role-based training on an annual basis, at a minimum. 
3. The successful completion by such individuals of applicable training programs, curricula, and examinations 


offered through the FFE is sufficient to satisfy the requirements of this paragraph. 
 


d. Standard: Security Controls. The Non-Exchange Entity shall adopt and implement the Security Control 
standards cited in the MARS-E document suite for protecting the confidentiality, integrity, and availability 
of PII.  


i. Implementation Specifications:  


1. Implementation specifications for each Security Control are provided in the MARS-E document suite. 
 


B. SPECIAL TERMS AND CONDITIONS: DEFINITIONS  
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1. Affordable Care Act (ACA) means the Patient Protection and Affordable Care Act (Public Law 111-148), 


as amended by the Health Care and Education Reconciliation Act of 2010 (Public Law 111-152), which 
are referred to collectively as the Affordable Care Act. 
 


2. Access means availability of a SORN Record to a subject individual. 


3. Advance Payments of the Premium Tax Credit (APTC) has the meaning set forth in 45 CFR 155.20. 


4. Applicant has the meaning set forth in 45 CFR 155.20. 
 


5. Authorized Function means a task performed by a Non-Exchange Entity that the Non-Exchange Entity is 
explicitly authorized or required to perform based on applicable law or regulation and as set forth in this 
Attachment or the Contract. 
 


6. Authorized Representative means a person or organization meeting the requirements set forth in 45 CFR 
155.227. 
 


7. Breach is defined by OMB Memorandum M-07-16, Safeguarding and Responding to the Breach of 
Personally Identifiable Information (May 22, 2007), as the compromise, unauthorized disclosure, 
unauthorized acquisition, unauthorized access, loss of control or any similar term or phrase that refers to 
situations where persons other than authorized users or for an other than authorized purpose have access or 
potential access to Personally Identifiable Information (PII), whether physical or electronic. 


8. CCIIO means the Center for Consumer Information and Insurance Oversight within the Centers for 
Medicare & Medicaid Services (CMS). 


9. CMS means the Centers for Medicare & Medicaid Services. 


10. CMS Data Services Hub (Hub) is the CMS Federally-managed service to interface data among connecting 
entities, including HHS, certain other Federal agencies, and State Medicaid agencies. 


11. Consumer means a person who, for himself or herself, or on behalf of another individual, seeks information 
related to eligibility or coverage through a Qualified Health Plan (QHP) or other Insurance Affordability 
Program, or whom an agent or broker (including Web-brokers), Health care guide, Issuer, Certified 
Application Counselor, or other entity assists in applying for a coverage through QHP, applying for APTCs 
and CSRs, and/or completing enrollment in a QHP through its web site for individual market coverage. 
 


12. Cost-sharing Reduction (CSR) has the meaning set forth in 45 CFR 155.20. 


13. Day or Days means calendar days unless otherwise expressly indicated in the relevant provision of the 
Notice of Award terms and conditions that incorporates this Section B. 


14. Designated Privacy Official means a contact person or office responsible for receiving complaints related 
to Breaches or Incidents, able to provide further information about matters covered by the notice, 
responsible for the development and implementation of the privacy and security policies and procedures of 
the Non-Exchange Entity, and ensuring the Non-Exchange Entity has in place appropriate safeguards to 
protect the privacy and security of PII.   
 


15. Enrollee has the meaning set forth in 45 CFR 155.20. 
 


16. Exchange has the meaning set forth in 45 CFR 155.20. 
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17. Federally-facilitated Exchange (FFE) means an Exchange (or Marketplace) established by HHS and 
operated by CMS under Section 1321(c)(1) of the ACA for individual or small group market coverage, 
including the Federally-facilitated Small Business Health Options Program (FF-SHOP).  Federally-
facilitated Marketplace (FFM) has the same meaning as FFE.  The FFE is serving as the individual 
exchange in New Mexico for 2014. 
 


18. Health Insurance Coverage has the meaning set forth in 45 CFR 155.20. 
 


19. HHS means the U.S. Department of Health & Human Services. 


20. Incident, or Security Incident, means the act of violating an explicit or implied security policy, which 
includes attempts (either failed or successful) to gain unauthorized access to a system or its data, unwanted 
disruption or denial of service, the unauthorized use of a system for the processing or storage of data; and 
changes to system hardware, firmware, or software characteristics without the owner’s knowledge, 
instruction, or consent. 


21. Information means any communication or representation of knowledge such as facts, data, or opinions in 
any medium or form, including textual, numerical, graphic, cartographic, narrative, or audiovisual. 


22. Issuer has the meaning set forth in 45 CFR 144.103. 
 


23. Minimum Acceptable Risk Standards—Exchanges (MARS-E) means a CMS-published suite of 
documents, as amended, that defines the security standards required pursuant to 45 CFR 155.260 and 45 
CFR 155.270, for any Exchange, individual, or entity gaining access to information submitted to an 
Exchange or through an Exchange using a direct, system-to-system connection to the Hub, available on the 
CCIIO web site.   
 


24. Health care guide has the meaning set forth under “Navigator” in 45 CFR 155.20. 
 


25. Non-Exchange Entity has the meaning at 45 CFR 155.260(b), and includes but is not limited to Health 
care guides. 


26. OMB means the Office of Management and Budget. 


27. Personally Identifiable Information (PII) has the meaning contained in OMB Memoranda M-07-16 (May 
22, 2007) and means information which can be used to distinguish or trace an individual’s identity, such as 
their name, social security number, biometric records, etc., alone, or when combined with other personal or 
identifying information that is linked or linkable to a specific individual, such as date and place of birth, 
mother’s maiden name, etc. 
 


28. Qualified Employee has the meaning set forth in 45 CFR 155.20. 
 


29. Qualified Employer has the meaning set forth in 45 CFR 155.20. 
 


30. Qualified Health Plan (QHP) has the meaning set forth in 45 CFR 155.20. 
 


31. Qualified Individual has the meaning set forth in 45 CFR 155.20. 
 


32. Responsible Official means an individual or officer responsible for managing a Non-Exchange Entity or 
Exchange’s records or information systems, or another individual designated as an individual to whom 
requests can be made, or the designee of either such officer or individual who is listed in a Federal System 
of Records Notice as the system manager, or another individual listed as an individual to whom requests 
may be made, or the designee of either such officer or individual. 
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33. Security Control means a safeguard or countermeasure prescribed for an information system or an 
organization designed to protect the confidentiality, integrity, and availability of its information and to meet 
a set of defined security requirements. 


34. State means the State of New Mexico. 


35. State Partnership Exchange means a type of FFE in which a State assumes responsibility for carrying out 
certain activities related to plan management, consumer assistance, or both. 
 


36. Subject Individual means that individual to whom a SORN Record pertains. 
 


37. System of Records Notice (SORN) means a notice published in the Federal Register notifying the public 
of a System of Records maintained by a Federal agency.  The notice describes privacy considerations that 
have been addressed in implementing the system. 


38. Workforce means a Non-Exchange Entity’s or FFE’s employees, agents, contractors, subcontractors, 
officers, directors, agents, representatives, volunteers and any other individual who may create, collect, 
disclose, access, maintain, store, or use PII in the performance of his or her duties.  
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EXHIBIT ___ 


 


Service Level Agreements and Associated Liquidated Damages 


 


Key Performance Indicator  
1. Service Level Agreement – System Availability Guarantee Amount 
System availability is to be defined as the percentage uptime in a 
month that the Individual Exchange environments (including all 
associated components) are available to users or to perform in a back- 
up capacity, including all weekends and holidays. Negotiated downtime 
for system maintenance during off-peak hours is not to be included 
in the calculation of system availability. 
The Contractor is to provide a system to monitor and report on 
responses as defined and approved by beWellnm. All metrics are to 
be measured and evaluated in hours. 
Downtime. Downtime is to be defined as the term during which any 
functionality of the Individual Exchange is not functioning/available 
due to network, hardware, operating system or application program 
failure.  Scheduled maintenance (within the defined maintenance 
window), approved by beWellnm, does not count towards downtime. 
System availability is to be based on the following hours of 
operation: 
Individual Exchange Hours of Operation. Individual Exchange 
access is to be available at a minimum of 99.9% of the expected 
operational time, twenty-four (24) hours per day, seven (7) days per 
week. 
The Contractor is to ensure system availability meets the following 
performance standards: 


Up to 6% of the monthly 
operating fee, as follows: 


Any 1 of 4 not met: 1% 
Any 2 of 4 not met 3%  
Any 3 of 4 not met: 5% 
Any 4+ not met: 6% 


1.    Production Downtime. Maximum monthly production 
downtime for all Individual Exchange components is to be no more 
than four (4) hour per month, excluding downtime events that are 
external to the Contractor. 


2.  Network Connectivity Downtime. Contractor network 
connectivity downtime for all Individual Exchange components, is 
to be no more than one (1) hour per month. This downtime will be 
included in the overall production downtime figures and not to be 
considered additive. 


3.  Scheduled Maintenance. Scheduled maintenance for all 
Individual Exchange components, is to be no more than six (6) 
hours per month (and within the defined maintenance window(s) as 
approved by beWellnm – a corresponding technical change request 
needs to be submitted first for beWellnm approval). 
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Key Performance Indicator  
1. Service Level Agreement – System Availability Guarantee Amount 
4.   Failover 99% of all failover events are concluded within ten 
(10) minutes. 100% of all failover events are concluded in less 
than twenty (20) minutes. 
For outages not dependent on the Contractor, downtime is 
measured from the moment the notification of resolution is 
received by the Contractor. 
5. System and Application Availability – Systems and 
applications shall be available 99.9% of the time, excluding 
scheduled maintenance. 


 


 


 


2. Service Level Agreement – System Performance 
Key Performance Indicator Guarantee Amount 


System performance is to be defined as Individual Exchange 
response time to user portal queries, (the portal is operational 
twenty-four (24) hours a day, seven (7) days a week). 
The Contractor is to provide a system to monitor and report on 
responses as defined and approved by beWellnm. All metrics are to 
be measured and evaluated in seconds. 
The Contractor is to ensure system performance meets the following 
performance standards: 


Up to 6% of the monthly 
operating fee, as follows: 


Any 1 of 4 not met: 1% 
Any 2 of 4 not met 3%  
Any 3 of 4 not met: 5% 
All 4 not met:  6% 


1.  Record Search and Retrieval Time. Within four (4) seconds 95% 
of the time, where record retrieval time is defined as the time 
elapsed after the retrieve command is entered until the record data 
loads to completion on the monitor. 


2.   Screen Edit Time. Within two (2) seconds 95% of the time, where 
screen edit time is defined as the time elapsed after the last field is 
filled on the screen with an enter command until all field entries are 
edited with errors highlighted on the monitor. 


3.   New Screen/Page Time. Within two (2) seconds 95% of the time, 
where new screen/page time is defined as the time elapsed from 
the time a new screen is requested until the data from the screen 
loads to completion on the monitor. 


4.   Web Portal Response Time. Within four (4) seconds 99% of the 
time, where Web Portal response time is defined as the time 
elapsed from the command to view a response until the response 
appears or loads to completion on the monitor. 
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3. Service Level Agreement – Database Updates 
Key Performance Indicator Guarantee Amount 


Database updates are to be defined as the activities necessary to 
maintain current and accurate data as required to conduct the 
functions outlined in this RFP, in compliance with all requirements 
herein.  beWellnm and the contract awardee will develop appropriate 
data quality metrics to support these KPIs. 
The Contractor is to ensure database update activities meet the 
following performance standards: 


Up to 5% of the monthly 
operating fee, as follows:  


Any 1 of 3 not met: 1% 
Any 2 of 3 not met 3%  
Any 3+ not met: 5% 


1.   Database Updates and Data Synchronization. All databases, 
including Disaster   Recovery, must be updated and synchronized 
no less than daily. 


2.   Data Delivery. 99.9% of data must be delivered accurately and 
per business logic developed in the application. 


3.   Transaction C o m p l e t i o n .  99.9% of system transactions 
must be completed accurately and per business rules 
developed in the application. 


4.   Batch Jobs - Contractor shall run all assigned batch jobs at the 
predefined scheduled time frame(s) unless otherwise instructed by 
beWellnm.  Batch jobs should be completed 99.9% during the 
predefined windows 


 


 


 


4. Service Level Agreement – Operational Problem Management 
Key Performance Indicator Guarantee Amount 


Provide Individual operational problem management for issues as 
they occur during the Maintenance & Operations phase of the project, 
including problems associated with all system components outlined in 
this RFP. 
Operational issues are to be classified, communicated to 
beWellnm, documented, addressed and tracked. The Contractor 
is to provide software tools to enable the tracking of a specific 
defect from identification through correction, including all testing 
performed to ensure the correct fix is in place.  Issues are to be 
documented in the Contractor-specified format, if approved by 
beWellnm.  During the Maintenance & Operations phase the 
Contractor is to categorize and resolve errors in accordance with 
beWellnm problem management standards provided by beWellnm, 
as follows: 


Up to 6% of the monthly 
operating fee, as follows:  
Priority 1 Errors standard 
not met: 3% 
Priority 2 Errors standard 
not met 1.25%  
Priority 3 Errors standard 
not met: 1.25%  
Priority 4 Errors standard 
not met: 0.50% 


Priority 1 Errors. Critical business impact. Indicates Individual 
Exchange is unavailable for use resulting in a critical impact on 
operations. Requires immediate beWellnm notification, half-hour 
updates and resolution within two (2) hours. 
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4. Service Level Agreement – Operational Problem Management 
Key Performance Indicator Guarantee Amount 


Priority 2 Errors. Serious business impact.  Indicates serious 
production issues where the Individual Exchange is available 
but is severely limited and no workaround exists. Requires 
immediate 
beWellnm notification, hourly updates and resolution within four (4) 
hours. 


Priority 3 Errors.  Moderate business impact. Indicates moderate 
production issue where Individual Exchange is usable but a 
workaround is available (not critical to operations). Requires 
beWellnm immediate notification, two (2) hour updates, and resolution 
within twelve (12) hours. 


Priority 4 Errors. Minimal business impact. Indicates the problem 
results in little impact on operations or a reasonable circumvention 
to the problem has been implemented. Requires immediate beWellnm 
notification with updates and resolution within an agreed-upon 
schedule between the Contractor and beWellnm (as defined by 
beWellnm). 


Help Desk call wait time - At least 99% of help desk calls 
are answered in 2 minutes or less (a call pickup system may 
be used) 


 


 


Support calls for Severity Levels 1&2 call back time - 
Contractor must respond back to beWellnm in 30 minutes or 
less from the time the support call was made. 


 


  







 


  57 
 


 


5. Service Level Agreement – Consumer Engagement, Contact Center, Mail Room 
Key Performance Indicator Guarantee Amount 


The Contractor is to provide customer service support. The Contractor is to maintain sufficient staff 
and systems to manage, track and report on Customer Services via multiple channels, including 
telephone, web portal, e-mail, and web chat. The Contractor is to provide an integrated contact 
management system to be used in tracking and managing Customer contacts from all channels, and 
can report on Customer contact metrics separately. Customer Service support is to be available 100% of 
the time during Standard working hours, as specified by beWellnm. 
 


 The Contractor is to ensure customer service support meets the following performance standards: 


1. Achieve a monthly average first Encounter resolution rate 
of a minimum of 75%. First Encounter resolution is 
defined as Encounter resolved by a Customer Service 
Representative rather than those routed to a supervisor or 
requiring a follow-up Customer contact. 


$5,000 when monthly average first 
Encounter resolution rate falls 
below 75%. 


2. Maintain a maximum monthly average time-to-answer of 
60 seconds. 


$5,000 for monthly average time-
to-answer exceeding 60 seconds. 


3. Maintain a monthly average percentage of calls answered 
in 30 seconds or less at seventy percent (70%) or higher. 


$2,500 when monthly percentage 
of calls answered in 30 seconds or 
less falls below 65%. 


4. Maintain a maximum monthly average abandoned call 
rate of three (3) percent, excluding calls where a caller 
left a message and calls that were abandoned before 30 
seconds. 


$2,500 for monthly average 
abandoned call rates exceeding 3% 
or $5,000 for monthly average 
abandoned call rates exceeding 5%. 


5. Maintain a maximum time-to-answer of 2 minutes. $2500 if 10% or more of calls 
exceed given threshold.  $5000 if 
30% or more of calls exceed given 
threshold 


6. Respond to all chat messages within 30 seconds. $2,500 when monthly percentage 
of chats answered in 30 seconds or 
less falls below 85% 


7. Respond to all emailed inquiries received to within one 
(1) Business Day. 


$5,000 for monthly average time-
to-respond exceeding one (1) 
Business Day. 
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5. Service Level Agreement – Consumer Engagement, Contact Center, Mail Room 
Key Performance Indicator Guarantee Amount 


8. Receive a top two rating (assuming a five-point scale) in 
85% of total Customer surveys for Customer satisfaction 
on beWellnm-approved Customer surveys. 


$2,500 when quarterly average 
overall Customer satisfaction 
scores are less than 85%. $5,000 
for each instance when quarterly 
average overall Customer 
satisfaction scores are less than 
75%. 


9. Scan and triage paper applications, Attestations and other 
Eligibility-related documentation within one (1) Business 
Day as measured by the time of receipt such 
documentation. 


$5,000 if less than 99% of all paper 
applications, Attestations and other 
Eligibility-related documentation 
are not scanned and triaged within 
one (1) Business Day. 


10. Process at least 80% of all Eligibility documentation, 
Eligibility verifications for Individuals and 
Redeterminations within two (2) Business Days as 
measured from the time of receipt of application 
containing complete information. 100% of documentation 
related to Eligibility verifications and Redeterminations 
shall be processed within three (3) Business Days. 


$5,000 if 100% of Eligibility 
documentation, Eligibility 
verifications and Redeterminations 
are not processed within three (3) 
Business Days. 


11. 80% of all Enrollment forms must be processed within 
two (2) Business Days as measured from the time of 
receipt of the Enrollment forms containing complete 
information. 100% of Enrollment forms shall be 
processed within three (3) Business Days. 


$5,000 if 100% of Enrollment 
forms are not processed within 
three (3) Business Days. 


12. Process completed Enrollment forms received with a 
minimum of 99% accuracy. 


$5,000 when monthly average falls 
below 99%. 


13. Process Enrollment data provided to Exchange systems 
with a minimum of 98% accuracy. 


 
$5,000 when monthly average 
accuracy rate falls below 98%. 


 


 


6. Service Level Agreement – Noticing, Reportings, Financial Operations 
Key Performance Indicator Guarantee Amount 


The Contractor is to ensure customer service support meets the following performance standards for 
Noticing, Reporting, and Financial Management Operations: 
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6. Service Level Agreement – Noticing, Reportings, Financial Operations 
Key Performance Indicator Guarantee Amount 


1. Send 100% of notifications of successful Enrollment to 
Qualified Individual or Subscriber, unless otherwise designated 
by the Qualified Individual 


$2,500 when monthly average 
of Enrollment notifications 
sent is below 99%. 


1. Send 100% of Renewal, Redetermination and Open Enrollment 
notices in accordance with the timelines set forth in the 
beWellnm's policies and procedures. 


$100 per statement up to a 
maximum per day of $5,000 
per day for each Business Day 
that Renewal, 
Redetermination or Open 
Enrollment notices are sent 
late. 


2. Send Qualified Individual exception requests and supporting 
documents, Encounter logs and Encounter transcripts to the 
beWellnm, 70% within three (3) Business Days of receipt of 
the Qualified Individual written Exception request and 100% 
within four (4) Business Days of receipt of the Qualified 
Individual written Exception request. 


$1,000 when monthly average 
falls below 70% within 3 
Business Days or 100% 
within 4 Business Days. 


3. Meet the following service levels for Reports:  Daily reports are 
due to beWellnm by 12pm the following Business Day. Weekly 
reports are due to the beWellnm by the second (2nd) Business 
Day following the end of the reporting period. Financial 
Monthly reports are due to the beWellnm by third (3rd) 
Business Day following the end of the reporting period with the 
exception of the disenrollment for non -payment of premium 
notice report, which is due on the first (1st) Business Day of the 
month following the end of the month.  Quarterly reports are 
due by the fifteenth (15th) Business Day following the end of 
the reporting period.  Semi-annual reports are due by the 
twentieth (20th) Business Day of the end of the reporting 
period.  Annual reports are due by the twenty-fifth (25th) 
Business Day following the end of the reporting period. 


$200 for each Business Day 
beyond the due dates for each 
listed report. 


4. Provide accurate reports. If the beWellnm identifies a 
substantive problem (i.e. such report contains incorrect data or 
is not presented in a mutually agreeable format) with the 
content of any report delivered by the Contractor resulting in 
the report needing to be regenerated, the Contractor must 
produce a corrected report within one (1) Business Day. 


$100 for each additional 
Business Day the corrected 
report is delivered within one 
Business Day. 
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6. Service Level Agreement – Noticing, Reportings, Financial Operations 
Key Performance Indicator Guarantee Amount 


5. Meet the following service levels for incident and management 
reporting:  Provide incident and management reports using a 
beWellnm defined template no later than 5:00 p.m. of the day 
on which the Contractor discovers any problem, which may 
jeopardize the success or timely completion of any of its 
responsibilities under the Agreement, if the incident is 
identified prior to 4:30 p.m. on any Business Day, and no later 
than 9:30 a.m. on the next Business Day if the incident is 
identified after 4:30 p.m.   All incidents that are not fully 
resolved in one (1) Business Day are supplemented with email 
updates every Business Day by 5:00 p.m. during incident 
remediation.  Provide the final incident report to beWellnm 
within two (2) Business Days of resolving the issue that caused 
the incident.  Provide written management reports in response 
to particular issues within two (2) Business Days of beWellnm 
request. 


$100 for each instance of 
violating incident report 
timing parameters.   If in the 
course of investigating the 
incident, it is determined that 
the Contractor did not inform 
the beWellnm in a timely 
manner, the Contractor shall 
incur an additional penalty of 
$500 per incident 


6. Perform monthly reconciliation of the beWellnm Bank 
Account. The reconciliation and all documentation in support 
of this reconciliation will be submitted to the beWellnm no 
later than thirty (30) Calendar Days following month end. 


$1,000 per Business Day for 
each Business Day beyond the 
due date 


7. Monthly billing must occur on schedule as defined by beWellnm 
and Contractor.  
 


$1,000 per day beyond 
scheduled date, capped at 
$5,000 per month.  


8. Statements must accurately reflect amount owed per subscriber’s 
plan selection for self and all dependents.  The subsidy must also be 
calculated correctly and deducted from the premium due.     


 


$50 per inaccurate statement, 
capped at $1,000 per month. 


9. Monthly Delinquency and Termination notices must occur on 
schedule for both subsidized and non-subsidized individuals as 
defined by beWellnm. 


 


$100 per statement up to a 
maximum per day of $2,500 
for each Business Day that 
Notices are sent late. 


10. Premium Remittance and Reporting (EDI 820) must occur on 
schedule as defined by beWellnm and Contractor. 
 


$1,000 per day beyond 
scheduled date, capped at 
$5,000 per month 


11. Carrier 820 discrepancies must be resolved within 3 days of carrier 
notification of discrepancy 


$100 per discrepancy, capped 
at $1,000 per 820 process  
 


12. Refunds for eligible accounts must be defined and processed on a 
weekly basis as defined by beWellnm and Contractor 


 


$500 per day beyond 
scheduled date, capped at 
$2,500 per month 
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6. Service Level Agreement – Noticing, Reportings, Financial Operations 
Key Performance Indicator Guarantee Amount 


13. Month-end financial reports must report accurately on the ending 
Accounts Receivable due from subscribers, Accounts Payable due 
to carriers, and Premium Register, which lists all premiums billed 
in the current month billing cycle.   These reports must reconcile to 
the cash balance in the beWellnm bank account.    Financial reports 
must be available by the third business day following the end of the 
month.   
 
Daily Financial Management reports must include a daily deposit 
detail breakdown, listing all payments by subscriber. 
 
All reports must indicate the carrier that is associated with the 
subscriber’s invoice amount.   


$200 for each Business Day 
beyond the due dates for each 
listed reports; $500 for any 
identified inaccuracies up to a 
total of $2,500 per month.   
 


 


7. Service Level Agreement – Privacy and Security 


Key Performance Indicator Guarantee Amount 


1. Failure to notify beWellnm in a timely manner (within 24 
hours) of privacy or security incident. 


$1,000 per day beyond 
notification requirements. 


2. Failure to complete and submit to beWellnm required federal 
documents (MARS-E 2.0) in a timely manner to ensure initial 
ATC. 


$1,000 per day beyond the 
required due date for the initial 
filing and any subsequent 
years filing.  


3. Failure to remediate security or privacy risk within agreed 
upon POAM or Corrective Action Plan. 


$1,000 per day delayed in 
correcting or remediating 
systems responsible for 
incident 


4. Privacy or Security breach caused or failed to be prevented 
by the bidder that impacts beWellnm customers 


As necessary, HIPAA privacy 
or security penalties, as 
relevant. 


 


 





		1. Terms and Interpretation

		1.1 Definitions.  In this Agreement, capitalized terms shall have the meaning assigned to them herein. Definitions are also set forth on Exhibit 1 hereto. All defined terms include both the plural and singular, as the context requires. Unless otherwis...



		2. Provision of Services

		2.1 Provision of Services.  Contractor shall design, develop, implement, operate, host, and maintain a fully functional individual exchange solution (hereinafter, the “System,” as further defined in Exhibit 1). Without limiting the foregoing, Contract...

		2.1.1 Responsibility for Services. Contractor shall be solely responsible for the provision of the Services. All Services will be performed under the supervision of Contractor, Contractor’s responsible employees, or Contractor’s approved subcontractors.



		2.2 Contractor Account Executive.  Contractor shall designate on Exhibit     , as of the Effective Date, an individual to whom all communications from NMHIX may be addressed, and who has the authority to act for Contractor in connection with all aspec...

		2.3 Key Personnel.  Contractor’s key personnel involved in the provision of the Services shall be as set forth on the Key Personnel Schedule to this Agreement and updated as appropriate throughout the Term of this Agreement (“Key Personnel”). The part...

		2.3.1 Removal of Key Personnel.  If NMHIX gives Contractor notice that the continued assignment of any individual to the performance of the Services is not in NMHIX’s interests, then after consultation between the parties, if the issue is not resolved...



		2.4 Level of Effort.  Unless the Agreement specifies some other standard (such as “best efforts”), Contractor shall use reasonable efforts to perform and deliver Services and carry out its other obligations.

		2.4.1 Reasonable Efforts.  For purposes of this Agreement, “Reasonable Efforts,” “Commercially Reasonable Efforts,” and similar expressions mean diligent performance in a manner consistent with good standards in Contractor’s industry and the quality a...

		2.4.2 Best Efforts.  For purposes of this Agreement, “Best Efforts” means use of all of Contractor’s available facilities, staff, and other resources and capabilities in order to respond to emergencies and other urgent situations.



		2.5 Current Technology.  In performing the Services, Contractor shall, without additional Charges, and in addition to any specific commitments concerning currency, upgrades, and refreshment of equipment: (i) use current, proven technologies and method...

		2.6 Performance Standards and Key Performance Indicators.  Contractor’s performance of the Services shall: (i) be provided in a manner consistent with Section 12.2 hereof; (ii) comply with the Service Level Agreements set forth in Exhibit __ (“Service...

		2.7 Review and Revision of Service Levels.  The parties will review the performance standards and Key Performance Indicators set forth in the Service Level Agreements and modify them, if appropriate, to reflect continuous improvements in the delivery ...

		2.8 Liquidated Damages.  In the event that Contractor fails to meet the performance standards and Key Performance Indicators set forth in the Service Level Agreements, NMHIX shall be entitled to liquidated damages as set forth in the Service Level Agr...

		2.9 Operational Changes in an Emergency.  In the event of an emergency, as determined by NMHIX in its reasonable discretion, Contractor will use its Best Efforts to assist NMHIX by providing the Services in a manner necessary to meet NMHIX’s requireme...

		2.10 Non-Exclusive Contract.  This Agreement is nonexclusive, and unless otherwise agreed, NMHIX may obtain Services and similar or related services from third parties or its own resources. Contractor shall reasonably cooperate with NMHIX and its cont...

		2.11 Services to Third Parties.  NMHIX recognizes that Contractor personnel providing Services to NMHIX under this Agreement may perform similar services from time to time for other customers of Contractor, and this Agreement shall not prevent Contrac...

		2.12 Subcontracts.

		2.12.1 Approval of Subcontractors. Except as otherwise provided in this Section 2.12.1, Contractor may not delegate performance of any of its duties, obligations, and responsibilities hereunder to any Affiliate or other subcontractor without NMHIX’s p...

		2.12.2 Subcontract Terms.  Contractor shall ensure that all Contractor subcontracts relating to this Agreement entered into prior to or after the Effective Date shall permit assignment to NMHIX upon any early termination of this Agreement, and contain...



		2.13 NMHIX Dependencies.  If Contractor is unable to meet an obligation fully to NMHIX under this Agreement where Contractor’s performance is expressly set forth in this Agreement as dependent, in whole or in part, on the action or inaction of NMHIX (...

		2.13.1 Contractor notified NMHIX, reasonably in advance, of the NMHIX Dependency, its relevance to Contractor’s obligation to NMHIX, and the deadline for NMHIX to address the NMHIX Dependency;

		2.13.2 Contractor diligently worked in good faith with NMHIX to address the NMHIX Dependency; and

		2.13.3 Contractor used commercially reasonable efforts to work around the NMHIX Dependency to meet its obligations to NMHIX in spite of the NMHIX Dependency.



		2.14 Third Party Dependencies.  If Contractor is unable to meet an obligation fully to NMHIX under this Agreement because Contractor’s performance was dependent, in whole or in part, on the action or inaction of a third party (excluding any subcontrac...

		2.14.1 Contractor notified the third party, reasonably in advance, of any Third Party Dependency, its relevance to Contractor’s obligation to NMHIX, and the deadline for the third party to address the Third Party Dependency;

		2.14.2 Contractor diligently worked in good faith with the third party to address the Third Party Dependency;

		2.14.3 Contractor notified NMHIX that the Third Party Dependency would impede Contractor’s ability to meet its obligations to NMHIX if not addressed, such notice to NMHIX provided promptly upon Contractor’s becoming aware of the issue; and

		2.14.4 Contractor used commercially reasonable efforts to work around the Third Party Dependency to meet its obligations to NMHIX in spite of the Third Party Dependency.



		2.15 Force Majeure.

		2.15.1 Neither party shall be liable for any default or delay in the performance of its obligations if and to the extent such default or delay is caused by any of the following (each, a “Force Majeure Event”):

		(a) fire, flood, earthquake, elements of nature or acts of God, acts of war, terrorism, riots, civil disorders, rebellions or revolutions; strikes, lockouts, or labor difficulties (including in the case of either party’s performance, labor difficultie...



		2.15.2 The party affected by a Force Majeure Event shall give notice to the other party as promptly as practicable (after the occurrence of a Force Majeure Event taking into account 2.15.1(a)) and shall be excused from such performance to the extent m...



		2.16 Timing.  Timing is of the essence with respect to the Services offered under this Agreement.



		3. Charges and Payment

		3.1 Compensation.  The charges for the Services culminating in a Deliverable (“Deliverables Charges”) and for the Services provided during the Maintenance Period (“Maintenance Charges”) shall be as set forth in a schedule for each Service and are summ...

		3.2 Charges All-Inclusive.  Contractor’s Charges are all-inclusive. NMHIX shall pay Contractor for the Services only and shall not pay Contractor for any expenses, costs, taxes, or other fees Contractor incurs in performance of this Agreement. The Cha...

		3.3 Payment Terms.  Contractor may issue a Deliverables Charges invoice to NMHIX for a particular Deliverable on the later to occur of the Deliverable Delivery Deadline or the Acceptance Date for that Deliverable. Contractor may issue monthly invoices...

		3.4  Disputed Amounts.  NMHIX may withhold payment of invoiced amounts that NMHIX disputes in good faith, or otherwise withhold or set off such disputed amounts owed to Contractor, pending resolution of the matter. Failures to withhold or set off shal...

		3.5 Taxes.  The New Mexico gross receipts tax, if applicable, levied on the amounts payable under this Agreement shall be paid by Contractor. Contractor agrees to pay all other applicable taxes, duties, and tariffs associated with its provision and NM...

		3.6 Funding.  The terms of this Agreement are contingent upon (i) continued authorization of the NMHIX by the Legislature of New Mexico and (ii) the ability of NMHIX to obtain necessary funds by assessments, grants, or other means. In the absence of l...

		3.7 Release.  Final payment of the amounts due under this Agreement shall operate as a release of NMHIX, its officers, and employees from all liabilities, claims, and obligations whatsoever arising from or under this Agreement.



		4. Audit and Compliance

		4.1 Compliance with Laws and Policies.  Contractor will comply with all federal, state, and local laws, statutes, regulations, rules, executive orders, supervisory requirements, export requirements, directives, circulars, opinions, decrees, treaties, ...

		4.2 Changes in Laws and Policies.  If, and to the extent that, a change in Applicable Law that applies to Contractor’s business or the methodology by which Contractor provides Services, results in additional costs to Contractor, there shall be no addi...

		4.3 Audit Procedures.  Contractor shall maintain all records required by 45 C.F.R. 155.1210, including detailed, complete, and accurate time and expenditure records that indicate the date, time, nature, and cost of Services rendered during the Agreeme...

		4.4 Certain Certifications.  Upon written request, Contractor will provide such factual certifications as NMHIX or its auditors may reasonably request (e.g. concerning the accuracy of Charges and reports, compliance with NMHIX policies, and reporting ...

		4.5 Audit Adjustments.  If an audit of the Charges reveals that Contractor has overcharged NMHIX for Services by at least 5%, Contractor shall reimburse NMHIX for the overpayment and the reasonable cost of the audit. Any audits conducted pursuant to t...

		4.6 Assessment.  Contractor agrees to be subject to the findings and sanctions assessed as a result of NMHIX audits, federal audits, and disallowances of the Services provided pursuant to this Agreement and the administration thereof to the extent the...

		4.7 Contractor’s Audits.

		4.7.1 Contractor shall contract and pay for any required independent audits, including but not limited to a SOC 1 Type 2 audit. Contractor shall ensure that the auditor is licensed to perform audits in the State of New Mexico and shall be selected by ...

		4.7.2 The audit shall contain a schedule of financial expenditures for each program to facilitate ease of reconciliation by NMHIX. The audit shall also include a schedule of depreciation for all property or equipment with a purchase price of $5,000 or...

		4.7.3 The audit shall include a report on compliance with requirements applicable to each major program and internal control over compliance.

		4.7.4 Upon completion of any audit under the applicable federal and state statutes and regulations, Contractor shall notify NMHIX when the audit is available for review and provide online access to NMHIX, or Contractor shall provide NMHIX with four (4...

		4.7.5 Within thirty (30) days thereafter or as otherwise determined by NMHIX in writing, Contractor shall provide NMHIX with a response indicating the status of each of the exceptions or findings in the said audit report. If either the exceptions or f...

		4.7.6 Contractor shall make available to NMHIX the results of any internal or external review or audit conducted by Contractor relating to Contractor’s operating practices and procedures or the Services, including the SOC 1, Type 2 audit report and an...





		5. NMHIX Responsibilities

		5.1 NMHIX Account Executive.  NMHIX shall designate on Exhibit ___ hereto, as of the Effective Date, an individual to whom all communications from Contractor may be addressed, and who has the authority to act for NMHIX in connection with all aspects o...

		5.2 Contractor Access to, Use of, NMHIX Facilities.  To enable Contractor to provide the Services, NMHIX may provide use of NMHIX facilities. In that event, Contractor, its employees and subcontractors shall comply with NMHIX’s procedures governing ac...



		6. Contract Management

		6.1 Governance. The parties will govern their relationship in accordance with any governance procedure that they may develop.

		6.2 Change Orders. Change Requests and Change Orders shall be handled in accordance with the Change Management Plan set forth in Exhibit ___. Any new features in the Contractor Software are to be made available to NMHIX at no charge.

		6.3 Acceptance of Deliverables.

		6.3.1 Acceptance Criteria. The parties may use commercially reasonable efforts to develop, and agree to, acceptance criteria (“Acceptance Criteria”) for Services culminating in a deliverable provided to NMHIX pursuant to this Agreement and set forth o...

		6.3.2 NMHIX Review.  Deadlines for Deliverables are listed in Exhibit ___ (“Deliverables Delivery Deadline”). After completing quality assurance and user acceptance testing, if applicable, Contractor shall submit each Deliverable to NMHIX for review o...

		6.3.3 Resubmission of Rejected Deliverables.  In the event NMHIX provides Contractor with a Letter of Exception for a Deliverable, Contractor shall cure any defect or objection to the Deliverable within fifteen (15) days of receipt of the Letter of Ex...

		6.3.4 Failure to Reach Acceptance.  If Contractor cannot correct such non-conformities to the satisfaction of NMHIX within thirty (30) (or such other period as may be agreed by the parties) days after the date of the original Letter of Exception, NMHI...

		6.3.5 Precedence.  Nothing in this Section is intended by the parties to modify in any way the procedures for failure to meet Key Performance Indicators or other requirement set forth in any Service Level Agreement.



		6.4 Adjustment to Charges for Services.  If Contractor does not submit a Deliverable to NMHIX by the applicable Deliverable Delivery Deadline, or if a Deliverable is submitted to NMHIX by the Deliverable Delivery Deadline but is not Accepted by NHMIX,...



		7. Term and Termination

		7.1 Term.  This Agreement will commence on the Effective Date and, unless earlier terminated, remain effective through and including December 31, 2023 (the “Term”).

		7.2 Termination By NMHIX.  NMHIX may terminate this Agreement or any Services provided hereunder, immediately upon written notice in the event of the following:

		7.2.1 Material Breach.  Any material breach or default of this Agreement by Contractor, which has not been cured within thirty (30) days, or longer period if NMHIX and Contractor agree in a writing signed by both parties that it is necessary, after wr...

		7.2.2 Cessation of Business.  If Contractor ceases to do business in the ordinary course.

		7.2.3 Bankruptcy.  If Contractor files a petition in bankruptcy or an involuntary petition in bankruptcy is filed against Contractor, makes an assignment for the benefit of creditors or an arrangement pursuant to any bankruptcy law, Contractor is unab...

		7.2.4 Funding.  Pursuant to Section 3.6 in the event of insufficient authorization or funding.

		7.2.5 Crime.  Contractor or any of its executive officers, or any of its employees or agents that are working primarily on a Deliverable under this Agreement, is convicted for fraud, embezzlement, or a crime involving misuse of public funds.

		7.2.6 Force Majeure.  In the event of a Force Majeure event pursuant to Section 2.15.2 hereof.

		7.2.7 Change of Control.  In the event of any Change of Control (as that term is defined in Exhibit 1 hereto) of Contractor, at any time within thirty (30) days’ written notice of such Change in Control. Contractor shall provide NMHIX with forty-five ...

		7.2.8 SLA Failures.  For chronic failures of the Service Level Agreements.

		7.2.9 Data Security Breach.  Pursuant to Section 9.12, in the event of a material breach by Contractor of Section 9 hereof.

		7.2.10 Other Termination Rights.  Pursuant to any other Section of this Agreement granting NMHIX the right to terminate this Agreement or any Service thereunder in accordance with the terms of that provision.

		7.2.11 Inability to Perform.  If, for a reason other than as set forth in Sections 7.2.1 - 7.2.9, Contractor becomes unable to perform the Services, as reasonably determined by NMHIX, and Contractor is unable to cure such inability to the reasonable s...



		7.3 Termination by Contractor.  Contractor may terminate this Agreement with at least sixty (60) days’ notice after the occurrence of a Payment Default. Contractor hereby waives any other rights it may have under this Agreement, at law, or in equity t...

		7.4 Termination for Convenience.  NMHIX may terminate this Agreement or any Services hereunder, for any reason or no reason upon ninety (90) days’ notice to Contractor.  Contractor may terminate this Agreement or any Services hereunder, for any reason...

		7.5 Partial Termination.  In the event that NMHIX determines, in its sole and absolute discretion, that a portion of the Services are no longer necessary, NMHIX may exercise partial termination rights as follows:

		7.5.1 Services shall be terminated by Service category or logical segment(s) or component(s), as determined by NMHIX.

		7.5.2 The scope of particular remaining Services, and any affected Charges or Service Levels shall be adjusted through the Change Management Process to the extent necessary to allow for operational dependencies and phased reductions in Services (or in...



		7.6 Termination Management.  Immediately upon receipt by either NMHIX or Contractor of notice of termination of this Agreement, Contractor shall not perform additional Services without written approval of NMHIX, and, subject to negotiation of the Tran...

		7.7 Effect of Termination.  NMHIX’S TERMINATION RIGHTS UNDER THIS AGREEMENT ARE NOT EXCLUSIVE AND DO NOT WAIVE NMHIX'S OTHER LEGAL RIGHTS AND REMEDIES CAUSED BY CONTRACTOR'S DEFAULT OR BREACH OF THIS AGREEMENT.  In the event of a termination of this A...

		7.8 Termination Assistance.

		7.8.1 Termination Services.  During (a) the six (6) month period immediately prior to the expiration of the Agreement, or (b) following the receipt of a notice of termination through the later of: (i) the date on which the Services designated for term...

		7.8.2 Assets and Personnel.  During the Termination Assistance Period, Contractor shall not dismiss, reassign, or replace personnel, take other material personnel action, or redeploy or dispose of any assets otherwise transferable to NMHIX without NMH...

		7.8.3 Charges, Extension.  There will be no Charges for Termination Services performed by existing Contractor resources allocated to NMHIX under this Agreement. Charges for Termination Services may only cover newly allocated resources providing Termin...

		7.8.4 Specific Performance.  Contractor acknowledges that, subject to the last sentence of this Section 7.8.4, if it were to breach, or threaten to breach, its obligation to provide Termination Assistance, NMHIX would be irreparably harmed and that mo...





		8. Confidential Information

		8.1 Confidential Information.  As used in this Agreement, the term “Confidential Information” means any information received by a party (in such capacity, “Recipient”) from the other party (in such capacity, “Discloser”), together with all derivatives...

		8.2 Protection of Confidential Information. Recipient represents and warrants that it shall (i) treat all such information and data as confidential property and (ii) not divulge it to others at any time nor use it for any purpose, except on behalf of ...

		8.3 Certain Disclosures.  Section 8 and 9 shall not be construed to prohibit disclosure of Confidential Information by Recipient to the extent that such disclosure is required by law or valid order of a court or other governmental authority, provided ...



		9. Privacy and Security Standards

		9.1 Applicability. In addition to and in certain circumstances as a subset of Confidential Information, Contractor agrees and acknowledges that during the course of performing Services under this Agreement Contractor may create, collect, receive, use,...

		9.2 Standard of Care and Ongoing Compliance.

		9.2.1 Contractor shall ensure that its performance of Services under this Agreement and that its development, maintenance, and operation of the System shall meet all industry, state, and federal security standards concerning the creation, collection, ...

		Federal:

		9.2.2 Contractor shall use or disclose Personal Information only to the extent required for the performance of the Services under this Agreement and then only to the extent allowed by law. Contractor shall comply with the terms and conditions set fort...

		9.2.3 With regard to Personal Information that is PII, Contractor and any Authorized Persons shall comply with and impose privacy and security standards as outlined in Exhibit       and equal to or more stringent than the standards set forth in the Mi...

		9.2.4 Personal Information is deemed Confidential Information of NMHIX under Section 8.1 above, and is not Confidential Information of Contractor. In the event of a conflict or inconsistency between this Section and Section 8 hereof, the terms and con...

		9.2.5 In recognition of the foregoing, Contractor agrees and covenants that it shall:

		(a) keep and maintain all Personal Information in strict confidence, using such degree of care as is appropriate to avoid unauthorized access, use, or disclosure;

		(b) use and disclose personal information solely and exclusively for the purposes for which the Personal Information, or access to it, is provided pursuant to the terms and conditions of this Agreement, and not use, sell, rent, transfer, distribute, o...

		(c) not directly or indirectly disclose Personal Information to any personal other than its Authorized Persons without express written consent from NMHIX;

		(d) Permit access to NMHIX upon request to facilities and premises where Personal Information is maintained, created, used, or disclosed for the purpose of inspecting privacy and security arrangements; provided, however, that (i) Contractor and NMHIX ...



		9.2.6 If, in the course of its engagement by NMHIX, Contractor or any subcontractor has access to or will collect, access, use, store, possess, dispose of or disclose credit, debit, or other payment cardholder information, Contractor or the subcontrac...



		9.3 Information Security

		9.3.1 Contractor represents and warrants that its collection, access, use, storage, disposal and disclosure of Personal Information does and will comply with all applicable federal, state, and foreign privacy and data protection laws, as well as all o...

		9.3.2 At a minimum, Contractor’s safeguards for the protection of Personal Information shall include: (i) limiting access of Personal Information to Authorized Persons; (ii) securing business facilities, data centers, paper files, servers, backup syst...

		9.3.3 During the term of each Authorized Person’s employment or engagement by Contractor, Contractor shall at all times cause such Authorized Persons to abide strictly by Contractor’s obligations under this Agreement. Upon NMHIX’s written request, Con...



		9.4 Breaches.  In the event that any Personal Information is disclosed by Contractor (or its employees, subcontractors, or agents) contrary to this Agreement, or Contractor (or its employees, subcontractors or agents) discovers, receives notice of, or...

		9.5 Access and Control. Contractor shall cooperate with NMHIX, and the System shall be designed so that Contractor is able, to meet the requirements of 45 CFR Part 164 and Section 155.260, concerning the use and disclosure, access, accounting, amendme...

		9.5.1 Contractor (a) shall take such action(s) in sufficient time and manner as may be requested by NMHIX that are necessary to meet the obligations of 45 C.F.R. §§ 164.522, 164.524, 164.526, 164.528, and 155.260; and (b) if an individual contacts Con...

		9.5.2 With respect to an individual’s right to an accounting under 45 C.F.R. §§ 164.528 or 155.260, Contractor shall document all disclosures of PII or PHI and other data access activities as would be necessary for NMHIX to respond to a request by an ...

		9.5.3   Upon request, Contractor shall take reasonable steps to cooperate with NMHIX to provide individuals with a final means to dispute the accuracy or integrity of their PII or PHI maintained by Contractor and to have erroneous information correcte...

		9.5.4 Contractor shall document all disclosures of PII or PHI, and required information related to such disclosures, as would be necessary for NMHIX to respond to a request by an individual for an accounting of disclosures of PII or PHI. In the event ...

		9.5.5 Upon Contractor’s receipt of a notification of a restriction on the use of disclosure of PII or PHI from NMHIX, Contractor shall promptly (a) cease the use and disclosure of any such individual’s PII or PHI as specified in the notice; (b) comply...

		9.5.6 In the event Contractor receives a request from an individual or from a third party to release PII or PHI to a third party pursuant to a consent, authorization, or other written document, Contractor shall, within three (3) Business Days of recei...

		9.5.7 In the event that the consumer notification provisions of 45 C.F.R. §§ 164.400 through 164.410, or similar notification requirements in other state or federal laws are triggered by a Data Breach or other event, Contractor shall promptly comply w...



		9.6 Third Party Agreements

		9.6.1 Contractor shall comply with (and shall cause its employees, agents, and subcontractors to comply with) any privacy and security obligation that is required as the result of NMHIX having entered into any other agreement with a third party to obt...

		9.6.2  Third Party Data. Third Party Data includes, without limitation, all data that NMHIX receives or obtains from the New Mexico Human Services Department, the New Mexico Office of the Superintendent of Insurance, the New Mexico Department of Taxat...

		9.6.3 To the extent that any Third Party Data or other data received from a third party under or in connection with a Third Party Agreement is accessible within or through a system, database, or other IT resource owned and/or operated by NMHIX or by H...

		9.6.4 Contractor Third Party Agreements. Contractor shall develop data use, data exchange, and/or interconnection security agreements as necessary with third parties with whom Personal Information, including PII and PHI, will be shared or disclosed. C...



		9.7   Use of Limited Data Set or the Minimum Necessary. As described in 45 C.F.R. § 164.502(b)(1), when using or disclosing or requesting PII or PHI from NMHIX, HSD, or another party (except for the uses and disclosures described in 45 C.F.R. § 164.50...

		9.8  Access to Systems, Databases, and Resources.

		9.8.1 In connection with Contractor’s performance of its obligations under the Agreement, it may be necessary for Contractor and its representatives to access systems, databases, or other IT resources owned or operated by NMHIX or by HSD or other entity.

		9.8.2 Contractor shall restrict access to such systems, databases, or other IT resources to only those authorized representatives of Contractor who need such data to perform their official duties in connection with Contractor’s performance under this ...

		9.8.3  Contractor shall ensure that any Authorized Representative that is granted access to any such system, application, or IT resource: (i) uses such system, application or resource (and any Personal Information accessible within or through it) sole...

		9.8.4   Contractor shall identify methods for ensuring only authorized personnel access data. Contractor shall provide a process for reviewing and updating access rights on a regular basis.

		9.8.5 Contractor shall identify methods for ensuring that only Authorized Representatives access Personal Information. Contractor shall provide a process for reviewing and updating access rights on a regular basis. Contractor shall provide audit repor...



		9.9 Return or Destruction of Personal Information.  At any time during the Term, at NMHIX’s written request, or upon the termination or expiration of this Agreement for any reason, Contractor shall, and shall instruct all Authorized Persons to, prompt...

		9.9.1 In the event that Contractor determines that returning or destroying Personal Information is not feasible, Contractor shall provide NMHIX with written notification of the conditions that make return or destruction not feasible. Upon mutual agree...

		9.9.2 Contractor shall continue to maintain all privacy and security protections pertaining to any Personal Information until such time as it is returned to NMHIX or destroyed.



		9.10 Ongoing Assessment. Contractor shall conduct ongoing internal monitoring and assessments of the overall solution and operations to ensure compliance with this Section 10. Prior to implementation of any updates to the System, Contractor shall subj...

		9.11 Equitable Relief.  Contractor acknowledges that any breach of its covenants or obligations set forth in this Section 9 may cause NMHIX irreparable harm for which monetary damages would not be adequate compensation and agrees that, in the event of...

		9.12 Material Breach.  Contractor’s failure to comply with any of the provisions of this Section 9 (other than a breach that does not result in any material adverse effect on NMHIX, its Affiliates, employees, or customers) is a material breach of this...



		10. Intellectual Property

		10.1 Intellectual Property and Proprietary Information Ownership.  All Intellectual Property owned by a party as of the Effective Date of this Agreement (“Pre-Existing Intellectual Property”), is solely the property of each party. For purposes of this...

		10.2 Developed IP.  Notwithstanding anything to the contrary contained in this Agreement, NMHIX shall own the entire right and title and interest in and to all materials developed or acquired and all works of authorship and Intellectual Property devel...

		10.3 Contractor License.  To the extent that any of Contractor’s Pre-Existing Intellectual Property and Contractor’s Intellectual Property developed after the Effective Date is embedded in any or constitute a Deliverable (“Integral Contractor IP”), th...

		10.3.1 Source Code Escrow.  On a quarterly basis Contractor will place a copy of the source code for such Integral Contractor IP and updates thereto including all relevant commentary, explanations, and other documentation, as well as instructions to c...

		10.3.2 Contractor shall provide NMHIX (i) system administrator-level access to any hosted application servers; (ii) copies of all system backup files, and (iii) administrative access to servers at any time at no additional charge.



		10.4 Third Party Software.  Contractor shall adhere to the requirements and restrictions of all third-party software licenses used in connection with the performance of the Services (“Third Party Software”).

		10.5 Rights in Residuals.  Nothing contained in this Agreement shall restrict either party from the use of any ideas, concepts, practices, learning, or know-how relating to the Services that are retained in the unaided human memory of such Contractor ...



		11. Performance Bond

		12. Representations and Warranties

		12.1 Mutual Representations and Warranties.  Each party represents and warrants to the other party that: (i) its fulfillment of its obligations and, as applicable, performance of the Services under this Agreement will not violate any Applicable Law or...

		12.2 Contractor Representations, Warranties, and Covenants.  In addition to Contractor’s other representations, warranties, and covenants in this Agreement, Contractor represents, warrants, and covenants to NMHIX that:

		12.2.1 at all times during the Warranty Period (as defined below), following Acceptance of a Deliverable, such Deliverable shall conform to and perform in accordance with the Acceptance Criteria. If, at any time during the Warranty Period after Accept...

		(a) All software changes and improvements, patches, repairs, or "bug" fixes required to meet any Acceptance Criteria (including, without limitation, functional and technical requirements) of the Deliverables shall be delivered by Contractor at no char...

		(b) Work performed pursuant to this warranty shall be covered by same warranties expressed herein for a period of one year from the date the warranty work is performed.

		(c) The warranties set forth in this Section 12.2.1 are in addition to, and not in limitation of, any warranties, rights, and remedies available by law or this Agreement, and shall not limit Contractor’s liability or responsibility imposed by this Agr...



		12.2.2 The Services contemplated hereunder will be performed by adequately trained, competent personnel, in a professional manner, with such personnel having the requisite skill and expertise necessary to perform and complete the Services in accordanc...

		12.2.3  Contractor will use its Best Efforts to employ the continuous use of commercial antivirus software (including, without limitation, active virus and vulnerability scanning, sweep and antispyware software) of a quality and type that is no less t...

		12.2.4 Contractor and its employees, subcontractors, and agents will comply with all rules for entry on to NMHIX’s premises and as otherwise provided to Contractor from time-to-time (including, but not limited to, network access and security policies)...

		12.2.5  in the performance of the Services, Contractor will also provide all services reasonably inherent in the nature of the Services even though such inherent services are not expressly set forth in this Agreement, if, in the event that Contractor ...

		12.2.6 Contractor shall use its best efforts to meet the timing requirements for go-live readiness of the System.





		13. Remedies

		13.1 Insurance.  Contractor shall not begin the Services required under this Agreement until it has: (a) obtained, and upon NMHIX’s request provided to NMHIX, insurance certificates reflecting evidence of all insurance required herein; however, NMHIX ...

		13.1.1 Coverage.  At all times during the term of this Agreement, Contractor shall maintain insurance coverage as follows:

		(a) Commercial General Liability (CGL) Insurance must be written on an ISO Occurrence form or an equivalent form providing coverage at least as broad which shall cover liability arising from bodily injury, personal injury or property damage providing ...

		(b) Automobile Liability.  For all of Contractor's automobiles including owned, hired and non-owned automobiles, Contractor shall keep in full force and effect, automobile liability insurance providing coverage at least as broad for bodily injury and ...

		(c) Professional Liability.  For Contractor and all of Contractor's employees who are to perform professional Services under this Agreement, Contractor shall keep in full force and effect, Professional Liability insurance for any professional acts, er...

		(d) Workers' Compensation. For all of Contractor's employees who are subject to this Agreement and to the extent required by any applicable state or federal law, Contractor shall keep in full force and effect, a Workers' Compensation policy & Employer...

		(e) Professional Liability/Errors and Omissions and Cyber Liability coverage in the amount of $10,000,000 per claim and in the aggregate including coverage for Network Security and Privacy cover contained within the policy of Professional Liability;

		(f) Automobile Liability insurance on an occurrence basis with minimum limits of $1,000,000 combined single limit per accident for bodily injury and property damage, extending to all owned, hired, and non-owned vehicles;

		(g) Property Insurance in the amount of replacement value.



		13.1.2 Cancellation.  Except as provided for under New Mexico law, all policies of insurance required hereunder must provide that NMHIX is entitled to thirty (30) days prior written notice (10 days for cancellation due to non-payment of premium) of ca...

		13.1.3 Insurer Requirements. All insurance required by express provision of this Agreement shall be carried only by responsible insurance companies that have an A.M. Best Financial Performance Rating of A- or better, with an outlook of stable or posit...

		13.1.4 Deductibles. All deductibles or co-payments on any policy shall be the responsibility of Contractor.

		13.1.5 Specific Provisions Required. Each policy shall expressly provide, and an endorsement shall be submitted to the NMHIX, that the policy or policies providing coverage for Commercial General Liability must be endorsed to include as an Additional ...

		13.1.6 All policies required herein are primary and non-contributory to any insurance that may be carried by the NMHIX and its officials, officers, employees, agents, volunteers and representatives, as reflected in an endorsement which shall be submit...

		13.1.7 Contractor agrees that for the time period defined above, there will be no changes or endorsements to the policy that increase the NMHIX's exposure to loss.

		13.1.8 The NMHIX reserves the right, from time to time, to review Contractor’s insurance coverage, limits, and deductible and self-insured retentions to determine if they are acceptable to the NMHIX. The NMHIX will reimburse Contractor for the cost of...

		13.1.9  Contractor may obtain additional insurance not required by this Agreement.



		13.2 Limitation of Liability.  EACH PARTY’S LIABILITY TO THE OTHER PARTY UNDER THIS AGREEMENT SHALL NOT EXCEED AN AMOUNT EQUAL TO THE TOTAL AMOUNT OF CHARGES ANTICIPATED TO BE PAID BY NMHIX TO CONTRACTOR UNDER THIS AGREEMENT, PROVIDED THAT THE LIMITAT...

		13.3 Duty to Mitigate.  Each party has a duty to mitigate the damages suffered by it for which the other party is liable by taking actions in accordance with New Mexico law to reduce or limit the amount of such damages.

		13.4 Contractor’s Indemnity.  Contractor agrees to indemnify and, at NMHIX’s option, defend, NMHIX, its Affiliates, and each of their respective directors, officers, managers, employees, members, shareholders, and agents and all of their respective su...

		13.4.1 any breach of this Agreement by Contractor or its agents, subcontractors, or employees in the performance of Sections 8 or 10 of this Agreement;

		13.4.2 negligent act, negligent failure to act, or willful misconduct by Contractor or its agents, subcontractors or employees in the performance of this Agreement;

		13.4.3 any material breach of this Agreement by Contractor or its agents, subcontractors or employees in the performance of Section 9 of this Agreement;

		13.4.4 any material breach of this Agreement by Contractor or its agents, subcontractors or employees;

		13.4.5 any claim that the Services or a Work provided by Contractor to NMHIX, when used in accordance with this Agreement, infringes or violates any third party’s United States patent, copyright, trade secret or any other intellectual property or prop...

		13.4.6 Contractor’s violation of any Applicable Laws;

		13.4.7 Contractor’s failure to pay any applicable federal, state, or local taxes or contributions imposed or required under unemployment insurance, employee benefit, social security, workers compensation, or income tax laws with respect to Contractor’...

		13.4.8 a determination by a Governmental Body that a Contractor employee is an employee of NMHIX for any period on or after the Effective Date, provided that any such determination is not the result of NMHIX’s gross negligence or willful misconduct. (...

		13.4.9 death of or bodily injury to any agent, employee, customer, invitee, visitor, or other person to the extent proximately caused by the negligence or willful misconduct of the Indemnifying Party, its Affiliates, or their respective agents, employ...

		13.4.10  damage to, or loss or destruction of, any real or tangible personal property to the extent proximately caused by the negligence or willful misconduct of the Indemnifying Party, its Affiliates, or their respective agents, employees or contract...



		13.5 Indemnification Generally.

		13.5.1 Indemnification Procedures.  If any third party shall notify NMHIX with respect to any matter (a “Third Party Claim”) which may give rise to a claim for indemnification against Contractor under this Section, NMHIX shall promptly notify Contract...

		13.5.2 Intellectual Property Claims. In case the Deliverables or Services, or any one or part thereof, are in such action held to constitute an infringement or misappropriation, or the exercise of NMHIX's rights thereto is enjoined or restricted, Cont...

		13.5.3 Settlement of Indemnified Claims.  Settlements or compromises reached by Contractor shall be subject to the prior written consent of NMHIX.



		13.6 Continued Performance.  Except where clearly prevented by the issue in dispute, Contractor agrees to continue performing its duties, obligations, and responsibilities under this Agreement while the dispute is being resolved in accordance with thi...



		14. Conflict of Interest; Governmental Conduct Act

		14.1 No Conflict of Interest.  Contractor represents and warrants that it presently has no interest and, during the term of this Agreement, shall not acquire any interest, direct or indirect, which would conflict in any material manner or material deg...

		14.2 Governmental Conduct Act.  Contractor further represents and warrants that it has complied with, and, during the term of this Agreement, will continue to comply with, and that this Agreement complies with, all applicable provisions of the Governm...

		14.2.1 in accordance with Section 10-16-4.3 NMSA 1978, Contractor does not employ, has not employed, and will not employ during the term of this Agreement any NMHIX employee while such employee was or is employed by NMHIX and participating directly or...

		14.2.2 this Agreement complies with Section 10-16-7(A) NMSA 1978 because (i) Contractor is not a public officer or employee of the State; (ii) Contractor is not a member of the family of a public officer or employee of NMHIX; (iii) Contractor is not a...

		14.2.3 in accordance with Section 10-16-8(A) NMSA 1978, (i) Contractor is not, and has not been represented by, a person who has been a public officer or employee of NMHIX within the preceding year and whose official act directly resulted in this Agre...

		14.2.4 this Agreement complies with Section 10-16-9(A) NMSA 1978 because (i) Contractor is not a legislator; (ii) Contractor is not a member of a legislator's family; (iii) Contractor is not a business in which a legislator or a legislator's family ha...

		14.2.5 in accordance with Section 10-16-13 NMSA 1978, Contractor has not directly participated in the preparation of specifications, qualifications, or evaluation criteria for this Agreement or any procurement related to this Agreement; and

		14.2.6 in accordance with NMSA 1978 Section 10-16-3 and 10-16-13.3, Contractor has not contributed, and during the term of this Agreement shall not contribute, anything of value to a public officer or employee of the NMHIX.



		14.3 Erroneous Representations and Warranties.  Contractor’s representations and warranties in Sections 14.1 and 14.2 are material representations of fact upon which NMHIX relied when this Agreement was entered into by the parties. Contractor shall pr...

		14.4 Statutory Definitions.  All terms defined in the Governmental Conduct Act have the same meaning in this Section 14.



		15. Penalties for Violation of Law

		16. Non-Discrimination and Equal Opportunity Compliance.

		Contractor agrees to abide by all applicable federal and state laws and rules and regulations pertaining to non-discrimination and equal employment opportunity. In accordance with all such laws of the State of New Mexico and the United States, the Con...

		17. Workers Compensation

		18. Debarment and Suspension

		18.1 Certification.  Consistent with either 7 C.F.R. Part 3017 or 45 C.F.R. Part 76, as applicable, and as a separate and independent requirement of this Agreement Contractor certifies by signing this Agreement, that it and its principals, to the best...

		18.2 Continuing Obligation.  Contractor’s certification in Section 18.1, is a material representation of fact upon which NMHIX relied when this Agreement was entered into by the parties. Contractor’s certification in Section 18.1, shall be a continuin...

		18.2.1 Contractor shall provide immediate written notice to NMHIX if, at any time during the term of this Agreement, Contractor learns that its certification in Section 18.1, was erroneous on the effective date of this Agreement or has become erroneou...

		18.2.2 If it is later determined that Contractor’s certification in Section 18.1, was erroneous on the effective date of this Agreement or has become erroneous by reason of new or changed circumstances, in addition to other remedies available to NMHIX...



		18.3 Subcontractors.  As required by statute, regulation, or requirement of this Agreement, and as contained in Section 18.1, Contractor shall require each proposed first-tier subcontractor whose subcontract will equal or exceed $25,000, to disclose t...



		19. Federal Tax Information

		19.1 Compliance.  In performance of this Agreement, Contractor agrees to comply with and assume responsibility for compliance by Contractor’s employees with IRS Publication 1075, Tax Information Security Guidelines and the following requirements:

		19.1.1 Supervision.  All work will be performed under the supervision of Contractor or Contractor's responsible employees.

		19.1.2 Return Information.  Any Federal tax returns or return information (hereafter referred to as returns or return information) made available to Contractor shall be used by Contractor only for the purpose of carrying out the provisions of this Agr...

		19.1.3 Protection.  All returns and return information will be accounted for upon receipt and properly stored before, during, and after processing. In addition, all related output and products will be given the same level of protection as required for...

		19.1.4 No Subcontracting.  No work involving returns and return information furnished under this Agreement will be subcontracted without prior written approval of the Internal Revenue Service (IRS).

		19.1.5 Authorized Access.  Contractor will maintain a list of employees authorized access to all returns and return information. Such list will be provided to NMHIX and, upon request, to the IRS reviewing office.

		19.1.6 Right to Void.  NMHIX will have the right to void the Agreement if Contractor fails to provide the safeguards described above.



		19.2 Criminal/Civil Sanctions.

		19.2.1 Each officer or employee of any person to whom returns or return information is or may be disclosed shall be notified in writing by Contractor that returns or return information disclosed to such officer or employee can be used only for a purpo...

		19.2.2 Each officer or employee of any person to whom returns or return information is or may be disclosed shall be notified in writing by Contractor that any returns or return information made available in any format shall be used only for the purpos...

		19.2.3 Privacy Act.  Additionally, it is incumbent upon Contractor to inform its officers and employees of the penalties for improper disclosure imposed by the Privacy Act of 1974, 5 U.S.C. 552a. Specifically, 5 U.S.C. 552a(i)(1), which is made applic...

		19.2.4 Certification.  Granting access to Federal Tax Information (FTI) must be preceded by certifying that each individual understands NMHIX’s security policy and procedures for safeguarding IRS information. Contractors must maintain their authorizat...



		19.3 Inspection. Notwithstanding anything to the contrary in this Agreement, the IRS and NMHIX shall have the right at mutually agreed to times to send their officers and employees into the offices and premises of Contractor for inspection of the faci...



		20. Miscellaneous

		20.1 Binding Nature and Assignment.  This Agreement binds the parties and their respective successors and permitted assigns. Contractor shall not assign or transfer any interest in this Agreement or assign any claims for money due or to become due und...

		20.2 Notices.  All notices or other communication required or permitted by this Agreement shall be in writing and may be: (a) delivered personally, (b) sent by reputable commercial overnight carrier, with delivery confirmation, or (c) mailed by first ...

		20.3 Governing Law, Jurisdiction, and Venue.   The laws of the State of New Mexico shall govern this Agreement, without giving effect to its choice of law provisions. Each of the parties to this Agreement hereby irrevocably and unconditionally submits...

		20.4 Entire Agreement, Amendment, Waiver.  This Agreement along with its attachments, exhibits, and schedules constitutes the entire agreement between the parties, and incorporates all of the parties’ agreements, covenants and understandings which hav...

		20.5 Interpretation of Contract Documents.  All attachments (including, without limitation, schedules and exhibits) to this Agreement are incorporated by reference into and made a part of this Agreement. The main body of the Agreement and the attachme...

		20.6 Further Assurances.  The parties shall with reasonable diligence do all things and provide all reasonable assurances as may be required to complete the transactions contemplated by this Agreement, and each party shall provide such further documen...

		20.7 Severability.  If any term or condition of this Agreement shall be held invalid or unenforceable by a court of competent jurisdiction, such provision shall be severed from this Agreement and the remainder of this Agreement shall not be affected a...

		20.8 Headings.  The headings contained in this Agreement have been inserted only as a matter of convenience and in no way define, limit, extend, or describe the scope of this Agreement or the intent of any provision hereof.

		20.9 Survival.  The following provisions shall survive expiration or termination of this Agreement:

		[To be completed when agreement is finalized]

		20.10 Independent Contractors.  The parties are independent contractors (and Contractor, its agents, and employees are not employees of NMHIX) and this Agreement shall not be construed to create any other relationship between the parties, as principal...

		20.11 No Third-Party Beneficiaries.  Nothing in this Agreement is intended to confer any rights, benefits, remedies, obligations, or liabilities on any person (including, without limitation, any employees or Affiliates of the parties) other than the p...

		20.12 Even-Handed Construction.  The terms and conditions set forth in this Agreement have been arrived at after mutual negotiation, and it is the intention of the parties that its terms and conditions not be construed against any party merely because...

		20.13 Communications References. The NMHIX desires to maintain a consistent and coherent public message regarding the work of the NMHIX, its contracting partners, and the contractual relationship between the NMHIX and its contracting partners. Contrac...

		20.14 Authority.  If Contractor is other than a natural person, the individual(s) signing this Agreement on behalf of Contractor represents and warrants that he or she has the power and authority to bind Contractor, and that no further action, resolut...

		20.15 Counterparts; Facsimile.  This Agreement may be executed in counterparts, each of which shall be deemed an original, but which together shall constitute one and the same instrument. If this Agreement is executed in counterparts, no signatory her...

		20.16 List of Exhibits to Agreement.  The following are the exhibits to this Agreement:

		EXHIBIT ___

		Service Level Agreements and Associated Liquidated Damages
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1. Scope of Work 


1.1 Overview 


BeWellnm is issuing this RFP for the purpose of procuring and implementing an Individual Exchange, as 


defined by ACA provisions for State Based Marketplaces. BeWellnm is seeking a technology solution that 


provides a competitive marketplace, increases access to health insurance, and provides valuable services and 


superior customer service to its population. Developing a fully functioning Individual Exchange by plan 


year 2021 will be the initial focus of beWellnm. The intent of this procurement is to acquire a fully 


functional Individual Exchange solution that includes the components and requirements outlined in this RFP 


and its appendices.  


BeWellnm is seeking a Prime Contractor capable of providing a technology solution that meets all the 


requirements of an Individual Exchange marketplace. In order to operate the Individual Exchange 


marketplace, beWellnm intends to acquire the following products and services from the Contractor. Chiefly, 


the Contractor is expected to provide a functional software solution that includes but is not limited to a 


website portal and the ability to support back-office functions. The Contractor is expected to provide 


services that include software hosting, maintenance and enhancements. Additionally, the Contractor shall 


provide outsourced operational services inclusive of a customer engagement center, premium billing and 


financial management functions. The Contractor must also provide a solution that includes mailroom 


functionality, including integrated electronic document management. The solution must integrate with a 


print vendor that will be procured separately.   


The Contractor is expected to work collaboratively with beWellnm, the State of New Mexico, OSI, Carriers, 


Agents/Brokers and other identified stakeholders in order to accomplish project objectives. 


The Contractor shall provide beWellnm with a fully functional Individual Exchange solution and provide all 


hardware and software resources in order to support the completion of all tasks. The Contractor must 


demonstrate their ability to fulfill all requirements listed in this RFP and its appendices. 


1.1.1. BeWellnm’s Vision for Solution Functionality 


The beWellnm vision and guiding principles reflected throughout this RFP strives to procure a solution for 


New Mexico that: 


• Provides a seamless and streamlined consumer experience; 


• Provides a user-friendly interface that is simple, easy to use, and efficient; 


• Provides appropriate tools to assist consumer in the purchasing process; 


• Provides privacy and security controls that meet or exceed federal and state standards to protect 


sensitive consumer data; 


• Is modular, flexible, and scalable to meet constantly evolving business needs; 


• Is highly reliable, available, and provides timely and accurate results; 


• Flexibly meets the needs of a diverse set of users including but not limited to individuals, 


brokers, consumer assistors, and administrative users; 


• Support efficient back-office operations for the marketplace; 


• Produce timely and accurate data and reporting to support performance management and evaluation 


of the marketplace; 
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• Leverages the reuse of existing IT assets, software, and technologies to the greatest extent possible; 


• Is designed to minimize the total cost of ownership of the IT assets; and, 


• Complies with all applicable federal and state standards. 


 


It is expected that individual consumers will access the Exchange from their homes and other locations; 


therefore, the web portal is expected to be available to consumers twenty-four hours a day, seven (7) days a 


week.  However, exceptions will be made for scheduled maintenance. 


It is a primary goal of beWellnm to leverage and reuse existing functionality, operational capacities or 


business rules from other States. The Contractor must propose and address specific opportunities to 


reuse these existing components. 


The Contractor must propose a solution that provides the full suite of Individual Exchange marketplace 


functionality as identified by the ACA. Table 1-1: Selected Individual Exchange Core Business 


Processes highlights key details of these major functional business processes. 


 
Table 1-1: Selected Individual Exchange Core Business Processes 


 


Functional Area Key Business Processes to be Supported 


Web Portal & User 


Interface 
• Provide a single-session experience for consumers to enter 


required information, verify their eligibility status, compare 


insurance plans, select plan options. 


• Provide a web portal for consumers and other stakeholders 


accessing beWellnm services. 


• Provide automated noticing to consumers, agents and brokers, 


and issuers. 


• Promotes self-service for consumers and/or their appointed 


agent or broker. 


• Provide a set of tools to allow for online transactions and 


interactions between consumers, agents/brokers and beWellnm. 


Eligibility & Enrollment • Accept individual applications and verify consumer 


information. 


• Process eligibility and subsidy determinations for individuals. 


• Offer anonymous shopping. 


• Guide consumers through the shopping process and available 


options. 


• Interface with Human Services Department programs. 


• Support “mixed eligibility” households in their application for 


multiple programs. 
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Functional Area Key Business Processes to be Supported 


• Minimize hand-offs between programs. 


Plan Management • Interface with the System for Electronic Rate and Form 


Filing 


• (SERFF) to accept certified plan data. 


• Support QHP certification and decertification. 


• Coordinate with OSI to exchange plan management data. 


Financial Management • Provide premium billing functionality, including premium 


collection and aggregation as well as remittance to carriers.  


• Manage 820 file submissions to carriers to coincide with carrier 


remittances. 


• Provide 1095A functionality. 


• Provide monthly and annual financial data to beWellnm for 


financial reporting purposes as well as audit requirements.    


• Provide separate Accounts Receivable modules for posting 


invoices, payments, and carrier remittances, with ability to 


restrict access from unauthorized users.  


Consumer Support 


Functions and Noticing 
• Manage responses to information requests and requests for 


service, including providing functionality to support 


information exchange between the Individual Exchange and 


community partners. 


• Support efficient complaint and appeals processing, c onsumer 


interaction and requests. 


• Provide Customer Relationship Management (CRM) 


functionality 


• Electronic document management functionality to support 


eligibility and other Individual Exchange operations. 


• Provide functionality to Agents/Brokers/Certified Enrollment 


Counselors to submit applications on behalf of consumers. 


• Capability to track and report on Agent/Broker/Certified 


Enrollment Counselor activity in the system and for 


Agents/Brokers/Certified Enrollment Counselors to view 


their exchange book of business. 


Consumer Engagement 


Center (CEC) 
• Operate and manage a fully functioning CSC to handle all 


Individual Exchange based inquiries. 


• Support phone and web-based channels (i.e. portal, email, web 
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Functional Area Key Business Processes to be Supported 


chat) with the ability to handle paper and face-to-face inquires as 


a backup contingency. 


Administrative and 


Reporting Functions 
• Provide audit and program integrity mechanisms and business 


analytics functionality. 


• Security systems to ensure privacy of data and all PHI/PII. 


 


In addition to providing the system functionality discussed above and within this RFP, the Contractor must 


complete the migration of all Individual Exchange account and plan data from the FFM to New Mexico’s 


Individual Exchange by the dates outlined in the RFP. The Contractor will be expected to work closely and 


collaboratively with CMS/CCIIO to plan, design and execute the migration throughout the project. 


1.1.2. Associated Services 


The Contractor acknowledges and accepts that they will work with any and all related contractors in 


carrying out the activities relating to this RFP. Additional Contractors currently include: 


• Independent Verification and Validation (IV&V) Vendor; and, 


• Project Management Office (PMO) Vendor. 


1.1.3. Future Integration and Expansion 


The Contractor must implement and operate the Individual Exchange marketplace with the understanding 


that future integrations with the Human Services Department (HSD) may occur; furthermore, should a 


multi-state consortium be formed, the platform developed through this RFP may need to be expanded into a 


multi-tenant solution. In addition, beWellnm desires a solution that could be expanded to support multi 


contributor premium payment processes. As part of this response the Contractor will provide a list of the 


major risks associated with this future integration and provide suggestions on how to mitigate these risks. 


1.1.4. Outsourced Operations 


The Contractor must provide the following operations on behalf of beWellnm.  


The Contractor must provide a solution that includes a fully functioning Customer Engagement Center 


(CEC) to handle Individual Exchange based inquiries for the duration of the contract. Once the Individual 


Exchange is established, the Contractor should have the capability to interface with the primary CEC that 


will handle all individual marketplace inquiries. Primarily, the CEC must be able to support web portal, 


telephone, email and web chat support. Additionally, the CSC will have the capability to support paper 


based and in person customer support, including as a backup and contingency option. 


The contractor must provide a solution that includes mailroom functionality, including integrated electronic 


document management. The solution must integrate with a print vendor that will be procured separately.  


 


1.2 Project Initiation Activities 


The Contractor must coordinate with beWellnm’s PMO to plan and hold project Kick-Off activities that will 


focus on establishing the foundation for project management throughout the lifecycle of the contract. Kick-


Off participants must review the project plan, schedule, project roles and responsibilities for both Contractor 
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and beWellnm staff, in addition to a review of initial project risks. 


The Kick-Off meeting must occur within five (5) business days of contract execution and within two (2) 


business days following the meeting, the Contractor must provide a memorandum documenting meeting 


minutes, decisions and outcomes. 


The Contractor must perform preliminary planning tasks to ensure that beWellnm is prepared to fully 


initiate project activities on the Contract start date without delays. Activities for this stage include outlining 


and initiating project communications, introducing respective project teams, detailing specific items 


negotiated in the contracted scope of work, and preparing all teams for full project initiation on the contract 


start date. 


Additionally, the Contractor must provide an Organization and Staffing plan, including Account Manager, 


Project manager, DD&I Manager, maintenance and operations manager, Test/QA manager, and Privacy & 


Security manager. The proposal should describe their responsibilities, qualifications and experience, 


allocation to the project, and onsite presence expectation. 


The Contractor must prepare the following deliverables in support of the organization and staffing activities 


discussed in this RFP: 


• Staffing Plan for each phase of the project that includes: 


o Staffing requirements; 


o Resumes of key personnel; 


o Project roles; 


o Project responsibilities; 


o Resource allocation; 


o Staff development and training; 


o Staff reporting/organizational structure; and, 


o How changes in staff will be handled throughout all phases of the project. 


• Identify subcontractors in key personnel positions (if applicable). 


 


Contractor Responsibilities BeWellnm Responsibilities 


• Develop and deliver staffing plan as 


defined in this RFP, including providing 


resumes for key personnel identified in 


this RFP.  


• Review Staffing Plan and provide 


feedback; approve Staffing Plan prior to 


Contractor Project Kick-Off.  


• Maintain and execute the Staffing Plan as 


defined in this RFP. 
• Review proposed changes to staffing plan 


and provide feedback. 


•  Provide beWellnm with proposed 


changes to key personnel and required 


staff with adequate time for review and 


approval. 


• Approve all proposed key personnel 


changes. 
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• Update and submit all applicable changes 


to the staffing plan on a regular basis as 


approved by beWellnm.  


• Review and approve all documentation 


updates.  


 
 
1.3 Project Management and Control Activities 


The following section provides a description of the work, deliverables, Contractor responsibilities and 


beWellnm responsibilities required to plan and execute the activities described in this RFP as they relate to 


Project Management and Control. Project Management is the application of knowledge, skills, tools, and 


techniques to project activities to meet project requirements. The Project Management tasks consist of the 


Contractor’s approach to planning, reporting, and meeting resource requirements throughout the term of the 


contract. During the proposal process, beWellnm expects the Contractor to present a clear understanding of 


the methods and tools used to ensure that its resources are managed to complete required tasks and 


deliverables as outlined in this section. During the proposal process, the Contractor must outline their 


approach to completing the tasks as outlined in this section. 


1.3.1   Project Management Approach 


The Contractor must be responsible for managing all aspects of the Contractor activities identified in this 


RFP. Project Management activities consist of the Contractor’s approach to initiating, planning, monitoring, 


controlling, reporting, and meeting resource requirements throughout the life of the contract. The Contractor 


is expected to present a clear understanding of the methods and tools used to ensure that resources are 


managed and that the required tasks and deliverables are completed. The Contractor will be required to 


utilize a formalized approach to project management, which at a minimum, is compliant with the most 


recent version of the Project Management Institute (PMI) Project Management Book of Knowledge 


(PMBOK). BeWellnm expects the Contractor to demonstrate a sound and proven project management 


methodology.   


1.3.1.1. Approach to Working with PMO and IV&V 


The Contractor is expected to provide complete support with PMO and IV&V activities. 


Project Management Office (PMO) 


BeWellnm has contracted Public Consulting Group, Inc. (PCG) to provide Project Management Office and 


other professional services for the Individual Exchange project. The Contractor is expected to work with 


beWellnm and the PMO vendor to reconcile their project management approach with the already 


established project management processes, templates and tools. The Contractor may be requested to provide 


project artifacts and updates to the PMO vendor, including, but not limited to: project schedule, risks, issues, 


action items, decisions, deliverables, change requests. 


Independent Verification and Validation (IV&V) 


BeWellnm has engaged Health Management Associates (HMA), a national health and human services 


consulting firm, to provide Independent Verification & Validation and Program Oversight (IV&V) services 


throughout the course of the Individual Marketplace Management Platform and Consumer Assistance 


Solution project. In its role, the IV&V contractor will perform the following functions:  


• Review project deliverables which the Individual Marketplace Contractor will be obligated to 


produce. These deliverables will be reviewed for compliance with contract requirements, 
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completeness, clarity and consistency (across deliverables). Upon discussion of the IV&V 


contractor’s review of these deliverables with beWellnm, the Individual Marketplace Contractor 


will revise said deliverables per beWellnm’s instructions. Revised deliverables will also be subject 


to IV&V contractor review.  


• Conduct readiness assessments of the Individual Marketplace Contractor, as well as an assessment 


of beWellnm’s readiness to transition to a fully functioning State Based Marketplace, prior to go-


live. Readiness assessments will include detailed reviews and demonstrations of system 


functionality against contract requirements and functional specifications; these demonstrations will 


employ scenarios developed and provided by the IV&V contractor. These assessments will occur 


at beWellnm headquarters and at various solution provider locations.  


• Conduct project “health checks” throughout the course of the project; these health checks will be 


designed to ensure progress is being made as required to ensure an on-time, on-budget 


implementation of the Individual Marketplace and to proactively address emerging 


implementation risks.   


• Provide reports related to both the management and technical aspects of the project. 


• Evaluate operations and maintenance procedures. 


• Participate in project activities including but not limited to project status and issue meetings and 


discussions with CMS and HSD.  


• Advise beWellnm leadership as deemed applicable.   


• By performing these functions, beWellnm expects the IV&V contractor to mitigate and potentially 


eliminate certain risks associated with the project. Moreover, the IV&V contractor’s engagement 


in project activities is expected to ensure a high-quality, on-time and on-budget implementation of 


the Individual Exchange. Use of an IV&V contractor is an industry best practice for projects of 


this size and scope. 


• BeWellnm requires that the Individual Exchange Contractor interacts extensively with the IV&V 


contractor throughout the course of the project. Following are contract requirements specific to 


solution provider interactions with the IV&V contractor and associated deliverables: 


• Work with the IV&V contractor, in conjunction with the PMO contractor and beWellnm, during 


project initiation to develop a comprehensive plan for implementing the individual marketplace 


management platform and consumer assistance solutions. This plan will be incorporated into the 


Master Project Plan which will be developed and maintained by the PMO contractor and will 


include all activities led by the IV&V contractor – contract deliverable submission and review, 


project health checks, readiness assessments, etc. – in accordance with timelines and milestones set 


by the IV&V contractor and approved by beWellnm.  


• Fulfill all IV&V contractor requests for contract deliverables, revisions to said deliverables, and 


other information within the timeline set by the IV&V contractor.  


• Adhere to protocols established for submission of contract deliverables and other information.  


• Provide IV&V contractor with the access to personnel, facilities and information systems required 


to complete project health checks and readiness assessments.  


• Provide IV&V contractor with access to documentation of test executions and related results for 


independent review.  
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• After completion of IV&V contractor-led project health checks and readiness assessments, discuss 


observations and findings and develop corrective action plans in response to said observations and 


findings. 


• All deliverables outline in the sections that follow can be subject to IV&V reviews.  


1.3.1.2. Deliverable Management 


The Contractor is responsible for producing all project deliverables as outlined in this RFP. The deliverable 


management and approval process will be defined with beWellnm and the PMO vendor and may include 


development and submittal of Deliverable Expectation Documents (DED’s). The Contractor will be 


expected to include all agreed upon deliverables in their schedule as milestones. 


1.3.1.3. Milestone / Gate Reviews 


While no federal gate reviews are expected for the Individual Exchange project at this point, the Contractor 


will be expected to work with the IV&V and PMO vendors to perform the activities and provide work 


products necessary to support and participate in such reviews, if requested.  


The Contractor must describe their experience with federally mandated reviews, such as the Exchange Life 


Cycle (ELC), eXpedited Life Cycle (XLC), or Medicaid Eligibility and Enrollment Toolkit (MEET). 


1.3.1.4. Project Management Plan 


The Contractor must provide a detailed project management plan (PMP) that addresses planning, executing, 


managing, controlling and closing project work through the life of project. The Contractor will be required 


to continually update the PMP throughout the course of the contract, to account for all changes in the project 


plan. At a minimum, the Contractor’s PMP must be updated and submitted to beWellnm for their review on 


a quarterly basis. The PMP, at a minimum, must address the following areas: 


• Project Integration Management 


• Scope Management (incl. WBS and Change Management Plan) 


• Schedule Management 


• Cost Management 


• Quality Management 


• Human Resource Management 


• Communications Management 


• Risk and Issue Management 


In addition, the Contractor must submit their proposed detailed work plan to beWellnm as defined by 


beWellnm. The work plan should be delivered in a form of a project schedule in MS Project format. The 


Contractor is expected to work with the PMO vendor to ensure that the Contractor’s schedule meets all 


schedule construction and quality criteria to be included in the Integrated Master Schedule maintained by 


the PMO contractor. 


1.3.1.5. Meetings and Status Reports 


The Contractor must attend project status meetings or conference calls on a weekly basis, or more frequently 


for working meetings, at the discretion of beWellnm. Status meetings will provide updates on project 


progress as outlined in the weekly status reports. At a minimum, the Contractor must provide weekly status 
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updates with regard to: 


• Summary of work completed during the previous status reporting period and any results achieved 


(by relevant WBS elements); 


• Project schedule; 


• Summary of project budget status (if applicable), including project costs, hours and estimates; 


• Summary of the proposed tasks and deliverables to be performed during the upcoming status 


reporting period; 


• Analysis of critical issues, including any schedule slippage; 


• Risk tracking, assessment, and mitigation strategies; 


• Documentation of issue management and change management with recommended Corrective 


Action Plans; 


• Dashboard summaries, as requested  


• beWellnm Board reporting, as requested by beWellnm CEO or designated agent. 


The status meetings must take place with the appropriate beWellnm staff and other beWellnm vendors as 


necessary. 


1.3.2. Project Management Deliverables 


The Contractor must prepare the following deliverables in support of Project Management Activities: 


• Project Management Plan; 


• Project Schedule 


• Deliverable Expectation Documents (DED), as requested; 


• Weekly and Ad-Hoc Status Reports; 


• Project Status meeting agendas and minutes (for meetings owned by the Contractor); 


• Reporting documents to beWellnm Board, as requested. 


 


Contractor Responsibilities BeWellnm Responsibilities 


• Produce, maintain and execute all project 


management deliverables as defined in 


this RFP.  


• Review all draft deliverables and provide 


feedback. 


• Approve all deliverables and updates. 


• Submit electronic version of all 


deliverables and documentation in 


conformance with the most current 


version of beWellnm software standards.  


• Provider version control for all 


documentation to maintain historical 


• Keep the Contractor apprised of 


beWellnm software standards and 


preferences for document storage. 
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Contractor Responsibilities BeWellnm Responsibilities 


document archives. 


• Turnover all materials submitted as a part 


of the Individual Exchange project to 


beWellnm (all materials shall become 


property of beWellnm) to be stored in a 


central location as determined by 


beWellnm for shared viewing. 


 


• Update and submit all applicable changes 


to applicable project management 


documentation on a regular basis. 


• Review and approve all documentation 


updates. 


• Provide deliverables to support Milestone 


/ Gate Reviews, if applicable. 


• Make available appropriate beWellnm 


staff to support review activities and 


facilitate reviews, if applicable.  


• Use plans and processes identified in the 


beWellnm-approved PMP to manage the 


Contractor project activities.  


• Produce Corrective Action Plans (CAPs) 


throughout the life of the contract to 


resolve digression from the PMP, 


including: 


o Description of the problem to 


correct Owner accountable for 


results 


o Actions to be taken for correction 


o Deadlines/milestones 


o Specific outcomes and how it will 


be measured 


o Impact to time, cost, quality and 


resources. 


• Review, provide feedback and approve 


the plans and processes identified in the 


PMP, including updates as needed.  


• Attend regular status meetings and 


provide project updates. 


• Attend beWellnm Board meetings, as 


requested by beWellnm CEO. 


• Finalize schedule and location for project 


status meetings and notify the Contractor.  


• Notify the Contractor of beWellnm Board 


meetings that require Contractor 


attendance.  
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1.4 Design Activities 


The following section provides a description of the work, deliverables, and associated responsibilities 


required to plan and execute the activities described in this RFP, relating to Design. Design activities consist 


of the steps required to design the system and operation of New Mexico’s Individual Exchange and its 


supporting programs as associated with this RFP. This includes the technical design of the enterprise 


architecture. This will require that the Contractor have a solid understanding of New Mexico’s Individual 


Exchange vision as described in this RFP.  


1.4.1. Design Description 


The Contractor must ensure that their Individual Exchange design meets the requirements outlined in this 


RFP and the requirements, to be gathered by the Contractor, that comprise the migration from the FFM 


technology platform to the Individual Exchange platform, procured as a result of this RFP. BeWellnm has a 


strong preference for a technology solution that requires limited customization in the initial development.  


The Contractor is responsible for leading and performing all design activities, including any walkthrough 


sessions requested by beWellnm. BeWellnm may request a walkthrough of any documents or processes 


related to design activities at any time. 


BeWellnm shall support design activities as necessary, but these activities are a core function of the 


Contractor’s role as the Individual Exchange solution vendor. Specifically, design activities and tasks 


include the following areas. 


1.4.1.1. Requirements Definition 


The Contractor must work with beWellnm and PMO personnel to transform the defined requirements into a 


set of desired system technical requirements that will guide Individual Exchange design/configuration. 


Successful requirements definition activities should result in: 


• A defined set of functional and nonfunctional requirements describing the system to be 


developed and/or configured, including requirements for migrating from the FFM technology 


platform to the SBM Individual Exchange platform; 


• Appropriate techniques to optimize Individual Exchange; 


• System requirements that can be analyzed for correctness and testability; 


• An understanding of the system requirement’s impact on the operating environment; 


• A set of requirements that are prioritized, approved and updated as needed; 


• A set of requirements that are traceable to both the design specifications, beWellnm’s original 


requirements baseline and reuse; and, 


• A method to evaluate changes to the baseline for cost, schedule and technical impact.  


At a minimum, specific tasks around requirements definition shall include: 


Requirements Definition and Validation Plan 


The Contractor must develop, deliver, maintain and execute a requirements definition and validation plan. 


At a minimum, this plan must address the following topics and activities: 


• Description of proposed requirements management tools; 


• Use and scheduling of resources for requirement validation; 
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• Approach to issue and comment tracking; 


• Proposed means to measure requirements fulfillment. Measurement shall be used to generate test 


cases for system testing and User Acceptance Test (UAT); 


• A thorough review and validation of all requirements specified in this RFP; and, 


• Identification of potential training considerations. 


Joint Application Requirements Sessions 


The Contractor must plan and facilitate all joint application requirements (JAR) sessions that include 


Contractor and beWellnm subject matter experts and cover all Individual Exchange requirements in detail. 


The Contractor must develop meeting minutes of all JAR sessions including decisions, justifications for 


changes (including new, modified, or deleted requirements), outstanding issues that require follow-up, 


related business processes and their requirements and impacts to future detailed design sessions. During all 


JAR sessions, the Contractor must designate a scribe dedicated to record detailed minutes. 


Requirements Traceability Matrix (RTM) 


The Contractor must develop, deliver, maintain, and update a requirements traceability matrix (RTM). The 


Contractor must use the requirements, as identified in this RFP, to ensure forward and backward 


traceability. Requirements tracking must assure that all requirements specified in the RFP and associated 


deliverables are developed, configured, tested and approved by beWellnm. The Contractor must specify 


testable versus non-testable requirements. For all testable requirements, detailed test cases must be 


developed to test all functionalities of the requirements (i.e. both technical and business processes). The 


RTM must be updated after each major activity and submitted to beWellnm for review and approval. 


Requirements Specification Document (RSD) 


The Contractor must provide a requirements specification document (RSD) using a structure and format 


approved by beWellnm. The RSD must include system functional and non-functional requirements (e.g. 


quality attributes, legal and regulatory requirements, standards, performance requirements and design 


constraints). These detailed requirements must be traceable back to the requirements specified in this RFP 


and associated deliverables. At a minimum, the Contractor must: 


• Identify how and where the requirements are met in the proposed Individual Exchange; 


• Define whether the requirement can be met through standard, configurable functionality of the 


proposed Individual Exchange, a customization or a development activity; 


• Identify and verify of all internal and external interfaces; and, 


• Define a means of requirement satisfaction measurement. 


Business Rules Document 


The Contractor must provide a document outlining all business rules developed or configured for the 


Individual Exchange. The document must outline how the business rule aligns to the specific requirement or 


module/component. 


Architectural Diagrams 


The Contractor must develop architectural diagrams that provide the framework to identify the conceptual 


integration of the underlying business functionality, data, and infrastructure of the intended Individual 


Exchange. The initial conceptual design is required in the Technical Proposal, based on the Contractor’s 
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understanding of this RFP, and the Contractor must update the diagrams throughout project phases. 


1.4.1.2. Detailed System Design Plan 


The Contractor must develop, maintain, and execute a detailed system design plan that includes: 


• A description of the content and structure of the joint application requirements sessions (JARs); 


• A description of tools to be used; 


• A description of the use and scheduling of resources; 


• An approach to issue and comment tracking; and, 


• Potential training considerations identified during the Joint Application Design session. 


 


1.4.1.3. Joint Application Design (JAD) Sessions 


The Contractor must plan and facilitate joint application design (JAD) sessions that include Contractor and 


beWellnm subject matter experts to review the proposed Individual Exchange design. The Contractor must 


also maintain meeting minutes of all JADs, including decisions and outstanding issues requiring follow-up. 


1.4.1.4. Detailed System Design (DSD) Document 


The Contractor must develop a detailed system design (DSD) document that describes the Individual 


Exchange, including all systems and components. The DSD must reflect the detailed design specifications 


as defined in the JADs and may be delivered incrementally, as they are developed for each functional area 


or module. Final approval of the DSD will occur when all JADs have been completed and the incremental 


detailed design specifications have been approved in their entirety. At a minimum, the DSD should include 


the following: 


• A flow diagram of all functions identifying all major inputs, processes, and outputs; 


• A listing/description of all software modules/functionalities that compose the complete Individual 


Exchange; 


• Describe any middleware that is used to connect software modules or if any dependencies exist 


between the modules; 


• Detailed screen and report layouts by function; 


• Detailed screen and report narrative descriptions by function; 


• Screen layouts for online, context-sensitive help screens for all Web-based components; and, 


• Site maps for all Web-based components. 


 


1.4.1.5. Interface Control Document (ICD) 


The Contractor must develop, deliver, maintain and execute an interface control document (ICD) that 


provides the following sections, at a minimum: General Interface Requirements; Detailed Interface 


Requirements; and Qualification Methods. The interface control document must provide a description of the 


following: 


• Inputs and outputs of a single system/services; 


• The interface between two systems/services; and, 
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• The interface protocol between physical components. 


 


1.4.1.6. Database Design Document (DDD) 


The Contractor must develop, deliver, maintain and execute a database design document (DDD) that 


provides a description of the system context and the basic database design approach, including dependencies 


and interfaces with other databases and/or systems. The DDD must include the following sections, at a 


minimum: Design Decisions; Detailed Database Design; and Database Administration and Monitoring. 


 


1.4.1.7. Data Management Plan 


The Contractor must develop, deliver, maintain and execute a data management plan that describes the 


strategy for managing data during and after project execution. The data management plan must identify data 


archiving/data retention plans and provide the definition for the master data. The data management plan 


must provide the conceptual, logical, and physical models and associated modeling tools for the Individual 


Exchange, including an end-to-end data model for all business processes and operational specifications. The 


data management plan must outline how the Contractor plans to ensure the data management procedures 


meet all federal and State of New Mexico data protection and security policies. It should also ensure the 


Individual Exchange contains only data used for and by the State of New Mexico, does not mix with any 


other consumer data and is not used by the vendor for any purpose. The data management plan must 


specifically address the data migration required for transfer of data and services from the FFM Individual 


Exchange to the SBM Individual Exchange, as specifically described as the data migration plan in the 


Migration Activities section below.  


1.4.1.8. Disaster Recovery/Business Continuity Plan (DRP/BCP) 


The Contractor must develop, deliver, maintain and execute a disaster recovery plan (DRP) and business 


continuity plan (BCP) that addresses recovery of business functions, business units, business processes, 


human resources and the technology infrastructure of the Individual Exchange, including the migration 


activities required for migration from the FFM technology platform. The DRP/BCP must include recovery 


from any significant interruption in service and must comply with all federal mandates. The DRP/BCP must 


address system availability, which is of the utmost importance, and must include contingency planning, 


regardless of the type of disaster (i.e. natural disaster, infrastructure failure, etc.). The DRP/BCP must 


include, at a minimum: 


• Back-up and protection procedures to include files, software, hardware and network connectivity; 


• Description of any proposed alternate site(s), including a detailed schedule for back-up operations 


and any proposed clustering methodology for high availability; 


• Proposed recovery time and point objectives; 


• Risk analysis and risk mitigation for each business process; and, 


• Processes and procedures for testing and reporting the DRP/BCP to include failover/fallback 


functionality, back-up/recovery functionality, business continuity, and plan updates. 


The Contractor must test the DRP/BCP annually and report findings to beWellnm. 


1.4.2. Design Deliverables 


The Contractor must prepare the following deliverables in support of design activities: 
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• DEDs, if applicable; 


• Requirements Definition and Validation Plan; 


• JAR session minutes; 


• Requirements traceability matrix (RTM); 


• Requirements specification document (RSD); 


• Business rules document; 


• Architectural diagrams; 


• Detailed system design plan; 


• JAD session minutes; 


• Detailed system design document (DSD); 


• Interface control document; 


• Database design document; 


• Data management plan; and, 


• Disaster recovery/business continuity plan. 


 


Contractor Responsibilities beWellnm Responsibilities 


• Develop, maintain and execute all design 


deliverables as defined in this RFP. 


• Review all draft deliverables and provide 


feedback. 


• Approve all deliverables and updates 


• Update and maintain the RTM. • Review and approve. 


• Use plans and processes identified in the 


beWellnm approved Requirements 


Definition and Validation Plan throughout 


the life of the contract. 


• Review, provide feedback, and approve 


the plans and processes. 


• Develop and submit a JAR schedule for 


review by beWellnm. 


• Work with the Contractor to establish a 


schedule and location for JARs. 


• Review and approve JAR schedule 


• Develop and distribute JAR agendas prior 


to each session. 


• Review and provide feedback on JARs 


agendas. 


• Facilitate JARs, prepare and submit for 


review and approval the requirements 


session meeting notes as described in this 


RFP. 


• Provide appropriate staff and stakeholders 


to attend JARs. 


• Provide the Contractor with information 


regarding interfaces and system processes, 
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Contractor Responsibilities beWellnm Responsibilities 


beWellnm policy, regulations, and 


procedures 


• Work with the Contractor to resolve issues 


during the requirements definitions 


activities. 


• Use project control tools as described in 


the PMP to formally track requirement 


sessions results so beWellnm can manage 


requirements decisions by module or 


functional area, including completed and 


incomplete requirements sessions. 


• Review provide feedback and approve. 


• Develop and execute the RSD as 


described in this RFP. 


• Review provide feedback and approve 


• Work with beWellnm to identify all 


business rules for the business rules engine 


• Work the with Contractor to identify all 


business rules for the business rules 


engine. 


• Designing/configuring windows, screens, 


reports or other layouts, perform 


prototyping where appropriate. 


• Review provide feedback and approve 


• Develop the detailed system design plan 


and incorporate any comments submitted 


by beWellnm. 


• Review and provide feedback 


• Provide written acceptance of the final 


detailed system design plan 


• Develop and submit a JAD schedule for 


review by beWellnm. 


• Develop and distribute JAD agendas prior 


to each session 


• Work with Contractor to establish 


schedule and location for JADs 


• Review and approve JAD schedule 


• Review and provide feedback on JAD 


agendas 


• Facilitate JADs, and prepare and submit 


for review and approval the design session 


meeting minutes, including decisions, 


justification for changes, outstanding 


issues requiring follow-up, and impact to 


future JADs and session participants 


• Conduct technical reviews of the detail 


system design plan with beWellnm during 


the JADs to verify the design and identify 


• Provide appropriate staff and stakeholders 


to attend JADs. 


• Provide Contractor with information and 


clarification regarding interfaces and 


system processes, as well as policy, 


regulations, and procedures. 


• Track policy-related changes and training 


impacts identified during the JADs 
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Contractor Responsibilities beWellnm Responsibilities 


and resolve any design issues or questions. • Work with the Contractor to resolve issues 


during the design activity 


• Demonstrate web page / module 


functionality through models / prototypes, 


as appropriate. 


• Provide staff to attend web page / module 


walkthroughs as necessary 


• Use project control tools to formally track 


detailed design session results so that 


beWellnm can manage the design 


decisions by module or functional area. 


This should include design components 


not yet completed, as well as decisions 


from completed design sessions. 


• Review and provide feedback 


• Develop the detailed design specification 


document and incorporate any comments 


submitted by beWellnm. 


• Review and respond to all DSD 


requirements change documents. 


• Develop final detailed design specification 


document based on beWellnm review 


findings regarding content and format. 


• Provide written acceptance on the final 


detailed design specification document. 


• Develop and deliver an interface control 


document as outlined in this RFP. 


• Review and approve. 


• Develop and deliver a database design 


document as outlined in this RFP. 


• Review and approve. 


• Develop and deliver a data management 


plan as outlined in this RFP, including a 


data migration plan. 


• Review and approve. 


• Perform routine monitoring using software 


tools to measure the efficiency of online 


storage access and take corrective action, 


as needed (including performance 


adjustments to equipment and software or 


file placement as required) to maximize 


availability, efficiency, and other attributes 


of service. 


• Review and approve results. 


• Manage online storage thresholds and data 


archives, including supporting non- 


disruptive rules-based data archival and 


• Review and approve 
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Contractor Responsibilities beWellnm Responsibilities 


retrieval (with little to no Individual 


Exchange processing impacts) during the 


archival process. 


• Provide an annual review and update of 


the DRP and BCP though the life of the 


contract. 


• Assist in the recovery of lost/damaged 


information that results from security 


violations through the life of the contract 


at no cost. 


• Complete qualitative and quantitative 


analyses and risk mitigation strategies for 


each risk item identified for recovery. 


• Review and approve 


 


1.5 Development Activities 


The following section provides a description of the work, deliverables, and the Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP as they relate to 


development. Development activities are those required to develop and/or configure the system, including 


Individual Exchange module and architecture builds, using tools and established methodologies for 


maintaining control of the development process. These processes should also ensure the Individual 


Exchange components and architecture conform to the requirements and design specifications documented 


during design activities described in this RFP. During the proposal process, the Contractor must outline their 


approach to completing the tasks as outlined in this section. 


1.5.1.   Development Description 


The Contractor will be responsible for developing/configuring and testing all Individual Exchange 


applications as a part of this contract to ensure that the implemented Individual Exchange product meets the 


requirements documented during design activities and as outlined in this RFP. The Contractor must 


coordinate the test plan as described in this RFP (with testing activities required during the development 


process) to ensure the flow of testing from unit testing to UAT is cohesive. Unit testing must be utilized to 


verify that each basic component of the system architecture is constructed correctly in accordance with 


design specifications. 


The Contractor is responsible for leading and performing all development activities, including any 


walkthrough sessions requested by beWellnm. BeWellnm may request a walkthrough of any 


documents or processes related to development activities at any time. 


BeWellnm shall support development activities as necessary, but these activities are a core function of 


the Contractor’s role as the beWellnm Individual Exchange solution vendor. Successful Development 


activities should result in: 


• Ensuring that the developed Individual Exchange meets design criteria and satisfies the intended 


purpose; 
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• Installing, enhancing or modifying components of the proposed system according to the Design 


specifications approved by beWellnm; 


• Demonstrating that all hardware, software, and linkages are functional and will support 


beWellnm’s requirements; and, 


• Demonstrating functionality of all interfaces. 


Specifically, development activities and tasks shall include the following areas. 


1.5.1.1. Individual Exchange Environments 


The Contractor must provide the following types of environments throughout the duration of this contract: 


• Development – environment(s) used to develop and unit test all software contained within the 


Individual Exchange; 


• System Test / System Integration Test – environment(s) used to perform full-scale system 


integration testing and regression testing for the Individual Exchange solution. This environment 


must meet production capability and capacity standards, not affect production data, and mirror the 


UAT and Production environments; 


• UAT – environments used by beWellnm to test the application and data provided within the 


Individual Exchange. This type of environment must be sized the same as production and capable 


of performing complete end-to-end testing. It must also mirror the system testing and production 


environments; beWellnm expects the Contractor to establish separate UAT environments for Time 


Travel and Conversion testing; 


• Production - environment used by the Contractor to manage client data and all Individual 


Exchange processing. It must mirror the system testing and UAT environments; and 


• SQL Read-only access to a non-production environment hosted by the technology vendor for use 


by beWellnm for business analytics. 


The Contractor must be responsible for continually refreshing each environment to ensure that environment 


contents remain current according to the beWellnm-approved Individual Exchange environments plan. Each 


environment must use industry-standard hardware, software and database management products. 


1.5.1.2. Individual Exchange Environments Plan 


The Contractor must provide development, conversion, system testing, training and production 


environments housed and hosted at the Contractor site and to be accessed by beWellnm at the appropriate 


project phase, as described above in this RFP. The Contractor must develop an approach for building, 


supporting, and maintaining all environments associated with the Individual Exchange, to be included as 


part of the Individual Exchange environment plan. The Individual Exchange environment plan must also 


contain a list of assumptions regarding all hosted environments. Finally, the plan must discuss managing 


environments in a multi-tenant setting.  


1.5.1.3. Equipment/Hardware/Software 


The Contractor must acquire any such computer hardware or software required by the Individual Exchange, 


including licensed software, in such a manner that it may be legally used in the Individual Exchange. The 


Contractor must acquire any such computer hardware and software required for the Individual Exchange 


following all procurement control processes outlined in the Contractor’s procurement management plan, 


which may be requested by beWellnm at any time for informational purposes. The Contractor must ensure 
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that both the hardware and software is upgradable and expandable with regular maintenance to ensure 


optimum performance and is able to accommodate future changes, as defined by beWellnm, State of New 


Mexico and federal standards. These should be included in the offeror’s price proposal. 


Infrastructure build and related milestones shall be included in the Contractor schedule. 


1.5.1.4. Execute Unit Testing 


The Contractor must begin executing the test plan, as approved by beWellnm, identified in the Testing 


Activities section below. The Contractor must produce and deliver unit test results incrementally, for each 


identified unit; Additionally, unit test results must also be made available to beWellnm and the IV&V 


vendor for review, if requested. 


1.5.2. Development Deliverables 


The Contractor must prepare the following deliverables in support of development activities: 


• DEDs; 


• Individual Exchange environments; 


• Individual Exchange environment plan; 


• Unit test results; and, 


• Updated RTM. 


 


Contractor Responsibilities beWellnm Responsibilities 


• Develop, maintain and execute all 


• development deliverables as defined in 


this RFP. 


• Review all draft deliverables and provide 


feedback. 


• Approve all deliverables and updates. 


• Update and maintain the RTM. • Review and approve. 


• Develop an Individual Exchange 


environment plan that provides details of 


the required environmental components. 


• Review, provide feedback, and approve. 


• Provide hardware and software to support 


• the Individual Exchange.  


• Review and approve. 


• Perform unit tests on every component 


developed and/or configured. 


• Create and test databases. 


• Prepare test files. 


• Conduct technical review and audits of 


completed system components throughout 


the build process, and record problems 


• Review and approve, if applicable. 
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Contractor Responsibilities beWellnm Responsibilities 


using the project control and issue 


reporting. 


• Provide weekly updates and performance 


• metrics on unit testing and 


build/configuration progress to beWellnm. 


• Submit results of unit testing to beWellnm 


on an incremental basis as modules or 


functional system units are complete. 


• Resubmit unit test results, as necessary. 


• Review test results, 


• Work with the Contractor to resolve issues 


during Development activities, if 


applicable. 


• Provide a document library where all test 


data is stored and beWellnm is allowed to 


access 


•  


• Perform walkthroughs, as appropriate to 


demonstrate to beWellnm that all system 


functions have been completely and 


accurately constructed/configured and 


unit-tested. 


• Attend configuration walkthroughs as 


• Necessary. 


• Develop and provide Individual Exchange 


user manuals as needed 


• Review and approve 


 
 


1.6 Testing Activities 


The following section provides a description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP as they relate to testing. 


During the proposal process the Contractor must outline their approach to completing the tasks outlined in 


this section. 


1.6.1. Testing Description 


The Contractor shall be responsible for testing the Individual Exchange marketplace to ensure that all 


requirements are fully satisfied. The Contractor will test the software and hardware of the architecture and 


application to evaluate the system’s compliance with defined requirements as outlined in this RFP. The 


Contractor will be responsible for facilitating and executing all testing in each phase of the project, 


including: 


• Unit testing 


• System testing 


• Integration testing 


• Volume and performance testing 
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• Full Regression testing, including end-to-end testing 


• User Acceptance Testing 


• Operational readiness testing 


The Contractor is responsible for providing testing environments in which testing activities will occur. The 


Contractor will also be responsible for providing resources and support for conducting User Acceptance 


Testing, Operational readiness testing, as well as working with other vendors and partners, if required. This 


includes, but is not limited to, state and federal partners (HSD, OSI, CMS, IRS, etc.) carriers, beWellnm 


technology, financial services, outsourced services, and other vendors. Testing includes all integrated 


parties. 


Specifically, testing activities and tasks shall include the following areas. 


1.6.1.1. Test Plan 


The Contractor must develop and execute the approved test plan. The Contractor will be responsible for 


scheduling and coordinating all testing activities to ensure that each of the tests are prepared for and 


performed in accordance with the test plan. The Contractor will appropriately train beWellnm personnel and 


appointed stakeholders, as appropriate to participate in the testing effort. Unless specified otherwise within 


the test plan, the Contractor will be required to provide all tools, testing materials, and resources necessary 


to effectively perform the required tests. At a minimum, the test plan must include: 


• A description of how the testing environments will be managed including methods, workflow, and 


training required; 


• An organization plan showing the number and types of Contractor personnel responsible for 


testing. This will also include beWellnm personnel, subcontractors, issuers, brokers, and agents; 


• A contingency plan for mitigating testing risks across the SDLC; 


• Procedures for the beWellnm-approved defect management tracking tool. To be utilized for 


tracking and correcting deficiencies/defects discovered during testing This will include the type, 


severity, and location of errors, as well as error tracking and resolution procedures; beWellnm and 


its designees shall have access to the tool and need to be able to utilize it for UAT 


• Procedures for notifying beWellnm of problems discovered in testing, testing progress, and 


adherence to the test schedule; defect resolution process 


• Procedures for tracking status of test scenarios and individual test cases via the beWellnm approved 


tracking tool; 


• Process for updating the RTM based on test results; 


• Process for updating the RSD based on test results; 


• General description of the steps in the testing process; 


• Software tools used during testing; 


• Template of progress report; 


• A plan for organizing test results for beWellnm review; 


• A plan for system performance measuring and tuning; 
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• UAT conducted for design, code, and test cases; and, 


• Types of procedures and checklists utilized. 


1.6.1.2. Test Environments 


The Contractor must develop and provide testing environments that conform to the approved Individual 


Exchange environments plan. All related milestones must be included in the Contractor’s schedule.  


1.6.1.3. System Test Cases 


The Contractor must develop and deliver system test cases which beWellnm will review prior to testing to 


ensure all requirements are being thoroughly tested. The Contractor must ensure that all test cases are 


completed following IEEE standards for software and system test documentation as appropriate. System test 


cases must be completed for each functional area described in this RFP, with final approval by beWellnm. 


1.6.1.4. Final System Integration Test Report 


The Contractor must produce and deliver a final test report, which outlines the results of all system testing 


incrementally, as they are completed for each defined area. This includes unit testing, system integration 


testing, user acceptance testing. Final approval must be received from beWellnm. The Contractor must 


deliver a single, consolidated final test report deliverable. The deliverable must include test results for each 


test case showing positive results or itemization and schedule for resolving each negative result.  


The Contractor must include in its final testing report the complete testing cycle and incremental testing 


cascade. The Contractor must discuss and demonstrate the expectation and outputs for each of the unique 


testing areas including system integration testing, unit testing, user acceptance testing, performance testing, 


regression testing, and the operational readiness test. 


1.6.1.5. Test Defect Reports 


As a part of the final test report, the Contractor must produce and deliver test defect reports generated from 


either a commercial defect-tracking tool to which beWellnm has access or a Contractor-developed defect 


log and progress report, for all testing activities. At a minimum, the test defect report must include the 


following items: 


• Issue description; 


• Severity; 


• Status; 


• Owner; 


• Implementation schedule; and, 


• Past defects and their resolution 


 


1.6.1.6. UAT Entrance and Exit Criteria 


Entrance and exit criteria will need to be met by the Contractor to proceed from System Integration testing 


(SIT) to UAT, and to obtain approval to exit UAT. The criteria will be agreed upon by the Contractor and 


beWellnm for other SDLC stages, if appropriate. Exit criteria for SIT/entrance criteria for UAT and exit 


criteria for UAT shall be defined in the Test Plan and before SIT testing begins.  


Baseline UAT entrance criteria for the Contractor to consider include: 
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1) Release Plan signed off by both beWellnm and Contractor 


2) UAT artifacts ready for execution and walked through with beWellnm test leads 


a) Test Scripts 


b) Test Scenarios 


c) Release Notes 


d) RTMs 


e) Defined list of platforms/browsers supported 


3) Internal Testing (SIT, QA, & Regression Testing) completed by Contractor’s testing team 


a) 100% of test cases attempted 


b) 90% of attempted test cases achieved pass status 


c) No open Catastrophic or Critical defects (severity levels and detail description to be agreed upon at 


contract start) 


4) Internal Testing (SIT, QA, & Regression Testing) Report delivered to beWellnm 


5) Internal Testing (SIT, QA, & Regression Testing) results and known defects documented and reviewed 


with beWellnm  


6) UAT (and Higher) Environment Readiness Sign Off Form delivered by the Contractor to beWellnm 


7) UAT Results, Status, and Defects Trackers formats and cadence agreed upon 


 


Baseline UAT exit criteria for the Contractor to consider include: 


1) UAT activity successfully completed 


a) 100% of test cases attempted 


b) 95% of attempted test cases passed 


2) Catastrophic and Critical defects closed 


3) For any outstanding high priority defects: 


a) Acceptable technical or procedural workarounds identified 


b) Resolution timeline approved by beWellnm 


4) Unresolved defects reviewed and approved for future release resolution by beWellnm 


5) Requested modifications or enhancements streamlined through change control process 


6) Sign-off to promote the code by beWellnm 


 


1.6.1.7. UAT Training Plan 


The Contractor will support beWellnm in conducting user acceptance testing (UAT). UAT testing must be 


designed to demonstrate that the Individual Exchange meets beWellnm specifications, performs all 


processes according to the program business rules, passes acceptance criteria identified by beWellnm, 
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and works in an integrated fashion with the shared service components. UAT is to be conducted primarily 


by beWellnm users and will allow the opportunity for users to test the proper application of business 


rules, the accuracy of application, determination and enrollment, and the format and content of all interface 


outputs, including the reporting functions. UAT must be conducted in controlled and stable environments 


that will be provided by the Contractor. The Contractor will be responsible for user provisioning and support 


in UAT environments. 


The Contractor must develop, deliver, maintain and execute a UAT training plan. The UAT training plan 


must include how the Contractor plans to train users on how to use the Individual Exchange solution, as 


well as on test artifacts and processes: test case development, test execution, defect tracking tools. The 


plan must include a schedule for training prior to UAT execution, that will be incorporated into the 


Contractor’s project schedule. The Contractor must execute the UAT training plan, and train the 


beWellnm team on preparing input data, using web screens, understanding the business rules engine and 


shared services infrastructure, and reviewing system outputs. 


1.6.1.8. UAT Artifacts 


The Contractor must work with beWellnm and designated subject matter experts to produce and deliver 


UAT test cases and scripts that provide step by step guidance and expected results for executing a given test 


case. In addition, the Contractor must develop and manage test data that will be used in UAT.  


UAT test cases must test that the system meets the user requirements and business needs of beWellnm. In 


developing UAT artifacts, the Contractor must emphasize end-to-end testing and mimicking end user usage 


of the Individual Exchange. Final acceptance and approval of use cases will be conducted by beWellnm 


before the UAT phase is considered complete. 


As part of their response to this RFP, the Contractor must propose their approach to working with beWellnm 


to develop UAT artifacts as well as their experience with testing with real unmasked data to mimic actual 


system use.  


1.6.2. Testing Deliverables 


The Contractor must prepare the following deliverables in support of Testing activities: 


• Test plan; 


• Test environments; 


• System test cases; 


• Final test report; 


• UAT training plan; 


• UAT cases and data; and, 


• Updated RTM. 


 


 
 


Contractor Responsibilities beWellnm Responsibilities 


• Develop, deliver, maintain and execute all 


deliverables as defined in this RFP. 


• Review all draft deliverables and provide 


feedback. 
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Contractor Responsibilities beWellnm Responsibilities 


• Approve all deliverables prior to 


development. 


• Attend test activity deliverable 


walkthroughs, as appropriate, to enhance 


beWellnm understanding and facilitate the 


approval process. 


• Work collaboratively with the Interfacing 


agencies during the testing activities. 


• Work collaboratively with the IV&V 


vendor during the testing activities. 


• Designate a beWellnm test lead to answer 


questions, assist with prioritization 


activities and work with the Contractor to 


resolve issues related to testing. 


• Provide required information to federal 


agencies. 


• Monitor Contractor progress to 


milestones. 


• Work with the Contractor to resolve issues 


during the testing activity. 


• Establish and maintain permanent test 


environments for beWellnm-only use with 


current testing data and information. 


• Establish the software and network 


environment, including connection to the 


beWellnm network that will be used 


during testing. 


• Provide a library of all test documentation 


including test scenarios and results. 


• Make minor modifications to screens, 


reports, interfaces, and processes, as 


directed by beWellnm during the testing 


activity. 


• Review and approve, if applicable, written 


recommendations for improvement by the 


Contractor. 


• Update the RTM after each testing activity 


to demonstrate that all requirements are 


traceable forward and backward. 


• Review and approve. 


• Provide testing staff that are different from 


development staff to perform testing 


activities  


• Develop and implement system and 


integrated system test progress 


• Review and approve. 
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Contractor Responsibilities beWellnm Responsibilities 


measurement metrics for the purpose of 


monitoring testing status. Metrics must 


include a dashboard displaying test 


scenarios as well as those identified with 


problems and requiring retesting, those 


that do not require a retest, and the total 


population of test scenarios remaining 


throughout the test period. 


• Perform system testing of all functionality 


and submit documented results to 


beWellnm for review and approval. 


• Plan, develop, and test all incoming and 


outgoing interfaces during integrated 


system testing. 


• Develop and deliver system test cases. • Review and approve. 


• Resolve all test scenarios associated with 


errors and retest system components as 


necessary until the error is corrected. 


• Deliver interim system test results within 


agreed time frames. 


• Deliver the draft and final test report 


deliverable. 


• Approve interim test results within the 


agreed time frame or provide written 


documentation to the Contractor stating 


why the test results are not acceptable. 


• Direct the retesting activities after 


correction of any problems. 


• Approve the final system test results 


deliverable. 


• Use project control tools to formally track 


testing results so beWellnm can manage 


the testing progress, problems, and 


resolutions by module or functional area. 


• Use the Contractor’s issue/defect tracking 


system to monitor the Contractor’s test 


progress or define necessary test reports 


and desired frequency of reports. 


• Provide training to beWellnm’s UAT team 


on preparing input data, using Web 


screens, understanding the business rules 


engine and shared services infrastructure, 


and reviewing system outputs. 


• Provide Contractor access to SMEs for 


development of UAT test cases. 


• Assist beWellnm in UAT activities with 


respect to generation of test scenarios, 


transactions, data, and files as well as 


analysis of reasons for unanticipated 


processing results. 


• Provide separate operations staff to 


• Prepare UAT test scenarios and data, and 


conduct UAT testing. 


• Provide resources (acceptable percentage 


of work time) for development of UAT 


test cases and UAT test execution. 







Attachment G: DDI and M&O 


29 


Contractor Responsibilities beWellnm Responsibilities 


support UAT activities. • Coordinate resources needed for testing 


interfaces and web portals, including non- 


beWellnm resources 


• Provide resources to work with the 


Contractor during system and UAT test 


execution to prioritize and resolve issues. 


• Work with beWellnm to develop and 


deliver UAT cases. 


• Provide the UAT results to the Contractor. 


• Document UAT results, and retest as 


necessary. 


• Ensure requirements map to system and 


UAT test cases by reviewing the updated 


RTM. 


• Final approval of UAT completion. 


• Track the status of problems identified by 


beWellnm during the UAT. 


• Review, provide input, approve resolution. 


• Make available all UAT documentation 


including files and reports necessary to 


validate test results. 


• Review and Approve. 


 


 


1.7 Implementation Activities 


The following section provides a description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP, as they relate to 


Implementation. During the proposal process, the Contractor must outline their approach to completing the 


tasks as outlined in this section. 


1.7.1. Implementation Description 


The Contractor must be responsible for deploying the Individual Exchange after successfully completing all 


testing activities and confirming that all system components, data, and infrastructure of the Individual 


Exchange fulfill beWellnm requirements. 


As part of the Implementation process, the Contractor will implement the Exchange into a production 


environment, which must conform to all Performance Guarantee (PG) requirements specified in this RFP. 


The Contractor must convert and migrate all data and services necessary to operate the Individual Exchange 


and meet all requirements as outlined in this RFP. The Contractor must plan to phase in operations on a 


schedule that will minimize risk and provide full contingency planning, as necessary. Implementation 


activities will commence once beWellnm has completed final acceptance of the Individual Exchange design. 


At a minimum, implementation activities and tasks shall include the following areas. 


1.7.1.1. Production Environment 
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The Contractor must develop a production environment that conforms to the approved Individual Exchange 


environments plan, as outlined in this RFP. 


1.7.1.2. Authority to Operate (ATO) 


If requested, the Contractor must assist beWellnm in obtaining its authorization to operate (ATO) from 


CMS/CCIIO prior to the Individual Exchange moving into the production environment.  


1.7.1.3. Implementation Plan 


The Contractor must be responsible for developing, producing and delivering an implementation plan to 


beWellnm for review and approval. The implementation plan will be reviewed and approved in accordance 


with beWellnm’s standard deliverable submission and review procedure. The implementation plan must 


include a schedule and approach for all activities needed for implementation, including: 


• Implementation overview; 


• Implementation requirements/procedures by site implementation checklist; 


• Final data conversion and service migration activities (FFM platform to Individual Exchange 


SBM) with reference to the tasks completed according to the migration plan; 


• Technical preparation and system changeover activities; 


• Development of an implementation activities check list; 


• The process for developing a contingency plan for identifying, communicating, resolving risks, and 


maintaining the current production capability if the implementation is delayed; 


• Activities required to effectively implement, operate, and maintain the Individual Exchange; 


• Document resolution of identified issues and associated dates; 


• Specifying the methodology for handling adjustments to historical Individual Exchange participant 


records; 


• Identifying the process to accommodate issuer updates, consumer data changes, reference 


changes, and enrollments after final conversion but before implementation; and 


• A plan for managing future modifications and enhancements of the system. 


Additionally, as a part of the implementation plan, the Contractor must be responsible for providing all 


technical and functional documentation that will be required to assist beWellnm in using and supporting the 


implemented solution. 


1.7.1.4. Training 


The contractor is responsible for training beWellnm staff, Agents and Brokers, key stakeholders and other 


users as directed by beWellnm on the Individual Exchange. Training must include managing training 


resource assignments, training logistics, and the monitoring and reporting of training progress. The 


Contractor must provide a training environment in which the training activities will occur, as well as a 


training plan and training materials. 


Training Plan 


The Contractor must develop, deliver, and maintain a training plan. The training plan must address how 


the Contractor intends to train beWellnm staff and other users as identified by beWellnm. 
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The Contractor must have the capability to train beWellnm designated individuals through computer-


based formats and a train-the-trainer approach. Training for end users must coincide with the schedule in 


the project work plan for system implementation. If the contractor proposes a phased rollout, training must 


be provided prior to each launch. 


Training Materials 


The Contractor must be responsible for developing and updating all training materials. Training materials 


shall be provided electronically, and in hardcopy form, as requested by beWellnm. 


Training materials may include job aids, instructor’s manual(s), student manual(s), and desk reference 


manual(s).  


At a minimum, the Contractor must: 


• Provide training materials – The Contractor must provide beWellnm all required copies for 


classroom and on-site training sessions. 


• Submit materials for beWellnm approval – The Contractor must submit all training materials to 


beWellnm for approval one (1) month prior to delivery of a training session. 


• Modify and update training materials as needed– The Contractor must maintain and modify 


training materials as needed to reflect the latest version of the Individual Exchange. Updated 


versions of training materials must be submitted to beWellnm within five (5) calendar days of 


receipt of the identified change(s) or sooner, if there is a scheduled training session that shall be 


impacted. 


• Transfer training material ownership - All training materials shall be delivered to and become the 


property of beWellnm under this contract. Contractors must provide beWellnm with copy and 


distribution rights to all training materials created for the Individual Exchange. 


• Create Master Copies – The Contractor must create and supply master copies of all class materials, 


including course books, exercise books, tests, evaluations, and quick reference guides for each 


training module. 


Training Hardware and Software 


The Contractor must coordinate obtaining the appropriate hardware, software, and telecommunications to 


support the development, maintenance, and presentation of training program(s) and materials. 


Training Reports 


The Contractor must collect and report information on training activities on an agreed upon cadence during 


active training sessions. At a minimum, these reports must include: 


• Classes scheduled versus classes actually held; 


• Total planned to be trained versus the number of staff actually trained; 


• Number and category of staff trained; 


• Number and category of staff missing training; and, 


• Materials covered. 
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1.7.1.5. Maintenance and Operations (M&O) Manual 


The Contractor must develop, deliver, and maintain a Maintenance and Operations (M&O) manual. The 


M&O manual must provide a description of the business product operating in the production environment 


and information necessary to effectively handle routine production processing, ongoing maintenance, 


performance monitoring, and identification of problems, issues, and/or change requirements. The M&O 


manual must include operating procedures for Individual Exchange participant management, the generation 


of reports and letters, enrollment and billing notices, queries, billing statements, and navigation through the 


Web pages, according to the templates developed during the design phase. The M&O manual must be made 


available electronically, but provided to beWellnm in hard-copy, upon request. 


At a minimum, the M&O manual must include the following: 


Corrective Action Plan Methodology 


The M&O manual must identify the Contractor’s corrective action plan (CAP) methodology. The CAP 


methodology must address a practical strategy to resolve any impediments to efficient and effective 


Individual Exchange operations; such as, the actions to be taken, and how they will be carried out. The 


methodology must provide a template of how the items in need of correction will be documented. At a 


minimum, a corrective action plan must include the following: 


• Description of the problem to correct; 


• Owner accountable for the results; 


• Actions to be taken; 


• Deadlines; and, 


• Specific outcome and how it will be measured. 


Plan of Action and Milestones (POA&M) 


The M&O manual must also include an approach to developing plans of action and milestones (POA&M) 


that includes specific action steps for mitigating system security weaknesses identified by security 


assessments. 


Quality Assurance (QA) Plan 


The Contractor must develop a quality assurance (QA) plan that is specific to maintenance and operations 


and establishes quality assurance procedures. 


M&O Staffing Plan 


The Contractor must develop and update annually, a staffing plan for all M&O activities. If the System 


Maintenance and Operational Support staff is found to be deficient by beWellnm, the Contractor must revise 


the staffing plan within (15) business days of notice and employ the required staff. 


M&O Communication Plan 


The Contractor must be responsible for ensuring that effective and efficient communication protocols and 


lines of communication are established and maintained. The Contractor must take no action that has the 


appearance or effect of reducing open communication and association between beWellnm and Contractor 


staff. As a part of the communication plan, the Contractor must address how they will communicate staff 


schedules to ensure that they are approved by beWellnm (to meet the needs of the Individual Exchange). 


The Contractor must respond to beWellnm requests for information and other requests for assistance within 
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the timeframe that beWellnm specifies. When system issues or problems occur, the Contractor must notify 


beWellnm within specified timeframes, as defined in the PGs. 


1.7.1.6. Federal Final Data Use/Data Exchange/Interconnection Security Agreements 


If requested, the Contractor must develop data usage, data Exchange and/or interconnection security 


agreements as a part of the Individual Exchange implementation and submit to CMS/CCIIO. These 


documents must be agreements between the Contractor and third parties for use of personal health 


information (PHI) and personally identifiable information (PII) data and to ensure secure data exchange in 


accordance to, at a minimum, the following: the Affordable Care Act, Section 1561, HIPAA, and the IRS 


Office of Safeguards (which outlines the IRS’ expectations for safeguarding federal tax information (FTI) in 


any instance where that agency intends to receive, store, process, or transmit FTI). On an annual basis, the 


Contractor is required to update and resubmit federal data use, data Exchange and interconnection security 


agreements to CMS/CCIIO. 


1.7.1.7. beWellnm Final Data Use/Data Exchange/Interconnection Security 


Agreements 


The Contractor must develop data use, data Exchange and/or interconnection security agreements as a part 


of the implementation of the Individual Exchange and submit to beWellnm. These documents must be 


agreements between the Contractor and third parties (as defined by beWellnm) for use of personal 


health information (PHI), personally identifiable information (PII) data and to ensure secure data 


exchange between the Contractor and beWellnm stakeholders, including issuers, OSI, agents, brokers, and 


enrollment counselors, etc. On an annual basis, the Contractor is required to update and resubmit beWellnm 


data use, data Exchange and interconnection security agreements to beWellnm. 


1.7.1.8. Plan of Action and Milestones (POA&M) 


The Contractor must provide a plan of action and milestones (POA&M) using the format defined by 


CMS/CCIIO and/or approved by beWellnm. A POA&M must include specific action steps for mitigating 


Individual Exchange system security weaknesses identified by a security assessment. 


1.7.1.9. Final System of Record Notice (SORN) 


If requested, the Contractor must assist beWellnm in developing a system of record notice (SORN) 


consisting of: (1) a narrative statement that is submitted to the Office of Management and Budget (OMB), 


(2) a preamble submitted to Congress, and (3) a statement of records notice provided to Congress. A system 


of record is a group of any records under the control of a federal agency from which information is retrieved 


by the name of the individual or by some identifying number assigned to the individual. This information 


must be provided in order for the federal government to inform the public of any collection of information 


about its citizens from which data is retrieved by a unique identifier. 


1.7.1.10. Performance Guarantees (PGs) 


The Contractor must agree to PG requirements that establish clear relationships between beWellnm and the 


Contractor, set service goals, and provide a framework for continuous analysis and improvement. The PGs 


also establish key performance indicators (KPIs) that will be used to demonstrate the effectiveness of a 


service. By tying performance to measurable metrics, beWellnm and the Contractor will find it easier to 


identify service performance problems. See Attachment F Sample Contract. 


1.7.1.11. Security and Privacy 


Detailed Security and Privacy requirements and standards are included in the Privacy and Security section 


of the RFP.  
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At a minimum, the Contractor will be required to develop the following deliverables: 


Privacy Impact Assessment 


The Contractor must prepare an assessment that determines if personally identifiable information (PII) is 


contained within the Individual Exchange. If so, the privacy impact assessment will require the Contractor 


to identify what kind of PII is contained in the Individual Exchange, what is done with that information, and 


the steps taken to ensure that information is protected. 


System Security and Privacy Plan 


The Contractor must develop, deliver, maintain and execute a system security and privacy plan. The system 


security and privacy plan must be reviewed and updated annually based on an annual risk assessment. The 


Contractor must fully describe how the Individual Exchange will prevent unauthorized physical and 


network access. 


Information Security Risk Assessments 


The Contractor must provide an Information Security Risk Assessment that conforms to CMS/CCIIO 


standards. The Information Security Risk Assessment must identify risks and possible mitigation strategies 


associated with information security components and supporting infrastructure. 


Security and Privacy Reports  


The Contractor must identify methods for ensuring only authorized personnel access data. The Contractor 


shall provide a process for reviewing and updating access rights on a regular basis. The Contractor shall 


provide audit reports for tracking users, associated security groups, roles, settings, passwords and duplicate 


IDs. The frequency and content of security audit reports will be determined by beWellnm. 


The Contractor must provide beWellnm a report of any incidents of intrusion and hacking regardless 


of outcome. The Contractor must ensure a timely and reliable process for security breach notification to the 


appropriate entity. The Contractor must alert appropriate staff authorities of potential violations of privacy 


safeguards, such as inappropriate access to confidential information. 


In the event of an incident of intrusion, the Contractor must initiate corrective actions to ensure breach will 


not occur again if it is within the selected Contractor’s scope of responsibility. Preparing and retaining 


documentation of breach investigations and providing copies to beWellnm within twenty-four (24) hours 


of detection of the breach. 


1.7.1.12. Final Acceptance 


The Contractor must ensure that the system is ready to be implemented and beWellnm approvals have 


been obtained to begin operations of the Exchange. This is known as final acceptance. To achieve final 


acceptance by beWellnm, the Exchange solution must satisfy all functional and technical requirements 


specified in this RFP and documented during the requirements definition and design activities. BeWellnm 


staff must be given sufficient time to review all system, user, and security documentation for 


completeness prior to implementation. The system response time and all user and automated interfaces 


must be clearly assessed and operational. The Contractor must provide beWellnm with a final acceptance 


document during this phase of implementation. The final acceptance document should detail specific units 


of the Exchange to be reviewed and accepted by beWellnm staff and upon request, include reference 


documents, data maps, testing instructions, etc. to assist beWellnm is review. During the final acceptance 


process, the Contractor must be responsible for conducting walkthroughs or meetings, as requested by 


beWellnm. In the event that final acceptance is not achieved during the first review, the Contractor agrees to 


work with beWellnm to promptly cure the defect or deficiency, replace the deliverables and repeat final 
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acceptance. 


Final acceptance of the solution shall occur following final system testing and the Contractor’s 


demonstration that: 1) the system successfully provides all the functionality required by beWellnm 2) the 


system meets or exceeds the performance standards in the contract 3) the system meets all privacy and 


security requirements and 4) the system meets or exceeds all criteria required by CMS/CCIIO. 


1.7.2. Implementation Deliverables 


The Contractor must prepare the following deliverables in support of implementation activities: 


• Production environment; 


• Authority to operate (ATO), if requested; 


• Implementation plan, including contingency plans; 


• Training plan, materials and report; 


• M&O manual; 


• Final data use/data exchange/interconnection security agreement; 


• Plan of action & milestones (POA&M); 


• Final system of record notice (SORN); 


• Performance Guarantees (PGs); 


• Privacy impact statement; 


• System security privacy plan; 


• Information security risk assessments; and, 


• Final acceptance. 


 


Contractor Responsibilities BeWellnm Responsibilities 


• Develop, deliver, maintain and execute all 


deliverables and activities as defined in 


this RFP. 


• Review all draft deliverables and provide 


feedback.  


• Approve all deliverables prior to 


implementation. 


• Establish and maintain a production 


environment. 


• Review and approve readiness.  


• Work collaboratively with beWellnm and 


project stakeholders during 


implementation. 


• Provide weekly reporting of response 


times, problems encountered, and 


solutions. 


• Provide IV&V/QA vendor/function. 


• Involve and provide required information 


to Federal funding agencies. 


• Monitor Contractor progress to 


milestones. 
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Contractor Responsibilities BeWellnm Responsibilities 


• Review status reports. 


• Provide beWellnm-authorized entities 


access to source code, libraries, and other 


project artifacts. 


• Provide beWellnm-authorized entities read 


access to all databases. 


• Review and approve. 


• Develop and submit implementation 


schedule. 


• Obtain beWellnm approval for the 


implementation of Individual Exchange 


programs and the enterprise architecture. 


• Record and track identified user problems. 


• Use converted data and provide for 


necessary temporary conversion of data, 


using cross walks if applicable. 


• Review and approve implementation 


schedule. 


• Perform final conversion and review 


conversion reports to demonstrate 


successful conversion. 


• Identify and report any implementation 


issues to beWellnm. 


• Work with other system Contractors and 


beWellnm to establish and ensure 


appropriate system and business interfaces 


to successfully meet the implementation 


requirements. 


• Review final conversion results and 


parallel test results, as appropriate. 


• Develop and submit training plan. 


• Develop and submit training materials. 


• Provide hardware and software for 


training purposes. 


• Develop and submit periodic and final 


training reports. 


• Review and approve plans, materials and 


training methods. 


• Conduct orientation and training for 


beWellnm personnel on Contractor 


organization, functional responsibilities 


for software maintenance, and operational 


• Make beWellnm program and contracted 


staff available for final training / 


orientation. 
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Contractor Responsibilities BeWellnm Responsibilities 


procedures. 


• Monitor performance against KPIs in 


accordance with the agreed upon PGs.  


• Provide reporting data to determine PG 


compliance and KPI dashboard. 


• Develop CAPs for all missed KPIs. 


• Implement the plan identified in the CAP, 


once approved by beWellnm. 


• Provide documentation to beWellnm 


demonstrating the corrective action is 


complete. 


• Recommended changes to KPIs, as 


needed. 


• Size hardware to handle beWellnm’s 


transaction traffic and volume, at 


beWellnm-accepted performance levels. 


• Inform beWellnm when a system 


deficiency is identified according to the 


priorities defined by this RFP (or proposed 


by the Contractor and approved by 


beWellnm). 


• Perform all activities relative to correction 


of deficiencies within the timeframes 


stated in this RFP, PGs and KPIs. 


• Correct all errors and discrepancies found 


in the operational system at no additional 


charge for computer or human resources 


needed to maintain or correct the system. 


• Review and approve CAPs. 


• Request follow-up meetings to discuss the 


issues and corrective actions. 


• Review and approve Contractor-proposed 


changes to KPIs. 


• Review Contractor compliance with KPIs 


and PGs. 


Ensure the security of all documents and data 


require the complete segregation of the 


Exchange data and files from other 


selected Contractor’s customers. 


• Accommodate all current HIPAA 


revisions / updates including those that 


may occur during the life of the project. 


• Provide HIPAA training and information 


to each Contractor project staff member 


annually, meeting HIPAA training 


• Review and approve. 
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Contractor Responsibilities BeWellnm Responsibilities 


requirements for health and financial 


information and securing 


acknowledgement of these obligations 


from Contractor personnel involved in the 


contract. 


• Develop, maintain and execute procedures 


for accessing necessary electronic 


protected health information (ePHI) in the 


event of an emergency and continue 


protection of ePHI in emergency. 


• Perform data mapping to identify the e-


PHI contained in the system. 


• Support appropriate confidentiality rules 


for requests for confidential 


communications (45 CFR 164.522(b)); 


within the confine of State/ Federal laws. 


 


• Provide an information security risk 


assessment to identify risks and possible 


mitigation strategies associated with 


information security components and 


supporting infrastructure. 


• Review and approve. 


• Provide security administrative rights to 


beWellnm security administrator(s) for the 


purpose of adding, updating, and deleting 


security access. 


• Track disclosures of ePHI; provide 


authorized users access to, and reports on 


the disclosures. 


• Review and provide feedback. 


• Ensure all required approvals are in place 


prior to initiating final acceptance tasks. 


• Provide walkthroughs for beWellnm and 


appointees, as requested. 


• Provide sufficient time periods within the 


Project Schedule for beWellnm to review 


and approve all final acceptance 


deliverables. 


• Provide readiness for measuring KPIs and 


reporting on PGs. 


• Review and approve 


• Agree to final acceptance of the Individual 


Exchange into production 
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Contractor Responsibilities BeWellnm Responsibilities 


• Draft final acceptance document for 


review and approval by beWellnm. 


• Correct all defects and deficiencies prior 


to proposing final acceptance document 


for approval by beWellnm. 


 


 
1.8 Migration Activities 


The following section provides the description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP as they relate to Migration. 


Migration encompasses all tasks required to convert and migrate all Individual Exchange-related activities 


(data and services) from the FFM technology platform to the Contractor’s Individual Exchange solution, 


procured as a result of this RFP. 


1.8.1. Migration Description 


The Contractor will be responsible for planning, developing, testing, and managing the migration from the 


FFM platform, including the data conversion process. The Contractor must be responsible for converting 


all New Mexico-specific data maintained in the FFM since October 1, 2013, from the FFM to the 


Contractor’s Individual Exchange solution. This data conversion includes the logical and physical data 


architecture. The Contractor is expected to use automated conversion and minimize manual intervention to 


the greatest extent possible for the sake of efficiency. 


The Contractor must be responsible for assisting beWellnm in defining the requirements for 


successful completion of the migration phase and will be required to work closely with beWellnm’s 


stakeholders and federal partners during this process. During the proposal process, the Contractor must 


outline their relevant experience and approach to completing the tasks as outlined in this section, 


specifically identifying their recommendations for designing, developing and implementing the migration 


from the FFM technology platform to their proposed solution. 


The Contractor must ensure that all data and services required to support the Individual Exchange are 


available and accurate. The data conversion process will have its own life cycle and may be performed 


through the implementation period. The Contractor must provide a conversion environment, as described in 


this RFP, in which all conversion activities will occur. 


Specifically, migration activities and tasks shall include: 


1.8.1.1. Migration Requirements Matrix 


The Contractor must develop, deliver, maintain, and execute conversion requirements that at a minimum 


identify the tasks necessary to complete migration activities from the FFM to the Contractor’s Individual 


Exchange solution including data conversion and migration. The migration phase includes defining data 


sources, types, months of history for specified data, destination, and changes. The Contractor must develop 


and produce a migration requirements matrix that outlines the requirements for conversion from the FFM 


platform to the Contractor’s Individual Exchange solution. This plan must provide the totality of required 


data and services outlined in this RFP. The Contractor must hold migration-specific JAR sessions, as 


necessary, to complete this activity and must involve all appropriate beWellnm stakeholders and partners, 


specifically CMS/CCIIO. 
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1.8.1.2. Migration Plan 


The Contractor must develop, deliver, maintain, and execute a migration plan that provides the overall 


description of how the Contractor plans to conduct conversion and migration activities for the project. The 


migration plan must include, at a minimum, the following sections: Overall Migration Strategy; Approach to 


Working with Federal Partners; Data conversion/migration work plan outline; Data migration preparation; 


and, Data migration specifications. 


The migration plan must include at a minimum, scope, approach, issue tracking, schedule, communication, 


resources and environments. The migration plan must address the conversion of both data and services from 


the FFM platform and, at a minimum, include: 


Migration Detailed Specifications 


The Contractor must develop, deliver, maintain, and execute migration detailed specifications that reflect the 


design and approach for the conversion and migration activities, and addresses how the migration 


requirements will be demonstrated successfully. The data conversion and migration specifications will 


follow IEEE library standards for data element conversion. 


Data Cleanup 


The Contractor will be responsible for performing data cleanup. Data cleanup will include executing 


modifications to the conversion and migration programs and all manual conversion of data as necessary. 


This will include reconciling data that is converted and migrated from the FFM with the Individual 


Exchange. 


Migration Test Plan 


The Contractor must develop, deliver, maintain, and execute a migration test plan which includes the 


detailed description for how the Contractor will conduct conversion and migration testing for all data sets 


required. The migration test plan may require several iterations and must be updated by the Contractor as 


each data set is identified. The migration test plan will follow the current version of IEEE Standard for 


software and system test documentation, as appropriate.  


1.8.1.3. Migration Test Results 


The Contractor must produce and deliver conversion test results that present the results of data conversion 


and migration testing. Conversion and migration testing shall be an iterative process and may require 


several attempts, which shall each incorporate “lessons learned”. The test results should include both the 


expected and actual values of data being converted and migrated. 


The Contractor must produce and deliver migration test defect log/reports. Test defect logs/reports must 


be generated from a defect tracking tool, provided by the Contractor and included as a part of the Final Test 


Report deliverable, outlined in this RFP. 


1.8.1.4. Migration Quality Assurance Plan 


The Contractor must produce and deliver a detailed migration quality assurance plan, which shall be specific 


to the migration activities outlined in this section. This plan can be included as part of the Quality 


Management component of the PMP. The migration quality assurance plan must include a summary of 


metrics to gauge the relative success of each conversion and/or migration attempt. The Contractor must 


ensure that all required data and services are properly converted and migrated. The Contractor must ensure 


that there is no undue risk to the integrity of the converted data or the eligibility/enrollment of the Individual 


Exchange participant. 







Attachment G: DDI and M&O 


41 


1.8.2. Migration Deliverables 


The Contractor must prepare the following deliverables in support of Migration activities: 


• Migration requirements matrix; 


• Migration plan; 


• Migration test results; 


• Migration quality assurance plan; and, 


• Updated RTM (Requirement Traceability Matrix). 


 
 


Contractor Responsibilities beWellnm Responsibilities 


• Develop, maintain and execute all 


migration deliverables as defined in this 


RFP, in particular a Migration plan. 


• Review all draft deliverables and provide 


feedback. 


• Approve all deliverables and updates. 


• Update and maintain the migration RTM. • Review and approve. 


• Schedule and conduct Joint application. 


• requirements (JAR) sessions, as required 


to complete migration activities. 


• Schedule and conduct migration 


requirements walkthrough(s) for 


beWellnm staff and federal partners. 


• Participate in migration requirements 


JARs. 


• Review migration requirements and 


approve. 


• Convert data from the FFM system 


according to approved conversion 


requirements and migration plan. 


• Provide migration timeframes after 


consultation with CMS/CCIIO and 


beWellnm. 


• Conduct testing of conversion processes 


prior to full conversion and migration and 


submit results to beWellnm for review. 


• Provide beWellnm access to 


conversion/migration testing logs. 


• Correct deficiencies identified during 


conversion testing, preliminary conversion 


and final conversion, including any 


necessary Corrective Action Plans. 


• Provide minimum interruption of day-to-


• Review and provide feedback. 


• Request technical assistance, as required. 
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Contractor Responsibilities beWellnm Responsibilities 


day business processes during migration 


activities. 


• Provide technical assistance to beWellnm. 


• Execute modifications to the 


conversion/migration programs and 


perform all manual data conversions and 


migrations, as necessary. 


• Provide reporting, record reconciliation, 


and test results from functional/system 


/load/ operations readiness/parallel testing 


and any other testing as requested and 


required by beWellnm to ensure data was 


converted and loaded correctly 


• Provide ongoing analysis and reporting of 


conversion and migration results, 


including field-by-field mapping. 


• Confirm converted case data meets the 


requirements for continued issuance, 


maintenance, and that individual and 


Individual Exchange participant status 


continuity are maintained with no 


immediate intervention. 


• Provide defaults when necessary during 


data conversion and migration. 


• Review migration test results and results 


of preliminary conversion/migration and 


provide feedback. 


• Review documented migration results and 


provide feedback. 


• Ensure data in the FFM and the Individual 


Exchange remain synchronized and in-tact 


until all migration tasks are complete. 


• Provide and retain copies of all conversion 


reports. 


• Review, provide feedback and approve. 


 


 


1.9 Maintenance & Operations (M&O) 


The following section provides a description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP as they relate to M&Os. 


During the proposal process, the Contractor must outline their approach to completing the tasks as outlined 


in this section. 


1.9.1. Maintenance & Operations Definitions 


The Contractor must be responsible for all maintenance and operations activities for the Individual 
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Exchange which will begin immediately after beWellnm’s final acceptance of the Individual Exchange 


solution. The Contractor must be responsible for providing qualified personnel, resources, facilities and 


supplies to support the maintenance and operations activities of the system and to meet the PGs described in 


this RFP. Maintenance and operations activities will be included in the terms of the contract and use a PG 


model in which the Contractor must agree to maintenance, operations and modification hours using Key 


Performance Indicators. Specifically, maintenance & operations consists of the following three major 


activities: 


Operations 


Operations shall include the operation of the Individual Exchange. The Contractor must provide qualified 


personnel, resources, facilities, and supplies to support the operation of the Individual Exchange to meet the 


PGs described in this RFP. Upon the approved start of operations, the Contractor will begin processing 


Individual Exchange transactions. 


Maintenance 


Maintenance shall include supporting the Individual Exchange system, once implemented in the production 


environment statewide, for the duration of the contract. This support shall include the following activities: 


• Activities necessary to provide for continuous effective and efficient operation of the system 


to ensure the platform is always ready to perform at the standard and condition for which it was 


approved, including ongoing load testing; 


• Activities necessary to ensure that all data and programs are current and errors are 


corrected; 


• Addition of new values and changes to existing system tables, reference tables and 


conversion of prior records, as necessary; 


• Activities related to file growth and partitioning; 


• File maintenance activities for updates to all files; 


• Scheduled ongoing tasks to ensure system tuning, performance, response time, database stability 


and processing; 


• Changes to the scripts or system parameters concerning the frequency, number and media of 


reports; 


• Updates to software, operating systems or other system components requiring version updates, 


manufacturer “patches,” and other routine manufacturers’ updates to software; 


• Maintenance of security for user accounts; 


• Responses to production problems and emergency situations according to beWellnm-approved 


guidelines; 


• Investigate and correct batch job failures and defects; 


• Repair of jobs scheduled or run incorrectly, problems due to system hardware or software failures, 


problems due to operator/scheduler error, problems due to program or control language errors, 


security problems, corrupted files/databases, documentation and/or problems due to jobs run with 


incorrect data; and, 


• Response to “emergency requests” which are problems preventing benefit issuance or those having a 
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significant impact on the end user’s ability to perform their job. 


Modifications 


The Individual Exchange is subject to ongoing modification due to beWellnm’s long-term vision for 


expanding the Individual Exchange platform procured through this RFP, as well as federal and State 


regulatory and policy changes, Medical Assistance program initiatives, and technological innovations in the 


industry. The Contractor must provide the appropriate engineering and analysis expertise to remain 


responsive to changing system requirements. This must include the following activities: 


• The Contractor must perform software modifications for all components of the Individual 


Exchange following completion of implementation activities and approved Start of Operations, as 


requested by and agreed upon with beWellnm; and, 


• It should be noted that system and software upgrades available to all users/owners of the Individual 


Exchange must not be considered as modifications and must be available to beWellnm at no 


additional cost. Software and system upgrades are considered part of maintenance and operations. 


At a minimum, specific M&O tasks shall include the following areas: 


1.9.1.1. M&O Status Report 


The Contractor must produce a monthly M&O status report. The Contractor will negotiate the content, 


format, and frequency of these reports with beWellnm. The intent of the M&O reports is to provide 


beWellnm and the Contractor better information for management of the Contractor's activities and the 


Individual Exchange operations. At a minimum, M&O reporting will include the following: 


Operations Performance 


Operations performance includes information that demonstrates the Contractor’s compliance with applicable 


and agreed upon key performance indicators (KPIs) and performance guarantees (PGs). The Contractor 


must report on operations performance. 


Modification Hours 


Modification Hours include reporting on modification hours expended by week, work request, staff 


member, subtotals and totals. 


Operations Problems 


Problems are defined as any problems identified, the proposed repair or remedy, impact of the repair or 


remedy, and the mitigation strategy implementation date. The Contractor must report on operations 


problems as described in this RFP. 


1.9.1.2. Operations Performance Reporting 


The Contractor must monitor and report performance against the beWellnm-specified key performance 


indicators (KPIs). BeWellnm’s anticipated PGs, associated KPIs, and related penalties can be found in 


Attachment F of the RFP.  


The Contractor must develop reports to demonstrate compliance with beWellnm-determined KPIs. The 


Contractor is expected to develop a weekly dashboard of the KPI’s and on a monthly basis as determined by 


beWellnm, review the performance report detailing KPI’s from the previous month. If a KPI is not met, the 


Contractor must provide beWellnm a written CAP, as determined, which describes: 


• The missed KPI; 
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• A full description of the issue; 


• The cause of the problem; 


• Risks related to the issue; 


• All possible resolutions; and, 


• The proposed corrective action to avoid missing the KPI in the future. 


The performance report and subsequent CAPs (if necessary) shall be discussed at monthly M&O status 


meetings as determined by beWellnm. The Contractor must implement a CAP once the proposed corrective 


action is approved by beWellnm. 


1.9.1.3. Operational Problem Management 


The Contractor must provide operational problem management to manage beWellnm problems as they 


occur during maintenance and operations. The Contractor must provide software tools to enable the tracking 


of a specific defect from identification through correction, including all testing performed to ensure the 


correct fix is in place. The Contractor must categorize and resolve errors as outlined in the PGs found in the 


Attachment F of the RFP. 


1.9.1.4. M&O Status Meetings 


The Contractor must attend meetings as requested by beWellnm which may be combined with other regular 


status meetings. The Contractor will negotiate the schedule, format, and frequency of these meetings with 


beWellnm. The M&O status meetings will include the Contractor providing: 


• An overview of Individual Exchange performance and issue resolutions; and, 


• The status of all work requests, maintenance, and modification activities will also be reviewed at 


the M&O status meeting. This will include reporting of progress against schedules, any 


proposed schedule revisions, discussion of specific details on work requests, maintenance and 


modifications and review of deliverables. 


1.9.1.5. Post-Implementation Evaluation Report 


The Contractor must develop and deliver a post-implementation evaluation report. The reports must include 


that status of all functionality required to meet the requirements described in this RFP. For any functionality 


not working, the report must provide a Corrective Action Plan and timeline for correction. BeWellnm shall 


review and approve the Post-Implementation Evaluation Report prior to payment for the deliverable. 


1.9.1.6. M&O Manual Updates 


The Contractor must update the M&O manual to reflect the results of the approved post-implementation 


evaluation report prior to payment for the deliverable. The Contractor must provide these updates within ten 


(10) business days of the approved post-implementation evaluation report. 


1.9.1.7. M&O Release Management Plan 


As a part of maintenance, the Contractor will provide beWellnm with an M&O release management plan 


that outlines the major releases that are planned, including the critical activities required to ensure proper 


development and testing has occurred. The release management plan should identify critical activities 


required for release implementation to ensure all releases are conducted systematically. Version upgrades 


should be applied in a controlled manner to prevent disruption to user. The release management plan will be 


evaluated and reviewed routinely by beWellnm and, at a minimum, shall include: 
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• All software and hardware releases planned; 


• Documentation of the on-time delivery of application releases per due dates outlined in the most 


recently approved work plan; 


• Approach to informing beWellnm when emergency security patches are made available. The 


Contractor shall develop a plan to apply those patches as soon as possible following plan review 


and approval by beWellnm. In the case of true emergency security patches, provide beWellnm with 


notice prior to system shutdown. After patching, provide beWellnm with a listing of the 


patches/updates applied reasoning, and impacts, if any; and, 


• Provide the capability to roll back data and software releases/programs as requested by 


beWellnm during testing cycles. 


1.9.1.8. Technical Help Desk 


As part of maintenance, the Contractor will address all questions and reported problems related to the 


technical and functional operation of the system. The Contractor must provide tiered, toll-free telephone 


support twenty-four (24) hours, seven (7) days a week. A qualified technician will respond via phone to 


address all calls in accordance with the importance and criticality of the question being asked and/or the 


problem being reported. The Contractor will agree to provide onsite technical support within one business 


day for problems that cannot be resolved via telephone, or as stipulated in the PG, depending on severity. 


1.9.1.9. Regulatory Compliance 


The Contractor must ensure that all System M&O support components acquired through this procurement 


are to be fully compliant with State and federal requirements (including applicable privacy & security 


standards) in effect as of the date of the RFP release and with any changes that subsequently occur, unless 


otherwise noted. 


1.9.1.10. Audit Support 


The Contractor must support and provide assistance with any State and federal audits and certifications as 


beWellnm requests. 


1.9.1.11. Application Support 


The Contractor must perform application support for Individual Exchange to keep it operating as expected 


including but not limited to the following services: 


• System performance monitoring and reporting; 


• Investigation into unprocessed data; 


• Computer resource usage monitoring and reporting; 


• Application/system problem review meetings; 


• Preparation of special holiday, year-end, and production calendar schedules; 


• Preliminary investigation of problems not identified by beWellnm or consumers; 


• Environments support; 


• Ad hoc schedule changes; 


• Data resource management; 
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• Yearly/Quarterly/Semi-annual changes; 


• Mass changes; and, 


• Business rules changes. 


All other application support services must be performed on a daily (and/or as needed) basis. 


1.9.1.12. Contractor Workspace and Hosting Environment / Facility 


The Contractor, at the request of beWellnm may provide office space for its staff during implementation, 


maintenance, and operations associated with this RFP. The Contractor must lease or otherwise provide a 


facility for hosting the Individual Exchange during implementation, maintenance and operations and any 


extension of the contract, including the following: 


• The Contractor must ensure control of physical access to the office space/hosted facility and that 


only authorized persons are admitted into the facility; 


• The Contractor must ensure control of electronic security, including providing adequate virus and 


spam control security suites, intrusion detection, threat analysis, and routine security testing; 


• Visitors’ and messengers’ entry and exit into the workspace/facility must be logged by visitor 


name, agency represented, date, time of arrival and departure, name of individual to whom the 


visit is made; 


• All workspace/facilities are protected against intrusion during non-working hours with appropriate 


surveillance alarm/system; 


• The Contractor must ensure that beWellnm’s third-party auditors will have security access at 


the selected Contractor’s work space/facility as authorized in writing by beWellnm; 


• The facility entry and control points are locked or guarded at all times; 


• Facilities are equipped with adequate measures and means to ensure prompt detection of any 


disaster. The Contractor must maintain appropriate processes for reporting disasters to appropriate 


authorities and the emergency handling of fire, water intrusion, explosion, terrorist attack, or other 


disasters, natural or man-made; 


• Facilities are equipped with proper safeguards for fire prevention, fire detection, and fire 


suppression; 


• Facilities are equipped with fire detection and alarm systems with uninterruptable power supply 


and diesel generators with three (3) to four (4) day battery back-up capabilities; 


• Processes are in place to ensure that any communication switches and network components outside 


the central computer room must receive the level of physical and/or electronic security necessary 


to prevent unauthorized access and are equipped with appropriate back-up power supplies; 


• Processes are in place that ensure all Contractor staff abides by all federal, State and local security 


policies and procedures in force at each site such as connecting equipment or other devices to the 


beWellnm’s data network without prior approval of beWellnm; and, 


• Processes are in place to provide access to all authorized Individual Exchange users (including 


selected Contractor and selected Contractor staff) within one (1) work day of 


employment/notification, following all required security checks and protocols. 
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1.9.1.13. Work Requests 


The Contractor or beWellnm may submit work requests for changes to the Individual Exchange and related 


components, in accordance with the beWellnm-approved change management plan. Work requests must be 


classified as a modification effort (not including enhancements), as described in this section of the RFP. 


Examples of modification activities include: 


• Implementation of capabilities specified in this RFP and agreed to be implemented post- 


implementation (i.e. releases, phased capabilities, etc.); 


• Implementation of edits and audits not defined in the current Individual Exchange, but required for 


federal or State requirements; 


• Activities necessary to meet new or revised CMS, other federal, State of New Mexico or 


beWellnm requirements; 


• Changes to established report, screen, or database formats, such as sort sequence, new data 


elements, or report items; and, 


• Patches, upgrades, and/or major software releases falling under software maintenance and 


required to maintain the Individual Exchange at final acceptance quality. 


Work requests must be reviewed by the Contractor on, at least, a weekly basis at designated meetings with 


beWellnm staff. The Contractor must provide an online application, accessible by beWellnm staff, for 


work requests to be submitted, logged, tracked and reported on. The online tracking application must 


provide a detailed description of the effort as well as the status from submittal through implementation and 


documentation. The Contractor must maintain a summary log, updated weekly, of all work requests, 


including information specified by beWellnm. The report must be available online for access by both 


beWellnm and the Contractor staff. Work requests not falling under maintenance or modifications, as 


defined in this RFP and during contract negotiations, must be categorized as enhancements. 


The Contractor must provide an impact assessment of each work request within three (3) business days after 


submittal. The impact assessment must include: 


• A description of the scope of work involved; 


• The priority/tier level of the work request; 


• A breakdown of the work effort by deliverable; 


• A breakdown of the work effort by hours within each job classification; 


• An implementation schedule, and, if appropriate, revised schedules for all other concurrently 


approved projects or work requests impacted; and, 


• The proposed categorization of the effort as either a maintenance or modification activity. 


Upon receipt of the impact assessment, beWellnm must approve, require revisions or request additional 


information. 


1.9.1.14. Contractor’s Preventative Maintenance 


The Contractor must perform preventative maintenance activities that improve the performance of the 


Individual Exchange, as well as investigate and fix potential problems that have not yet occurred. 


Preventative maintenance includes, but is not limited to the following services: 
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• Improving the performance, maintainability, or other attributes of an application system; 


• Preventative maintenance; 


• Data table restructuring & re-indexing; 


• Data purges to reduce/improve data storage; 


• Run time improvements; 


• Replace utilities to reduce run time; 


• Potential problem correction; and, 


• Data set expansions to avoid space problems. 


It is beWellnm’s intent to perform (i.e., release) preventive maintenance changes periodically. For major 


changes requiring a more significant time to develop, test, and implement, the changes should be completed 


as part of a larger development release. 


Activities that can typically be completed independent of a production release (e.g., data set expansions, 


data purges) may be completed on a more frequent basis (e.g., daily or weekly). 


1.9.2. M&O Deliverables 


The Contractor must prepare the following deliverables in support of M&O activities: 


• M&O status reports; 


• M&O status meeting schedule; 


• Post-implementation evaluation report; 


• Updated M&O manual; 


• Operations performance reports; 


• CAPs, as required; 


• Release management plan; 


• Audit reports, as required; 


• Contractor workspace and hosting environment/facility; and, 


• Completed work request, as required. 


 


Contractor Responsibilities BeWellnm Responsibilities 


• Develop, deliver, maintain and execute all 


deliverables as defined in this RFP. 


• Review all draft deliverables and 


provide feedback. 


• Approve all deliverables prior to 


development. 


• Maintenance responsibilities include: • Determine the priority for Contractor 


completion of system maintenance and 







Attachment G: DDI and M&O 


50 


Contractor Responsibilities BeWellnm Responsibilities 


o Repair defects 


o Perform routine maintenance on 


reference files 


o Complete or repair system 


functionality as required 


o Make rules engine additions and 


modifications 


o Add users to access security levels. 


modification activities. 


• Monitor Contractor staff operations and 


system operations on an ongoing basis 


Require development of maintenance 


test plans as appropriate for major 


maintenance efforts. 


• Perform UAT, if desired. 


• Provide signoff that maintenance is 


approved. 


• Notify beWellnm immediately of any 


unscheduled downtime. 


• Formally request approval for scheduled 


maintenance periods.  Scheduled 


maintenance periods must be mutually 


agreed upon and approved by beWellnm and 


the Contractor. 


• Identify changes to business processes 


required as a result of fixes or other 


maintenance. 


• Facilitate coordination of activities 


involving multiple beWellnm staff, 


related agencies or programs. 


• Provide qualified systems staff to perform 


(in a timely manner and according to 


priorities) enhancements and modifications. 


• Review Contractor staffing levels. 


• Recommend the format for M&O status 


meetings. 


• Produce weekly status reports that provide 


information on Operations performance, 


modification hours, incidents, risks, and 


problems. 


• Review and approve the format for 


status reports. 


• Review and approve status reports. 


• Recommend the schedule, format and 


frequency for status meetings. 


• Attend regular meetings with the beWellnm. 


• Review and approve schedule, format 


and frequency for status meetings. 


• Attend regular meetings with the 


Contractor and provide feedback. 


• Update the M&O manual to reflect the 


results of the approved post-implementation 


evaluation report. 


• Update systems documentation, user 


• Review and approve updates to systems 


documentation, user manuals and 


operating procedures. 







Attachment G: DDI and M&O 


51 


Contractor Responsibilities BeWellnm Responsibilities 


manuals and operating procedures, as 


required by beWellnm, within thirty (30) 


business days of implementation of a fix or 


other maintenance or as specified by 


beWellnm. Changes to reports resulting from 


systems changes must accompany the first 


production of the report.  


• Provide data model documentation for 


accommodating new fields as part of 


upgrade strategy throughout the life of the 


contract. 


• Monitor performance against KPIs in the PG 


documented in this RFP. 


• Provide beWellnm with data to determine 


PG compliance and calculation of KPI 


metrics. 


• Develop CAPs for all missed KPIs. 


• Implement the plan identified in the CAP 


once approved by beWellnm. 


• Provide documentation to beWellnm 


demonstrating that the corrective action is 


complete and meets beWellnm requirements 


• Recommend changes to KPIs if revisions are 


needed. 


• Review and approve CAPs. 


• Request follow-up meetings to discuss 


the issues and corrective actions. 


• Review and approve changes to KPIs. 


• Request supporting reports and data; 


identify performance KPIs. 


• Review Contractor compliance with 


performance KPIs and PGs. 


• Identify missed performance KPIs and 


notify Contractor. 


• Appropriately size hardware to handle the 


State of New Mexico’ transaction traffic and 


volume at the beWellnm-accepted 


performance levels. 


• Inform beWellnm when a system deficiency 


is identified according to the priorities 


defined in the PGs included in this RFP. 


• Perform all activities relative to the 


correction of deficiencies within the 


timeframes stated in this section and the PGs 


and KPIs in this RFP. 


• Correct all errors and discrepancies found in 


the operational system at no additional 


charge. 
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Contractor Responsibilities BeWellnm Responsibilities 


• Use automated application and network 


performance measuring tools for proactive 


system monitoring, tuning mechanisms, 


reporting, and trend analysis; ensure 


performance monitoring alerts are 


configurable and allow for user notification 


using multiple communication methods. 


• Submit service requests when operational 


problems occur within the timeframes 


specified in the PGs and KPIs in this RFP. 


• Review and determine approval for the 


Contractor work requests addressing 


system deficiency, when identified. 


• Designate each work request as a 


maintenance or modification activity. 


• Develop and deliver CAP for problems, 


deficiencies or all outstanding operational 


activities. 


• Implement a beWellnm-approved CAP 


within the timeframe negotiated with 


beWellnm. 


• Review all CAPs and provide feedback. 


• Approve all CAPs prior to the 


Contractor executing the CAP. 


• Monitor the Federal Information Security 


Management Act (FISMA) and Federal Risk 


and Authorization Management Program 


(FedRAMP) for emerging security standards 


to ensure applicable controls are 


incorporated in the proposed Individual 


Exchange solution. 


• Review system and network access logs on a 


daily basis. 


 


• Plan all software and hardware releases as 


approved by beWellnm. 


• Be responsible for on-time delivery of 


application releases per the due dates shown 


in the most recently approved work plan. 


• Approve software and hardware 


releases. 


• Support onsite visits to field locations to 


ensure appropriate end-to-end transaction 


monitoring, as needed and other observation 


activities at the request of beWellnm. 
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Contractor Responsibilities BeWellnm Responsibilities 


• Prepare and submit work request and 


suggestions for system changes. 


• Categorize each work request as a defect, 


modification or enhancement and indicate 


the severity of the defect. 


• Update documentation to reflect changes. 


• Image and include all attachments pertinent 


to each work request. 


 


• Provide an online tracking tool for 


beWellnm and Contractor to use to track and 


generate reports on the progress of all work 


requests. 


• Provide flexible online reporting and status 


inquiry into the work request system. 


 


• Maintain an online system for tracking and 


reporting of maintenance and modification 


projects. 


 


• Train beWellnm staff on systems changes 


resulting from maintenance efforts. 
• Attend work request training, as 


necessary. 


• Provide recommendations for performance 


improvements, system enhancements to gain 


overall efficiencies (based on trend 


analysis), and other recommendations based 


upon industry standards and best practices. 


 


• Track and report on remediation and rework 


efforts to correct defects, bugs, and issues 


identified and resolved, in conjunction with 


beWellnm. If rework hours appear to 


jeopardize on-time release delivery, the 


Contractor must present a written mitigation 


plan to beWellnm, including the provision of 


additional resources at no additional cost to 


beWellnm. 
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1.10 Enhancement Activities 


The following section provides a description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP as they relate to 


enhancements. 


1.10.1. Enhancements Definitions 


The Contractor must provide all materials and labor associated with enhancing the Individual Exchange. 


Enhancements are defined to include any work requests that fall outside of regular maintenance and 


modifications, as described in this RFP, and that improve the technical and functional operation of the 


system beyond that which was delivered and accepted. Furthermore, enhancements will require a separate 


scope of work, to be reviewed and approved by beWellnm, prior to the Contractor initiating the following 


processes. 


The Contractor must follow all processes for enhancement activities set forth in this RFP, including: 


• Project management; 


• Design; 


• Development; 


• Testing; 


• Training; 


• Implementation; and, 


• M&O. 


The Contractor must work with beWellnm to set the schedule of key dates for submittal of major 


deliverables for during enhancement activities, using standard project management processes. All 


deliverable dates, key milestones, and budgets must be submitted to beWellnm for approval prior to start of 


any enhancement activities. At a minimum, enhancement activities and tasks shall include: 


1.10.1.1. Enhancements Project Control 


An updated, detailed project work plan is required from the Contractor early in the enhancement activities 


lifecycle. The purpose of the project work plan is to reaffirm delivery, detail work activities, and facilitate 


beWellnm's monitoring of progress based on deliverables and key dates, as specified in the project work 


plan. The project work plan must be updated on a weekly basis for delivery to beWellnm. 


1.10.1.2. Enhancements Design  


Updated Requirements Specification Document 


An updated detailed requirements specification document outlining enhancements to the Individual 


Exchange must be provided to beWellnm for review and approval. 


Updated Requirements Traceability Matrix 


An updated, detailed requirements traceability matrix (RTM) outlining enhancements to the Individual 


Exchange must be provided to beWellnm for review and approval. Requirements tracking must assure that 


all requirements are developed, configured, tested and approved by beWellnm. 
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Updated Detailed System Design Document 


The Contractor must update the detailed system design document with each of the major areas of 


enhancement, for review and approval by beWellnm. The Contractor must conduct walkthroughs of all 


enhancement designs with beWellnm. This will also involve demonstrations during the development of the 


design specification, enhancing beWellnm’s understanding of the enhancement as well as facilitating the 


approval process. 


Updated Disaster Recovery Plan and Business Continuity Plan 


The Contractor must revise the disaster recovery plan and business continuity plan to reflect changes 


identified during the development and testing process of all enhancements.  It must provide updated 


documentation reflecting any new system components and procedures required to effectively recover from a 


disaster. 


1.10.1.3. Equipment/Hardware/Software 


The Contractor must acquire any such computer hardware or software required for enhancement 


development by the Individual Exchange as described in this RFP. 


1.10.1.4. Enhancements Testing 


The objectives of enhancement testing activities are to: 


• Conduct system development and perform unit, business function, and system integration 


testing to ensure the functionality identified in the requirements function as defined; and, 


• Demonstrate, through integrated testing, that all enhancement functions will not adversely 


impact other business functions within the Individual Exchange. 


Enhancement testing must be designed to demonstrate that the new system functionality meets beWellnm 


specifications and performs all processes as designed. All related Individual Exchange business functions 


and modules will be tested, including possible changes to the disaster recovery plan and business continuity 


plan. Components of the test will require that the Contractor demonstrate readiness to perform all Individual 


Exchange functions and contractual requirements, including manual processes. BeWellnm will identify the 


schedule for test cycles and delivery of output. Testing will be conducted in controlled and stable 


environments. The Contractor must be responsible for preparing the test environment, including data, and 


conducting the tests. 


Minimum requirements are: 


• A test plan and schedule for each system module and business function, as well as for the 


integrated system; and, 


• Test results reporting. 


 


1.10.1.5. Enhancements Training 


The Contractor must provide training, as deemed necessary by beWellnm, in accordance with the training 


requirements outlined in this RFP. 


1.10.1.6. Enhancements Implementation  


Release Management Plan 


The Contractor will provide beWellnm with an updated release management plan, including release 
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activities required during and after enhancements, that outlines the major releases that are planned. This 


must include the critical activities required to ensure proper development and testing has occurred during the 


enhancement phase. The updated release management plan should also identify critical activities required 


for release implementation to ensure that all releases are conducted systematically. The updated release 


management plan must be reviewed and approved by beWellnm on, at least, a quarterly basis. 


M&O Manual Update 


The Contractor must prepare updates to the Individual Exchange M&O manual for each business area 


affected by enhancement activities. Updates to the M&O manual must be completed on all changes, 


corrections, or enhancements to the system prior to beWellnm approval of the system change. The 


Contractor shall be responsible for the production and distribution of all M&O manual updates in a timely 


manner. 


Final Acceptance 


The Contractor must ensure that enhancements are ready to be implemented and beWellnm approvals have 


been obtained in order to move enhancements into the production environment. This is known as final 


acceptance. 


1.10.2. Enhancements Deliverables 


The Contractor must prepare the following deliverables in support of enhancement activities: 


• Enhancement project work plan; 


• Updated requirements specification document; 


• Updated requirements traceability matrix; 


• Updated disaster recovery plan and business continuity plan; 


• Test plan; 


• Test results; 


• Updated release management plan; 


• M&O manual update; and, 


• Final acceptance. 


 


Contractor Responsibilities BeWellnm Responsibilities 


• Develop, deliver, maintain and execute all 


deliverables as defined in this RFP. 


• Review all draft deliverables and provide 


feedback. 


• Approve all deliverables prior to 


development. 


 
 
 


1.11 Turnover 


The following section provides a description of the work, deliverables, Contractor and beWellnm 


responsibilities required to plan and execute the activities described in this RFP, as they relate to turnover. 
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1.11.1. Turnover Definitions 


The continuing provision of Individual Exchange services requires that there be no disruption of services 


during a turnover from the Contractor to beWellnm or its appointed agent at the expiration or 


termination of the contract. Accordingly, the Contractor must cooperate fully in providing for an orderly 


and controlled transition to beWellnm or its appointed agent and will minimize any disruption in the 


services to be performed under this contract. 


Notwithstanding any other provision in this contract, the Contractor must continue providing contract 


services until beWellnm determines themselves or its appointed agent is prepared to fully assume the 


Contractor’s duties and obligations under this contract. All the terms and conditions of the contract shall 


apply during this period unless otherwise directed in writing by beWellnm. In order to assure adequate level 


of resources, the Contractor must dedicate additional qualified resources for turnover activities. 


The goal of the turnover process is to identify, provide, and document all the processes, tools and software 


required so that the Individual Exchange, as well as its related services, can be operated by beWellnm or its 


appointed agent. The support activities and documentation defined in this subsection are to ensure that the 


complete system may be run by an entity other than the Contractor. The turnover activities and activities 


completed by the Contractor must take place well in advance of the end of the contract providing 


beWellnm with multiple documents and training to allow either beWellnm personnel, or an agent appointed 


by beWellnm, to independently operate the Individual Exchange and its related components. All 


deliverables produced for turnover must be approved and accepted by beWellnm prior to final payment. At 


a minimum, turnover activities include: 


1.11.1.1. Pre-Turnover  


Turnover Plan 


Upon beWellnm’s request, or no later than 180 days prior to the identified turnover date, the Contractor 


must provide a Turnover Plan to beWellnm. The plan must include: 


• The Contractor’s proposed approach to turnover; 


• Turnover schedule; 


• A current configuration of the Individual Exchange system; 


• Any migration activities required of the Contractor; 


• Individual Exchange software, files and operations documentation; and, 


• An approach to providing execution of turnover services, as described in this RFP at no extra 


charge. 


Individual Exchange and Related Services System Requirements Statement 


Upon beWellnm’s request, or no later than 180 days prior to the identified turnover date, the Contractor 


must furnish to beWellnm, at no extra charge, an Individual Exchange and related service system 


requirements statement outlining the resources that would be required by beWellnm or its appointed agent to 


fully take over the system, technical, and business functions of the Individual Exchange and related services 


outlined in the contract(s). 


The Individual Exchange and related services system requirements statement must include an estimate of 


the number, type, salary of personnel required to operate the system and perform the other functions of the 


Individual Exchange and its related services. The statement must be separated by personnel activity 
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category. 


The Individual Exchange and related services system requirements statement must include all facilities 


and any other resources required to operate the Individual Exchange and related services, including: 


• Individual Exchange-related equipment; 


• System and special software; 


• Other equipment; 


• Telecommunications networks; 


• Office space; and, 


• Other resources. 


 


The Individual Exchange and related services system requirements statement of resources must be based on 


the Contractor’s experience in the operation of the Individual Exchange, its related services and must 


include actual resources devoted to the operation of the system. 


Training 


As requested by beWellnm, but approximately five (5) months prior to the end of the contract or any 


extension thereof, the Contractor must begin training the beWellnm staff or the staff of its designated agent 


in the operation of the Individual Exchange. Such training must be completed at least three (3) months prior 


to the end of the contract or any extension thereof. 


1.11.1.2. Execute Turnover  


Provide Turnover Services 


At the request of beWellnm, but approximately on the scheduled turnover date, the Contractor must transfer 


all technical and functional services to beWellnm or its appointed agent. The Contractor must transfer to 


beWellnm or its appointed agent, as needed, all program code listings and a copy of the Individual 


Exchange and related services required for beWellnm or its appointed agent to resume operations of the 


Individual Exchange, including: 


• All necessary data and reference files on electronic media; 


• All production computer programs on electronic media; 


• Job scripts on electronic media; 


• Data entry software; 


• All other documentation, including user and operation manuals needed to operate and maintain the 


system on portable media using beWellnm approved software; 


• Procedures for updating computer programs, job scripts, and other documentation; 


• All operations logs, process summaries, and documents completed during the contract, in a 


medium and format specified by beWellnm at transition; 


• Hardware configuration diagram showing the relationship between all data processing and 


communication equipment necessary to operate the Individual Exchange and related services, 


including local area networks, support networks, control units, remote entry devices, storage 
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devices, printers, control units, and data entry devices; and, 


• All system macros used for data entry or system modification functions. 


 


By approximately four (4) months prior to the end of the contract the Contractor must provide updates to 


replacements for all data and reference files, computer programs, and all other documentation required by 


beWellnm or its appointed agent to run acceptance tests. 


The Contractor must agree to assist beWellnm or its appointed agent in understanding the intricacies of 


the functional and technical operations of the Individual Exchange to ensure that beWellnm or an 


appointed agent may resume operations seamlessly with no interruption in the event that turnover is 


required. 


Turnover Results Report 


Following turnover of operations, the Contractor must provide beWellnm with a turnover results report that 


details the completion and results of each step of the turnover plan. The turnover results report must also 


certify that the Contractor shall be responsible, must correct at no cost any malfunctions that were 


determined to have existed in the system prior to turnover or which were caused by a lack of support at 


turnover, as may be determined by beWellnm. 


1.11.2. Turnover Deliverables 


The Contractor must prepare the following deliverables in support of Turnover activities: 


• Turnover plan; 


• Individual Exchange and related service system requirements statement; and, 


• Turnover results report. 


 


Contractor Responsibilities beWellnm Responsibilities 


• Develop, deliver, maintain and execute all 


deliverables as defined in this RFP 


• Review all draft deliverables and provide 


feedback.  


 • Approve all deliverables prior to 


development.  


 






